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About this book

This book is compiled from information center articles that are available at Web address:
http://publib.boulder.ibm.com/infocenter/ws51help/index.jsp. The information center has many intertopic
links that this book is not able to replicate in its subset of information. Although some effort was made to
remove such links and replace them with pointers to information center articles, it is possible that some
links were missed.

Links to information center articles that are not in this PDF do not function properly. Links to articles that
are within this document do work correctly.

To view an article in the information center, go to the Web address and search for the title of the
document.

© Copyright IBM Corp. 2002, 2004
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Summary of Changes

This section describes what’'s new in installation and migration in Version 5.1.
* New migration tools

The WASPreUpgrade and the WASPostUpgrade migration tools in Version 5.1 are updated to work with
V5.1. To migrate the configuration from another version of WebSphere Application Server, use the
WASPreUpgrade tool from the migration/bin directory on the product CD-ROM. The tool from the
previous release is not sufficient for migrating to V5.1.

There are several scripts that the installer program copies to the V5.0.x install_root/bin directory when
you use the installation wizard to migrate a V5.0.x release to V5.1.

— The pre_uninst50ws and the post_uninst50ws tools prevent removing the configuration of a migrated
node from the deployment manager when you uninstall.

— The pre_uninst502mq and the post_uninst502mq tools prevent deleting a messaging queue manager
when you uninstall after migrating a configuration of V5.0.2 to V5.1.

* New option on the uninstaller program

When uninstalling V5.1 with embedded messaging, there is a prompt for deleting the embedded
messaging code. You can leave the code to work with other installation instances that might use it.

* New level of embedded messaging

The release level of the embedded messaging feature, which is based on WebSphere MQ technology,
is CSD04. Because installation instances on one machine share embedded messaging code,
coexistence is affected by the presence of the embedded messaging feature. V5.1 with embedded
messaging does not install on a V5.0.0 or V5.0.1 machine with embedded messaging at an earlier level.
Stop the installation and upgrade the V5.0.x level to V5.0.2, which can coexist with V5.1. Or clear the
selection of the embedded messaging feature and install V5.1 without embedded messaging.

* New support for configuration instance creation
You can create a configuration instance when the original installation location is read-only.
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Migrating

Migrating is an activity in which you take advantage of existing materials. Migration tasks and tools help
you upgrade the product and its prerequisites, reuse existing application components when feasible, and
transfer administrative configurations from your past version to a current one.

Migration of WebSphere Application Server products is about leveraging the existing environment and
applications and changing them to be compatible with the current product version.

Migration Redbook

Migrating to WebSphere V5: An End-to-End Migration Guide is available from the Redbooks Web site at
[ttp://www.ibm.com/redbooks] To locate the Redbook, search for the document number SG24-6910-01.

The Redbook provides a broader coverage than the information center articles, including more detailed

planning information for application migration and WebSphere Studio Application Developer tooling and

samples. Migrating Applications from WebSphere for z/0S V4 and V3.5 to V5 is also available from the

Redbooks Web site. Search on document number SG24-7044-00 to locate this book.

Version 5.0.x migration 5.4+

Migration from Version 5.0.x to Version 5.1 involves minimal change because both releases implement the
Java 2 Platform, Enterprise Edition (J2EE) 1.3 specification. Version 5.0.x supports the Java 2 SDK
Version 1.3.1. Version 5.1 supports the Java 2 SDK Version 1.4.1. V5.0.x applications can run on either
release without change. V5.1 applications can run on either release without change if you compile
applications on a V5.1 node with the compatibility options. See the "Changes for application developers”
section for more information.

There are several considerations. There are new migration tools for V5.1 to help migrate federated nodes
and nodes with the embedded messaging feature installed. Use the new tools when uninstalling a node
you migrate or when uninstalling the V5.1 node, if you decide to keep using the previous node. One set of
tools prevent the deployment manager from removing the node as a member of the cell. The other new
set of tools prevents uninstalling the messaging queue manager and deleting the code for embedded
messaging feature.

The WASPreUpgrade and the WASPostUpgrade migration tools are also updated for V5.1. Verify that you
use the WASPreUpgrade tool from the migration directory on the CD-ROM if you intend to save a
configuration from a previous product, install V5.1, and restore the configuration. You must use the V5.1
version of the WASPreUpgrade tool to save a configuration that you intend to add to a V5.1 node.

Version 4.x migration 5.4+

Migration from Version 4.x to Version 5.1 involves minimal change because both releases implement the
Java 2 Platform, Enterprise Edition (J2EE) specification. (V4 implements the J2EE 1.2 specification. V5.1
implements the J2EE 1.3 specification.) Most V4.x applications can run without change.

Despite this fact, knowledge of how the migration tools migrate Version 4.x applications is important. For
example, extended messaging support service is now a component of WebSphere Business Integration

Server Foundation, Version 5.1. Applications that use Version 4.x extended messaging support services

require migration to use in an Integration Server system.
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Version 3.5 migration: Moving to the J2EE model

V3.5.x users upgrading to V5 are moving to a platform that is fully compliant with J2EE specifications.
J2EE technology clearly separates development and the creation of applications from application

administration, deployment and management. Migration from V3.5 involves changes in application
structures, development, and deployment.

1% The migration tools assist in the transition from Version 3.5.x to Version 5.1 by migrating system

configurations and creating J2EE artifacts, including J2EE security roles mapping. The migration tools
create initial J2EE enterprise applications based on Version 3.5.x configurations. However, because of the
significant change in application structures, plan to carefully test and tune migrated applications, using

development and deployment tools, to determine exactly how the applications function in the new
environment.

The J2EE model enables you to develop applications independently from their final deployment
environment. This task separation simplifies the process of promoting an application from initial
development through production, or moving an application from one server to another. The intent is to
change only the application deployment parameters, and not the application code.

New assembly and deployment user roles and tools

Version 3.5.x and Version 4.x users perform application tasks through the administrative console.

5:1% Version 5 application settings are defined in J2EE deployment descriptors, by application

assemblers using the assembly toolkit, which is available on the IBM WebSphere Application Server

Toolkit (ASTK) CD-ROM. A deployer follows the instructions in the deployment descriptor to install the
application into a particular server environment. (See ).

A simple timeline of activities for Planning, Installer and Administrator roles.

Planning the production environment

| Installing the product, setting up multiple node environments |

| Migrating existing installations and configurations |
D e N ———
/ \ | Administering in preparation for application deployment |
' L}
1 4 t | Obtaining assembled modules containing application code |
Updating and '
re-deploying { | Deploying modules onto test, production servers |
applications s
i ! | Testing access to deployed modules |
| n
| ¥ | Administering deployed modules, servers, resources |
1 :

\ i Monitoring and tuning performance |

\ '

|‘; Troubleshooting problems |
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A simple timeline of activities for an Application Developer role.

Installing the product in application development environment

,I Planning application development approaches |

" ‘I

v v
Updating and
re-deploying
applications

| Developing and unit-testing application components |

| Migrating existing application components and modules |

| Assembling code into modules for development |

| Deploying modules onto development servers |

| Testing access to deployed modules |

\ ' | Monitoring and tuning performance |

1} ]

3
A}

Troubleshooting problems |

.

Version 5 administration

Version 5 administrators can install a Version 5 application onto the server and bind it to an environment.
This capability enables administration at the application and module level. Administrators no longer must
manage individual servlets, JSP files, or enterprise beans.

The relationship between applications and Application Servers has changed in the move to a J2EE base.
After creating a J2EE application, deploy it by installing the application onto Application Servers through
the administrative console. Through the administrative console, you can view, start, or stop deployed
modules by the application to which they belong or by the Application Server on which they are deployed.

Support for J2EE resources. In addition to JDBC drivers and data sources, several resource types are
added as the product transitioned to a J2EE base. Administrators now can configure URLs, the Java
Message Service (JMS), and the JavaMail API. In each case, you can create a resource provider (such as
a JMS provider) and then create resource factories for each provider (such as JMS destinations and JMS
connections). The default JavaMail API provider does not appear in the administrative console because it
is not configurable. You cannot create additional JavaMail API providers.

More information about the J2EE standard is available from the links in|Installation: Resources for|

Jearming

Role based security. Version 5 security is consistent with J2EE role-based security specifications.
Deployment descriptors specify roles for an application. As the administrator installs the application, these
roles are bound to users or to groups.

In the administrative console, a Security Center lets you perform all security tasks from a single location.
Such tasks include everything from changing the binding information for roles in an application to setting
Secure Sockets Layer (SSL) properties to enabling security. Application-specific security tasks are also
supported, through the property sheets for each application.

Changes for application developers

Version 3.5.x and V4.x developers use the administrative console to create, edit, and view application
configurations.

Migrating Xi



3% ys 1 developers use the assembly toolkit, which is available on the IBM WebSphere Application
Server Toolkit (ASTK) CD-ROM to package, edit, and view J2EE applications.

Packaging J2EE applications includes:

» Copying appropriate files into the enterprise archive (EAR) file, including classes, JSP files, HTML files,
image files, and so on

» Defining deployment descriptor files for modules and applications

51% 1 Version 5.1, the assembly toolkit is available on the IBM WebSphere Application Server Toolkit
(ASTK) CD-ROM. The assembly toolkit lets you copy files with appropriate relative paths into the archive
and provides a GUI method for defining deployment descriptors. Also, developers can set
environment-specific binding information through the assembly toolkit. These bindings are defaults for the
administrator to use when installing the application through the administrative console.

You can define IBM extensions to the J2EE specification, for example supporting servlets to be served by
class name. These extensions are saved in an XML file that is separate from the standard J2EE
deployment descriptor to ensure portability to other Application Servers.

A% your existing applications use IBM extensions from earlier product versions, it might be necessary
for you to perform mandatory or optional migration to use the same kinds of extensions in Version 5.1.

Version 5.1 supports the Java 2 SDK Version 1.4.1. There are several implications for migration and
coexistence. The V5.1 Network Deployment cell is a mixed node environment, where some Application
Server nodes might be V5.0.x running Java 2 SDK 1.3.1 and some nodes might be V5.1 nodes running
Java 2 SDK 1.4.1.

Applications compiled on V5.0.x nodes can also run on V5.1 nodes. The IBM SDK 1.4.1 in V5.1 provides
this backward compatibility.

There is also a cross compiler option for the IBM SDK 1.4.1 that supports compiling code against a
bootstrap and extension classes of a previous IBM SDK version. By default, the javac compiler compiles
against the bootstrap and extension classes on its platform: the IBM SDK 1.4.1 compiles for 1.4 by default.
You can use the IBM SDK 1.4.1 to compile for IBM SDK 1.3.1 compatible output. For example, a
developer can issue this command on a V5.1 node to compile against a 1.3 target:

/ javac -target 1.3 -bootclasspath jdk1.3\Tib\classes.zip \ -extdirs "" OldCode.java

The compiled code runs on a 1.3 Java virtual machine (JVM). The -target 1.3 parameter generates class
files that are compatible with 1.3 JVMs. If you do not specify the -target option, the -bootclasspath option
and the -extdirs option, the compiled code runs on 1.4 JVMs only. You must specifically compile for 1.3
JVMs on a V5.1 node, to avoid compiling against a Java 2 Platform API that is not present on a 1.3 JVM.
A 1.4 application fails at run time on a V5.0.x node.

Migrating APIs and specifications

5.4+ Migrating APIs and specifications means moving to the current Java component level and to other
technologies that IBM WebSphere Application Server, Version 5.1 supports.

Migrating APIs and specifications also includes moving to the most contemporary open specification levels.
If your existing applications currently support different specification levels than those supported by this
product version, updating at least some aspects of the applications to comply with the new specifications
is probable.
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31% From V3.5.x to Version 5.1, the main migration areas include IBM extensions and the Java 2 SDK.
In contrast, little migration is necessary to move from Version 4.x to Version 5.1.
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How to send your comments

Your feedback is important in helping to provide the most accurate and highest quality information.
» To send comments on articles in the WebSphere Application Server Information Center
1. Display the article in your Web browser and scroll to the end of the article.

2. Click on the Feedback link at the bottom of the article, and a separate window containing an e-mail
form appears.

3. Fill out the e-mail form as instructed, and click on Submit feedback.

* To send comments on PDF books, you can e-mail your comments to: wasdoc@us.ibm.com or fax
them to 919-254-0206.

Be sure to include the document name and number, the WebSphere Application Server version you are
using, and, if applicable, the specific page, table, or figure number on which you are commenting.

When you send information to IBM, you grant IBM a nonexclusive right to use or distribute the information
in any way it believes appropriate without incurring any obligation to you.
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Chapter 1. Planning

Planning is an activity in which you make decisions that affect one or more subsequent activities.

Pre-installation planning helps IT architects and various administrators select and implement multiple node
server environments comprised of one or more product installations.

Note the topic , as it is an essential task in a WebSphere Application Server Network Deployment
environment.

A simple timeline of activities for Planning, Installer and Administrater roles.

Planning the production environment

| Installing the product, setting up multiple node environments |

| Migrating existing installations and configurations |
Do N
[ \ | Administering in preparation for application deployment |
. \}
| 4 t | Obtaining assembled modules containing application code |
Updating and '
re-deploying b | Deploying modules onto test, production servers |
applications i
1 ! | Testing access to deployed modules |
\ | | Administering deployed modules, servers, resources |
' 3
\ '

\ I Monitoring and tuning performance |

\ '

i

. Troubleshooting problems |

Aside from the planning that precedes product installation, application developers and others encounter

various decisions that are smaller in scale, but can have ramifications if not well planned. Those are the
kind of decisions outlined under Planning.

For example, selecting a session tracking approach can affect application development, assembly, and
administration downstream.

Whatever kind of planning you are doing, it is best to review the product documentation of the functional

area you are using, to understand the key concepts underlying, as well as the specific product support and
limitations in that area.

© Copyright IBM Corp. 2002, 2004



2 1BM WebSphere Application Server Network Deployment: Getting Started



Chapter 2. Installing

Installing is an activity in which you put software onto machines. Some installation can be performed after
the initial product setup, such as installing the complimentary application clients provided with the product.

For Version 5.1.1 the Launchpad and the installer wizard use the language setting from the machine locale
to determine the language for the interface.

Installation can be part of setting up a multiple node production environment, in which case significant
planning is needed.

See "Establishing multimachine environments” for detailed setup instructions once you have installed

WebSphere Application Server and WebSphere Application Server Network Deployment on various
machines.

A simple timeline of activities for Planning, Installer and Administrator roles.

Planning the production environment

| Installing the product, setting up multiple node environments |

| Migrating existing installations and configurations |
P oo,
[ \ | Administering in preparation for application deployment |
. ]
14 1 | Obtaining assembled modules containing application code |
Updating and '
re-deploying b | Deploying modules onto test, production servers |
applications i
i ! | Testing access to deployed modules |
| n
| i | Administering deployed modules, servers, resources |
1 :

\ '

\ | Monitoring and tuning performance |

|‘; Troubleshooting problems |

Application developers might perform quick, single machine installations to create a realistic server

environment for unit-testing code artifacts and applications. This task can require little preparation beyond
checking the software and hardware requirements.

A simple timeline of activities for an Application Developer role.

Installing the product in application development environment

-

.| Planning application development approaches |

]
"
]

)
Y

| Developing and unit-testing application components |

1} ]

* ]
.
Updating and { | Migrating existing application components and modules |
re-deploying '
applications ' | Assembling code into modules for development |
L]
| I | Deploying modules onto development servers |
1 "
' '
' [ | Testing access to deployed modules |
|} "
\ 1 | Monitoring and tuning performance |

‘. Troubleshooting problems |
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Chapter 3. Installing WebSphere Application Server products

This topic introduces installing IBM WebSphere Application Server Network Deployment, Version 5.x,
including the tasks you need to perform.

To create a complete environment for installation, you must install any prerequisites and prepare the
operating platform for installation. During installation, you can optionally migrate the configuration from a
previous version of the product. After installation, you can run the installation verification test and bring up

your Application Server.

Perform the following tasks to create a running version of the product on your machine.
1. Plan to install an e-business network, as described in [‘Planning to install an e-business network” on|

This task helps you plan to install an e-business network. It also describes interoperability

considerations.

2. Install the product, as described in|“|nsta||ing the product” on page 43.|

This task helps you prepare your machine for installation and explains the different types of
installation available to you. It includes information on:

* Using the Launchpad

» Deciding whether to migrate applications and the configuration from a previous version
* Deciding whether to coexist with a previous version
» Using the silent installation method

This task describes using the installation wizard. Through the installation wizard, you migrate
applications and configurations from a previous version of WebSphere Application Server, coexist with
the previous version, choose a full installation type or a custom installation type, and perform some

initial configuration.

Migrate Enterprise, V5.0.x or Enterprise Edition, V4.x to WebSphere Business Integration Server

Foundation, Version 5.1.

Table 1. When to migrate extended applications to Version 5.1

Migration from

Migrate to V5.1?

WebSphere Business
Integration Server

WebSphere Application

Network Deployment

Foundation Server
Enterprise Edition, V4.1.x Yes No. You disable programming model extensions in your
Enterprise, V5.0.x Yes migrated applications.

Migrating to base or Network Deployment issues warnings that describe the parts of your

configuration that are disabled. The migration tools record these warnings in a log file. If you have
already migrated and disabled the extensions in your applications, you can enable the extensions
again by installing Integration Server and selecting the migration option.

There is no Enterprise Edition in Version 3.5.x or Version 4.0.x. If you are migrating from a V3.5.x
product or a V4.0.x product, migrate when you install the V5.1 base product or the V5.1 Network
Deployment product. After migrating, install the WebSphere Business Integration Server Foundation

product.

The Network Deployment node must be at the highest product level within its cell. The following table
shows if a particular base product configuration is allowed within a Network Deployment node.

© Copyright IBM Corp. 2002, 2004



Table 2. Mixed version cells in Version 5.1

Application Server Network Deployment

node V5.0.0 V5.0.1 V5.0.2 V5.1
V5.0.0 Yes Yes Yes* Yes*
V5.0.1 No Yes Yes* Yes*
V5.0.2 No No Yes Yes
V5.1.x No No No Yes

* The base node cannot have the embedded messaging feature installed.

10.

Verify the installation.

a. Use the First Steps tool to run the Installation Verification Test, as described in
[installation verification test” on page 184

The First Steps tool starts automatically at the end of the installation.

b. Identify and correct any problems using the troubleshooting procedure, as described in
[‘Troubleshooting the installation” on page 185.|

Examine the results of migration, or prepare to perform a manual migration, as described in
[‘Migrating and coexisting” on page 311

This task describes exactly what is migrated during the automatic migration. It also describes how to
perform a manual migration using the migration tools.

Prepare to migrate from an unsupported operating system, as described in ['Migrating from an|
[operating system that is no longer supported” on page 339

This task describes a basic procedure to follow when migrating from one operating system to another.

Configure WebSphere Application Server after migration, as described in r‘Configuring WebSphere|
[Application Server after migration” on page 371

This task explains how to check migrated application and configuration information, to understand and

configure exactly what you migrated.

» If you migrate from Version 3.5.x, examine the applications that you are moving. Make any
necessary changes to the applications that are converted to Java 2 Platform, Enterprise Edition
(J2EE) platform applications. The migration tools create the initial J2EE enterprise applications,
based on Version 3.5.x configurations.

» If you migrate from Version 4.x, you have little to review. J2EE 1.2 enterprise archive (EAR) files in
Version 4 work in Version 5 of WebSphere Application Server, which also supports the J2EE 1.3
specification.

Set up a multinode environment, as described in [‘Establishing multimachine environments” on page]

This task describes how to set up multiple nodes into a group or cell of Application Servers, with
centralized configuration under the control of the deployment manager node and its distributed node
agents.

Set up V3.5.x and V5 coexistence, as described in [‘Setting up Version 3.5.x and Version 5|
[coexistence” on page 357,

This task describes running WebSphere Application Server V3.5.5 and later editions with V5.x, on the
same machine.

Set up V4.0.x and V5 coexistence, as described in [‘Setting up Version 4.0.x and Version 5.x|
[coexistence” on page 358.|

This task describes running WebSphere Application Server V4.0.2 and later editions with V5.x, on the
same machine.

Set up V5.x coexistence, as described in [‘Setting up Version 5 coexistence” on page 360

This task describes running multiple WebSphere Application Server product installations on the same
machine.

IBM WebSphere Application Server Network Deployment: Getting Started



11. Automatically restart WebSphere Application Server processes, as described in [‘Automaticall
[restarting server processes” on page 176.|

This task describes how to set up WebSphere Application Server processes for the operating system
to monitor and restart.

12. Create multiple Version 5 instances on one machine, as described in [‘Creating multiple Version 5|
|configuration instances” on page 193.|

This task describes creating multiple configuration instances from one installation. It also describes
creating multiple servers in a coexistence or multiple instance environment, and changing port
settings for HTTP transport to avoid conflicts.

13. Apply an interim fix, a cumulative fix, or a fix pack to an existing installation, as described in
[‘Installing interim fixes, cumulative fixes, and fix packs” on page 202 |

This task helps you apply maintenance to WebSphere Application Server products after you download
the maintenance from the Support page.

14. Remove an interim fix, a cumulative fix, or a fix pack from an existing installation, as described in
|“Uninsta|ling interim fixes, cumulative fixes, and fix packs” on page 239.|

This task helps you remove applied maintenance from WebSphere Application Server products.
15. Tune for performance. For best performance on any platform, see [Tuning performance parameter]

-

The WebSphere Application Server product is installed.

Uninstalling and reinstalling: See [‘Uninstalling the product” on page 273 for information about
uninstalling and reinstalling any WebSphere Application Server product.

Deploying applications: Go to [Quickly deploying Web components - Try it out!|for a description of how to
get started deploying applications.

WebSphere Application Server packages for Version 5.1

The WebSphere Application Server family of interoperable products provides a next-generation application
server on an industry-standard foundation. The IBM WebSphere Application Server family is divided into
the following packages for Version 5. Each edition addresses a distinct set of scenarios and needs.
WebSphere Application Server includes:

* WebSphere Application Server Express (not pictured below)

This edition is a lightweight server for static content, servlets, and JavaServer Pages (JSP) files, but
does not support enterprise beans.
+ WebSphere Application Server

This edition addresses the basic programming and run-time needs of desktop developers and
single-server production scenarios. The run-time environment for this edition addresses
standards-based programming for Web and component-based programming, as well as Web services.

The administration model for this edition presumes a single-server environment with no clustering for
failover or workload balancing, and with no centralized administration of multiple server instances.
However, you can add a stand-alone node to a centrally administered network (the cell) at any time
after installing the following product, Network Deployment that controls the cell.

+ WebSphere Application Server Network Deployment

This edition addresses application servers running in multiple-server production scenarios. It provides
centralized administration, as well as basic clustering and caching support.
* WebSphere Business Integration Server Foundation

IBM WebSphere Business Integration Server Foundation (previously IBM WebSphere Application Server
Enterprise) builds on the industry leading IBM WebSphere Application Server Network Deployment to
deliver a next generation composite application platform optimized for building service-oriented
applications that extend and integrate your existing IT assets.

Chapter 3. Installing WebSphere Application Server products 7
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With the Version 5.1 release, IBM WebSphere Application Server Enterprise has been re-branded as
WebSphere Business Integration and renamed to IBM WebSphere Business Integration Server
Foundation to improve product alignment and positioning as the foundation for higher value I1BM
WebSphere Business Integration solutions.

The product value proposition and functionality remain unchanged. Future releases of IBM WebSphere
Business Integration Server Foundation will focus on enhancing product integration capabilities,
including maintaining and enhancing the process choreography and business rule features and adding
new integration capabilities and easier-to-use tools.

IBM WebSphere Business Integration Server Foundation will continue to build on the IBM WebSphere
Application Server and will maintain its commitment to J2EE and open standards.

IBM WebSphere Studio Application Developer Integration Edition Version 5.1 (name unchanged) is
a comprehensive Eclipse-based composite application development environment for building
service-oriented applications that extend and integrate your existing IT assets.

IBM WebSphere Studio Application Developer Integration Edition V5.1 is optimized for building
integrated applications and business processes that deploy to IBM WebSphere Business Integration
Server Foundation V5.1. WebSphere Studio Application Developer Integration Edition includes all of the
features available in IBM WebSphere Studio Application Developer v5.1.1.

WebSphere Application Server for z/0S (not pictured)

This edition integrates the WebSphere Application Server product and the Network Deployment product
into a single package that leverages the unique qualities of service inherent to the z/OS platform. It
addresses standards-based programming for Web and component-based programming, as well as Web
services, and provides centralized administration of multiple server instances, as well as basic clustering
and caching support.

51+
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Figure 1. Installation images in WebSphere Application Server packages that are currently available for V5.1. The
following packages are available for Version 5.1, which supports the Java 2 SDK 1.4.x specification.

Description of installation images

The WebSphere software platform for e-business starts with a foundation formed from Web application
serving and integration. The WebSphere Application Server family lets you quickly, reliably and flexibly
enable your business for the Web. It provides the core software to deploy, integrate and manage your
e-business applications. WebSphere Application Server supports custom-built applications, based on
integrated WebSphere software platform products, or on other third-party products. Such applications can
range from dynamic Web presentations to sophisticated transaction processing systems.

IBM WebSphere Application Server, WebSphere Application Server Network Deployment, and WebSphere

Business Integration Server Foundation are interoperable building blocks. The base product CDs are
included in the Network Deployment package. The Network Deployment package CDs are included in the
Integration Server package.

* The Application Clients installation image contains the Java 2 Enterprise Edition (J2EE) Application

Clients support, the WebSphere Business Integration Server Foundation client programming model
extensions, the CORBA C++ client|(deprecated)| the Applet client, and the ActiveX to Enterprise
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JavaBeans (EJB) bridge client support. The image also contains the embedded messaging client
support for the native Java Message Service (JMS) provider in WebSphere Application Server products.

* The WebSphere Application Server product installation image contains the core application server
runtime, a native JMS provider (the embedded messaging feature), IBM HTTP Server, IBM Developer
Kit, IBM Cloudscape, XML and XSL parsers, the deployment tool, the node agent for communicating to
the deployment manager when it is part of a cell, and the external adapter library for proxy caching
enablement.

The application assembly tool is no longer a feature of the base WebSphere Application Server product
beginning with Version 5.1. The assembly toolkit replaces the application assembly tool. The assembly
toolkit is available on the IBM WebSphere Application Server Toolkit CD in the product package. The
assembly toolkit consists of the J2EE Perspective of the WebSphere Studio Application Developer
product, including code generation capabilities.

* The Deployment Manager product installation image contains the deployment manager configured for
use in departmental production computing scenarios. It includes the embedded messaging client
feature, the Version 2 compliant universal description, discovery, and identification (UDDI) registry
feature, and the Web services gateway feature. Although the Network Deployment package includes the
base Application Server CD, installing the Network Deployment product does not install the base
Application Server product. You must use the base product CD to install the base product.

« The Edge components installation image contains IBM HTTP Server, and edge of network support for
the Load Balancer (Dispatcher) and Caching Proxy (edge caching), as well as support for network
authentication and single sign-on.

* The WebSphere Business Integration Server Foundation installation image contains programming
model extensions to the core Application Server, such as business rule beans and process
choreographer, and deployment manager extensions for administering functions included in the
programming model extensions. Integration Server supports an umbrella installation, which automatically
installs the base product in the same installation procedure.

Although the Integration Server package includes the Network Deployment product CD, installing
Integration Server does not install the Network Deployment product. You must use the Network
Deployment product CD to install the Network Deployment product.

If you install the Integration Server product on a machine with an installed Network Deployment product,
the Integration Server product extends the Network Deployment administrative console.

Although the Integration Server package includes a separate base WebSphere Application Server
product CD, installing Integration Server on a clean machine automatically installs the base Application
Server product in an umbrella installation.

If you install Integration Server on a machine with an installed base Application Server product,
Integration Server extends the base Application Server product, while automatically installing any base
product features that Integration Server requires.

* The WebSphere MQ and WebSphere MQ Event Broker installation images in Version 5.0 provide the
non-embedded full-function WebSphere MQ Queue Manager for reliable, dynamically load balanced
asynchronous messaging for more than 35 platforms.

Included with all packages are the Data Direct Technologies JDBC Drivers and the IBM WebSphere
Application Server Toolkit (ASTK) compact disks (CDs).

Also included with the Version 5.1 base product and the Network Deployment product are the WebSphere
Application Server, Version 5 for iSeries CDs. The Integration Server product for V5.1 is not supported on
iSeries servers at this time.

In addition, the Network Deployment package includes the IBM Directory Server and the DB2 Universal
Database Enterprise Edition products.
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Planning to install an e-business network

Version 5 of the WebSphere Application Server family provides flexible configurations and deployment
options for hosting Java 2 Platform, Enterprise Edition (J2EE) applications. The WebSphere Application
Server package provides all required components:

* The WebSphere Application Server

* A Web server

* A J2EE client

IBM WebSphere Application Server Package

= Application Server package is installed

@ = Application servers

The WebSphere Application Server Network Deployment package includes the core package and provides
a smooth transition to deploying and managing applications in a distributed network environment. It
includes productivity and scalability enabling components (Edge components). The deployment manager
server lets you easily federate single nodes to its group, which it manages as a single image or cell, by
using the nodeagent server process on each node.
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IBM WebSphere Application Server Network Deployment Package
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Node cell

Deployment
Manager w

Adding a Node to a Cell

/ = Application Server package is installed

= Network Deployment package is installed

= Application servers

Tasks in the installation planning process appear below.

1.

2.

12

Plan the general scope of your network.

Review single machine topologies| and jhow to establish a multimachine environment{ to learn about
WebSphere Application Server, Version 5 product family scalability. With one command you can move
an Application Server node from a stand-alone environment into a managed group of server
processes, all part of a single-image cell, under the centralized control of the Version 5 deployment
manager. Or, you can move an Application Server back to a stand-alone environment. You can start
small and scale up to larger integrated topologies.

[Review common multinode topologies.|

Determine which scalable and reliable e-business environment is a best fit for your requirements as
you learn where to install the typical components of a WebSphere Application Server environment. For
example, decide whether to install WebSphere Application Server on the same server as the Web
server, or whether to create a cluster of application servers on one or several machines.

Decide which WebSphere Application Server package you need. Understanding scalability factors and
picking the right design can help you start with the correct package, and can help you achieve your
business model objectives for e-business in a timely and cost-efficient manner.

Review common topologies for WebSphere Application Server Edge components, as described in the
information center for Edge components.

51% After planning how to install the WebSphere Application Server product, you can plan the
installation of Edge components, which are included in the Network Deployment package and
therefore, in the WebSphere Business Integration Server Foundation package. Edge components
include the caching proxy and the load balancer component set, including the dispatcher.

You can find a link to the Edge components information center Web site in the Installation: Resources
for learning topic.
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4. Review the latest research in e-business patterns at the developerWorks Web site. You can find
additional information on proven patterns of machine and product configurations, from thousands of
actual IBM experiences.

You can find a link to the developerWorks Web site in the Installation: Resources for learning topic.

5. Plan for interoperability and coexistence.

Plan to have WebSphere Application Server interoperate with your other e-business systems, including
other versions of WebSphere Application Server. Interoperability provides a communication mechanism
for WebSphere Application Server nodes that are at different versions. Coexistence describes multiple
versions or instances running on the same machine, at the same time.

Interoperability support enhances migration scenarios with more configuration options. It often is
convenient or practical to interoperate during the migration of a configuration from an earlier
Application Server version to a later one when some machines are at the earlier version and some
machines are at the later version. The mixed environment of machines and application components at
different software version levels requires interoperability and coexistence.
It is often impractical, or even physically impossible, to migrate all the machines and applications within
an enterprise at the same time. Understanding multiversion interoperability and coexistence is
therefore an essential part of a migration between version levels.
a. Plan to run WebSphere Application Server across platforms.
Support of multiple versions is provided on all operating system platforms supported by
WebSphere Application Server, Version 5.
b. [Plan to run WebSphere Application Server across versions)
WebSphere Application Server, Version 5 is generally interoperable with WebSphere Application
Server Versions 3.5.x and 4.0.x, although each version has specific requirements. However, the
ability to run different versions of an Application Server in a configuration does not let you include
Version 5 Application Servers in an existing administrative domain, or let you include Version 3.5.x
or Version 4.0.x Application Servers in a Version 5 cell.

Reading the information referred to in this topic provides you with a good approach for implementing your
WebSphere Application Server environment.

You are now ready for pre-installation planning and installation.

Single server topology

The following illustrations show examples of single server topologies. Each WebSphere Application Server
product can run in a single server environment. The most common topology is a stand-alone base
WebSphere Application Server product.

HTTP server
wrre  Plug-in|
HTTP

requests optional

optional

y

Application
server

The WebSphere Application Server base product runs on a single machine. You can install the product in
a stand-alone configuration or as part of a cell in a multimachine configuration. The stand-alone
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configuration is typically for developer desktops or stand-alone production computing, which involve a
single Application Server instance operating independently of any other applications.

You can install an installation image on any supported machine. You can configure the Application Server
with the Administrative Console to host one or more applications.

The Network Deployment product can also run on a stand-alone machine or in a multimachine
configuration, as described in other topology topics. The following illustration shows a typical developer
environment for a Network Deployment product in a stand-alone configuration. This configuration is not
recommended for a production environment unless you have a machine with the capacity for both
products.

Client Optional HTTP server Deployment
HTTP

 Plug-in e
requests

Node agent ‘J

Application server <

Optional

Multiple instances on one machine

The base WebSphere Application Server product contains three main topologies:
» A single installation, as described previously

» Multiple installations in a coexistence environment

* A single installation with multiple configuration instances

You can install the base WebSphere Application Server product one time as described previously, which
creates a default serveri instance.

You can create more servers on a machine using the techniques described in[‘Creating servers in|
[coexistence or multiple instance environments” on page 201.

You can install the base WebSphere Application Server product multiple times in separate directories.
Each resulting installation instance is a fully functional Application Server. The following illustration shows
an example of such a configuration.

14 BMm WebSphere Application Server Network Deployment: Getting Started



Client HTTP server —>] ) .
HTTP Application server

requests m

Application server

HTTP server

w > Application server

Application server

You can also install the base WebSphere Application Server product one time and use the wsinstance
command to create multiple configuration instances. Configuration instances are fully functional Application
Servers that share the run time and command binaries of the initial product installation. The following
illustration shows an example of such a configuration.

Client HTTP server

roaests | L I
requests

Configuration instance D

Configuration instance -]

HTTP server

g I P g
Configuration instance -

Configuration instance -

Example: Choosing a topology for better performance

WebSphere Application Server provides various Workload Management (WLM) topologies. The following
case study uses two topologies, Topology A and Topology B to show how the type of topology you choose
can affect performance. In the case study, Topology A can improve performance from 10%-20% more than

Topology B. You can see performance increase by using the J2EE benchmark Trade, which is included in
this release.

Topology A contains a Web server and a WebSphere Application Server plug-in to a cluster of WebSphere
Application Servers. Each cluster member contains a Web container and EJB container. Topology B
includes a Web server, a plug-in, and one Web container to a cluster of EJB containers. In both

topologies, the Object Request Broker pass-by-reference is selected and the backend database is on a
dedicated machine.
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Topology A has an advantage because the Web container and EJB container are running in a single Java
virtual machine (JVM). In Topology B, the Object Request Broker pass-by-reference option is ignored
between the Web container cluster member and the EJB container member. In Topology A, the EJB
container uses the same thread passed from the Web container. The request does not have to be passed
from one thread in one JVM to another thread in another JVM.

Also, if the processor utilization of the cluster member machines is near 100% you can add more
members. If the Web server box is not running at capacity and the Web container processing is not heavy,
try freeing the processor on the other members by moving to Topology B.

In this test environment, Topology A had the advantage, however, many factors related to the application
and environment can influence results.

Queuing network

WebSphere Application Server contains interrelated components that must be harmoniously tuned to

support the custom needs of your end-to-end e-business application. These adjustments help the system

achieve maximum throughput while maintaining the overall stability of the system. This group of

interconnected components is known as a queuing network. These queues or components include the

network, Web server, Web container, EJB container, data source, and possibly a connection manager to a

custom back-end system. Each of these resources represents a queue of requests waiting to use that

resource. Various queue settings include:

* IBM HTTP Server: MaxClients for UNIX and ThreadsPerChild for Windows NT and Windows 2000
systems described in [Web server tuning parameters] .

+ Web container: Maximum size described in[Thread pool settings| MaxKeepAliveConnections and
MaxKeepAliveRequests described in [HTTP transport custom properties) .

+ Tuning Object Request Brokers explained in|Tuning application servers .

+ Data source connection pooling is discussed in|Connection poolingl and statement cache size is
explained in [Data source settings].

Clients Q

Network
-
RS Web Serviet EJB Data
ES
| server i engine "™ container | " source [ ~._ i
1
1
@) ——

Database

Figure Reference 1: WebSphere queuing network

Most of the queues that make up the queuing network are closed queues. A closed queue places a limit
on the maximum number of requests present in the queue, while an open queue has no limit. A closed
queue supports tight management of system resources. For example, the Web container thread pool
setting controls the size of the Web container queue. If the average servlet running in a Web container
creates 10MB of objects during each request, a value of 100 for thread pools limits the memory consumed
by the Web container to 1GB.

In a closed queue, requests can be active or waiting. An active request is doing work or waiting for a
response from a downstream queue. For example, an active request in the Web server is doing work,
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such as retrieving static HTML, or waiting for a request to complete in the Web container. A waiting
request is waiting to become active. The request remains in the waiting state until one of the active
requests leaves the queue.

All Web servers supported by WebSphere Application Server are closed queues, as are WebSphere
Application Server data sources. You can configure Web containers as open or closed queues. In general,
it is best to make them closed queues. EJB containers are open queues. If there are no threads available
in the pool, a new one is created for the duration of the request.

If enterprise beans are called by servlets, the Web container limits the number of total concurrent requests
into an EJB container, because the Web container also has a limit. The Web container limits the number of
total concurrent requests only if enterprise beans are called from the servlet thread of execution. Nothing
prevents you from creating threads and bombarding the EJB container with requests. Therefore, servlets
should not create their own work threads.

Establishing multimachine environments

Setting up a Network Deployment environment involves several steps performed on each of the systems
that comprise the cell.

1. Optional: Start the administrative server from an earlier version of WebSphere Application Server.

If you intend to migrate the applications and configuration from an earlier version, you might need to
start the administrative server so that the installation wizard can use XMLConfig to export the
configuration data repository as it performs the automated migration that you can select in the next
step.

Start the administrative server of WebSphere Application Server Standard Edition (Version 3.5.x) or
WebSphere Application Server Advanced Edition (Versions 3.5.x or 4.0.x).

It is not necessary to start the administrative server for WebSphere Application Server Advanced
Single Server Edition, Version 4. The migration tools use the XMI configuration files directly.

2. Install the base WebSphere Application Server product on each machine to create a WebSphere
Application Server node on the machine.

Install the base WebSphere Application Server product for the machine to become a node in the cell.
The installation procedure is the same for a node that federates into a cell as it is for a stand-alone
Application Server. You can install the base WebSphere Application Server product more than once
on a single machine. Coexistence is supported. See [‘Setting up Version 5 coexistence” on page 360.|
There are several ways to federate a stand-alone Application Server installation instance into the
deployment manager cell. See [‘Federating multiple Version 5 installation instances” on page 362.|

You can install the base WebSphere Application Server product once and create multiple
configuration instances on the machine, using the wsinstance command. You can also install the
Network Deployment product once and create multiple configuration instances of the deployment
manager. See [‘Creating multiple Version 5 configuration instances” on page 193.|Each deployment
manager configuration instance can federate stand-alone base WebSphere Application Server product
installation instances, but a deployment manager cannot federate base product configuration
instances.

Migrate applications, security settings, and the remaining configuration from WebSphere Application
Server, Version 3.5.x and later, or WebSphere Application Server, Version 4.0.x and later. You can
also choose to coexist with WebSphere Application Server, Versions 3.5.5 and later, or Versions 4.0.2
and later. Both migration and coexistence are described in the installation procedure for the base
WebSphere Application Server product, which is available from the information center for the
WebSphere Application Server product.

Stop the administrative server from the earlier version before you perform the installation verification
test, which starts the new server. This avoids potential port conflicts.

3. Install the WebSphere Application Server Network Deployment product on a machine. Only one
system hosts the deployment manager.
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As the deployment manager federates base WebSphere Application Server nodes, it expands the cell
that it manages. Although you can install a base WebSphere Application Server on the same machine
as the deployment manager, it is not usual in a production environment unless you have a machine
with the capacity to host both products.

The deployment manager is the central administrative manager. It does not install the base
WebSphere Application Server product on other machines. The only functions supported in the
Network Deployment installation are the deployment manager and its associated administrative
programs.

Migrate applications, security settings, and the remaining configuration from WebSphere Application
Server, Version 3.5.x and later, or WebSphere Application Server, Version 4.0.x and later. You can
also choose to coexist with WebSphere Application Server, Versions 3.5.5 and later, or Versions 4.0.2
and later. Migration and coexistence are described in the installation procedure for the WebSphere
Application Server Network Deployment product. See [Installing the product” on page 43|

Start the deployment manager process.

There are two ways to start the deployment manager:

» As a monitored process that restarts automatically if a failure occurs, as described in
[restarting server processes” on page 176|

+ As an unmonitored process, which is how the [startManager command| starts the deployment
manager

Run the startManager.sh or startManager.bat script from the /bin directory of the installation root of
the deployment manager.

For production systems, running the deployment manager as a monitored process is recommended.
Run the [addNode command script on every node that you plan to federate into the cell.

Alternatively, you can use the addNode.bat script.

The addNode command incorporates a base WebSphere Application Server product node into a
deployment manager cell. You must run this tool on every system that you plan to make part of a
Network Deployment cell. There are several parameters for the addNode command, but the most
important are includeapps, the host name of the deployment manager node, the JMX connector type,
and the JMX port of the deployment manager node.

For example:

./addNode.sh wasdoct 8889 -includeapps

The example adds the base node on which the command runs to the cell managed by the wasdoct
deployment manager node, using the default SOAP JMX connector type at port 8889. (Port 8889 is a
coexistence value for the SOAP port. On the wasdoct development machine, the base node uses the
default SOAP port.) The command adds all applications on the base node into the cell configuration.
As it federates the base node in response to the addNode command, the deployment manager also
instantiates the node agent process, nodeagent, on the Application Server node. If you installed the
embedded messaging server feature on the base node, the deployment manager instantiates the
Java Message Service (JMS) provider that WebSphere Application Server provides, as the jmsserver
process on the base node.

Alternatively, you can use the administrative console of the deployment manager to add running
Application Server nodes to the cell. See [Using the administrative consold] .

Enable the appropriate level of security after the installation is complete, as described in
[your environment after installatior .

Develop and unit test application components, as described in [Developing|.

Load existing application components and modules into your development environment and debug
them.

Assemble code into a main application module or enterprise archive (EAR) file, as described in
[Assembling or packaging|.
Start all servers in the test environment, as described in |Starting servers .

Deploy your applications in the test environment, as described in.
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11. Test all applications thoroughly, as described in[Testing .

Follow normal test procedures as you move the test environment into production. Review the
information in the topic to understand what you must look for. In particular, review the table
at the end of the topic that links you to specific recommendations and practices.

You must configure your migrating applications to verify that they migrate correctly, as described in
[‘Configuring WebSphere Application Server after migration” on page 371

12. Prepare and monitor the environment into which you deploy applications, as described in
:

13. Adjust application code, configurations, and system settings to improve performance, as described in
—

14. Fix any known problems, as described in [Troubleshooting or problem determination| .

15. Set up your production system by configuring all server processes for monitoring by their operating
systems, as described in [‘Automatically restarting server processes” on page 176)

You can create a working WebSphere Application Server cell.

Use the administrative console as described in |[Using the administrative consolé], or use other
administrative tools, as described in|Welcome to System Administration| to observe and control the
incorporated nodes, and the resources on these nodes. The console provides a central location for
configuring, monitoring, and controlling all Application Servers on all nodes within the cell.

Setting up a multinode environment

A multinode environment places WebSphere Application Server processes on separate physical machines,
under the central management of the deployment manager process, which groups Application Servers into
its managed cell. This example topology shows how you can have a tier of Application Servers within the
cell in addition to traditional tiers that can contain the Web server, databases, enterprise information
systems, and other types of persistent storage.

The following illustration shows an example of multiple nodes and multiple tiers.
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In this example, Web container cluster members (Machine C) are closer (in a network sense) to the HTTP
server (Machine B), which improves their response to client requests. Application server processes that
run enterprise beans (Machine D) are closer in network terms to application data, which is represented in
an application by entity beans and stored in a database on the data tier.

Clustered Application Servers on Machines C and D help maximize resource use on each machine.
Although the example shows two cluster members in each node, you can have as many as a machine can
support. Cluster members in a multitiered topology provide process redundancy and use memory more
efficiently than in similar topologies that host only single instances of Application Servers. Additional
resources on the machines can improve application throughput and performance.

Introducing firewalls between each pair of tiers can provide the same level of security for entity beans as
for application data.

A multitiered topology within the cell eliminates local Java virtual machine (JVM) optimizations that occur
when the same cluster member runs both the Web container and the EJB container. This topology also
introduces network latency, which tends to slow system performance. Although multitiered topologies
provide more redundancy for Application Server processes, they also introduce more possible points of
failure. The level of redundancy can also complicate maintenance.

The deployment manager on Machine A manages the configuration of cluster members and other
Application Server processes on Machines C and D. The deployment manager coordinates all Application
Server processes through node agent processes, each of which runs as the nodeagent server on a node.

Setting up environments such as those shown in the illustrations involves performing several steps on
each computer comprising the deployment manager cell.

1. |Insta|| the Network Deployment product| on Machine A, to make it the deployment manager node, using
the product CD-ROM labeled, Deployment Manager, from the product package.

5-1% |ssue the install command on Linux platforms and UNIX platforms or the Install.exe command
on Windows platforms. The command is in the platform root directory on the CD-ROM.
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Machine A is the system for the deployment manager server (dmgr), which provides a centralized
administrative console for the entire group, or cell, of application servers that it controls. Installing the
Network Deployment product does not install the base Application Servers. The Network Deployment
installation installs only the deployment manager process and its associated administrative programs.
Install the Network Deployment product on only one computer system from the set that is to make up
your administrative cell.

Install the base WebSphere Application Server product on Machines C and D to make them
Application Server nodes, using the product CD-ROM labeled, Application Server, IBM HTTP Server,
from the product package.

Issue the install command on Linux platforms and UNIX platforms or the install.bat command on
Windows platforms. The command is in the platform root directory on the CD-ROM.

Aside from the one computer where you installed the deployment manager node, you must install the
base WebSphere Application Server product on other computers that are to comprise the cell. The
installation process is the same for an Application Server (serveri1) that you federate into a cell as it is
for a stand-alone Application Server.

Start the deployment manager process on Machine A.

There are two ways to start the deployment manager:

» As a monitored process that restarts automatically if a failure occurs, as described in
[restarting server processes” on page 176|

+ As an unmonitored process, which is how the [startManager command starts the deployment
manager

Run the [addNode command| script on every node that you plan to federate into the cell, such as
Machine C and Machine D.

Use the administrative console as described in [Using the administrative consolé|, or use other
administrative tools, as described in|Welcome to System Administration| to observe and control the
incorporated nodes, and the resources on these nodes. The console provides a central location for

configuring, monitoring, and controlling all Application Servers on all nodes within the cell.

Vertical scaling topology
Vertical scaling refers to setting up multiple application servers on one machine, usually by creating cluster

members.
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This topology illustrates a simple vertical scaling example, with multiple cluster members of an Application
Server on Machine A. You can also implement vertical scaling on more than one machine in a
configuration. Combine vertical scaling with other topologies to boost performance and throughput.

Typical use

Vertical scaling offers the following advantages:

* Increased processing power efficiency. An instance of an application server runs in a single Java
virtual machine (JVM) process. However, the inherent concurrency limitations of a JVM process prevent
it from fully utilizing the processing power of a machine. Creating additional JVM processes provides
multiple thread pools, each corresponding to the JVM process associated with each Application Server
process. This correspondence avoids concurrency limitations and lets the Application Server use the full
processing power of the machine.

* Load balancing. Vertical scaling topologies can use the WebSphere Application Server workload
management facility.

* Process failover. A vertical scaling topology also provides failover support among Application Server
cluster members. If one Application Server instance goes offline, the other instances on the machine
continue to process client requests.

Single machine vertical scaling topologies have the drawback of introducing the host machine as a single
point of failure in the system. Vertical scaling on multiple machines avoids the single point of failure.

Instructions

To set up a vertical scaling topology, use the administrative console to configure a set of Application
Server cluster members that reside on the same machine.

It is recommended that you plan vertical scaling configurations ahead of time. However, because vertical
scaling does not require any special installation steps, you can implement vertical scaling whenever it is
needed.

While you are deciding how many cluster members to create on a machine, take these factors into

account:

* The design of the application. Applications that use more components require more memory, limiting
the number of cluster members you can run on a machine.

* The hardware environment. Vertical scaling works best with plenty of memory and processing power.
Eventually there is a point of diminishing returns on any machine, where the overhead of running more
cluster members cancels out the benefits of adding them.

The best way to ensure good performance in a vertical scaling configuration is to tune a single instance of
an Application Server for throughput and performance, then incrementally add cluster members. Test
performance and throughput as you add each cluster member. Always monitor memory use when you are
configuring a vertical scaling topology, so you do not exceed available physical memory on the machine.

Multimachine topology concepts

Multiple machine environments extend basic single machine WebSphere Application Server configurations
by distributing the Application Server over multiple machines, increasing the overall processing power from
one machine to contributions from all machines in the configuration.

The flow of data in a WebSphere Application Server environment starts with a Web server receiving
requests and routing them to the Application Server for processing. A WebSphere Application Server node
stores administrative configuration data in XML files. A database can hold application data for applications
that require a place to store data, such as user session information. There are also one or more
administrative clients, such as the administrative console, for manipulating configuration data.
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Some of the reasons for creating WebSphere Application Server applications that run on multiple machine

systems include:

» Scalability. Adding more machines increases processing power, which scales up the system to handle
a higher client load than that provided by a basic, single machine configuration. Scalability pertains to
the capability of a system to adapt readily to a greater or lesser intensity of use, volume, or demand.
For example, a scalable system can efficiently adapt to work with larger or smaller networks performing
tasks of varying complexity. Ideally, it is possible to handle any given load by adding more servers and
machines, assuming each additional machine processes its fair share of client requests. Each machine
should process a share of the total system load that is proportional to the processing power of the
machine.

Consider these primary scalability factors when adopting a WebSphere Application Server topology:

— Security. Address certain security concerns by physically separating the Web server from the
Application Server, by using firewalls.

— Performance. Maximize performance by ensuring the response time for transactions is as short as
possible. You can use two general topologies to improve transaction performance:

- Vertical scaling, in which you create additional Application Server processes on a single physical
machine. The Vertical scaling sample topology topic describes a physical implementation for
vertical scaling.

- Horizontal scaling, in which you create additional application server processes on multiple physical
machines to take advantage of the additional processing power available on each machine. You
can also use WebSphere Application Server Edge Components, such as the Caching Proxy Edge
component, and the Load Balancer component set (which includes the Dispatcher component), to
implement horizontal scaling. The Horizontal scaling with cluster members sample topology and
Horizontal scaling with Network Dispatcher sample topology topics describe physical
implementations for horizontal scaling.

— Throughput. Add Application Server clusters to scale vertically or horizontally. Application server
clusters can increase the number of concurrent transactions that the application can perform, to help
process as many transactions as possible within a given time period.

— Availability and failover support. Avoid a single point of failure and maximize system availability by
ensuring that the topology has some degree of process redundancy. High-availability topologies
typically involve horizontal scaling across multiple machines. Vertical scaling can improve availability
by creating multiple processes, but the machine becomes a point of failure.

A Dispatcher server performs intelligent load balancing to determine where to send a TCP/IP
request. It can direct client HTTP requests to available Web servers, bypassing any that are offline.
Another server can back up the Dispatcher server, to eliminate it as a single point of failure.
Workload management of Application Servers and administrative servers also improves availability
and failover support.

Failover support distributes client requests to the remaining servers, which ensures continued client
access without significant interruptions. (In practice, failover is not entirely transparent to clients.)

WebSphere Application Server supports these methods of ensuring availability with multiple

machines and applications:

- Multiple tiers The components of an application (the Web server, Application Servers, databases,
and so forth) are physically separated on different machines.

- HTTP server separation The Web (HTTP) server is located on a different physical machine than
the Application Server. You can redirect requests to Application Servers through a variety of
methods.

- Demilitarized zone (DMZ) Firewalls create demilitarized zone machines, which are isolated from
both the public Internet and other machines in the configuration. The DMZ scales security
processing, which improves security and throughput in the application environment.

- Multiple cells Multiple WebSphere Application Server cells provide failover for clustering
Application Servers and deploying applications.

- Multiple applications Multiple application instances can be on the same physical machine, or on
more than one machine in the cell.

— Maintainability. Understand that the topology affects the ease with which you can update system
hardware and software. For instance, using multiple WebSphere Application Server deployment
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manager cells or horizontal scaling can make a system easier to maintain because you can take
individual machines offline without interrupting other machines, running the application.

Maintainability sometimes conflicts with other topology considerations. For example, limiting the
number of Application Server instances makes the application easier to maintain but can have a
negative effect on throughput, availability, and performance.

— Maintaining session state between client HTTP requests. Consider that session state is important
for stateful applications, or for applications that run on multiple machines or Application Server
instances. You can share a session between multiple Application Server processes (cluster
members) by saving the session state to a database. In addition, configuring a network dispatcher
affects how the session state is maintained. This consideration does not apply if your application
runs on a single Application Server instance or is completely stateless.

Shared data access. Placing backend resources, such as databases, on different machines provides

ease of use when sharing these resources.

Fault isolation. Providing more robust failover support through a configuration that includes a degree of

fault isolation, reduces the potential for failure of one server to affect other servers. Configurations that

provide simple failover support are concerned only with individual server failures that have no effect on
the performance of other servers. However, in some situations, a malfunctioning server can create
problems for other servers that are otherwise functioning normally. For example, a failing server can
consume more than its share of system and database resources, preventing other servers from gaining
adequate access to these resources. You can configure WebSphere Application Server to provide fault
isolation between different parts of a system.

Dynamic changes to configurations. Modifying the system configuration without interrupting its

operation enhances the manageability and flexibility of the system. For instance, administrators can add

or remove cluster members to handle variations in the client load, change server characteristics and
propagate the changes to its cluster members, temporarily stop servers for maintenance, and so forth.

Mixed Application Server versions. Migrating a few machines and applications at one time is possible

on certain multiple machine configurations. In addition to Version 5 Application Servers, your server

configuration can include earlier version Application Servers, where you currently deploy all applications
you intend to migrate. You can migrate applications to Version 5 and deploy them in stages. You can
also easily upgrade system hardware and software. When combined with the ability to make dynamic
changes to the configuration, you can use a configuration of mixed Application Server versions to
upgrade an application or machine without any interruption of service.

The ability to run different versions of an Application Server in a configuration does not let you include
Version 5 Application Servers in an existing administrative domain, nor does it let you include Version
3.5.x or Version 4.0.x application servers in a Version 5 cell.

You can configure multiple machines to add processing power, improve security, maximize availability, and
balance workloads. WebSphere Application Server Network Deployment and WebSphere Application
Server Edge Components provide clusters, workload management, and the Dispatcher to implement
configurations that address these issues. These scaling techniques are generally combined to maximize
benefits and minimize problems associated with multiple machine systems.

There are various ways to scale up the basic, single-machine WebSphere Application Server system to
meet the needs of your organization. Some scaling techniques include:

Clusters. Clusters are identical multiple Application Server copies. A cluster member is one Application
Server in a cluster. The configuration of each cluster member is based upon the Application Server that
you copied to create the cluster member. You can create all cluster members on the same physical
machine, or on different machines. Using cluster members can improve the performance of a server,
simplify its administration, and enable the use of workload management.

Workload management (WLM). WLM enables both load balancing and failover, improving the reliability
and scalability of applications deployed on the WebSphere Application Server server. Incoming
processing requests from clients are transparently distributed among the cluster members of an
Application Server.

Dispatcher. The Dispatcher transparently redirects incoming HTTP requests from Web clients to a set
of Web servers. Although the clients behave as if they are communicating directly with a given Web
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server, the Dispatcher is actually intercepting all requests and distributing them among all the available
Web servers in the cluster. The Dispatcher can provide scalability, load balancing, and failover for Web
servers.

Keep in mind that the techniques described above are not mutually exclusive. You can combine their basic
elements in various ways.

Firewalls and demilitarized zone configurations:

Firewalls protect backend resources, such as databases in multiple machine systems. You can also use
firewalls to protect Application Servers and Web servers from unauthorized outside access. A demilitarized
zone (DMZ) configuration involves multiple firewalls that add layers of security between the Internet and
critical data and business logic.

A wide variety of topologies are appropriate for a DMZ environment. Although WebSphere Application

Server provides great flexibility in configuring DMZ topologies, the basic locations of elements in a simple
DMZ topology follow:
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The main purpose of a DMZ configuration is to protect the business logic and data in the environment

from unauthorized access. A typical DMZ configuration includes:

* An outer firewall between the public Internet and the Web server or servers processing the requests
originating on the company Web site.

* An inner firewall between the Web server and the Application Servers to which it is forwarding requests.
Company data also resides behind the inner firewall.

The area between the two firewalls gives the DMZ configuration its name. Additional firewalls can further
safeguard access to databases holding administrative and application data.

Comparison of DMZ configurations

Somehow, requests for applications that WebSphere Application Server manages must get from the Web
server to the Application Servers, passing through firewalls. You can implement DMZ configurations for a
wide variety of multitiered systems. WebSphere Application Server offers many configuration choices for
accomplishing this goal. The following table summarizes benefits of each DMZ configuration option
supported by the product. Criteria for each topology are described after the table.

An X represents an advantage.
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Benefit (X) or statistic Remote HTTP Reverse proxy

Compatible with product security X X

Avoids data access from DMZ X X

Supports Network Address Translation X X

(NAT)

Avoids DMZ protocol switch X

Allows encrypted link between Web X Depends on Web server
server and Application Server

Avoids single point of failure X

Minimum firewall holes One per Application Server, plus one if One

WebSphere Application Server
security is used on the Web server
machine

* Works with product security. WebSphere Application Server security protects applications and their
components, by enforcing authorization and authentication policies. Configuration options compatible
with product security are desirable because they do not necessitate alternative security solutions.

» Avoids critical business data in the DMZ. A DMZ configuration protects application logic and data, by
creating a buffer between the public Internet Web site and the internal intranet, where Application
Servers and the data tier reside. Desirable DMZ topologies do not have databases or application
servers with critical business data in the DMZ.

» Supports Network Address Translation (NAT). A firewall product that runs NAT receives packets for
one IP address, and translates the headers of the packet to send the packet to a second IP address. In
environments with firewalls employing NAT, avoid configurations involving complex protocols in which IP
addresses are embedded in the body of the IP packet, such as Java Remote Method Invocation (RMI)
or Internet Inter-Orb Protocol (IIOP). These IP addresses are not translated, making the packet useless.

* Avoids the DMZ protocol switch. The Web server sends HTTP requests to Application Servers behind
firewalls. It is simplest to open an HTTP port in the firewall to let the requests through. Configurations
that require switching to another protocol, such as IIOP, and opening firewall ports corresponding to the
protocol, are less desirable. They are often more complex to set up, and the protocol switching
overhead can impact performance.

* Allows an encrypted link between Web server and Application Server. Configurations that support
encryption of communication between the Web server and application server reduce the risk that
attackers are able to obtain secure information by sniffing packets sent between the Web server and
Application Server. A performance penalty usually accompanies such encryption.

* Avoids a single point of failure. A point of failure exists when one process or machine depends on
another process or machine. A single point of failure is especially undesirable because if the point fails,
the whole system becomes unavailable. When comparing DMZ solutions, a single point of failure refers
to a single point of failure between the Web server and Application Server. Various failover
configurations can minimize downtime and possibly even prevent a failure. However, these
configurations usually require additional hardware and administrative resources.

* Minimizes the number of firewall holes. Configurations that minimize the number of firewall ports are
desirable because each additional firewall port leaves the firewall more vulnerable to attackers.

Some solutions are faster than others, in terms of the number of client requests they can process per unit
of time. Some solutions require little or no maintenance after you establish them, while others require
periodic administrative steps, such as stopping a server and starting it again after modifying resources that
affect the configuration. To learn about the necessary maintenance for a topology, review the instructions
for setting up and maintaining that topology. Of course, if you can automate the necessary administrative
steps through command line clients and scripting, this might not concern you.
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Horizontal scaling topology

Horizontal scaling exists when there are members of an application server cluster on multiple physical
machines. Having cluster members on several machines lets a single application span the machines, yet
still present a single system image.

The following figure shows an example of horizontal scaling.
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In this example, the Web server on Machine B distributes requests to clustered Application Servers on
Machines C and D. Cluster members on Machines C and D are created in the same cluster.

You can combine a network dispatcher to distribute client HTTP requests with clustering, to reap the
benefits of both types of horizontal scaling. The Network dispatcher topology topic describes this system
configuration.

Typical use

Horizontal scaling provides the increased throughput of vertical scaling topologies but also provides
failover support. This topology lets you handle Application Server process failure and hardware failure
without significant interruption to client service. You can also use horizontal scaling to optimize the
distribution of client requests through mechanisms, such as workload management or remote HTTP
transport.

Dispatcher

The Dispatcher component is part of the Load Balancer component set of the IBM WebSphere Application
Server Edge Components product. The Edge components are included in WebSphere Application Server
Network Deployment. The Dispatcher performs intelligent load balancing by using server availability,
capability, workload, and other criteria you can define, to determine where to send a TCP/IP request. You
can use the Dispatcher to distribute HTTP requests among Application Server instances that are running
on multiple physical machines.

A simple Dispatcher topology
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The following figure illustrates a simple horizontal scaling configuration that uses the Dispatcher to
distribute requests among Application Servers on different machines.
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Web server D
Network \
dispatcher
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Node agent
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Machine D

You normally configure a backup node for the Dispatcher machine, to eliminate it as a single point of
failure. In this example, you can set up the backup Dispatcher node (Machine B) to take over if the
primary Dispatcher node (Machine A) fails.

You can cluster Application Servers in this example from the same model, or configure them
independently.

A more complex Dispatcher topology
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The next figure shows a Dispatcher that distributes requests among several machines containing clustered
Web servers and Application Servers. Backups are not shown.
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The first tier Web server machines host servlet-based applications. The second tier Application Servers
contain mostly enterprise beans that access application data and execute business logic. This approach
lets you employ numerous, less powerful machines on the first tier and fewer but more powerful machines
on the second tier.

Using the Dispatcher with firewalls

You can also use a load balancing product, such as the Dispatcher with demilitarized zone (DMZ)
topologies. The Dispatcher simplifies creating a DMZ topology with two firewalls. One firewall protects the
Web server from the public Web site. The second protects backend systems from the Web server in the
DMZ, by using proxy services.

The Dispatcher machine is placed between the outside firewall and the cluster of Web servers that it
serves. The outside firewall provides filtering to allow only HTTP and HTTPS traffic. The firewall to the
backend systems (DBMS, CICS, SAP, and so on) handles non-HTTP protocols, such as IIOP and JDBC.
The WebSphere Application Server can reside in the DMZ or on the same side of the firewall as the data
tier.

The Dispatcher and session affinity
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In a Dispatcher or similarly configured topology, you must associate a Web server with a separate, rather
than clustered, Application Server to preserve affinity between the servers.

Supports affinity

Web server Application
server 1
Network
dispatcher
Web server —> Application
server 1
Discussion

Adding a mechanism for the Dispatcher to distribute HTTP requests provides these advantages:

* Improves server performance, by distributing incoming TCP/IP requests - in this case, HTTP requests,
among a cluster of servers.

* Increases the number of connected users.

» Eliminates the Web server as a single point of failure. You can also use this mechanism in combination
with WebSphere Application Server workload management, to eliminate the Application Server as a
single point of failure.

* Improves throughput, by letting multiple servers and CPUs handle the client workload.

Instructions
Set up machines containing Web servers and Application Servers for the topology you plan to implement.

Place the Dispatcher, or another load balancing product, in front of the Web server machines. See the
Edge Component documentation for the Dispatcher, or the other load balancing product documentation.
Instructions vary per product.

The load balancing product communicates with the Web server, which in turn communicates with
Application Servers. The configuration involves setting up communications between the load balancing
product and the Web server.

It does not matter to the Dispatcher whether the Web server is routing requests to an Application Server or
processing them itself. Therefore, it is not necessary to perform any special configuration to make the load
balancing product and Application Servers aware of one another. This lack of configuration is true with the
Dispatcher, based on testing with IBM WebSphere Application Server. Results can vary with other load
balancing products.

Web server separation

Web server separation is a topology that physically separates the Web (HTTP) server from the Application
Servers, placing the Web server on a different machine in the configuration. Compared to a configuration
where the Web server and the Application Servers are located on the same physical server, separating the
Web server can improve application performance, provide better fault isolation, and enhance security.
These topologies are often used with firewalls to create a secure demilitarized zone (DMZ) surrounding the
Web server.

WebSphere Application Server provides these alternatives for physically separating the Web server from
the Application Server:

+ [HTTP transport configurations|

« [Reverse proxy or IP forwarding configurations|
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The following table summarizes advantages and disadvantages of each configuration. Criteria are
explained after the table.

Topology Secure Database Workload Network Performance |Administration
Sockets Layer | password management |Address
required? Translation
HTTP server Yes No Yes Yes High Manual
separation
Reverse proxy |Yes No No Yes High Manual

» Secure Sockets Layer Supports Secure Sockets Layer (SSL) security.

- Database password required? Requires a stored database user ID and password on the machine
used by the database processes.

» Workload management Uses the workload management service to balance client workloads.

* Network Address Translation Supports Network Address Translation (NAT) firewalls. NAT firewalls
receive packets for one IP address, translate the headers of the packets, and send the packets to a
second IP address.

» Performance Compares the relative performance of each of these configurations.

» Administration Specifies whether to administer the configuration manually or through the administrative
console.

These criteria give you a basis to compare the relative difficulty of administering each configuration.

HTTP Request routing: WebSphere Application Server can use HTTP to route requests from a Web
server to Application Servers on remote machines.

Web server Clustered application servers

Machine B Machines € ... N Data tier (optional)
Client HTTP Application || -
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HTTP or server :Iuster ‘
members
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Application
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Machine A Deployment
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In the diagram, Machine B hosts the Web server and the WebSphere Web server plug-in, and receives
HTTP requests from clients. The Web server plug-in forwards the requests to an HTTP transport in the
Application Server on Machine C, using HTTP or HTTPS protocol.

Variations on this configuration include vertical scaling of the application servers by creating new
application servers on the same machine. Alternatively, for a horizontal scaling scenario, add machines (D,
E, ....N) running application servers to the environment.

The Web server plug-in supports Network Address Translation (NAT) firewalls. See [Default settings for por
numbers| for a list of default ports that WebSphere Application Server uses. See [Default coexistence]
settings for port numbers|for a list of default port settings in the coexistence panel. The installer program
for the Application Server displays the coexistence panel when it detects another installation of Application
Server.

Load balancing support
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The Web server plug-in is fully integrated with WebSphere Application Server workload management and
the clustering facility. HTTP transport balances loads within a cluster.

If you are using a third party load balancer in between the plug-in and the Application Server for HTTP
requests that are not subject to an existing affinity, you can override the round robin algorithm that
determines where to route a request. To override this algorithm, specify the IP_address of your third party
load balancer on the ClusterAddress element within the ServerCluster tag in [plugin-cfg.xml filel . Specifying
this IP address delegates load balancing for the servers within this cluster to the third party load balancer.
* Load balancing between Application Servers. You can configure the Web server plug-in to forward

requests from each URL to a different application server and its cluster members, enabling manual load
balancing. For instance, you can forward URLs that generate a large number of requests to application
servers on more powerful machines.

Load balancing among cluster members. The Web server plug-in automatically distributes requests
among members of a cluster that is defined to respond to a single URL. The method for selecting which
cluster member handles a particular request combines a round-robin selection policy with server affinity.

If session persistence is not enabled, which is the default, requests are distributed among all available
cluster members using a strict round-robin policy. Each cluster member gets the next request in turn.
The only exception is when a cluster member is added or restarted. See the failover support information
later in this topic for details.

If session affinity is enabled, requests are distributed as follows:

— The Web server plug-in distributes the first request of each session and all requests that are not
associated with a session, as if session persistence is not enabled. They are distributed using a
round-robin policy, except when cluster members are added or restarted.

— The Web server plug-in attempts to distribute all requests associated with a particular session to the
same cluster member. Different sessions are assigned to different cluster members of the Application
Server.

Be aware that there is no guarantee that the same cluster member is used for all requests within a
session. You cannot always maintain session affinity in situations where the number of available
cluster members changes during the lifetime of a session. The Session Manager session clustering
facility ensures that session state is not lost if requests are switched to another cluster member
during a session. In any case, applications that require available session information across multiple
client invocations must store session information in a database.

Failover support

The Web server plug-in automatically handles failover and changes in the number of available cluster
members.

If a cluster member is stopped or unexpectedly fails, all subsequent requests are distributed among the
remaining cluster members. The unavailable cluster member is skipped.

If a cluster member is added or restarted, the system automatically begins to distribute requests to it.
The next several requests are dispatched to that cluster member before HTTP resumes its normal
methods for distributing requests to the cluster members of an Application Server, based on whether
session persistence is enabled. See the load balancing support information for details.

Typical use

The Web server plug-in has the following advantages:

Supports load balancing and failover.

Requires no requirements for database access through the firewall.

Supports WebSphere Application Server security.

Supports Secure Sockets Layer (SSL) encryption for communications between the Web server and the
Application Server.

Supports Network Address Translation (NAT) firewalls.

Supports relatively fast performance.
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The Web server plug-in has the disadvantage of requiring at least one firewall port, more if multiple
Application Server cluster members are configured, or WebSphere Application Server security is used on
the machine hosting the Web server.

A variation of the Web server plug-in topology occurs when an instance of the Application Server runs on
the same machine as the Web server. Such a configuration is illustrated in the following figure.

Web server Application server

Machine A Machine B Data tier (optional)
Client HTTP server - Application
HTTP ™ L server
requests m:\\

LT
/ - -
Application
L Node agent data
//

Application
server |

Deployment
manager
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Such configurations can direct client requests to additional application server cluster members on other
machines. This example redirects client requests to both the Application Server instance running on
Machine A and the cluster members running on Machine B. You can administer all Application Server
instances from the deployment manager node, which can exist on Machine A, Machine B, or another
machine. The deployment manager communicates with the node agent server process on each machine,
to coordinate configuration changes.

Typical use

This topology is recommended only in situations where hardware limitations prevent you from hosting the
Web server on a dedicated machine.

In many production environments, one set of servers is configured to run Web servers and another set of
servers is configured to run Application Servers. This configuration lets you add capacity in a production
environment. You might also use this topology to more fully replicate a production configuration in a test
environment. This topology provides a means of load distribution between a machine hosting both the
Web server and Application Server, and machines hosting just the Application Server.

You can also use this topology to distribute the workload in situations where there are a limited number of
machines.

Reverse proxy (IP forwarding):
Reverse proxy, or IP-forwarding topologies use a reverse proxy server, such as the Caching Proxy in
WebSphere Application Server Edge Components, to receive incoming HTTP requests and forward them

to a Web server. The Web server forwards the requests to the Application Servers for actual processing.
The reverse proxy returns completed requests to the client, hiding the originating Web server.
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The following figure shows a simple reverse proxy topology.
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In this example, a reverse proxy resides in a demilitarized zone (DMZ) between the outer and inner
firewalls. It listens on an HTTP port, typically port 80, for HTTP requests. The reverse proxy then forwards
such requests to an HTTP server that resides on the same machine as WebSphere Application Server.
After the requests are fulfilled, they are returned through the reverse proxy to the client, hiding the
originating Web server.

Typical use

Reverse proxy servers are typically used in DMZ configurations to provide additional security between the
public Internet and the Web servers (and application servers) servicing requests. A reverse proxy product
used with WebSphere Application Server must support Network Address Translation (NAT) and
WebSphere Application Server security.

Reverse proxy configurations support high performance DMZ solutions that require as few open ports in
the firewall as possible. The reverse proxy capabilities of the Web server inside the DMZ require as few as
one open port in the second firewall, potentially two if using Secure Sockets Layer (SSL) - port 443.

Advantages of using a reverse proxy server in a DMZ configuration include:

* The reverse proxy server does not need database access through the firewall.

* The reverse proxy configuration supports WebSphere Application Server security and NAT firewalls.

» The basic reverse proxy configuration is well known and tested in the industry, resulting in less
customer confusion than other DMZ configurations.

» The reverse proxy configuration is reliable and its performance is relatively fast.

* The reverse proxy configuration eliminates protocol switching, by using the HTTP protocol for all
forwarded requests.

* The reverse proxy configuration does not affect the configuration and maintenance of an application
deployed on WebSphere Application Server.

* The reverse proxy server uses only one HTTP firewall port for requests and responses.

The reverse proxy configuration is also a disadvantage in some environments where security policies
prohibit using the same port or protocol for inbound and outbound traffic across a firewall.

Disadvantages of using a reverse proxy server in a DMZ configuration include the following:

* The presence of a reverse proxy server in a DMZ is not suitable for some environments.

* The reverse proxy configuration requires more hardware and software than similar topologies that do
not include a reverse proxy server, which makes it more complicated to configure and maintain.

* The reverse proxy server does not participate in WebSphere Application Server workload management.

Instructions
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Implementation specifics are determined by the reverse proxy server. Refer to the documentation for the
product you are using. No additional WebSphere Application Server administration is required for the
reverse proxy server, although you might need it for other elements of the reverse proxy topology.

Multiple deployment manager cells
The following figure shows an example of how you can implement an application over multiple WebSphere
Application Server deployment manager cells.
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The example application runs simultaneously in two cells, each hosted on a different physical machine
(Machines A and B). Network Dispatcher is used to distribute incoming HTTP requests between the two
cells, presenting a single image of the application to clients. A backup Network Dispatcher node provides
failover support.

Installing enterprise applications on the cluster in each deployment manager node ensures that identical
versions of the application run in each cluster member. However, you administer each cell independently.
Each cell has its own set of XML configuration files.

You can also run a different version of the application in each cell cluster. Because the cells are isolated
from one another, you can also run different versions of the WebSphere Application Server software in
each cell. For example, you can have a Version 5 cell and a Version 4 domain interoperating in your

network.

Typical use

Topologies that incorporate more than one cell have the following advantages:

 |solation of hardware failure. If one cell goes offline due to hardware problems, the others can still
process client requests.

* Isolation of software failure. Running an application in two or more cells isolates any problems that
occur within a cell, while the other cells continue to handle client requests. This isolation is helpful in a
variety of situations:

— When rolling out a new application or a revision of an existing application.
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You can bring the new application or revision online in one cell, and test it in a live situation while
other cells continue to handle client requests with the production version of the application.
— When deploying a new version of the WebSphere Application Server software.

You can bring the new version into production, and test it in a live situation without interrupting
service.
— When applying fixes or patches to the WebSphere Application Server software.

You can take each cell offline to upgrade it, without interrupting the application.

If an unforeseen problem occurs with the new software, using multiple cells can prevent an outage to an
entire site. You can also rollback to a previous software version more quickly. You can handle hardware
and software upgrades on a cell-by-cell basis during off-peak hours.

Using multiple cells has several drawbacks:

* Deployment is more complicated than for a single administrative cell.

» Multiple cells require more administration effort because each cell is administered independently. Use
scripts to standardize and automate common administrative tasks to reduce this problem.

Multiple Application Servers within a node
The following figure shows a topology in which cluster members of more than one Application Server are
hosted on a physical node.
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The example topology is a variation of the basic horizontal scaling topology. Cluster members are not
hosted on just a single machine, but are distributed throughout all of the machines in the system. In this
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example, a cluster member is hosted on Machines B and C. Machine A serves as the Web server for the
application and distributes client requests to the Application Server cluster members on each node.

Typical use

Hosting cluster members of multiple Application Servers within a node provides the following benefits:

» Improved throughput. Clustering an Application Server enables it to handle more client requests
simultaneously.

* Improved performance. Hosting cluster members on multiple machines lets cluster members have full
use of the processing resources on their machines.

» Hardware failover. Hosting cluster members on multiple nodes isolates hardware failures and provides
failover support. Redirect client requests to the Application Server cluster members on other nodes if
one node goes offline.

» Application server failover. Hosting cluster members on multiple nodes also isolates application software
failures and provides failover support if a cluster member stops running. Redirect client requests to
cluster members on other nodes.

* Process isolation. If one Application Server process fails, its cluster members on the other nodes are
unaffected.

A drawback of this topology is more complex maintenance. You must maintain cluster members of each
Application Server on multiple machines.

Having more than one Application Server on a stand-alone base node

It is possible to use the administrative console of a stand-alone WebSphere Application Server node to
create new servers on the node. You must install the administrative console application on each new
server to administer the new server. Each Application Server on a stand-alone base node must have its
own administrative console.

Putting it all together - a combined topology

An example of a topology that combines the best elements of the other topologies discussed in this
section is shown in the following figure.
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This topology combines elements of several different basic topologies:

* Two deployment manager cells

* A deployment manager node to manage each cell (Machine A in cell 1; Machine J in cell 2)

» Two Network Dispatcher nodes (Machine B in cell 1; Machine K in cell 2)

* Two HTTP servers for each cell (Machines C and D in cell 1; Machines L and M in cell 2)

» Four Application Server nodes for each cell (Machines E, F, G, and H in cell 1; Machines N, O, P, and
Qin cell 2)

» The use of cluster members for both vertical and horizontal scaling. In the example topology, each node
hosts three cluster members; in practice, the number of cluster members is limited by the computing
resources of each node.

* A data tier for each cell.
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Typical use

This topology is designed to maximize throughput, availability, and performance. It incorporates the best

practices of the other topologies discussed in this section:

» Having more than one Network Dispatcher node, HTTP server, and application server in each cell
eliminates single points of failure.

» Multiple cells provide both hardware and software failure isolation, especially when upgrades of the
application or the Application Server software are rolled out. You can handle hardware and software
upgrades on a cell-by-cell basis during off-peak hours.

» Horizontal scaling uses both clustering and a Network Dispatcher to maximize availability and eliminate
single points of process and hardware failure.

» Application performance is improved by using several techniques:

— Hosting Application Servers on multiple physical Machines to boost the available processing power.

— Creating multiple smaller cells instead of one large cell. There is less interprocess communication in
a smaller cell, which lets you devote more resources to processing client requests.

— Using cluster members to vertically scale Application Servers on each node, which makes more
efficient use of machine resources.

* Applications with this topology can use several workload management techniques. In this example, you
can perform workload management through one or both of the following:

— Using the WebSphere Application Server Network Deployment workload management (WLM) facility
to distribute work among Application Server cluster members.
— Using Network Dispatcher to distribute client HTTP requests to each Web server.

For example, an application can manage workloads at the Web server level with Network Dispatcher
and at the Application Server level with WebSphere Application Server workload management. Using
multiple workload management techniques in an application provides finer control of load balancing.

Regardless of which workload management techniques are used in the application, Network
Deployment participates in workload management to provide failover support.

In this topology, users notice an interruption only when an entire cell is lost. If this situation occurs, the
active HTTP sessions are lost for half of the clients. The system can still process HTTP requests, although
its performance is degraded.

The combined topology has several drawbacks:

» Deployment is more complicated. WebSphere Application Server software and application files must
deploy in each cell, which is not the case for applications that run only in a single cell.

* Multiple cells require more administration effort because each cell is administered independently.
Reduce this problem by using scripting to standardize and automate common administrative tasks.

Running WebSphere Application Server across versions

WebSphere Application Server Version 5.1 is generally interoperable with WebSphere Application Server
Versions 3.5.x, 4.0.x, and 5.0.x. However, there are specific requirements to address for each version.
Make the following changes to support interoperability between versions.

1. Apply required interim fixes.

Table 3. Interim fixes to apply to Version 3.5.x

Interim fix Version 3.5.3 Version 3.5.4 Version 3.5.5 Version 3.5.6
PQ51387 Apply Apply

PQ60074 Apply Apply Apply Apply
PQ60335 Apply

PQ63548 Apply Apply Apply Apply
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Table 4. Interim fixes to apply to Version 4.0.x

Interim fix Version 4.0.1 Version 4.0.2 Version 4.0.3
PQ60074 Apply Apply

PQ60336 Apply Apply

PQ63548 Apply Apply Apply

Table 5. Interim fixes to apply to Version 5.0.x client

Interim fix

Version 5.0.0 Version 5.0.1 Version 5.0.2

PQ81989

Apply Apply Apply

All fixes are available on the |Support site for WebSphere Application Server products|. There is a link to
the Support site for WebSphere Application Server products at the bottom of each information center
topic. Scroll all the way to the bottom of each page to see the link.

Interim fix PQ51387

A naming client fix that supports Version 3.5.x naming client access to the V5.0.x or V5.1.x
name server.

Interim fix PQ60074

An Object Request Broker (ORB) fix that supports V5.0.x or V5.1.x naming client access to the
Version 3.5.x or 4.0.x name server. A down-level client has no problem accessing a V5.0.x or
V5.1.x name server, even when using corbaloc.

Interim fix PQ60335

An ORB fix to reconcile java.math.BigDecimal and other class differences in IBM Software
Development Kits 122 and 131.

Note: This fix does not apply to IBM Software Development Kits on the Solaris Operating
Environment.

Interim fix PQ60336

An ORB fix to reconcile java.math.BigDecimal and other class differences in IBM Software
Development Kits 130 and 131.

Note: This fix does not apply to IBM Software Development Kits on Solaris platforms.

Interim fix PQ63548

A fix to correct problems that might occur when passing embedded valueTypes between
WebSphere Application Server releases.

The best solution is to upgrade all your installations to the latest release and PTF levels, such
as Versions 3.5.7 or 4.0.4, which do not require this fix. If this solution is not possible, apply
the fix to your version.

Symptoms include org.omg.CORBA.MARSHAL exceptions when passing embedded valueTypes
across the versions. Sometimes, other symptoms might mask org.omg.CORBA.MARSHAL
exceptions, which makes them difficult to identify.

If symptoms reoccur in spite of the fix, re-export existing IORs.

Interim fix PQ81989

An interim fix to upgrade the Software Development Kit (SDK) used by the Version 5.0.x client.
The evolution of a number of core classes causes interoperability errors between a
WebSphere Application Server, Version 5.0.x client and a Version 5.1 server.

You might see the following message when running an interoperability scenario between a
WebSphere Application Server, Version 5.0.x client and a WebSphere Application Server,
Version 5.1 server:

Jjava.rmi.MarshalException:

CORBA MARSHAL 0x4942f89a No;
nested exception is: org.omg.CORBA.MARSHAL:
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Unable to read value from underlying bridge :
Invalid start_value valuetag: ¢

minor code: 4942F89A

completed: No

A number of core classes evolved between Software Development Kit (SDK) 1.3.x and SDK
1.4.x. You can experience problems interoperating with WebSphere Application Server, Version
5.1, which is the first WebSphere Application Server release to use SDK 1.4.x.

The recommended response is to upgrade the 5.0.x SDK 1.3.1 to a newer Service Release
(SR). The SDK Service Release update is available at: |whttp://www:|
[1.ibm.com/support/docview.wss?uid=swg24006169.

2. Follow the required guidelines.

Table 6. Guidelines to apply for Version 3.5.x and Version 4.0.x

Guideline Version 3.5.x Version 4.0.x
1 Apply
2 Apply Apply
3 Apply
4 Apply
5 Apply Apply
6 Apply Apply
7 Apply Apply
Guideline 1

Use the context of the lowest common denominator when interoperating at the naming level.

For example, always use the 3.5.x context com.ibm.ejs.ns.jndi.CNInitialContextFactory when a

client or server is at 3.5.x. For later versions, use the current
com.ibm.websphere.naming.WsnlinitialContextFactory context.
Guideline 2

Make required naming changes to support V3.5.x or V4.0.x client access to V5.0.x or V5.1.x

enterprise beans. This issue is new, introduced by V5. There are several ways to make it work,

such as:

» Updating the namebindings.xml file if you do not use the V5.0.x or V5.1.x migration tools,
but have installed V3.5.x or V4.0.x applications on V5.0.x or V5.1.x. To allow V3.5.x or
V4.0.x client access to the applications, add additional information to the bind information in
the V5.0.x or V5.1.x namespace to make the old JNDI names work. Add the information to
the namebindings.xml configuration file at the cell level using the administrative console.

Note: Applications that you migrate to V5.0.x or V5.1.x during installation, or that you
migrate using the WASPreUpgrade and WASPostUpgrade migration tools, already
have this update.

After federating an application server node into a deployment manager cell, you cannot use
the migration tools. To use these tools again, remove the node from the cell, use the tools,
and add the node to the cell again.

» Calling V5.0.x or V5.1.x enterprise beans directly using the naming path that includes the
server on which the enterprise beans are running, such as
cell/node/serverl/some/ejb/name, for example.

» Using the Version 4.0.x client java:/comp location to find V5.0.x or V5.1.x enterprise beans.
(You cannot use the command from a V3.5.x client.)

Guideline 3

Ensure that programs performing a JNDI lookup of the UserTransaction interface, use an

InitialContext that resolves to a local implementation of the interface. Also ensure that such

programs use a JNDI location appropriate for the enterprise bean version.
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Prior to the EJB 1.1 Specification, the JNDI location of the UserTransaction interface was not
specified. Earlier versions up to and including Version 3.5.x do not use the EJB 1.1
Specification. They bind the UserTransaction interface to a JNDI location of
jta/usertransaction.

Version 4, and later releases, bind the UserTransaction interface at the location defined by the
EJB 1.1 Specification, which is java:comp/UserTransaction.

Version 5.0.x and Version 5.1.x no longer provide the earlier jta/usertransaction binding
within Web and EJB containers to applications at a J2EE specification level of 1.3 or later, to
enforce use of the newer UserTransaction interface. For example, EJB 2.0 applications can
use only the java:comp/UserTransaction location.

Guideline 4

Be aware of limitations when calling WorkLoad Management (WLM)-enabled enterprise beans.

Some clients cannot call WLM-enabled enterprise beans on remote clusters when there is a

local WLM-enabled enterprise bean of the same name. If there is a cluster local to the client

with the same enterprise bean as the remote cluster that the client is trying to call, the client

ends up talking to the local cluster. The following table lists supported combinations of clients
calling WLM-enabled enterprise beans on remote application servers.

All clients at Version: Server at Version: Supported interoperability

3.5.6 5.0.x, 5.1.x Yes

4.02, 4.03 5.0.x, 5.1.x Yes

5.0.x, 5.1.x 5.0.x, 5.1.x Yes

5.0.x, 5.1.x 3.5.x No

5.0.x, 5.1.x 4.02, 4.03 Yes
Guideline 5

Be aware of administrative console limitations.

You cannot use the administrative interfaces for V5.0.x or V5.1.x to administer a V3.5.x or
V4.0.x administrative server. Likewise, you cannot use a Version 3.5.x or Version 4.0.x
administrative console to administer a V5.0.x or V5.1.x environment. If you use the
administrative console on a remote machine to administer V3.5.x or V4.0.x WebSphere
Application Server domains, migrating any of the nodes or domains to V5.0.x or V5.1.x renders
the remote administration console ineffective for administering any V5.0.x or V5.1.x
environment.

Guideline 6

Use Secure Sockets Layer Version 3 (SSL v3) when interoperating with Version 3.5.x for
secure connections. You cannot use Common Secure Interoperability Version 2 (CSIv2) for
interoperability, because Versions 3.5.x and 4.0.x do not support CSIv2.

Guideline 7

The evolution of a number of core classes causes interoperability errors between a V3.5.x or
V4.0.x WebSphere Application Server client and a Version 5.1 Application Server.

You might see an error message similar to the following example when running an
interoperability scenario between a WebSphere Application Server V3.5.x or V4.0.x client and
a Version 5.1 Application Server:

java.rmi.MarshalException: CORBA MARSHAL 0 No; nested exception is:

org.omg.CORBA.MARSHAL: Unable to read value from underlying bridge :
Custom marshaling of RMI:java.lang.Throwable:
F8678B4FAD2EB705:D5C635273977B8CB not compatible with Tocal class
(Tocal class not custom marshal capable) minor code : 0
completed: No
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The exception is provoked by the evolution of the class you are trying to marshal. For
example, the readObject() and writeObject() methods are inconsistent at the sender and the
receiver.

The problem is provoked by an enterprise bean CreateException exception, as a result of its
inheritance from the Throwable object, which evolves between Software Development Kit
(SDK) 1.3.1 and SDK 1.4.0.

A number of core classes evolve between SDK 1.3.x and SDK 1.4.x. Therefore, you see the
problems when you interoperate with WebSphere Application Server, Version 5.1, which is the
first release to use SDK 1.4.x.

Migrate WebSphere Application Server, Version 3.5.x to Version 4.0.0 and upgrade to
WebSphere Application Server, Version 4.0.7 to solve the problem.

Or upgrade WebSphere Application Server, Version 4.0.x to Version 4.0.7 or later to solve the
problem.

See [‘Federating multiple Version 5 installation instances” on page 362 for information about mixed version
cells, where a Version 5.1 deployment manager cell can include Version 5.0.x base nodes.

This information is dynamic and might be augmented by information in technical articles that are available
on the [IBM DeveloperWorks WebSphere site] Check the site for the latest information.

Installing the product

This topic describes how to install WebSphere Application Server products as the root user on a Linux
platform or on a UNIX-based platform, or from a user ID that belongs to the administrator group on a
Windows platform.

You cannot install the product correctly as a non-root user on a Linux or UNIX-based operating system
platform, or from a user ID on a Windows platform that is not part of the administrators group. Some steps
of the installation procedure on a Windows platform require the user to belong to the administrator group
and have the following advanced user rights, Act as part of the operating system and Log on as a service.
If you back up the product CD-ROM on a Linux or UNIX platform, do so as root. Backup copies made
from non-root users do not preserve the correct file attributes and do not work.

IBM Support offers tutorials on various WebSphere Application Server installation topics. See [WebSphere
leducation on demand: Installation best practices tutorials| for more information. One topic describes
installing new or coexisting versions.

54% WebSphere Business Integration Server Foundation is the V5.1 level of the Enterprise product.
WebSphere Business Integration Server Foundation, Version 5.1 extends Network Deployment V5.1. After
migrating the underlying product to V5.1, do not reinstall the V5.0.x Enterprise product. Version 5.0.x of the
Enterprise product does not extend Version 5.1 of the WebSphere Application Server Network Deployment
product.

Read through this topic and its related topics to prepare for installation and to make yourself familiar with
installation options, before you start to use the installation tools. Review the prerequisite requirements on
the IBM WebSphere Application Server supported hardware, software, and APls Web site to get started.

After verifying prerequisites, read these topics before installing the product:
« [Platform-specific tips for installing and migrating

« [Tips for installing the embedded messaging feature]

+ [Migrating and coexisting|
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» [Using the Launchpad to start the installation|
« [Installing silently]

If you encounter a problem such as not having enough disk space or temporary space or not having
prerequisite packages on your Linux or UNIX-based system, cancel the installation, make the required
changes, and restart the installation to pick up the changes that you made.

The installation uses InstallShield for Multiplatforms (ISMP) to perform the installation. You can use the
Installation wizard or perform the installation from a command line, using the silent installation method.

The Installation wizard does not support hot keys, such as Alt-Y. You can tab to the Yes key and press
Enter to select it, for example.

Although you can create multiple servers on a base WebSphere Application Server node, the servers all
share one set of configuration files. Changes that you make to one server affect the others. There is a
possibility that configuration documents might become corrupted. Use configuration instances to create
multiple servers, each with its own set of configuration files. Or install the Network Deployment product to
create and manage multiple base Application Servers.

Install the base product before installing the Network Deployment product when installing both products on
the same machine. The embedded messaging feature that is included in the default installation requires
this specific order of installation.

Table 7. Installation tip

Operating platform Tip

All platforms Installing WebSphere Application Server products in order on the same machine|
when installing the embedded messaging component]

5.1+ Open this topic in the information center for the WebSphere Business Integration Server Foundation
product to learn how to install the Integration Server installation image and extend the multimachine
environment. The CD-ROM for the Integration Server installation image is labeled, Integration Server.

This topic describes installing the Network Deployment product, using the installation image on the product
CD-ROM labeled, Deployment Manager. Use a CD-ROM labeled, Application Server, IBM HTTP
Server, in the Network Deployment product package to install the base WebSphere Application Server
product. Open this topic in the information center for the base WebSphere Application Server product to
learn how to install the base WebSphere Application Server product.

31% The Deployment Manager CD-ROM is available in both the Network Deployment product package
and the WebSphere Business Integration Server Foundation product package. Use this information center
topic to install the Network Deployment product, regardless of which package the CD-ROM comes from.
Open this topic in the information center for the Integration Server product to learn how to install the
Integration Server product and extend the multimachine environment. The CD-ROM for the Integration
Server product is labeled, Integration Server.

This topic is available in Adobe PDF format, on the product CD-ROMs, and online in an information center
that is available from the IBM WebSphere Application Server Web site at
[http://publib.boulder.ibm.com/infocenter/ws51help/index.jspt When possible, access the most current
version of this information by selecting the information center. The information center displays in the
language of your machine locale.

The Launchpad tool lets you access the product overview, the readme.html file, and installation guides.
You also use the Launchpad during the installation procedure to install the product. See
[Launchpad to start the installation” on page 173 for more information.
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The Installation wizard performs the following actions:

» Automatically checks prerequisites

* Looks for a previous WebSphere Application Server installation, to determine whether to display the
Migration panel or the Coexistence panel during the installation

Install WebSphere Application Server Network Deployment on your platform. Use one of the following
procedures:
 Install Network Deployment on AIX platforms, as described in|“|nstal|ing Network Deployment on AIX|

Install Network Deployment on HP-UX platforms, as described in I“Installing Network Deployment on|
[HP-UX platforms” on page 61|

Install Network Deployment on Linux platforms, as described in[“Installing Network Deployment on Linux|
[platforms” on page 79

Install Network Deployment on Solaris platforms, as described in|“|nstalling Network Deployment on|
[Solaris platforms” on page 94|

Install Network Deployment on Windows platforms, as described in [“Installing Network Deployment on|
[Windows platforms” on page 109)

The Installation wizard configures the product. It is not necessary to perform further configuration at this
time.

You have now successfully installed WebSphere Application Server Network Deployment and the features
that you selected.

Installing Network Deployment on AIX platforms

This topic describes how to install the WebSphere Application Server Network Deployment product as the
root user on an AlX operating system platform.

You cannot install the product correctly from a user ID that does not belong to the administrator group.
Some steps of the installation procedure require the administrator group ID to have the following advanced
user rights, Act as part of the operating system and Log on as a service.

If you encounter a problem such as not having enough space or not having the right prerequisite updates
on your system, cancel the installation, make the required changes, and restart the installation.

The installation uses InstallShield for Multiplatforms (ISMP) to perform the installation. You can use the
Installation wizard or perform the installation from a command line, using the silent installation method.

Installation programs in WebSphere Application Server products

51+
Product Link to installation procedure Label on product CD
(Base) WebSphere Application Server ||Base product installation| Application Server, IBM HTTP
Server
Network Deployment [Network Deployment installation| Deployment Manager
(which links to this procedure!)
WebSphere Business Integration [Integration Server installation| Integration Server Disk 1 and
Server Foundation Integration Server Disk 2

Use the Network Deployment installation image to manage a multimachine environment, where you have
installed the base product on different machines and want to manage the Application Servers in a group,
or cell. If you buy the Network Deployment product, you also get the base product in the package.
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WebSphere Business Integration Server Foundation is the V5.1 level of the Enterprise product.
WebSphere Business Integration Server Foundation, Version 5.1 extends the base WebSphere Application
Server V5.1 product. After migrating the underlying product to V5.1, do not reinstall the V5.0.x Enterprise
product. Version 5.0.x of the Enterprise product does not extend Version 5.1 of the base WebSphere
Application Server product nor does it extend the V5.1 Network Deployment product.

A% you buy the WebSphere Business Integration Server Foundation product, you also get the
Network Deployment product and the base product in the package.

Creating multiple Application Servers on a single machine

Although you can create multiple servers on a base WebSphere Application Server node, the servers all
share one set of configuration files. Changes that you make to one server affect the others. Configuration
documents might become corrupted. The wsinstance command can create multiple configuration
instances. Each instance is a stand-alone Application Server with its own set of configuration files. Or
install the Network Deployment product to create and manage multiple base Application Servers.

Order of installation

51% |nstall the base product before installing the Network Deployment product when installing both
products on the same machine. Install the Network Deployment product before the Integration Server
product that extends the Network Deployment product. You can install the Integration Server product
before the base product. The Integration Server product can install the base product in what is known as
an umbrella installation but Integration Server cannot install the Network Deployment product. Some
features of the base product cannot be installed by Integration Server.

The embedded messaging feature that is included in the default installation requires that you install base
before Network Deployment when installing both on the same machine. Otherwise, the order does not
matter. See the following installation tip for more information:

Table 8. Installation tip

Operating platform Tip in [*Platform-specific tips for installing and migrating” on page 131|

All platforms Installing WebSphere Application Server products in order on the same machine)
when installing the embedded messaging component]

This topic is available in Adobe PDF format on the product CD-ROM and online in an information center.
The information center always has the most current information. The information center displays in the
language of your machine locale if possible.

The installation guide PDF is updated occasionally. Download a new installation guide from:

5.1+ ffitp://ftp.software.ibm.com/software/webserver/appserv/library/wasv51nd_gs.pdf]

The Launchpad tool lets you access the product overview, the readme.htm1 file, and the installation guide.
See [‘Using the Launchpad to start the installation” on page 173.|

You also use the Launchpad during the installation procedure to install the product. The installation

program performs the following actions:

* Checks prerequisites automatically

» Looks for a previous WebSphere Application Server installation, to determine whether to display the
Migration panel or the Coexistence panel during the installation
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After using the Launchpad to view product documentation, perform the following procedure. The procedure
includes several preliminary steps before actually launching the installer program.

1.

Stop all WebSphere Application Server-related Java processes on the machine where you are
installing the product.

Stop any Web server process such as the IBM HTTP Server, if you are extending the base product.

5 1% |nstall the prerequisite Java130.rte.lib version 1.3.0 on AIX Version 5.2 maintenance level 1.
You must install Javal30.rte.1ib Version 1.3.0 to verify that the embedded messaging feature
installs correctly. To download a copy of Java 1.3.0:

a. Go to the http://www-106.ibm.com/developerworks/java/jdk/aix/index.html Web page.

If the link is unavailable, search for IBM Developer Kit for AlX.
b. Click Download and service information in the Contents box.
c. Click Java 1.3.0 from the Java Version column in the table.
d. (Optional) Register for a user ID and password.

To correct an existing problem:
a. Uninstall the following components, if present:
* WebSphere Application Server
* WebSphere MQ (MQSeries)
» WebSphere MQ (MQSeries) classes for Java and WebSphere MQ (MQSeries) for Java
Message Service
* IBM HTTP Server
* WebSphere Embedded Messaging Publishing and Subscribe Edition
b. Clean up the system registry and edit the vpd.properties file on AIX to remove any entry related
to WebSphere Application Server products. Entries related to WebSphere Application Server
products begin with:
» WSB for the base WebSphere Application Server, V5.0.x product
» WSB..51 for the base WebSphere Application Server, V5.1 product
» WSC for the WebSphere Application Server Application Clients
» WSE for the Enterprise product, V5.0.x
» WSE..51 for WebSphere Business Integration Server Foundation, V5.1
* WSN for the Network Deployment product, V5.0.x
* WSN..51 for the Network Deployment product, V5.1
* WSM for the WebSphere MQ product
c. Reinstall the WebSphere Application Server product in an umbrella installation of the WebSphere
Business Integration Server Foundation product.

5:1% |nstall the prerequisite xIC.rte 6.0 run-time code on AIX 5.2 maintenance level 1. You must
install the x1C.rte 6.0 run-time code, which is a prerequisite of GSKit7. Download the run-time code
as a fix from the JAIX Support site}

Provide adequate disk space.
5.1+

The Network Deployment product requires the following disk space:

370 MB for the /usr/WebSphere/DeploymentManager directory
The installation root directory contains the Network Deployment product.

150 MB for the /tmp directory
The temporary directory is the working directory for the installation program.

A message about free space occurs when less than 4 MB of free space remains after starting
the installation. The InstallShield for MultiPlatforms (ISMP) program displays a message
about using the -is:tempdir parameter to identify an alternate temporary space directory.

Ignore any -is:tempdir message. The -is:tempdir parameter is not supported. Cancel the
installation, allocate at least 150 MB of free space in the /tmp directory, and start the
installation again.
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520 MB
A significant amount of the required space is temporarily required during installation and is
released after installation.

5:1% The Installation wizard displays required space for individual features on the Feature selection
panel. The Installation wizard also warns you if you do not have enough space to install the product.

If you plan to migrate applications and the configuration from a previous version, verify that

application objects have available disk space. As a rough guideline, plan for space equal to 110

percent of the size of the application objects:

* For Version 3.5.x: The size of application Java archive (JAR) files, Web archive (WAR) files, and
servlet files

* For Version 4.0.x: The size of enterprise archive (EAR) files

- 31% For Version 5.0.x: The size of EAR files

5:1% Define the user groups and the user needed for the embedded messaging feature.

A user ID of the name mgm, with a primary group of mgm, owns the directories and files that contain
the resources associated with the embedded messaging feature:
a. Use the System Management Interface Tool (smit) to create the mgm and mgqbrkrs user groups:
1) Click Security & Users > Groups > Add a Group.
2) Set the name field to mgm and create the user group.
3) Create the mqgbrkrs user group in the same way.
b. Use smit to create the mqm user:
1) Click Security & Users > Users > Add a User.
2) Set the name field to mgm and create the user.
3) Click Security & Users > Change a Users Password > Passwords to add a password to
the new user ID.
c. Use smit to add the mgm and root users to the mgm group:
1) Click Security &Users > Users > Change / Show Characteristics of a User.
2) Enter mgm in the User Name field.
3) Add mqgm to the Group SET field, which is a comma-separated list of the groups to which the
user belongs.
4) Add root to the mgm group and the mqgbrkrs group.

The recommended user ID for running the jmsserver process is root. If you do run the jmsserver
process under another user ID, add that user ID to the mgm and mqbrkrs groups. User IDs longer
than 12 characters cannot be used for authentication with the embedded WebSphere JMS provider.

The mgm user starts the jmsserver for general JMS support and the WebSphere embedded broker
for WebSphere Application Server topic connections.

Log out and back in to pick up the secondary user groups, mgm and mqbrkrs, for root. Use ssh
instead of telnet to log in or set up the display environment for a real root login on AlX systems by
running the following command after logging on:

su -

In a normal root login, issue the command su. For a real root login, issue the command su -.

Display settings for a normal root login are automatic. For a real root login, you must set your display
environment properly to successfully view the installation wizard. Otherwise, you see a message
about Preparing Java(tm) Virtual Machine..., and seven rows of dots, but no installation GUI and
no further messages. Refer to the documentation for your AlX platform to determine proper display
settings.

Use the id -a command or the groups command to see defined groups for root. If mgm and mqbrkrs
are not in the list that is returned, you cannot install the embedded messaging feature:

[root@wasdoc2 root]# id -a
uid=0(root) gid=0(root)
groups=0(root),1(bin),2(daemon),
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3(sys),4(adm),6(disk),10(wheel),500(mgm),501(mgbrkrs)

[root@wasdoc2 root]# groups

root bin daemon sys adm disk wheel mgm mgbrkrs

Allocate adequate disk space for the embedded messaging feature if you are planning to install the
feature. The installation locations for the embedded messaging feature are fixed as shown in the
following table, which lists the locations for the base messaging functions and the messaging broker
functions for publish/subscribe messaging.

Table 9. Space requirements for the embedded messaging feature on AIX

Component Base code Broker code Base data Broker data

Path /usr/ mgm /usr/ opt/ wemps /var/ mgm /var/ wemps

Client subfeature 15 MB 15 MB 5 MB N/A

9. Prepare to install the embedded messaging feature with WebSphere MQ. The embedded messaging

10.

11.

12.

feature is based on the IBM WebSphere MQ product. The feature and the product each provide a
Java message service (JMS) function that supports queues for point-to-point messaging and topics
for publish and subscribe messaging. You can install the deployment manager with the embedded
messaging client feature with or without the WebSphere MQ product on the same machine. To
support both the embedded messaging feature and the WebSphere MQ product on the same
machine, the WebSphere MQ product must be at a certain fix level and must have several of its
features installed.

If you already have WebSphere MQ installed, you can configure it as the JMS provider. Otherwise,
you can install the embedded messaging feature during the installation of the base Application Server.
You can also install the WebSphere MQ product or another JMS provider after you install the
WebSphere Application Server products.

On a machine where you want application servers to run messaging applications that use a JMS
provider on another host, install IBM WebSphere Application Server or the deployment manager with
the embedded messaging client feature.

Even though you might decide now to install only the embedded messaging feature, you can install
the WebSphere MQ product later and use the IBM WebSphere MQ product as the JMS provider
instead.

5.1+ Verify that you have upgraded to WebSphere MQ 5.3 with the CSD04 update to install
embedded messaging on a machine where you already have WebSphere MQ installed. Determine if
your WebSphere MQ 5.3 installation is at the required level by running the mqver utility provided by
WebSphere MQ.

The required level as indicated by mqver is shown below:

Name: WebSphere MQ
Version: 530.4 (CSDo4
51+

Verify that you have installed the required WebSphere MQ 5.3 features to install embedded
messaging on a machine where you already have WebSphere MQ installed. When installing the
embedded messaging client feature, the required MQ feature is Java messaging.

If you attempt to install the embedded messaging feature when WebSphere MQ is already installed,
the level of WebSphere MQ must be Version 5.3 with the required MQ features. Otherwise, the
installation of the embedded messaging feature fails with prerequisite check errors.

51* Create and mount a journalized file system called /var/mgm for your messaging working data.
Use a partitioning strategy with a separate volume for embedded messaging or WebSphere MQ data
to isolate system activity from the potentially high volume of messaging work that can build up in the
/var/mgm directory.
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51% Create separate file systems for log data in the var/mgm/1o0g directory and error files in the
var/mgm/errors directory. Store log files on a different physical volume from the embedded
messaging queues, which are in the var/mgm directory. This ensures data integrity in the case of a
hardware failure. If you are creating separate file systems, allow the following minimum free space:

30 MB /var/mgm
20 MB /var/mgm/1og

4 MB /var/mgm/errors

The /var file system stores all the security logging information for the system and stores the
temporary files for e-mail and printing. Therefore, it is critical that you maintain free space in /var for
these operations. If you do not create a separate file system for messaging data, and /var fills up, all
security logging stops on the system until free space is available in /var. Also, e-mail and printing do
not work without some available free space in /var.

You have the same options for creating file systems for the embedded messaging feature as you do

for WebSphere MQ. For example, if you cannot install the embedded messaging options in the

required file system (for example, if it is too small), you can do one of the following before installing

embedded messaging:

» Create and mount a new file system for the installation directory.

* Create a new directory anywhere on your machine, and create a symbolic link from the required
installation directory to the new directory. For example, on AlX:

mkdir /bigdisk/mgm
Tn -s /bigdisk/mgm /usr/mgm

51% Unmount file systems with broken links to avoid java.lang.NullPointerException errors.
Unmount file systems with broken links before installing.

The installation of the cumulative fix can fail with the following error when broken links exist to file
systems:

An error occurred during wizard bean change notification:
java.lang.NullPointerException
at com.ibm.wizard.platform.aix.AixFileUtils.
getFileSystemData (AixFileUtils.java:388)
at com.ibm.wizard.platform.aix.AixFileUtils.
getPartitionDataWithExecs (AixFileUtils.java:172)
at com.ibm.wizard.platform.aix.AixFileUtils.
getPartitionData(AixFileUtils.java:104)
at com.ibm.wizard.platform.aix.AixFileServiceImpl.
getPartitionNames (AixFileServicelmpl.java:397)

Use the df -k command to check for broken links to file systems. Look for file systems that list blank
values in the 1024-blocks size column. Columns with a value of "-” (dash) are not a problem. The
following example shows a problem with the /dev/1v00 file system:

> df -k

Filesystem 1024-blocks Free %Used Tused %Iused Mounted on
/dev/hd4 1048576 447924  58% 2497 1%/

/dev/hd3 4259840 2835816  34% 484 1% /tmp

/proc - - - - - /proc
/dev/1v01 2097152 229276  90% 3982 1% /storage
/dev/1v00

/dev/hd2 2097152 458632  79% 42910 9% /usr

iw031864:/cdrom/db2_v72_eee aix32_shcs

The /proc file system is not a problem. The iw031864:/cdrom/db2_v72_eee_aix32_sbcs file system is
a definite problem. The /dev/1v00 file system is also a likely problem. Use one of the following
commands to solve this problem:

> umount /cdrom/db2_v72_ eee aix32_sbcs
> umount /cdrom
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16.

17.

18.

If the problem continues, unmount any file systems that have blank values, such as the /dev/1v00 file
system in the example. If you cannot solve the problem by unmounting file systems with broken links,
reboot the machine and begin this procedure again.

Verify that prerequisites and corequisites are at the required release levels. Although the Installation
wizard checks for prerequisite operating system patches with the prereqChecker application, review
the prerequisites on the [IBM WebSphere Application Server supported hardware, software, and APIs|
if you have not already done so. Refer to the documentation for non-IBM prerequisite and
corequisite products to learn how to migrate to their supported versions.

Some operating systems that were not supported at the time that this product was shipped on
CD-ROM might now be supported. You might receive a message from the prereqChecker program
that an operating system is not supported when, in fact, the operating system is supported.

Always consult the |IBM WebSphere Application Server supported hardware, software, and APIs Web|
to determine whether your operating system is supported when you receive a message from the
prereqChecker program. The Web site lists all supported operating systems and the operating system
fixes and patches that you must install to have a compliant operating system. After confirming that
your operating system is supported and that you have installed all necessary patches, you can click
Next to continue an installation when you receive an error message from the prereqChecker program.
Remove any entries from the /usr/bin/jitk.db file if you have uninstalled WebSphere Application
Server Enterprise Edition Version 4.1. Remove any remaining artifacts from an uninstalled Enterprise
Edition V4.1 system to prevent the display of the Coexistence panel or the Migration panel during
installation.

The Installation wizard might display the Migration panel or the Coexistence panel even though you
have uninstalled WebSphere Application Server Version 4.1. You can prevent the Installation wizard
from recognizing a previously deleted V4.1 Application Server by removing the following entry from
the /usr/bin/jitk.db file:

WebSphere Application Server 4.1

Remove other Version 4.x entries for WebSphere Application Server products that are no longer on
your system.

Verify the system cp command when using emacs or other freeware.

If you have emacs or other freeware installed on your AIX operating platform, verify that the system
cp command is being used.

a. Type which cp at the command prompt before running the installation program for the WebSphere
Application Server product.

b. Remove the freeware directory from your PATH if the resulting directory output includes freeware.
For example, if the output is similar to this /opt/freeware/bin/cp message, remove the directory
from the PATH.

c. Install the WebSphere Application Server product.
d. Add the freeware directory back to the PATH.

If you install with a ¢p command that is part of a freeware package, the installation might appear to
complete successfully, but the Java 2 SDK that the product installs might have missing files in the
install_root/ java directory.

Missing files can destroy required symbolic links. If you remove the freeware cp command from the
PATH, you can install the Application Server product successfully.

Perform the following step to verify that the Java 2 SDK is working correctly.

Verify the SDK on the WebSphere Application Server CD. Perform the following steps to verify that
the SDK on the product CD-ROM is working correctly.

a. Change directories to the /aix/WAS/jdk/java/bin directory on the product CD-ROM. For example:
cd /mnt/aix/WAS/jdk/java/bin

b. Verify the SDK version. Type the following command:
./java -version
The command completes successfully with no errors when the SDK is intact.
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Select the Installation wizard method or the silent installation method but do not start the installation
yet. The installer program has two interfaces, the Installation wizard and a silent command-line
installation.

Performing the installation with the wizard
You can start the Installation wizard using the Launchpad or directly using the install command.

The default installation method is to open a command window and issue the command to start the

Launchpad tool. Click the Install the product option on the Launchpad. (See |“Using the Launchpad
[to start the installation” on page 173.)
This option launches the Installation wizard, which is an InstallShield for MultiPlatforms (ISMP)

application. This action launches the Installation wizard in the language of your machine locale unless
no translation exists for your locale, in which case you receive the English version.

A short delay occurs before the ISMP wizard displays. You do not need to click the Install the product
option more than once to cause the wizard to display. The delay is particularly noticeable on
x-windows platforms.

You can also start the Installation wizard using the /edrom/aix/install command, where /cdrom is the
mount point for the product CD-ROM and aix is the platform directory.

Performing a silent installation

You can perform a silent installation using the -options responsefile parameter with the command
method:

fully qualified CD _pathname/install
-options fully qualified HDD_pathname/responsefile

# /cdrom/aix/install -options /tmp/my_responsefile
Start the silent installation with a fully qualified path to the options response file. Otherwise, the
Installation wizard starts.

A silent installation causes the installation program to read your responses from the options response
file, instead of from the wizard interface. You must customize the responsefile before installing silently.
See [Customizing the Network Deployment options response filel

After customizing the file, you can issue the command to silently install. See [“Installing silently” or|

After issuing the command, the following text displays:

.InstallShield Wizard
Initializing InstallShield Wizard...

Searching for Java(tm) Virtual Machine...

The silent installation runs without displaying status to the window:

* Press Enter when the installation is complete to return to the command prompt.
* Press Enter at any time to return from a background job to the command prompt.

You can change the -W launchPRTBean.active option in the response file to display the Registration
panel to indicate the completion of a silent installation on a local system with a graphical user
interface.

To determine the status of the silent installation, review the installation logs in the install_root/1o0gs
directory or in the /tmp directory. See [‘Troubleshooting the installation” on page 185 for more
information about log files.

Silent installation is particularly useful if you install the product often.

The rest of this procedure assumes that you are using the Installation wizard. Corresponding entries
in the response file exist for every prompt that is described as part of the wizard.

Review the description of the Fresponsefile” on page 175|for more information. Comments in the file
describe how to customize their options.
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Asynchronous and synchronous command lines

After running the install command, the command line returns synchronously. A synchronous install
command returns the command line after the installation is complete.

You can start the installation asynchronously with the installation process and its children processes
all running as background processes. Consult your operating system documentation to learn how to
issue asynchronous commands. After running the install command, the command line returns
immediately.

Do not misinterpret an asynchronous command line to mean that the installation has finished when
the command prompt returns. Although the command line returns, either the Installation wizard or a
silent installation might still be in progress.

Installing with a network file system mount
If you must use an NFS mount, see the following installation tip:

Table 10. Installation tip

Operating platform Tip in [“Platform-specific tips for installing and migrating” on page 131|

All platforms [Platform-specific issues when dealing with network file systemsg|

20. Insert the product CD labeled, Deployment Manager.

21. Open a shell window to mount the product CD-ROM, as described in [‘Mounting a CD-ROM drive on|
[AIX” on page 60.|Use the same shell window throughout the installation procedure.

22. Start the installation with the /edrom/aix/launchpad.sh command, where /cdrom is the mount point
for the product CD-ROM and aix is the platform directory on the CD-ROM. You can also start the
installation directly with the /edrom/aix/install command. The following example shows a fully
qualified call to the installer program:

fully_qualified CD_pathname/install

# /cdrom/aix/install

The readme link in the Launchpad is to the readme.html file in the CD root directory. The Getting
Started document that contains installation information is in the docs directory on the CD.

Download the current version of the Getting Started document from:

5.1+ fftp:/ftp.software.ibm.com/software/webserver/appserv/library/wasv51nd_gs.pdf

The rest of this procedure assumes that you are using the Installation wizard. Corresponding entries
in the response file exist for every prompt that is described as part of the wizard. Review the
description of the [‘responsefile” on page 175|for more information. Comments in the file describe how
to customize the options.

23. Click Next to continue. The license agreement displays.

The Installation wizard does not support hot keys, such as Alt-N. You can tab to Next and press
Enter to select it, for example.

24. Click the radio button beside the | accept the terms in the license agreement message if you agree
to the license agreement and click Next to continue. After you accept the licensing terms, the
Installation wizard checks for prerequisites and for previous versions, with which it can either migrate
or coexist.

The prerequisites checker program recognizes the official supported level for AIX 5.2 as ML1 + APAR
1Y44183. AIX 5.2 ML2 is also supported. If you receive a message from the prerequisites checker
program that AIX 5.2 ML2 is an unsupported operating system, ignore the message and continue the
installation.

Update your operating system if it is missing required file sets. If you receive a message that a file
set is missing, such as file set X11.fnt.ucs.ttf, cancel the installation, update the operating system,
and restart the installation.
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page 311| for more information.

As the base WebSphere Application Server product version changes, its prerequisites and
corequisites change. Updating your database, Web server, Software Development Kit (SDK), and
other software is probably necessary.

The base WebSphere Application Server product simplifies migrating product prerequisites, by
providing the option to install a complimentary Web server and SDK on your supported operating
system. You can uninstall back-level prerequisites and let the Installation wizard install current
versions.

If the wizard finds a previous version of WebSphere Application Server, it prompts you to migrate
applications and the configuration from the previous version, or to coexist with it. If it finds more than
one previous version, the Installation wizard lists them for you to select which one to migrate.

Migrating or coexisting with an existing WebSphere Application Server node that AIX does not
recognize.

In some cases, the InstallShield for MultiPlatforms (ISMP) program might not detect a previously
installed version of WebSphere Application Server because of a failure to read the registry keys on
AlX. You can force the migration and coexistence panel to display, by starting the installation with an
option on the /edrom/aix/install command.

For example, use this command:
./install -W previousVersionDetectedBean.previousVersionDetected="true"

You can also force the appearance of the coexistence panel to change conflicting port number
assignments. For example, force the coexistence panel to appear using this command:

./install -W coexistenceOptionsBean.showCoexistence="true"
On either panel, identify the location of the existing product instance to cause it to be recognized.

Choose whether to install additional features or to install the product again, when there is a previous
installation of the same level product. You can add features at any time, by running the installation
wizard again.

This installation wizard panel appears when the installer program detects a previous installation at the
same product level. The panel lets you select whether to add features to the existing installation, or
perform a new installation to another directory.

If you intend to install additional features, follow this procedure to avoid component regression
problems:

a. Uninstall any interim fixes.

b. Uninstall any cumulative fixes you installed, starting with the last one and finishing with the first
one.

c. Uninstall any fix packs you installed, starting with the last one and finishing with the first one.

d. Log off as root and back on.

e. Install new features.

f. Install the most current fix pack.

g. Install the most current cumulative fix.

h. Install any interim fixes to bring the node back to its previous fix level.

i. Use the administrative console on the Network Deployment node to synchronize all node agents.

Choose to migrate applications and the configuration from a previous version, to coexist with another
version, or to neither coexist or migrate. Click Next to continue. See |“Migrating and coexisting” on|

All WebSphere Application Server products on a single machine share some of the code in the
embedded messaging feature, if installed. The required level of the embedded messaging feature for
V5.1 (CSDO04) is not the same as for V5.0.0 or V5.0.1. The required level of the embedded
messaging feature for V5.1 is the same as for V5.0.2.

If you attempt to install V5.1 on a machine where a version of the embedded messaging feature is at
a release level earlier than CSDO04, the installer program displays the message log in a panel. The
message that you see is similar to one of the messages in the following example:
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MQSeries or WebSphere MQ server at an earlier release than required to support
embedded messaging is already installed on the system.

Unsupported earlier maintenance level of MQSeries or WebSphere MQ detected.
Unsupported earlier release of MQSeries client or WebSphere MQ client detected.
Unsupported maintenance Tevel of MQSeries client or WebSphere MQ client detected.
Software conflict with MQSeries JMS SupportPac MA88 detected.

To correct the problem, perform one of the following actions:

* Upgrade the full MQSeries or WebSphere MQ product to WebSphere MQ at the latest level that
supports embedded messaging (CSDO04).

5.1+ Seellnstalling WebSphere embedded messaging as the JMS provided for more information.

* Uninstall the existing MQSeries or WebSphere MQ product if MQSeries or WebSphere MQ is not
required on this system and reinstall the WebSphere Application Server product. Select the
embedded messaging feature.

The MQSeries JMS SupportPac MA88 problem is slightly different. Uninstall the MQSeries JMS
SupportPac MA88 and reinstall the WebSphere Application Server product, selecting the embedded
messaging feature. The function provided by SupportPac MA88 is included in the embedded
messaging feature.

You can upgrade the WebSphere Application Server product to V5.0.2 before migrating it to V5.1 to
avoid any problem with an incorrect level of the embedded messaging feature. See
[Version 5.0.0 or Version 5.0.1 product to Version 5.0.2” on page 362

You can also perform the procedure for migrating V5.0.0 or V5.0.1 with embedded messaging to
V5.1. See [‘Migrating Version 5.0.0 or Version 5.0.1 of WebSphere Application Server with embedded|
[messaging to Version 5.1” on page 338

To share embedded messaging in a coexistence environment, the node names for each installation
must be unique, so that each installation has a message queue manager that is named uniquely. To
migrate V5.0.2 to V5.1, the node names must be identical. Therefore, the queue manager names are
also identical, if you are migrating from V5.0.2 to V5.1.

To prevent losing the queue manager when you uninstall V5.0.2 (or V5.1), you must create a dummy
queue manager before uninstalling one of the WebSphere Application Server versions. A series of
migration topics in [‘Migrating and coexisting” on page 311| describe how to migrate after the
installation.

51% The first rule of migration is to migrate after you install WebSphere Business Integration Server
Foundation, if you are planning to install the Integration Server:

If you are planning to install these products: Select the migration option while installing this
product:
Network Deployment Integration Server Network Deployment Integration Server
X X
X X X

The exception to the rule is to migrate V3.5.x to V5.1 during the installation of the base product or the
Network Deployment product, before extending either product.

54+ Migrating Integration Server also migrates the product that Integration Server extends.

You can perform a silent migration or configure for coexistence during a silent installation. Refer to
|“Insta||ing silently” on page 174| for a description of performing a silent installation, including the
options that you can specify.

The migration prompt appears only when the Installation wizard detects a previous version. The
coexistence prompt appears when the Installation wizard detects any other installation, including
another Version 5 installation.

If you choose to coexist, the wizard displays a Port selection panel, where you can specify port
assignments that do not conflict with existing ports. For example, you can change the HTTP transport
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port for coexistence, from 9081 (one more than the default Version 5 port number) to 9085 or higher,
to avoid potential conflicts with port numbers that previous versions of WebSphere Application Server
commonly use.

Use the netstat -a command to display all ports in use.

In some cases, such as when installing a non-English version, the Installation wizard might not detect
a previous version. You can force the Migration panel or the Coexistence panel to appear, by starting
the installation with an option on the /cdrom/aix/install command, where mnt/cdrom is the mount
point for the product CD-ROM and aix is the platform directory on the CD-ROM.

You can also force the appearance of the Coexistence panel to change conflicting port number
assignments. For example, the AIX WebSM system management server listens on port 9090 by
default. To avoid a conflict with the administrative console port (HTTP_TRANSPORT_ADMIN)
assignment, which is also 9090 by default, force the Coexistence panel to appear using this
command:
/cdrom/aix/install

-W showCoexistencePanel.active="true"
The AIX WebSM system management server listens on port 9090 by default. If you suspect you have
a port conflict, verify it by shutting down WebSphere Application Server and issuing the following
command:

netstat -an |grep 9090

If you get a match, another process is already listening on port 9090. If you want the WebSM server
and WebSphere Application Server to coexist, change the WebSphere Application Server
administrative console port when installing WebSphere Application Server, or after installation.
Although not recommended, you can also disable the WebSM server. To disable the WebSM server,
issue the following command to permanently disable WebSM server startup:

/usr/websm/bin/wsmserver -disable

A% you choose neither the migration option nor the coexistence option, you can run Version
5.1.x and the previous version, but not at the same time. Although it is possible that both versions
might coexist without port conflicts, you can ensure that both versions run together by selecting the
coexistence option and checking for conflicting port assignments.

The Migration panel lists all previous releases that it can identify. If you highlight a release, the text
boxes labeled, "select previous version,” show the location of the previous product. Select the
product to migrate. If you do not see the previous version that you intend to migrate, click Select
previous version to enter a location and configuration file name if you are migrating a WebSphere
Application Server Advanced Edition Single Server Edition, Version 4.0.x installation.

The field labeled "Configuration file” is valid only for WebSphere Application Server Advanced Edition
Single Server Edition, Version 4.0.x. For the other versions of WebSphere Application Server that are
supported by migration (Version 3.5 Standard Edition, Version 3.5 Extended Edition, and Version 4.0
Advanced Edition), the admin.config file provides the host and port values for the administrative
server. If you use a file name other than admin.config, issue the commands that call the migration
tools instead of migrating while installing. Issuing the commands that call the migration tools is
described in ['Migrating and coexisting” on page 311 |

Migrate V3.5.x to V5.1 during the installation of the base product or the Network Deployment product,
before installing the Integration Server product.

You must start the administrative server of some previous versions so that the Installation wizard can
export the configuration from the admin.config file.

Although you might select migration at this point in the installation process, the actual migration does
not begin until after the Version 5 installation is complete. At that time, if the WASPreUpgrade tool
fails, the Installation wizard does not call the WASPostUpgrade tool to complete the migration, but
instead displays the WASPreUpgrade.log and WASPostUpgrade.log log files for you to diagnose the
problem. After fixing the problem, such as starting the administrative server of a previous release, you
can start the migration again, as described in [‘Migrating and coexisting” on page 311.
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27. Select features to install and click Next to continue. A description of each feature appears at the
bottom of the panel when you roll the cursor over the feature.

Choose from these features:
Deployment manager
Installs the product run time. It provides high performance and scalability across your
deployment environment. It includes multiserver administration, server clustering, load
balancing and workload management for hosting highly available e-business applications.
Web services
The UDDI registry and the IBM Web Services Gateway are enterprise applications that you
can deploy to:
* A base WebSphere Application Server product node federated within a Network
Deployment cell
» A stand-alone base WebSphere Application Server node

The Network Deployment product is not a stand-alone product for running enterprise
applications. To deploy UDDI or the gateway, install the base WebSphere Application Server
product. Although it is not installed by default, a copy of the base WebSphere Application
Server product is packaged with the Network Deployment product.

5.1+ See [Developing Web services| for more information.

UDDI Registry
Installs a Version 2 compliant universal description, discovery, and identification
(UDDI) registry, accessible from the UDDI registry user console application, or from
SOAP or EJB interfaces.

51% gee [BM WebSphere UDDI Registry| for more information.

Web Services Gateway
Includes a gateway between Internet and intranet environments so that clients can
invoke Web services safely from outside a firewall. The gateway uses automatic
protocol conversion for externalizing Web services.

3:1% gee [Enabling Web services through the IBM Web Services Gateway] for more
information.
Embedded messaging client
Includes the client necessary for the administration of WebSphere MQ Queues and the
mapping of JMS resources into the deployment manager JNDI namespace. It is the same
client that you can install as part of the base product embedded messaging feature.

You can run the uninstaller program to remove all installed features.

28. Specify a destination directory and click Next to continue. Deleting the default target location and
leaving an installation directory field empty stops you from continuing the installation process. The
Installation wizard does not proceed when you click Next. Enter the required target directory to
proceed to the next panel. Non-ASCII special characters are not supported in the name of the
installation directory. Spaces are also not supported in the name of the installation directory.

The installer program checks for required space at the beginning of the installation. If you do not have
enough space, stop the installation program, free space by deleting unused files and emptying the
recycle bin, and restart the installation.

If not enough space is available, cancel the installation, allocate the 150 MB of temporary space that
is required, and reinstall. The actual space required depends on the features that you are installing.

The installer program does not let you install the base product during an umbrella installation if
sufficient space is not available to apply Cumulative Fix 2 and Cumulative Fix 1 for SDKs.

Suppose the installer program installs the base product and then runs into an error during the
installation of the cumulative fix because of an insufficient amount of temporary space. In such a
case, cancel the installation, allocate enough temporary space to install the cumulative fix, and restart
the installation. The installer program picks up the installation where it left off, installing the cumulative
fix to the base product, which you can select at the beginning of the installation.
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If you have problems accessing the administrative console after installation, check the
installAdminConsole.1og file for a failure indication. Clean up the /tmp space and reinstall the
administrative console using the wsadmin scripting facility.

If you must increase the /tmp allocation, stop the installation program, increase the allocation, and
restart the installation.

Specify node information and click Next. Specify the node name and host name. Although the wizard
inserts the machine name (of the installation platform) as the node name, you can specify any unique
name. The node name is an arbitrary WebSphere Application Server-specific name that must be
unique within a cell.

The host name is the network name for the physical machine on which the node is installed. The host
name must resolve to a physical network node on the server. When multiple network cards exist in
the server, the host name or IP address must resolve to one of the network cards. Remote
WebSphere Application Server nodes use the host name to connect to and to communicate with this
node. Selecting a host name that other machines can reach within your network is extremely
important. Do not use the generic localhost identifier for this value.

If you define coexisting nodes on the same computer with unique IP addresses, define each IP
address in a domain name server (DNS) look-up table. WebSphere Application Server configuration
files do not provide domain name resolution for multiple IP addresses on a machine with a single
network address.

The value that you specify for the host name is used as the value of the hostName property in
WebSphere Application Server configuration documents. Specify the host name value in one of the
following formats:

* Fully qualified domain name servers (DNS) host name string, such as
xmachine.manhattan.ibm.com

* The default short DNS host name string, such as xmachine
* Numeric IP address, such as 127.1.255.3

The fully qualified DNS host name has the advantage of being totally unambiguous and also flexible.
You have the flexibility of changing the actual IP address for the host system without having to
change the WebSphere Application Server configuration. This value for host name is particularly
useful if you plan to change the IP address frequently when using Dynamic Host Configuration
Protocol (DHCP) to assign IP addresses. A format disadvantage is being dependent on DNS. If DNS
is not available, then connectivity is compromised.

The short host name is also dynamically resolvable. A short name format has the added ability of
being redefined in the local hosts file so that the system can run WebSphere Application Server even
when disconnected from the network. Define the short name to 127.0.0.1 (local loopback) in the hosts
file to run disconnected. A format disadvantage is being dependent on DNS for remote access. If
DNS is not available, then connectivity is compromised.

A numeric IP address has the advantage of not requiring name resolution through DNS. A remote
node can connect to the node you name with a numeric IP address without DNS being available. A
format disadvantage is that the numeric IP address is fixed. You must change the setting of the
hostName property in WebSphere Application Server configuration documents whenever you change
the machine IP address. Therefore, do not use a numeric IP address if you use DHCP, or if you
change IP addresses regularly. Another format disadvantage is that you cannot use the node if the
host is disconnected from the network.

Review the summary information and click Next to install the product code or Back to change your
specifications. The Summary panel displays the directory for the embedded messaging feature
incorrectly on all Linux and UNIX-based platforms, as /opt/IBM/WebSphere MQ. Actual installation
locations are /usr/mgm on AlX systems, and /opt/mgm on Linux and all UNIX-based platforms except
AIX. When the installation is complete, the wizard displays the install_root/1ogs/mq_install.log
installation log if you selected the embedded messaging feature and errors occur with its installation.

Review the install_root/10gs/mq_install.log installation log if it displays. Click Next to continue. The
wizard displays the Registration panel.
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38.

Click Next to register the product, or clear the check box and click Next to register at a later time.
The Installation wizard starts the First Steps tool. See [“firststeps command” on page 182

Verify the success of the installer program by examining the Exit summary panel and the
install_root/10gs/1og.txt for installation status. ISMP records a success message in the
install_root/10gs/1og.txt file: "INSTFIN: The installation is complete.” The log is the only source of
status information for a silent installation.

Look for severe errors that the installer records in the install_root/1ogs/1og.txt file in the installation
root directory to verify that no file system or other unusual errors occurred during installation.

If the install_root/1ogs/1og.txt file does not contain a record of any problems but problems exist,
verify or troubleshoot the installation, as described in|“TroubIeshooting the installation” on page 185|
and in [Installation component troubleshooting tips|.

If problems exist, correct them, uninstall the product, as described in [‘Uninstalling the product” on|
page 273,|log off as root and back on, and reinstall.
When installing WebSphere Application Server with embedded messaging from the CD-ROM, the
following warning messages are issued despite successful installation:
MQSERIES.MQM-CL-HPUX: A test command parameter is not valid." and "=*
"hostname:/cdrom/hpux/messaging/images": Cannot open the

logfile on this target or source. Possibly the media is

read-only or there is a permission problem." on mg_install.log.
You can ignore the warning messages, because the problem does not affect the successful
installation of WebSphere Application Server with embedded messaging.

Click Finish to close the Installation wizard.

Restrict access to the /var/mgm/errors directory and messaging logging files. After installing the
embedded messaging feature, you must restrict access to the /var/mgm directory and to log files that
are needed for embedded messaging, such that only the mgm user or members of the mgm user
group have write access. For detailed information, see |Installing WebSphere embedded messaging|
[as the JMS provider and |[Securing messaging directories and log fileg .

Install the most current fix pack and cumulative fix for the Network Deployment product. See
[Recommended updates for WebSphere Application Server for information about downloading and
installing the upgrades.

Tune your system for performance. For best performance on any platform, see|Tuning performance]
[parameter index|.

Optional: Create a monitored process for the deployment manager process, as described in
[‘Automatically restarting server processes” on page 176

You can create monitored processes after the installation is complete.

Processes started by a startManager.sh command are not running as monitored processes,
regardless of how you have configured them. You must start the deployment manager process with a
shell script based on the example rc.was file, to have the deployment manager running as a
monitored process.

The Installation wizard configures the product. It is not necessary to perform further configuration at this
time.

You have now registered and successfully installed WebSphere Application Server Network Deployment
and the features that you selected.

Uninstalling and reinstalling

See |“Uninsta|ling the product” on page 273| for information about uninstalling any WebSphere Application
Server product.
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A% you uninstalled the product but left the embedded messaging feature installed, and now you want
to reinstall the V5.1 product, see [‘Reinstalling V5.1 after uninstalling and leaving the embedded messaging
feature installed” on page 310.

After uninstalling a WebSphere Application Server product, reinstalling into the same directory without first
deleting all directory contents results in invalid XML configurations because of the retention of old files. To
delete all of the files so that you can reinstall with a clean system, uninstall manually, as described in
[‘Uninstalling the product’ on page 273

Miscellaneous tips for AIX platforms

Table 11. Installation and migration tips

Operating platform Tip in ﬁ’latform-specific tips for installing and migrating” on page 131|
AIX platforms IKIX platforms|

« [Avoiding a segmentation fault error when installing or uninstalling]

+ [Ilgnoring DBCS messages when you do not require DBCS support. Otherwise,|
install the necessary patches|

- [Navigating if the scroll bar disappears on the installation feature panel|

+ |Avoiding a DSAP! filter-loading error when the Lotus Domino Server starts|

All platforms All platforms

All Linux and UNIX platforms [All Linux and UNIX-based platforms|

Mounting a CD-ROM drive on AIX
This topic describes how to mount a CD-ROM drive as the root user on an AIX operating system platform.

This topic describes a procedure for using SMIT to mount a CD-ROM drive. Before using SMIT to to
mount a CD-ROM drive, try the following command:

# mount -rv cdrfs /dev/cd® /cdrom

The cd0 device is the name assigned to your CD-ROM. Your system might use another device name. You
can use smit to see the device name.

The /cdrom directory is the mount directory. If a CD-ROM drive has ever been mounted on your system,
there is a mount directory created with smit. It might be a different directory than the /cdrom directory.

If the command was successful, you can unmount the CD-ROM drive with the following command:

# umount /cdrom

If you cannot determine the device name and the mount directory, use the procedure in this topic to mount
the CD-ROM drive.

This topic describes mounting a local CD-ROM drive. This procedure assumes you are already logged on
as root.

1. Insert the CD-ROM labeled, Integration Server Disk 1 of 2 into the CD-ROM drive.

2. If the /cdrom directory does not already exist, enter the following command to create it:
# mkdir /cdrom

3. Start SMIT by entering the following command:
# smit

4. From the SMIT System Management menu, select System Storage Management (Physical &
Logical Storage).

5. Click File Systems.
6. Click Add/Change/Show/Delete File Systems.
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23.

Click CDROM File Systems.

Click Add a CDROM File System.

Click List and select CD0 as the device name.
Enter /cdrom in the Mount Point field.

Click OK. The Output: field contains messages about any errors that can occur at this point in the
procedure. If another device is already mounted on the mount point, the process fails.

Click Done.

Click Cancel to clear the Add CDROM File System dialog box.
Press F12 to close SMIT or click Exit > Exit SMIT.

Enter the following command:

# smit mountfs

The Mount a File System dialog box appears.

Click List and select the CD0 CD-ROM device.

Type /cdrom in the DIRECTORY field.

Click List in the Type of File System field.

Click cdrfs as the file system type.

Click yes for the Set the Mount as Read-Only system field.
Click OK. A successful mount generates no errors in the Output: field.
Click Done.

Click Cancel to exit SMIT.

For more detailed instructions, consult your AIX documentation.

Installing Network Deployment on HP-UX platforms

This topic describes how to install the WebSphere Application Server Network Deployment product as the
root user on an HP-UX operating system platform.

You cannot install the product correctly as a non-root user. If you back up the product CD-ROM, do so as
root. Backup copies made from non-root users do not preserve the correct file attributes and do not work.

If you encounter a problem such as not having enough temporary space or not having the right packages
on your system, cancel the installation, make the required changes, and restart the installation.

The installation uses InstallShield for Multiplatforms (ISMP) to perform the installation. You can use the

Installation wizard or perform the installation from a command line, using the silent installation method.

Installation programs in WebSphere Application Server products

51+
Product Link to installation procedure Label on product CD
(Base) WebSphere Application Server ||Base product installation| Application Server, IBM HTTP
Server
Network Deployment [Network Deployment installation| Deployment Manager
(which links to this procedure!)
WebSphere Business Integration [Integration Server installation| Integration Server Disk 1 and
Server Foundation Integration Server Disk 2
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Use the Network Deployment installation image to manage a multimachine environment, where you have
installed the base product on different machines and want to manage the Application Servers in a group,
or cell. If you buy the Network Deployment product, you also get the base product in the package.

WebSphere Business Integration Server Foundation is the V5.1 level of the Enterprise product.
WebSphere Business Integration Server Foundation, Version 5.1 extends the base WebSphere Application
Server V5.1 product. After migrating the underlying product to V5.1, do not reinstall the V5.0.x Enterprise
product. Version 5.0.x of the Enterprise product does not extend Version 5.1 of the base WebSphere
Application Server product nor does it extend the V5.1 Network Deployment product.

A% you buy the WebSphere Business Integration Server Foundation product, you also get the
Network Deployment product and the base product in the package.

Creating multiple Application Servers on a single machine

Although you can create multiple servers on a base WebSphere Application Server node, the servers all
share one set of configuration files. Changes that you make to one server affect the others. Configuration
documents might become corrupted. The wsinstance command can create multiple configuration
instances. Each instance is a stand-alone Application Server with its own set of configuration files. Or
install the Network Deployment product to create and manage multiple base Application Servers.

Order of installation

5:1% |nstall the base product before installing the Network Deployment product when installing both
products on the same machine. Install the Network Deployment product before the Integration Server
product that extends the Network Deployment product. You can install the Integration Server product
before the base product. The Integration Server product can install the base product in what is known as
an umbrella installation but Integration Server cannot install the Network Deployment product. Some
features of the base product cannot be installed by Integration Server.

The embedded messaging feature that is included in the default installation requires that you install base
before Network Deployment when installing both on the same machine. Otherwise, the order does not
matter. See the following installation tip for more information:

Table 12. Installation tip

Operating platform Tip in [‘Platform-specific tips for installing and migrating” on page 131|

All platforms Installing WebSphere Application Server products in order on the same machine,
when installing the embedded messaging component|

This topic is available in Adobe PDF format on the product CD-ROM and online in an information center.
The information center always has the most current information. The information center displays in the
language of your machine locale if possible.

The installation guide PDF is updated occasionally. Download a new installation guide from:

5.4+ ffitp://ftp.software.ibm.com/software/webserver/appserv/library/wasv51nd_gs.pdf]

The Launchpad tool lets you access the product overview, the readme.html file, and the installation guide.
See [‘Using the Launchpad to start the installation” on page 173.|

You also use the Launchpad during the installation procedure to install the product. The installation
program performs the following actions:
» Checks prerequisites automatically
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* Looks for a previous WebSphere Application Server installation, to determine whether to display the
Migration panel or the Coexistence panel during the installation

A known problem with the Launchpad can prevent it from using Netscape to open the documentation links.

If you use the Mozilla browser, some Launchpad links do not work. The Launchpad attempts to call the
Netscape browser in the /usr/bin/netscape directory. Try a symbolic link to the Mozilla browser to fix the
problem as shown in the following example:

In -sf /usr/bin/mozilla /usr/bin/netscape

You can also launch the following links directly from your browser:
Button Link

Product Overview
http://www.ibm.com/software/webservers/appserv/

It is possible that your security options might prevent redirection, such as to the
http://www-306.ibm.com/software/info1/websphere/index.jsp?tab=products/appserv Web site. If so,
you can identify the IBM Web site as a trusted site to allow the redirection. For example, on
Internet Explorer, add http://www-306.ibm.com to the list of Trusted Sites by selecting Tools >
Internet Options > Security (tab) > Trusted Sites.

Readme File
CD-ROM mount point/readme/readme_en.html

Installation Guide
CD-ROM_mount_point/docs/InstallGuide_en.PDF

The Installation Guide is in Adobe PDF format. Viewing this document requires you to have Adobe
Acrobat Reader, which is a free download from the[Adobe Acrobat Web site]

After using the Launchpad to view product documentation, perform the following procedure. The procedure
includes several preliminary steps before actually launching the installer program.

1. Stop all WebSphere Application Server-related Java processes on the machine where you are
installing the product.

2. Stop any Web server process such as the IBM HTTP Server, if you are extending the base product.
3. Provide adequate disk space.

5% The Network Deployment product requires the following disk space:

550 MB for the /opt/WebSphere/DeploymentManager directory
The installation root directory includes the base product code.

100 MB for the /tmp directory
The temporary directory is the working directory for the installation program.

Verify that you have at least 100 MB of free space to avoid problems.

A message about free space occurs when less than 4 MB of free space remains after starting
the installation. The InstallShield for MultiPlatforms (ISMP) program displays a message
about using the -is:tempdir parameter to identify an alternate temporary space directory.

Ignore any -is:tempdir message. The -is:tempdir parameter is not supported. Cancel the
installation, allocate a total of 100 MB of free space in the /tmp directory, and start the
installation again.

650 MB total requirement without the embedded messaging feature
The total amount of space required includes the /tmp space, which is released after
installation.
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The Installation wizard displays required space for individual features on the Feature selection panel.
The Installation wizard also warns you if you do not have enough space to install the product.

If you plan to migrate applications and the configuration from a previous version, verify that

application objects have available disk space. As a rough guideline, plan for space equal to 110

percent of the size of the application objects:

* For Version 3.5.x: The size of application Java archive (JAR) files, Web archive (WAR) files, and
servlet files

* For Version 4.0.x: The size of enterprise archive (EAR) files

- 31% For Version 5.0.x: The size of EAR files

4. Define the user groups and the user needed for the embedded messaging feature.
a. Use the System Administration Manager (SAM) to create the mgm and maqbrkrs user groups.
b. Use SAM to create the mgm user.
c. Use SAM to add the mgm and root users to the mgqm group.
d. Use SAM to add root to the mqbrkrs group.

The recommended user ID for running the JMS server process is root. If you do run the JMS server
process under another user ID, add that user ID to the mgm and mqbrkrs groups. User IDs longer
than 12 characters cannot be used for authentication with the embedded WebSphere JMS provider.

The mgm user starts the JMS server for general JMS support and the WebSphere embedded broker
for WebSphere Application Server topic connections.

5. Log out and back in to pick up the secondary user groups, mgm and mqbrkrs, for root. Use ssh
instead of telnet to log in or run the following command after logging on:

su -

Use the id command or the groups command to see defined groups for root. If mgm and maqbrkrs
are not in the list that is returned, you cannot install the embedded messaging feature:
[root@was2 root]# id
uid=0(root) gid=0(root)
groups=0(root),1(bin),2(daemon),
3(sys),4(adm),6(disk),10(wheel),500(mgm),501 (mgbrkrs)

[root@was2 root]# groups
root bin daemon sys adm disk wheel mgm mgbrkrs

6. Allocate adequate disk space for the embedded messaging feature if you are planning to install the
feature. The installation locations for the embedded messaging feature are fixed as shown in the
following table, which lists the locations for the base messaging functions and the messaging broker
functions for publish/subscribe messaging.

Table 13. Space requirements for the embedded messaging feature on HP-UX

Component Base code Broker code Base data Broker data
Path /usr/mgm /usr/opt/wemps /var/mgm /var/wemps
Client subfeature 15 MB 15 MB 5 MB N/A

7. Prepare to install the embedded messaging feature with WebSphere MQ. The embedded messaging
feature is based on the IBM WebSphere MQ product. The feature and the product each provide a
Java message service (JMS) function that supports queues for point-to-point messaging and topics
for publish and subscribe messaging.

You can install the embedded messaging feature with or without the WebSphere MQ product on the
same machine. To support both the embedded messaging feature and the WebSphere MQ product
on the same machine, the WebSphere MQ product must be at a certain fix level and must have
several of its features installed.

If you already have WebSphere MQ installed, you can configure it as the JMS provider. Otherwise,
you can install the embedded messaging feature during the installation or install the WebSphere MQ
product or another JMS provider after you install.
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10.

11.

12.

Even though you might decide now to install only the embedded messaging feature, you can install
the WebSphere MQ product later and use the IBM WebSphere MQ product as the JMS provider
instead.

Verify that you have upgraded to WebSphere MQ 5.3 with the CSD04 update to install embedded
messaging on a machine where you already have WebSphere MQ installed.

Determine if your WebSphere MQ 5.3 installation is at the required level by running the mqver utility
provided by WebSphere MQ.

The required level as indicated by mqver is shown below:

Name: WebSphere MQ
Version: 530.4 (CSDo4

Verify that you have installed the required WebSphere MQ 5.3 features to install embedded
messaging on a machine where you already have WebSphere MQ installed. Verify that you have
installed the Java messaging feature.

If you attempt to install the embedded messaging feature when WebSphere MQ is already installed,
the level of WebSphere MQ must be Version 5.3 with the required MQ feature. Otherwise, the
installation of the embedded messaging feature fails with prerequisite check errors.

Create and mount a journalized file system called /var/mgm for your messaging working data. Use a
partitioning strategy with a separate volume for embedded messaging or WebSphere MQ data to
isolate system activity from the potentially high volume of messaging work that can build up in the
/var/mgm directory.

Create separate file systems for log data in the var/mgm/1og directory and error files in the
var/mgm/errors directory. Store log files on a different physical volume from the embedded
messaging queues, which are in the var/mgm directory. This ensures data integrity in the case of a
hardware failure. If you are creating separate file systems, allow the following minimum free space:

30 MB /var/mgm
20 MB /var/mgm/1og

4 MB /var/mgm/errors

The /var file system stores all the security logging information for the system and stores the
temporary files for e-mail and printing. Therefore, it is critical that you maintain free space in /var for
these operations. If you do not create a separate file system for messaging data, and /var fills up, all
security logging stops on the system until free space is available in /var. Also, e-mail and printing do
not work without some available free space in /var.

You have the same options for creating file systems for the embedded messaging feature as you do
for WebSphere MQ. For example, if you cannot install the embedded messaging options in the
required file system (for example, if it is too small), you can do one of the following before installing
the Embedded Messaging options:
» Create and mount a new file system for the installation directory.
» Create a new directory anywhere on your machine, and create a symbolic link from the required
installation directory to the new directory. For example:
mkdir /bigdisk/mgm
In -s /bigdisk/mgm /usr/mgm

Set kernel values to support Network Deployment.

Several HP-UX kernel values are typically too small for the product and the embedded messaging
feature. Starting the internal JMS server or client with insufficient kernel resources produces a First
Failure Support Technology (FFST) file in the /var/mgm/errors directory.

Before installing embedded messaging, review the machine configuration and, if needed, set
appropriate HP-UX kernel settings.

Queue managers are generally independent of each other. Therefore system kernel parameters, for
example shmmni, semmni, semmns, and semmnu need to allow for the number of queue managers
in the system.
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To set kernel parameters, perform the following steps:

a. Log into the host machine as root.
b. Determine the physical memory, which you must know to avoid setting certain kernel parameters
above the physical capacity:
1) Start the HP-UX System Administration Manager (SAM) utility.
2) Select Performance Monitors > System Properties > Memory.
3) Note the value for Physical Memory and click OK.
4) Exit from the SAM utility.
c. Set the maxfiles and maxfiles_lim parameters to at least 4096. (The following table recommends
8000 and 8196, respectively. You must first edit the /usr/conf/master.d/core-hpux file, to allow
the SAM utility to set values greater than 2048:
1) Open the file /usr/conf/master.d/core-hpux in a text editor.
2) Change the line,” *range maxfiles<=2048" to "*range maxfiles<=60000"
3) Change the line, "*range maxfiles_lim<=2048" to "*range maxfiles_lim<=60000"
4) Save and close the file. Old values might be stored in the /var/sam/boot.config file. Force
the SAM utility to create a new boot.config file:
a) Move the existing version of the /var/sam/boot.config file to another location, such as
the /tmp directory.
b) Start the SAM utility.
c) Select Kernel Configuration > Configurable Parameters. When the Kernel Configuration
window opens, a new boot.config file exists.
Alternatively, rebuild the boot.config file with the following command:
# /usr/sam/1bin/getkinfo -b
d. Set new kernel parameter values:
1) Start the SAM utility.
2) Select Kernel Configuration > Configurable Parameters.
3) For each of the parameters in the following table, perform this procedure:
a) Highlight the parameter to change.
b) Select Actions > Modify Configurable Parameter.
c) Type the new value in the Formula/Value field.
d) Click OK.
Typical kernel settings for running WebSphere Application Server appear in the following table:
Parameter Value
dbc_max_pct 25
maxdsiz 805306358
maxdsiz 2048000000 (when the base and Network Deployment products are
on one machine)
maxfiles_lim 8196 (Change this one before maxfiles.)
maxfiles 8000
maxssiz 8388608
maxswapchunks 8192
max_thread_proc 3000
maxuprc 512
maxusers 512
msgmap 2048
msgmax 65535
msgmax 131070 (when the base and Network Deployment products are on
one machine)
msgmnb 65535
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Parameter

Value

msgmnb 131070 (when the base and Network Deployment products are on
one machine)

msgmni 50

msgseg 32767

msgssz 32

msgtql 2046

nfile 58145

nflocks 3000

ninode 60000

nkthread 7219

nproc 4116

npty 2024

nstrpty 1024

nstrtel 60

sema 1 (with embedded messaging)

semaem 16384 (with embedded messaging)

semmap 514

semmni 2048

semmns 16384 (with embedded messaging)

semmnu 1024

semume 200

semvmx 32767 (with embedded messaging)

shmmax 2147483647

shmem 1 (with embedded messaging)

shmmni 1024

shmseg 1024

STRMSGSZ 65535

When Network Deployment and IBM DB2 are on the same machine, some kernel values are
higher than those shown in the preceding table.

See the following Web links for more information:

» |Recommended HP-UX kernel configuration parameters for DB2 V
* (V5.0.x only)[Recommended HP-UX kernel configuration parameters for DB2 V
e. Select Actions > Process New Kernel.
f. Click Yes on the information window to confirm your decision to restart the machine.
Follow on-screen instructions to restart your machine and to enable the new settings.

g. If you plan to redirect displays to non-HP machines, do the following before running the
installation wizard:

1)

2)

Issue the following command to obtain information on all public locales accessible to your
application:

# locale -a

Choose a value for your system from the output that is displayed and set the LANG
environment variable to this value. Here is an example command that sets the value of LANG
to en_US.is088591

# export LANG=en_US.is08859
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13.

14.

15.
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Verify that prerequisites and corequisites are at the required release levels. Although the Installation
wizard checks for prerequisite operating system patches with the prereqChecker application, review
the prerequisites on the [IBM WebSphere Application Server supported hardware, software, and APIs|

if you have not already done so.

Refer to the documentation for non-IBM prerequisite and corequisite products to learn how to migrate
to their supported versions.

Some operating systems that were not supported at the time that this product was shipped on
CD-ROM might now be supported. You might receive a message from the prereqChecker program
that an operating system is not supported when, in fact, the operating system is supported.

Always consult the |IBM WebSphere Application Server supported hardware, software, and APIs Web|
to determine whether your operating system is supported when you receive a message from the

prereqChecker program. The Web site lists all supported operating systems and the operating system
fixes and patches that you must install to have a compliant operating system.

After confirming that your operating system is supported and that you have installed all necessary
patches, you can click Next to continue an installation when you receive an error message from the
prereqChecker program.

Ignoring a prerequisite checker error for a patch when a superset of the patch has been
installed.

If you apply a superset patch that includes a specific patch that the prerequisite checker program
requires, you can ignore the message from the installer program and continue the installation.

You can always continue the installation whenever you see an error message about a missing
prerequisite. It is your option to ignore the messages and continue the installation. Although the list of
prerequisite patches that the installer program checks is extensive, the list does not include all
superset patches.

For example, the installer program checks for patch PHCO_29109. The [HP-UX Web site]
recommends that you install a superset patch, PHCO_29960, instead of PHCO_29109.

After installing the patch and rebooting the machine, reinstalling the base WebSphere Application
Server results in the same message about the missing PHCO_29109 prerequisite. You can ignore the
error because you know that you have installed a superset patch.

If you have uninstalled WebSphere Application Server Version 4.1, remove any entries from the
/usr/bin/jitk.db file. Remove any remaining artifacts from an uninstalled V4.1 system to prevent the
display of the Coexistence panel or the Migration panel during installation.

The Installation wizard might display the Migration panel or the Coexistence panel even though you
have uninstalled WebSphere Application Server Enterprise Edition Version 4.1. You can prevent the
Installation wizard from recognizing a previously deleted version of V4.1 Application Server by
removing the following entry from the /usr/bin/jitk.db file:

WebSphere Application Server 4.1

Remove other Version 4.x entries for WebSphere Application Server products that are no longer on
your system.

Verify the system ¢p command when using emacs or other freeware.

If you have emacs or other freeware installed on your HP-UX system, verify that the system cp
command is being used.

a. Type which cp at the command prompt before running the installation program for the WebSphere
Business Integration Server Foundation product.

b. Remove the freeware directory from your PATH if the resulting directory output includes freeware.
For example, if the output is similar to this /opt/freeware/bin/cp message, remove the directory
from the PATH.

c. Install the WebSphere Application Server Network Deployment product.
d. Add the freeware directory back to the PATH.
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16.

17.

If you install with a ¢p command that is part of a freeware package, the installation might appear to
complete successfully, but the Java 2 SDK that the product installs might have missing files in the
install_root/ java directory.

Missing files can destroy required symbolic links. If you remove the freeware cp command from the
PATH, you can install the Network Deployment product successfully.

Perform the following step to verify that the Java 2 SDK is working correctly.

Verify the Java 2 SDK on the WebSphere Application Server Network Deployment CD. If you copied
the product CD to back it up and are using a backup version, perform the following steps to verify
that the Java 2 SDK on the product CD-ROM is working correctly.

a. Change directories to the /hpux/WAS/jdk/java/bin directory on the product CD-ROM.
For example:
cd /mnt/hpux/WAS/jdk/java/bin
b. Verify the Java 2 SDK version.
Type the following command:
./java -version
The command completes successfully with no errors when the Java 2 SDK is intact.

Select the Installation wizard method or the [silent installation method|but do not start the installation
yet. The installer program has two interfaces, the Installation wizard and a silent command-line
installation.

Performing the installation with the wizard

You can start the Installation wizard using the Launchpad or directly using the install command.

The default installation method is to open a command window and issue the command to start the
Launchpad tool. Click the Install the product option on the Launchpad. (See [‘Using the Launchpad
[to start the installation” on page 173.)

This option launches the Installation wizard in the language of your machine locale unless there is no
translation for your locale, in which case you receive the English version.

A short delay occurs before the ISMP wizard displays. You do not need to click the Install the product
option more than once to cause the wizard to display. The delay is particularly noticeable on
x-windows platforms.

You can also start the Installation wizard using the /edrom/hpux/install command, where /cdrom is
the mount point for the product CD-ROM and hpux is the platform directory.

Performing a silent installation

You can perform a silent installation using the -options responsefile parameter with the command
method:

fully qualified CD_pathname/install
-options fully qualified _hard disk drive path_name/responsefile

# /cdrom/hpux/install -options /tmp/my_ responsefile
Start the silent installation with a fully qualified path to the options response file. Otherwise, the
Installation wizard starts.

A silent installation causes the installation program to read your responses from the options response
file, instead of from the wizard interface. You must customize the responsefile before installing silently.
See |ae/tins_silentND.dita}

After customizing the file, you can issue the command to silently install. See |“Insta||ing silently” or‘]

After issuing the command, the following text displays:
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.InstallShield Wizard
Initializing InstallShield Wizard...

Searching for Java(tm) Virtual Machine...

The silent installation runs without displaying status to the window:

* Press Enter when the installation is complete to return to the command prompt.
* Press Enter at any time to return from a background job to the command prompt.

You can change the -W launchPRTBean.active option to display the Registration panel to indicate the
completion of a silent installation on a local system with a graphical user interface.

To determine the status of the silent installation, review the installation logs in the install_root/1o0gs
directory or in the /tmp directory. See |“Troubleshooting the installation” on page 185| for more
information about log files.

Silent installation is particularly useful if you install the product often.

The rest of this procedure assumes that you are using the Installation wizard. Corresponding entries
in the response file exist for every prompt that is described as part of the wizard.

Review the description of the ['responsefile” on page 175|for more information. Comments in the file
describe how to customize their options.

Asynchronous and synchronous command lines

After running the install command, the command line returns synchronously. A synchronous install
command returns the command line after the installation is complete.

You can start the installation asynchronously with the installation process and its children processes
all running as background processes. Consult your operating system documentation to learn how to
issue asynchronous commands. After running the install command, the command line returns
immediately.

Do not misinterpret an asynchronous command line to mean that the installation has finished when
the command prompt returns. Although the command line returns, either the Installation wizard or a
silent installation might still be in progress.

Installing with a network file system mount
If you must use an NFS mount, see the following installation tip:

Table 14. Installation tip

Operating platform Tip in [‘Platform-specific tips for installing and migrating” on page 131|
All platforms [Platform-specific issues when dealing with network file systemsg|

18. Insert the product CD-ROM labeled, Deployment Manager into a CD drive.

19.

20.
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Open a shell window and mount the CD drive, as described in[‘Mounting a CD drive on HP-UX” on|
Use the same shell window throughout the installation procedure.

Start the installation with the /edrom/hpux/launchpad.sh command, where /cdrom is the mount point
for the product CD-ROM and hpux is the platform directory on the CD-ROM. You can also start the
installation with the /edrom/hpux/install command:

# /cdrom/hpux/install

The readme link in the Launchpad is to the readme.html file in the CD root directory. The Getting
Started document that contains installation information is in the docs directory on the CD.

51* Download a new installation guide at
[ftp://ftp.software.ibm.com/software/webserver/appserv/library/wasv51nd_gs.pdi

The rest of this procedure assumes that you are using the Installation wizard. Corresponding entries
in the response file exist for every prompt that is described as part of the wizard. Review the
description of the [‘responsefile” on page 175|for more information. Comments in the file describe how
to customize the options.
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21.

22.

23.

Click Next to continue. The license agreement displays.

The Installation wizard does not support hot keys, such as Alt-N. You can tab to Next and press
Enter to select it, for example.

Click the radio button beside the | accept the terms in the license agreement message if you agree
to the license agreement and click Next to continue. After you accept the licensing terms, the
Installation wizard checks for prerequisites and for previous versions, with which it can either migrate
or coexist.

As the Network Deployment product version changes, its prerequisites and corequisites change.

The Network Deployment product simplifies migrating product prerequisites, by providing the option to
install a complimentary Java 2 SDK on your supported operating system. You can uninstall back-level
prerequisites and let the Installation wizard install current versions.

If the wizard finds a previous version of WebSphere Application Server, it prompts you to migrate
applications and the configuration from the previous version, or to coexist with it. If it finds more than
one previous version, the Installation wizard lists them for you to select which one to migrate. As of
V5.1, the Installation wizard also lists WebSphere Application Server - Express as a candidate for
automatic migration, when detected.

Use the same cell name when migrating Network Deployment from V5.0.x to V5.1.x. If you use a
different cell name, federated nodes cannot successfully migrate to the Network Deployment V5.1.x
cell.

You can use a different node name, if you prefer, when migrating Network Deployment from V5.0.x to
V5.1.x. However, you must use the administrative console after installation, to change the Secure
Sockets Layer (SSL) settings that mention the node name.

Migrating or coexisting with an existing WebSphere Application Server node that HP-UX does
not recognize.

In some cases, the InstallShield for MultiPlatforms (ISMP) program does not detect a previously
installed version of WebSphere Application Server because of a failure to read the registry keys on
HP-UX. You can force the migration and coexistence panel to display, by starting the installation with
an option on the /edrom/hpux/install command.

For example, use this command:

./install -W previousVersionDetectedBean.previousVersionDetected="true"

You can also force the appearance of the coexistence panel to change conflicting port number
assignments. For example, force the coexistence panel to appear using this command:

./install -W coexistenceOptionsBean.showCoexistence="true"

On either panel, identify the location of the existing product instance to cause it to be recognized.
Use the same cell name when migrating Network Deployment from V5.0.x to V5.1.x. If you use a
different cell name, federated nodes cannot successfully migrate to the Network Deployment V5.1.x
cell.

You can use a different node name, if you prefer, when migrating Network Deployment from V5.0.x to
V5.1.x. However, you must use the administrative console after installation, to change the Secure
Sockets Layer (SSL) settings that mention the node name.

Choose whether to install additional features or to install the product again, when there is a previous
installation of the same level product. You can add features at any time, by running the installation
wizard again.

This installation wizard panel appears when the installer program detects a previous installation at the
same product level. The panel lets you select whether to add features to the existing installation, or
perform a new installation to another directory.

If you intend to install additional features, follow this procedure to avoid component regression
problems:

a. Uninstall any interim fixes.

b. Uninstall any cumulative fixes you installed, starting with the last one and finishing with the first
one.
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Uninstall any fix packs you installed, starting with the last one and finishing with the first one.
Log off as root and back on.

Install new features.

Install the most current fix pack.

Install the most current cumulative fix.

Install any interim fixes to bring the node back to its previous fix level.

i. Use the administrative console on the Network Deployment node to synchronize all node agents.

Choose to migrate applications and the configuration from a previous version, to coexist with another
version, or to neither coexist or migrate. Click Next to continue. See |“Migrating and coexisting” on|

page 311| for more information.

All WebSphere Application Server products on a single machine share some of the code in the
embedded messaging feature, if installed. The required level of the embedded messaging feature for
V5.1 (CSDO04) is not the same as for V5.0.0 or V5.0.1. The required level of the embedded
messaging feature for V5.1 is the same as for V5.0.2.

If you attempt to install V5.1 on a machine where a version of the embedded messaging feature is at
a release level earlier than CSDO04, the installer program displays the message log in a panel. The
message that you see is similar to one of the messages in the following example:

MQSeries or WebSphere MQ server at an earlier release than required to support

embedded messaging is already installed on the system.

Unsupported earlier maintenance lTevel of MQSeries or WebSphere MQ detected.

Unsupported earlier release of MQSeries client or WebSphere MQ client detected.

Unsupported maintenance Tevel of MQSeries client or WebSphere MQ client detected.

Software conflict with MQSeries JMS SupportPac MA88 detected.

To correct the problem, perform one of the following actions:

* Upgrade the full MQSeries or WebSphere MQ product to WebSphere MQ at the latest level that
supports embedded messaging (CSDO04).

Se@ ™o oo

5.4+ See [Installing WebSphere embedded messaging as the JMS provider for more information.

* Uninstall the existing MQSeries or WebSphere MQ product if MQSeries or WebSphere MQ is not
required on this system and reinstall the WebSphere Application Server product. Select the
embedded messaging feature.

The MQSeries JMS SupportPac MA88 problem is slightly different. Uninstall the MQSeries JMS
SupportPac MA88 and reinstall the WebSphere Application Server product, selecting the embedded
messaging feature. The function provided by SupportPac MA88 is included in the embedded
messaging feature.

You can upgrade the WebSphere Application Server product to V5.0.2 before migrating it to V5.1 to
avoid any problem with an incorrect level of the embedded messaging feature. See
[Version 5.0.0 or Version 5.0.1 product to Version 5.0.2” on page 362

You can also perform the procedure for migrating V5.0.0 or V5.0.1 with embedded messaging to

V5.1. See [‘Migrating Version 5.0.0 or Version 5.0.1 of WebSphere Application Server with embedded|
[messaging to Version 5.1” on page 338

To share embedded messaging in a coexistence environment, the node names for each installation
must be unique, so that each installation has a message queue manager that is named uniquely. To
migrate V5.0.2 to V5.1, the node names must be identical. Therefore, the queue manager names are
also identical, if you are migrating from V5.0.2 to V5.1.

To prevent losing the queue manager when you uninstall V5.0.2 (or V5.1), you must create a dummy
queue manager before uninstalling one of the WebSphere Application Server versions. A series of
migration topics in |“Migrating and coexisting” on page 311| describe how to migrate after the
installation.

51% The first rule of migration is to migrate after you install WebSphere Business Integration Server
Foundation, if you are planning to install the Integration Server:
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If you are planning to install these products: Select the migration option while installing this
product:
Network Deployment Integration Server Network Deployment Integration Server
X X
X X X

25.

The exception to the rule is to migrate V3.5.x to V5.1 during the installation of the base product or the
Network Deployment product, before extending either product.

5.1+ Migrating Integration Server also migrates the product that Integration Server extends.

You can perform a silent migration or configure for coexistence during a silent installation. Refer to
|“Instal|ing silently” on page 174| for a description of performing a silent installation, including the
options that you can specify.

The migration prompt appears only when the Installation wizard detects a previous version. The
coexistence prompt appears when the Installation wizard detects any other installation, including
another Version 5 installation.

If you choose to coexist, the wizard displays a Port selection panel, where you can specify port
assignments that do not conflict with existing ports. For example, you can change the HTTP transport
port for coexistence, from 9081 (one more than the default Version 5 port number) to 9085 or higher,
to avoid potential conflicts with port numbers that previous versions of WebSphere Application Server
commonly use.

Use the netstat -a command to display all ports in use.

A% g you choose neither the migration option nor the coexistence option, you can run Version
5.1.x and the previous version, but not at the same time. Although it is possible that both versions
might coexist without port conflicts, you can ensure that both versions run together by selecting the
coexistence option and checking for conflicting port assignments.

The Migration panel lists all previous releases that it can identify. If you highlight a release, the text
boxes labeled, "select previous version,” show the location of the previous product. Select the
product to migrate. If you do not see the previous version that you intend to migrate, click Select
previous version to enter a location and configuration file name if you are migrating a WebSphere
Application Server Advanced Edition Single Server Edition, Version 4.0.x installation.

The field labeled "Configuration file” is valid only for WebSphere Application Server Advanced Edition
Single Server Edition, Version 4.0.x. For the other versions of WebSphere Application Server that are
supported by migration (Version 3.5 Standard Edition, Version 3.5 Extended Edition, and Version 4.0
Advanced Edition), the admin.config file provides the host and port values for the administrative
server. If you use a file name other than admin.config, issue the commands that call the migration
tools instead of migrating while installing. Issuing the commands that call the migration tools is
described in ['Migrating and coexisting” on page 311 |

Migrate V3.5.x to V5.1 during the installation of the base product or the Network Deployment product,
before installing the Integration Server product.

You must start the administrative server of some previous versions so that the Installation wizard can
export the configuration from the admin.config file.

Although you might select migration at this point in the installation process, the actual migration does
not begin until after the Version 5 installation is complete. At that time, if the WASPreUpgrade tool
fails, the Installation wizard does not call the WASPostUpgrade tool to complete the migration, but
instead displays the WASPreUpgrade.log and WASPostUpgrade.log log files for you to diagnose the
problem. After fixing the problem, such as starting the administrative server of a previous release, you
can start the migration again, as described in |“Migrating and coexisting” on page 311.|

Select features to install and click Next to continue. A description of each feature appears at the
bottom of the panel when you roll the cursor over the feature.

Choose from these features:
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26.

27.
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Deployment manager
Installs the product run time. It provides high performance and scalability across your
deployment environment. It includes multiserver administration, server clustering, load
balancing and workload management for hosting highly available e-business applications.
Web services
The UDDI registry and the IBM Web Services Gateway are enterprise applications that you
can deploy to:
* A base WebSphere Application Server product node federated within a Network
Deployment cell
» A stand-alone base WebSphere Application Server node

The Network Deployment product is not a stand-alone product for running enterprise
applications. To deploy UDDI or the gateway, install the base WebSphere Application Server
product. Although it is not installed by default, a copy of the base WebSphere Application
Server product is packaged with the Network Deployment product.

5% See [Developing Web services| for more information.

UDDI Registry
Installs a Version 2 compliant universal description, discovery, and identification
(UDDI) registry, accessible from the UDDI registry user console application, or from
SOAP or EJB interfaces.

91% gee [BM WebSphere UDDI Registry| for more information.

Web Services Gateway
Includes a gateway between Internet and intranet environments so that clients can
invoke Web services safely from outside a firewall. The gateway uses automatic
protocol conversion for externalizing Web services.

31% gee [Enabling Web services through the IBM Web Services Gateway| for more
information.
Embedded messaging client
Includes the client necessary for the administration of WebSphere MQ Queues and the
mapping of JMS resources into the deployment manager JNDI namespace. It is the same
client that you can install as part of the base product embedded messaging feature.

You can run the uninstaller program to remove all installed features.

Specify a destination directory and click Next to continue. Deleting the default target location and
leaving an installation directory field empty stops you from continuing the installation process. The
Installation wizard does not proceed when you click Next. Enter the required target directory to
proceed to the next panel. Non-ASCII special characters are not supported in the name of the
installation directory. Spaces are also not supported in the name of the installation directory.

The installer program checks for required space at the beginning of the installation. If you do not have
enough space, stop the installation program, free space by deleting unused files and emptying the
recycle bin, and restart the installation.

If not enough space is available, cancel the installation, allocate the 150 MB of temporary space that
is required, and reinstall. The actual space required depends on the features that you are installing.

If you have problems accessing the administrative console after installation, check the
installAdminConsole.1og file for a failure indication. Clean up the /tmp space and reinstall the
administrative console using the wsadmin scripting facility.

If you must increase the /tmp allocation, stop the installation program, increase the allocation, and
restart the installation.

Specify node information and click Next. Specify the node name and host name. Although the wizard
inserts the machine name (of the installation platform) as the node name, you can specify any unique
name. The node name is an arbitrary WebSphere Application Server-specific name that must be
unique within a cell.
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28.

29.

30.

31.

The host name is the network name for the physical machine on which the node is installed. The host
name must resolve to a physical network node on the server. When multiple network cards exist in
the server, the host name or IP address must resolve to one of the network cards. Remote
WebSphere Application Server nodes use the host name to connect to and to communicate with this
node. Selecting a host name that other machines can reach within your network is extremely
important. Do not use the generic localhost identifier for this value.

If you define coexisting nodes on the same computer with unique IP addresses, define each IP
address in a domain name server (DNS) look-up table. WebSphere Application Server configuration
files do not provide domain name resolution for multiple IP addresses on a machine with a single
network address.

The value that you specify for the host name is used as the value of the hostName property in
WebSphere Application Server configuration documents. Specify the host name value in one of the
following formats:

* Fully qualified domain name servers (DNS) host name string, such as
xmachine.manhattan.ibm.com

* The default short DNS host name string, such as xmachine
¢ Numeric IP address, such as 127.1.255.3

The fully qualified DNS host name has the advantage of being totally unambiguous and also flexible.
You have the flexibility of changing the actual IP address for the host system without having to
change the WebSphere Application Server configuration. This value for host name is particularly
useful if you plan to change the IP address frequently when using Dynamic Host Configuration
Protocol (DHCP) to assign IP addresses. A format disadvantage is being dependent on DNS. If DNS
is not available, then connectivity is compromised.

The short host name is also dynamically resolvable. A short name format has the added ability of
being redefined in the local hosts file so that the system can run WebSphere Application Server even
when disconnected from the network. Define the short name to 127.0.0.1 (local loopback) in the hosts
file to run disconnected. A format disadvantage is being dependent on DNS for remote access. If
DNS is not available, then connectivity is compromised.

A numeric IP address has the advantage of not requiring name resolution through DNS. A remote
node can connect to the node you name with a numeric IP address without DNS being available. A
format disadvantage is that the numeric IP address is fixed. You must change the setting of the
hostName property in WebSphere Application Server configuration documents whenever you change
the machine IP address. Therefore, do not use a numeric IP address if you use DHCP, or if you
change IP addresses regularly. Another format disadvantage is that you cannot use the node if the
host is disconnected from the network.

Review the summary information and click Next to install the product code or Back to change your
specifications. The Summary panel displays the directory for the embedded messaging feature
incorrectly on all Linux and UNIX-based platforms, as /opt/IBM/WebSphere MQ. Actual installation
locations are /usr/mgm on AlX systems, and /opt/mgm on Linux and all UNIX-based platforms except
AIX. When the installation is complete, the wizard displays the install_root/1ogs/mq_install.log
installation log if you selected the embedded messaging feature and errors occur with its installation.

Review the install_root/Togs/mq_install.log installation log if it displays. Click Next to continue. The
wizard displays the Registration panel.

Click Next to register the product, or clear the check box and click Next to register at a later time.
The Installation wizard starts the First Steps tool. See |“firststeps command” on page 182.|

Verify the success of the installer program by examining the Exit summary panel and the
install_root/10gs/1og.txt for installation status. ISMP records a success message in the
install_root/1ogs/1og.txt file: "INSTFIN: The installation is complete.” The log is the only source of
status information for a silent installation.

Look for severe errors that the installer records in the install_root/1o0gs/1og.txt file in the installation
root directory to verify that no file system or other unusual errors occurred during installation.
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If the install_root/1ogs/10g.txt file does not contain a record of any problems but problems exist,
verify or troubleshoot the installation, as described in[“Troubleshooting the installation” on page 185
and in (Installation component troubleshooting tips|.

If problems exist, correct them, uninstall the product, as described in [‘Uninstalling the product” on|
page 273,|log off as root and back on, and reinstall.

When installing WebSphere Application Server with embedded messaging from the CD-ROM, the
following warning messages are issued despite successful installation:
MQSERIES.MQM-CL-HPUX: A test command parameter is not valid." and "=
"hostname:/cdrom/hpux/messaging/images": Cannot open the

logfile on this target or source. Possibly the media is

read-only or there is a permission problem." on mq_install.log.
You can ignore the warning messages, because the problem does not affect the successful
installation of WebSphere Application Server with embedded messaging.

32. Click Finish to close the Installation wizard.

33. Restrict access to the /var/mgm/errors directory and messaging logging files. After installing the
embedded messaging feature, you must restrict access to the /var/mgm directory and to log files that
are needed for embedded messaging, such that only the mgm user or members of the mgm user
group have write access. For detailed information, see [Installing WebSphere embedded messaging|
[as the JMS provider and [Securing messaging directories and log files|.

34. Install the most current fix pack and cumulative fix for the Network Deployment product. See
[Recommended updates for WebSphere Application Server for information about downloading and
installing the upgrades.

35. Tune your system for performance. For best performance on any platform, see[Tuning performance|
[parameter index|.

36. Optional: Create a monitored process for the deployment manager process, as described in
[‘Automatically restarting server processes” on page 176/

You can create monitored processes after the installation is complete.

Processes started by a startManager.sh command are not running as monitored processes,
regardless of how you have configured them. You must start the deployment manager process with a
shell script based on the example rc.was file, to have the deployment manager running as a
monitored process.

The Installation wizard configures the product. It is not necessary to perform further configuration at this
time.

You have now registered and successfully installed WebSphere Application Server Network Deployment
and the features that you selected.

Uninstalling and reinstalling

See |“Uninsta|ling the product” on page 273| for information about uninstalling any WebSphere Application
Server product.

5.4+ Reinstalling a V5.1 instance after uninstalling and leaving the embedded messaging feature
installed

A% you uninstall a V5.1 instance but leave the embedded messaging feature installed because of
other WebSphere Application Server instances on the machine, rename the /opt/WebSphere/AppServer51
directory to cause HP-UX to be unable to locate the previous installation that is still registered. Reinstall
into a directory other than the /opt/WebSphere/AppServer5l directory or the renamed directory. Use a new
directory name for reinstalling the V5.1 instance.
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A% you uninstall all WebSphere Application Server products on the machine and are now reinstalling,
follow the procedure in[‘Manually uninstalling on HP-UX platforms” on page 296|instead.

3% por example, assume that the V5.0.2 base product exists in /opt/WebSphere/AppServer502 with the
embedded messaging server and client feature. You then install V5.1 base to the following directory,
/opt/WebSphere/AppServer5l, but later you uninstall the base product with the uninstall command and
select to leave the embedded messaging feature installed. And now you decide to reinstall the V5.1 base
product.

51% Rename /opt/WebSphere/AppServer51 to /opt/WebSphere/AppServer51 bk before reinstalling V5.1
into the /opt/WebSphere/AppServer51New directory.

5% Thi step is required before you can reinstall the product onto the same system. Reinstalling into
the same directory without first deleting all directory contents results in invalid XML configurations because
of the retention of old files. If you want to correct the registry entries and uninstall all WebSphere
Application Server products on the machine, uninstall manually to delete all of the files so that you can
reinstall with a clean system, as described if“Manually uninstalling on HP-UX platforms” on page 296

Miscellaneous tips for HP-UX platforms

Table 15. Installation and migration tips

Operating platform Tip in [‘Platform-specific tips for installing and migrating” on page 131|
HP-UX platforms |HP-UX platform§|

+ |Migrating or coexisting with an existing WebSphere Application Server node that|
HP-UX does not recognize]

+ |Avoiding using Netscape 4.79 on HP-UX 11 in Japanese, to avoid problems in|
viewing the administrative console|

+ |Configuring the converter.properties file to use EUC-JP (Japanese) encoding on|

HP-UX|
All platforms All platforms

All Linux and UNIX platforms  [All Linux and UNIX-based platforms|

Mounting a CD drive on HP-UX
This topic describes how to mount a CD drive as the root user on a Linux platform or as the root user on a
UNIX-based operating system platform.

Product CDs for WebSphere Application Server products for HP-UX platforms are formatted for the
Rock-Ridge file system type, which is an extension to the International Standards Organization ISO-9660
file system type.

HP-UX uses a mechanism called portable file system (PFS) on PA-RISC machines to mount Rock-Ridge
CDs. This procedure describes how to use the PFS method.

The following procedure guides you through using the portable file system (PFS) to mount a CD drive.
1. Log on as root.

2. Determine the CD-ROM device name by using the ioscan command or sam. Run the
lusr/sbin/ioscan -funC disk command to return a table of disk devices. If you cannot determine the
name of the CD-ROM device, run the sam system maintenance interface to find more information
about disk devices.

3. Start the pfsd daemon. PFS mounting is not active on HP-UX systems by default. The pfsd daemon
must be running to mount a CD-ROM device. To start the daemon, run the following commands:
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# /usr/sbin/pfs_mountd &
# /usr/sbin/pfsd &

4. Insert the product CD-ROM labeled, Integration Server Disk 1 of 2 into the CD-ROM.
5. Mount the CD-ROM with the following command:
# /usr/sbin/pfs_mount -t rrip -o xlat=unix /dev/dsk/c0t0d0 /cdrom

The CD-ROM drive is the /dev/dsk/c0t0d0 device. The /cdrom directory is where the CD-ROM drive
mounts. The rrip parameter forces the CD-ROM drive to mount in the Rock Ridge Interchange Format.
The xlat=unix parameter translates file names properly for HP-UX.

6. Use the following procedures if you have a problem with mounting the CD-ROM because it contains
files with long names. The mount command can fail on any CD-ROM that contains files with long file
names. Two methods exist for working around the problem and mounting the product CD-ROM:

« Edit the pfs_fstab file.

* Use pfs_mount to read the Rock Ridge system type.

Editing the pfs_fstab file

To avoid the mount problem, perform the following steps:

a. Log in as a user with root authority.

b. In the /etc directory, add the following line to the pfs_fstab file:
/dev/dsk/c0t0d0 mount point pfs-rrip ro,hard

The mount_point variable represents the mount point of the CD-ROM.
c. Start the pfs daemon by entering the following commands (if they are not already running):

/usr/sbin/pfs_mountd &
Jusr/sbin/pfsd 4 &

d. Insert the CD-ROM in the drive and enter the following commands:

mkdir /cdrom
/usr/sbin/pfs_mount /cdrom

Where /cdrom represents the mount point of the CD-ROM.
Using pfs_mount to read the Rock Ridge system type

a. The standard HP-UX mount procedure does not read the Rock Ridge file system type correctly.
You must mount the CD using the pfs_mount command. Start pfs daemons by entering these
commands:

pfs_mountd&
pfsd&

b. Mount the CD as shown in the following example, where device represents the raw device (for
example, /dev/rdsk/c0t0d0), and mntpnt represents the mount point (for example, /cdrom):

pfs_mount -x unix device /mntpnt

c. Add the following line to /etc/pfs_exports, where remotemnt represents the mount point, and
server represents the name of the HP-UX system where you are installing the product:

/remotemnt -access=server
d. Enter the following command:
pfs_exportfs -a

Run the remaining steps in this procedure on the local HP-UX system:
e. Login as root.
f. Start pfs daemons by entering the following commands:

pfs_mountd&
pfsd&
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g. Enter the following command, where remote_server represents your remote system, remotemnt
represents the CD-ROM drive on the remote HP-UX system, and localmnt represents the mount
point on your local HP-UX system:

pfs_mount -x unix remote_server:/remotemnt /localmnt
h. Change the directory to the package location, where localmnt represents the directory mount point.
cd /Tocalmnt/tas

After installation, you can unmount the CD-ROM using the following command:
/usr/sbin/pfs_umount /cdrom

For more detailed instructions, consult your HP-UX documentation.

Installing Network Deployment on Linux platforms

This topic describes how to install the WebSphere Application Server Network Deployment product as the
root user on a Linux operating system platform.

You cannot install the product correctly as a non-root user. If you back up the product CD-ROM, do so as
root. Backup copies made from non-root users do not preserve the correct file attributes and do not work.

If you encounter a problem such as not having enough temporary space or not having the right packages
on your system, cancel the installation, make the required changes, and restart the installation.

The installation uses InstallShield for Multiplatforms (ISMP) to perform the installation. You can use the
Installation wizard or perform the installation from a command line, using the silent installation method.

Installation programs in WebSphere Application Server products

51+
Product Link to installation procedure Label on product CD
(Base) WebSphere Application Server |[Base product installation| Application Server, IBM HTTP
Server
Network Deployment [Network Deployment installation| Deployment Manager
(which links to this procedure!)
WebSphere Business Integration [Integration Server installation| Integration Server Disk 1 and
Server Foundation Integration Server Disk 2

Use the Network Deployment installation image to manage a multimachine environment, where you have
installed the base product on different machines and want to manage the Application Servers in a group,
or cell. If you buy the Network Deployment product, you also get the base product in the package.

WebSphere Business Integration Server Foundation is the V5.1 level of the Enterprise product.
WebSphere Business Integration Server Foundation, Version 5.1 extends the base WebSphere Application
Server V5.1 product. After migrating the underlying product to V5.1, do not reinstall the V5.0.x Enterprise
product. Version 5.0.x of the Enterprise product does not extend Version 5.1 of the base WebSphere
Application Server product nor does it extend the V5.1 Network Deployment product.

A% you buy the WebSphere Business Integration Server Foundation product, you also get the
Network Deployment product and the base product in the package.

Creating multiple Application Servers on a single machine
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Although you can create multiple servers on a base WebSphere Application Server node, the servers all
share one set of configuration files. Changes that you make to one server affect the others. Configuration
documents might become corrupted. The wsinstance command can create multiple configuration
instances. Each instance is a stand-alone Application Server with its own set of configuration files. Or
install the Network Deployment product to create and manage multiple base Application Servers.

Order of installation

51% |nstall the base product before installing the Network Deployment product when installing both
products on the same machine. Install the Network Deployment product before the Integration Server
product that extends the Network Deployment product. You can install the Integration Server product
before the base product. The Integration Server product can install the base product in what is known as
an umbrella installation but Integration Server cannot install the Network Deployment product. Some
features of the base product cannot be installed by Integration Server.

The embedded messaging feature that is included in the default installation requires that you install base
before Network Deployment when installing both on the same machine. Otherwise, the order does not
matter. See the following installation tip for more information:

Table 16. Installation tip

Operating platform Tip in [‘Platform-specific tips for installing and migrating” on page 131|

All platforms Installing WebSphere Application Server products in order on the same machine,
when installing the embedded messaging component]

This topic is available in Adobe PDF format on the product CD-ROM and online in an information center.
The information center always has the most current information. The information center displays in the
language of your machine locale if possible.

The installation guide PDF is updated occasionally. Download a new installation guide from:

5.4+ fftp://ftp.software.ibm.com/software/webserver/appserv/library/wasv51nd_gs.pdi|

The Launchpad tool lets you access the product overview, the readme.html file, and the installation guide.
See [‘Using the Launchpad to start the installation” on page 173

You also use the Launchpad during the installation procedure to install the product. The installation

program performs the following actions:

» Checks prerequisites automatically

» Looks for a previous WebSphere Application Server installation, to determine whether to display the
Migration panel or the Coexistence panel during the installation

A known problem with the Launchpad can prevent it from using Netscape to open the documentation links.

If you use the Mozilla browser, some Launchpad links do not work. The Launchpad attempts to call the
Netscape browser in the /usr/bin/netscape directory. Try a symbolic link to the Mozilla browser to fix the
problem as shown in the following example:

In -sf /usr/bin/mozilla /usr/bin/netscape
You can also launch the following links directly from your browser:
Button Link

Product Overview
http://www.ibm.com/software/webservers/appserv/
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It is possible that your security options might prevent redirection, such as to the
http://www-306.ibm.com/software/info1/websphere/index.jsp?tab=products/appserv Web site. If so,
you can identify the IBM Web site as a trusted site to allow the redirection. For example, on
Internet Explorer, add http://www-306.ibm.com to the list of Trusted Sites by selecting Tools >
Internet Options > Security (tab) > Trusted Sites.

Readme File

CD-ROM mount point/readme/readme_en.html

Installation Guide

CD-ROM_mount_point/docs/InstallGuide _en.PDF

The Installation Guide is in Adobe PDF format. Viewing this document requires you to have Adobe
Acrobat Reader, which is a free download from the[Adobe Acrobat Web site}

After using the Launchpad to view product documentation, perform the following procedure. The procedure
includes several preliminary steps before actually launching the installer program.

1.

Stop all WebSphere Application Server-related Java processes on the machine where you are
installing the product.

Stop any Web server process such as the IBM HTTP Server, if you are extending the base product.
Provide adequate disk space.

51% The base Application Server requires the following disk space:

390 MB for the /opt/WebSphere/DeploymentManager directory
The installation root directory includes the base product code.

150 MB for the /tmp directory
The temporary directory is the working directory for the installation program.

A message about free space occurs when less than 4 MB of free space remains after starting
the installation. The InstallShield for MultiPlatforms (ISMP) program displays a message
about using the -is:tempdir parameter to identify an alternate temporary space directory.

Ignore any -is:tempdir message. The -is:tempdir parameter is not supported. Cancel the
installation, allocate a total of 150 MB of free space in the /tmp directory, and start the
installation again.

540 MB total requirement without the embedded messaging feature
The total amount of space required includes the /tmp space, which is released after
installation. Space requirements for the embedded messaging feature are described after the
next few steps that describe setting up required users and user groups for the feature.

The Installation wizard displays required space for individual features on the Feature selection panel.
The Installation wizard also warns you if you do not have enough space to install the product.

If you plan to migrate applications and the configuration from a previous version, verify that

application objects have available disk space. As a rough guideline, plan for space equal to 110

percent of the size of the application objects:

* For Version 3.5.x: The size of application Java archive (JAR) files, Web archive (WAR) files, and
servlet files

* For Version 4.0.x: The size of enterprise archive (EAR) files

51+

For Version 5.0.x: The size of EAR files

Define the user groups and the user needed for the embedded messaging feature.
If you have not already done so, create the mgm and mqgbrkrs user groups.
Create the mgm user.

Add the mgm and root users to the mgm group.

Add the user root to the mqgbrkrs group.

coop
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The recommended user ID for running the JMS server process is root. If you do run the JMS server
process under another user ID, add that user ID to the mgm and mqbrkrs groups. User IDs longer
than 12 characters cannot be used for authentication with the embedded WebSphere JMS provider.

The mgm user starts the JMS server for general JMS support and the WebSphere embedded broker
for WebSphere Application Server topic connections.

Log out and back in to pick up the secondary user groups, mgm and maqbrkrs, for root. Use the ssh
command instead of the telnet command to log in. Or run the following command after logging on:

su -

Use the id -a command or the groups command to see defined groups for root. If mgm and mqbrkrs
are not in the list that is returned, you cannot install the embedded messaging feature:
[root@ewasdoc2 root]# id -a
uid=0(root) gid=0(root)
groups=0(root),1(bin),2(daemon),
3(sys),4(adm),6(disk),10(wheel),500(mgm),501 (mgbrkrs)

[root@wasdoc2 root]# groups

root bin daemon sys adm disk wheel mgm mgbrkrs

Allocate adequate disk space for the embedded messaging feature if you are planning to install the
feature. The installation locations for the embedded messaging feature are fixed as shown in the
following table, which lists the locations for the base messaging functions and the messaging broker
functions for publish/subscribe messaging.

Table 17. Space requirements for the embedded messaging feature on Linux

Component Base code Broker code Base data Broker data

Path /opt/mgm /opt/wemps /var/mgm /var/lwemps

Server and client 40 MB 100 MB 8 MB 5 MB

subfeature

Client subfeature 15 MB 15 MB 5 MB N/A

7. Prepare to install the embedded messaging feature with WebSphere MQ. The embedded messaging
feature is based on the IBM WebSphere MQ product. The feature and the product each provide a
Java message service (JMS) function that supports queues for point-to-point messaging and topics
for publish and subscribe messaging.
You can install the embedded messaging feature with or without the WebSphere MQ product on the
same machine. To support both the embedded messaging feature and the WebSphere MQ product
on the same machine, the WebSphere MQ product must be at a certain fix level and must have
several of its features installed.
If you already have WebSphere MQ installed, you can configure it as the JMS provider. Otherwise,
you can install the embedded messaging feature during the installation or install the WebSphere MQ
product or another JMS provider after you install.
Even though you might decide now to install only the embedded messaging feature, you can install
the WebSphere MQ product later and use the IBM WebSphere MQ product as the JMS provider
instead.

8. Verify that you have upgraded to WebSphere MQ 5.3 with the CSD04 update to install embedded
messaging on a machine where you already have WebSphere MQ installed.
Determine if your WebSphere MQ 5.3 installation is at the required level by running the mqver utility
provided by WebSphere MQ.
The required level as indicated by the mgver command:
Name: WebSphere MQ
Version: 530.4 CSDo4
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9.

10.

11.

12.

Verify that you have installed the required WebSphere MQ 5.3 features to install embedded

messaging on a machine where you already have WebSphere MQ installed. Verify that you have

installed the following features:

* When installing the embedded messaging server and client feature, the required MQ features are
Server and Java messaging.

* When installing the embedded messaging client feature, the required MQ feature is Java
messaging.

If you attempt to install the embedded messaging feature when WebSphere MQ is already installed,

the level of WebSphere MQ must be Version 5.3 with the required MQ features. Otherwise, the

installation of the embedded messaging feature fails with prerequisite check errors.

Create and mount a journalized file system called /var/mgm for your messaging working data. Use a
partitioning strategy with a separate volume for embedded messaging or WebSphere MQ data to
isolate system activity from the potentially high volume of messaging work that can build up in the
/var/mgm directory.

Create separate file systems for log data in the var/mgm/10g directory and error files in the
var/mgm/errors directory. Store log files on a different physical volume from the embedded
messaging queues, which are in the var/mgm directory. This ensures data integrity in the case of a
hardware failure. If you are creating separate file systems, allow the following minimum free space:

30 MB /var/mgm
20 MB /var/mgm/1og

4 MB /var/mgm/errors

The /var file system stores all the security logging information for the system and stores the
temporary files for e-mail and printing. Therefore, it is critical that you maintain free space in /var for
these operations. If you do not create a separate file system for messaging data, and /var fills up, all
security logging stops on the system until free space is available in /var. Also, e-mail and printing do
not work without some available free space in /var.

You have the same options for creating file systems for the embedded messaging feature as you do
for WebSphere MQ. For example, if you cannot install the embedded messaging options in the
required file system (for example, if it is too small), you can do one of the following before installing
the Embedded Messaging options:
* Create and mount a new file system for the installation directory.
» Create a new directory anywhere on your machine, and create a symbolic link from the required
installation directory to the new directory. For example:
mkdir /bigdisk/mgm
In -s /bigdisk/mgm /usr/mgm
Verify that prerequisites and corequisites are at the required release levels. Although the Installation
wizard checks for prerequisite operating system patches with the prereqChecker application, review
the prerequisites on the [IBM WebSphere Application Server supported hardware, software, and APIs|

if you have not already done so.

Refer to the documentation for non-IBM prerequisite and corequisite products to learn how to migrate
to their supported versions.

Some operating systems that were not supported at the time that this product was shipped on
CD-ROM might now be supported. You might receive a message from the prereqChecker program
that an operating system is not supported when, in fact, the operating system is supported.

Always consult the |IBM WebSphere Application Server supported hardware, software, and APIs Web|
to determine whether your operating system is supported when you receive a message from the

prereqChecker program. The Web site lists all supported operating systems and the operating system
fixes and patches that you must install to have a compliant operating system.

After confirming that your operating system is supported and that you have installed all necessary
patches, you can click Next to continue an installation when you receive an error message from the
prereqChecker program.
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Provide necessary prerequisites for Red Hat Enterprise Linux V3.0. A known limitation exists in the
prerequisites checker program when examining prerequisite packages on Linux systems.

You must install the following packages on Red Hat Enterprise Linux V3.0 for xSeries platforms:
* compat-gcc-7.3-2.96.122

* compat-libstdc++-7.3-2.96.122

» compat-libstdc++-devel-7.3-2.96.122

* compat-glibc-7.x-2.2.4.32.5

* compat-gcc-c++-7.3-2.96.122

e compat-db-4.0.14-5

* rpm-build-4.2.1-4.2

The following package is required for Red Hat Enterprise Linux V3.0 for pSeries platforms:
rpm-build-4.2.1-4.2.

You must install the following packages on Red Hat Enterprise Linux V3.0 for S/390 (z/VM and
VM/ESA) platforms:

e compat-db-4.0.14-5

e compat-pwdb-0.62-3

» compat-libstdc++-7.2-2.95.3.77

* rpm-build-4.2.1-4.2

You can install a later release of any of these packages.

Upgrade Red Hat Enterprise Linux V3.0 to service level 1 (update 1).

Upgrade RHEL 3.0 to service level 1 by downloading and installing the service updates from Red
Hat.

If you do not upgrade to service level 1, certain national language issues in the released version of
GLIBC included in Red Hat Enterprise Linux V3 might cause Java virtual machine (JVM) failures due
to segmentation faults. These failures can occur during installation when the locale is set to anything
other than an English locale.

The prerequisites checker program for the base V5.1.0.0 product does not recognize Red Hat
Enterprise Linux 3.0 as a supported operating system. If you receive a message from the
prerequisites checker program that RHEL 3.0 is an unsupported operating system, ignore the
message and continue the installation if you installed all prerequisite packages from the previous step
and downloaded and installed the service level 1 update.

Also, do not install, log off, and log back on when you are installing from the operator console
attached to the machine. This can produce segmentation faults that cause the installation to fail, as
described in fins_trouble.dita#tins_trouble/192656.RN|

Prepare the SuSE Linux Enterprise Server 8.0 - Powered by UnitedLinux 1.0 operating platform for
WebSphere Application Server installation.
a. Install SP2 for the United Linux 1.0 operating platform to let you use the LaunchPad.

It is your responsibility to install this service pack. The prereqChecker function of the installer
cannot detect service pack versions definitively on United Linux. Kernel unames and versions
between 8.0 and 8.0.2 are identical. No signature RPM denotes a service pack install.

b. Use the IBM Developer Kit that WebSphere Application Server provides to support the Java 2
SDK on the SUSE SLES 8.0 operating system to avoid potential problems when uninstalling an
interim fix or a fix pack. To use the IBM Developer Kit, remove the java2-jre-1.3.1-524 and
java2-1.3.1-524 RPMs from the machine before installing WebSphere Application Server.

Correct font problems on SuSE Linux Enterprise Server 8.0 in Simplified Chinese and Traditional
Chinese locales.

On the Linux for Power platform that SuSE Linux Enterprise Server 8.0 provides, a missing package
causes a font problem. The ttf-hanyi package is not installed during the normal product installation

IBM WebSphere Application Server Network Deployment: Getting Started


tins_trouble.dita#tins_trouble/192656.RN

17.

18.

19.

20.

of the SuUSE 8.0 operating system. The missing package causes the Installation wizard for
WebSphere Application Server products to display garbled characters in the Simplified Chinese locale
and in the Traditional Chinese locale.

Copy the ttf-hanyi-2021016-0.noarch.rpm package on the SuSE 8.0 for i386 CD to the Power PC
system. Install the package on the Power PC machine and reboot the machine to solve the problem.

Remove any entries from the /usr/bin/jitk.db file if you have uninstalled WebSphere Application
Server Enterprise Edition Version 4.1. Remove any remaining artifacts from an uninstalled V4.1
system to prevent the display of the Coexistence panel or the Migration panel during installation.

The Installation wizard might display the Migration panel or the Coexistence panel even though you
have uninstalled WebSphere Application Server Version 4.1. You can prevent the Installation wizard
from recognizing a previously deleted V4.1 Application Server by removing the following entry from
the /usr/bin/jitk.db file:

WebSphere Application Server 4.1

Remove other Version 4.x entries for WebSphere Application Server products that are no longer on
your system.

Verify the system ¢p command when using emacs or other freeware.

If you have emacs or other freeware installed on your Linux operating platform, verify that the system
cp command is being used.

a. Type which cp at the command prompt before running the installation program for the WebSphere
Application Server product.

b. Remove the freeware directory from your PATH if the resulting directory output includes freeware.
For example, if the output is similar to this /opt/freeware/bin/cp message, remove the directory
from the PATH.

c. Install the WebSphere Application Server product.
d. Add the freeware directory back to the PATH.

If you install with a ep command that is part of a freeware package, the installation might appear to
complete successfully, but the Java 2 SDK that the product installs might have missing files in the
install_root/ java directory.

Missing files can destroy required symbolic links. If you remove the freeware cp command from the
PATH, you can install the Application Server product successfully.

Perform the following step to verify that the Java 2 SDK is working correctly.

Verify the Java 2 SDK on the WebSphere Application Server CD. If you copied the product CD to
back it up and are using a backup version, perform the following steps to verify that the Java 2 SDK
on the product CD-ROM is working correctly.

a. Change directories to the /sun/WAS/jdk/java/bin directory on the product CD-ROM. For example:
cd /mnt/1inuxi386/WAS/jdk/java/bin

b. Verify the Java 2 SDK version. Type the following command:
./java -version
The command completes successfully with no errors when the Java 2 SDK is intact.

Select the Installation wizard method or the silent installation method but do not start the installation
yet. The installer program has two interfaces, the Installation wizard and a silent command-line
installation.

Performing the installation with the wizard

You can start the Installation wizard using the Launchpad or directly using the install command.
The default installation method is to open a command window and issue the command to start the
Launchpad tool. Click the Install the product option on the Launchpad. (See |“Using the Launchpad
to start the installation” on page 173.)

This option launches the Installation wizard in the language of your machine locale unless there is no
translation for your locale, in which case you receive the English version.
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A short delay occurs before the ISMP wizard displays. You do not need to click the Install the product
option more than once to cause the wizard to display. The delay is particularly noticeable on
x-windows platforms.

You can also start the Installation wizard using the /mnt/cdrom/linuxi386/install command, where
/mnt/cdrom is the mount point for the product CD-ROM and 1inuxi386 is the platform directory.

Performing a silent installation
You can perform a silent installation using the -options responsefile parameter with the command
method:
fully qualified CD_pathname/install
-options fully qualified_hard_disk_drive_path_name/responsefile
# /mnt/cdrom/Tinuxi386/install -options /tmp/my_responsefile
Start the silent installation with a fully qualified path to the options response file. Otherwise, the
Installation wizard starts.

A silent installation causes the installation program to read your responses from the options response
file, instead of from the wizard interface. You must customize the responsefile before installing silently.
See [Customizing the Network Deployment options response filg)

After customizing the file, you can issue the command to silently install. See [“Installing silently” on

After issuing the command, the following text displays:

.InstallShield Wizard
Initializing InstallShield Wizard...

Searching for Java(tm) Virtual Machine...

The silent installation runs without displaying status to the window:

* Press Enter when the installation is complete to return to the command prompt.
* Press Enter at any time to return from a background job to the command prompt.

You can change the -W launchPRTBean.active option in the response file to display the Registration
panel to indicate the completion of a silent installation on a local system with a graphical user
interface.

To determine the status of the silent installation, review the installation logs in the install_root/10gs
directory or in the /tmp directory. See [‘Troubleshooting the installation” on page 185| for more
information about log files.

Silent installation is particularly useful if you install the product often.

The rest of this procedure assumes that you are using the Installation wizard. Corresponding entries
in the response file exist for every prompt that is described as part of the wizard.

Review the description of the [‘responsefile” on page 175|for more information. Comments in the file
describe how to customize their options.

Asynchronous and synchronous command lines

After running the install command, the command line returns synchronously. A synchronous install
command returns the command line after the installation is complete.

You can start the installation asynchronously with the installation process and its children processes
all running as background processes. Consult your operating system documentation to learn how to
issue asynchronous commands. After running the install command, the command line returns
immediately.

Do not misinterpret an asynchronous command line to mean that the installation has finished when
the command prompt returns. Although the command line returns, either the Installation wizard or a
silent installation might still be in progress.

Installing with a network file system mount
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If you must use an NFS mount, see the following installation tip:

Table 18. Installation tip

Operating platform Tip in [*Platform-specific tips for installing and migrating” on page 131|
All platforms [Platform-specific issues when dealing with network file systems
21. Insert the product CD-ROM labeled, Deployment Manager into a CD drive. Most Linux systems are

22.

23.

24.

25.

configured to automatically mount CD-ROM drives. Mount your CD-ROM drive if necessary:

mount /mnt/cdrom

If a file explorer window opens, close it.

Open a shell window and mount the CD-ROM drive if necessary. Mount the CD drive with the
following command:

mount /mnt/cdrom

If a file explorer window opens, close it.

Use the same shell window throughout the installation procedure. Verify that you are in a read/write

directory and not the CD-ROM directory or another read-only directory before you start the
installation.

Start the installation with the /mnt/cdrom/linuxi386/launchpad.sh command, where mnt/cdrom is the
mount point for the product CD-ROM and 1inuxi386 is the platform directory for the xSeries
CD-ROM. You can also start the installation directly using the /mnt/cdrom/linuxi386/install
command. The following examples show how to issue the command:

Syntax:
fully qualified CD_pathname/install

Examples:

# /mnt/cdrom/1inuxi386/install (For xSeries platforms and clones)

# /mnt/cdrom/1inuxs390/install (For Linux guests on S/390 VM platforms)

# /mnt/cdrom/Tinuxppc/install (For POWERPC platforms)

The readme link in the Launchpad is to the readme.html file in the CD root directory. The Getting
Started document that contains installation information is in the docs directory on the CD.

Download the current version of the Getting Started document from:

5.1+ |ftp://ftp.software.ibm.com/software/webserver/appserv/library/wasv51 nd_gs.pdﬂ

The rest of this procedure assumes that you are using the Installation wizard. Corresponding entries
in the response file exist for every prompt that is described as part of the wizard. Review the
description of the [‘responsefile” on page 175|for more information. Comments in the file describe how
to customize the options.

Click Next to continue. The license agreement displays.

The Installation wizard does not support hot keys, such as Alt-N. You can tab to Next and press
Enter to select it, for example.

Click the radio button beside the | accept the terms in the license agreement message if you agree
to the license agreement and click Next to continue. After you accept the licensing terms, the
Installation wizard checks for prerequisites and for previous versions, with which it can either migrate
or coexist.

As the base WebSphere Application Server product version changes, its prerequisites and
corequisites change. Updating your database, Web server, Software Development Kit (SDK), and
other software is probably necessary.

The base WebSphere Application Server product simplifies migrating product prerequisites, by
providing the option to install a complimentary Web server and SDK on your supported operating
system. You can uninstall back-level prerequisites and let the Installation wizard install current
versions.
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If the wizard finds a previous version of WebSphere Application Server, it prompts you to migrate
applications and the configuration from the previous version, or to coexist with it. If it finds more than
one previous version, the Installation wizard lists them for you to select which one to migrate.

Migrating or coexisting with an existing WebSphere Application Server node that Linux does
not recognize.

In some cases, the InstallShield for MultiPlatforms (ISMP) program might not detect a previously
installed version of WebSphere Application Server because of a failure to read the registry keys on
Linux. You can force the migration and coexistence panel to display, by starting the installation with
an option on the /edrom/cdrom0/linuxi386/install command.

For example, use this command:
./install -W previousVersionDetectedBean.previousVersionDetected="true"

You can also force the appearance of the coexistence panel to change conflicting port number
assignments. For example, force the coexistence panel to appear using this command:

./install -W coexistenceOptionsBean.showCoexistence="true"
On either panel, identify the location of the existing product instance to cause it to be recognized.

Choose whether to install additional features or to install the product again, when there is a previous
installation of the same level product. You can add features at any time, by running the installation
wizard again.

This installation wizard panel appears when the installer program detects a previous installation at the
same product level. The panel lets you select whether to add features to the existing installation, or
perform a new installation to another directory.

If you intend to install additional features, follow this procedure to avoid component regression
problems:

a. Uninstall any interim fixes.

b. Uninstall any cumulative fixes you installed, starting with the last one and finishing with the first
one.

c. Uninstall any fix packs you installed, starting with the last one and finishing with the first one.

d. Log off as root and back on.

e. Install new features.

f. Install the most current fix pack.

g. Install the most current cumulative fix.

h. Install any interim fixes to bring the node back to its previous fix level.

i. Use the administrative console on the Network Deployment node to synchronize all node agents.

Choose to migrate applications and the configuration from a previous version, to coexist with another
version, or to neither coexist or migrate. Click Next to continue. See [‘Migrating and coexisting” on|

page 311| for more information.

All WebSphere Application Server products on a single machine share some of the code in the
embedded messaging feature, if installed. The required level of the embedded messaging feature for
V5.1 (CSDO04) is not the same as for V5.0.0 or V5.0.1. The required level of the embedded
messaging feature for V5.1 is the same as for V5.0.2.

If you attempt to install V5.1 on a machine where a version of the embedded messaging feature is at
a release level earlier than CSDO04, the installer program displays the message log in a panel. The
message that you see is similar to one of the messages in the following example:

MQSeries or WebSphere MQ server at an earlier release than required to support
embedded messaging is already installed on the system.

Unsupported earlier maintenance lTevel of MQSeries or WebSphere MQ detected.
Unsupported earlier release of MQSeries client or WebSphere MQ client detected.
Unsupported maintenance Tevel of MQSeries client or WebSphere MQ client detected.
Software conflict with MQSeries JMS SupportPac MA88 detected.

To correct the problem, perform one of the following actions:
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* Upgrade the full MQSeries or WebSphere MQ product to WebSphere MQ at the latest level that
supports embedded messaging (CSDO04).

51+

See [Installing WebSphere embedded messaging as the JMS provider| for more information.

* Uninstall the existing MQSeries or WebSphere MQ product if MQSeries or WebSphere MQ is not
required on this system and reinstall the WebSphere Application Server product. Select the
embedded messaging feature.

The MQSeries JMS SupportPac MA88 problem is slightly different. Uninstall the MQSeries JMS
SupportPac MA88 and reinstall the WebSphere Application Server product, selecting the embedded
messaging feature. The function provided by SupportPac MA88 is included in the embedded
messaging feature.

You can upgrade the WebSphere Application Server product to V5.0.2 before migrating it to V5.1 to
avoid any problem with an incorrect level of the embedded messaging feature. See [‘Upgrading a
[Version 5.0.0 or Version 5.0.1 product to Version 5.0.2” on page 362

You can also perform the procedure for migrating V5.0.0 or V5.0.1 with embedded messaging to

V/5.1. See ['Migrating Version 5.0.0 or Version 5.0.1 of WebSphere Application Server with embedded|
[messaging to Version 5.1” on page 338

To share embedded messaging in a coexistence environment, the node names for each installation
must be unique, so that each installation has a message queue manager that is named uniquely. To
migrate V5.0.2 to V5.1, the node names must be identical. Therefore, the queue manager names are
also identical, if you are migrating from V5.0.2 to V5.1.

To prevent losing the queue manager when you uninstall V5.0.2 (or V5.1), you must create a dummy
queue manager before uninstalling one of the WebSphere Application Server versions. A series of
migration topics in [‘Migrating and coexisting” on page 311| describe how to migrate after the
installation.

51% The first rule of migration is to migrate after you install WebSphere Business Integration Server
Foundation, if you are planning to install the Integration Server:

If you are planning to install these products: Select the migration option while installing this
product:
Network Deployment Integration Server Network Deployment Integration Server
X X
X X X

The exception to the rule is to migrate V3.5.x to V5.1 during the installation of the base product or the
Network Deployment product, before extending either product.

51+ Migrating Integration Server also migrates the product that Integration Server extends.

You can perform a silent migration or configure for coexistence during a silent installation. Refer to
|“Instal|ing silently” on page 174| for a description of performing a silent installation, including the
options that you can specify.

The migration prompt appears only when the Installation wizard detects a previous version. The
coexistence prompt appears when the Installation wizard detects any other installation, including
another Version 5 installation.

If you choose to coexist, the wizard displays a Port selection panel, where you can specify port
assignments that do not conflict with existing ports. For example, you can change the HTTP transport
port for coexistence, from 9081 (one more than the default Version 5 port number) to 9085 or higher,
to avoid potential conflicts with port numbers that previous versions of WebSphere Application Server
commonly use.

Use the netstat -a command to display all ports in use.

A% you choose neither the migration option nor the coexistence option, you can run Version
5.1.x and the previous version, but not at the same time. Although it is possible that both versions
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might coexist without port conflicts, you can ensure that both versions run together by selecting the
coexistence option and checking for conflicting port assignments.

The Migration panel lists all previous releases that it can identify. If you highlight a release, the text
boxes labeled, "select previous version,” show the location of the previous product. Select the
product to migrate. If you do not see the previous version that you intend to migrate, click Select
previous version to enter a location and configuration file name if you are migrating a WebSphere
Application Server Advanced Edition Single Server Edition, Version 4.0.x installation.

The field labeled "Configuration file” is valid only for WebSphere Application Server Advanced Edition
Single Server Edition, Version 4.0.x. For the other versions of WebSphere Application Server that are
supported by migration (Version 3.5 Standard Edition, Version 3.5 Extended Edition, and Version 4.0
Advanced Edition), the admin.config file provides the host and port values for the administrative
server. If you use a file name other than admin.config, issue the commands that call the migration
tools instead of migrating while installing. Issuing the commands that call the migration tools is
described in ['Migrating and coexisting” on page 311

Migrate V3.5.x to V5.1 during the installation of the base product or the Network Deployment product,
before installing the Integration Server product.

You must start the administrative server of some previous versions so that the Installation wizard can
export the configuration from the admin.config file.

Although you might select migration at this point in the installation process, the actual migration does
not begin until after the Version 5 installation is complete. At that time, if the WASPreUpgrade tool
fails, the Installation wizard does not call the WASPostUpgrade tool to complete the migration, but
instead displays the WASPreUpgrade.log and WASPostUpgrade.Tog log files for you to diagnose the
problem. After fixing the problem, such as starting the administrative server of a previous release, you
can start the migration again, as described in [‘Migrating and coexisting” on page 311

Select features to install and click Next to continue. A description of each feature appears at the
bottom of the panel when you roll the cursor over the feature.

Choose from these features:
Deployment manager
Installs the product run time. It provides high performance and scalability across your
deployment environment. It includes multiserver administration, server clustering, load
balancing and workload management for hosting highly available e-business applications.
Web services
The UDDI registry and the IBM Web Services Gateway are enterprise applications that you
can deploy to:
* A base WebSphere Application Server product node federated within a Network
Deployment cell
» A stand-alone base WebSphere Application Server node

The Network Deployment product is not a stand-alone product for running enterprise
applications. To deploy UDDI or the gateway, install the base WebSphere Application Server
product. Although it is not installed by default, a copy of the base WebSphere Application
Server product is packaged with the Network Deployment product.

51% gee [Developing Web services| for more information.

UDDI Registry
Installs a Version 2 compliant universal description, discovery, and identification
(UDDI) registry, accessible from the UDDI registry user console application, or from
SOAP or EJB interfaces.

5% see [BM WebSphere UDDI Registry| for more information.

Web Services Gateway
Includes a gateway between Internet and intranet environments so that clients can
invoke Web services safely from outside a firewall. The gateway uses automatic
protocol conversion for externalizing Web services.
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30.

5:1% gee [Enabling Web services through the IBM Web Services Gateway] for more
information.
Embedded messaging client
Includes the client necessary for the administration of WebSphere MQ Queues and the
mapping of JMS resources into the deployment manager JNDI namespace. It is the same
client that you can install as part of the base product embedded messaging feature.

You can run the uninstaller program to remove all installed features.

Specify a destination directory and click Next to continue. Deleting the default target location and
leaving an installation directory field empty stops you from continuing the installation process. The
Installation wizard does not proceed when you click Next. Enter the required target directory to
proceed to the next panel. Non-ASCII special characters are not supported in the name of the
installation directory. Spaces are also not supported in the name of the installation directory.

The installer program checks for required space at the beginning of the installation. If you do not have
enough space, stop the installation program, free space by deleting unused files and emptying the
recycle bin, and restart the installation.

If not enough space is available, cancel the installation, allocate the 150 MB of temporary space that
is required, and reinstall. The actual space required depends on the features that you are installing.

If you have problems accessing the administrative console after installation, check the
installAdminConsole.log file for a failure indication. Clean up the /tmp space and reinstall the
administrative console using the wsadmin scripting facility.

If you must increase the /tmp allocation, stop the installation program, increase the allocation, and
restart the installation.

Specify node information and click Next. Specify the node name and host name. Although the wizard
inserts the machine name (of the installation platform) as the node name, you can specify any unique
name. The node name is an arbitrary WebSphere Application Server-specific name that must be
unique within a cell.

The host name is the network name for the physical machine on which the node is installed. The host
name must resolve to a physical network node on the server. When multiple network cards exist in
the server, the host name or IP address must resolve to one of the network cards. Remote
WebSphere Application Server nodes use the host name to connect to and to communicate with this
node. Selecting a host name that other machines can reach within your network is extremely
important. Do not use the generic localhost identifier for this value.

If you define coexisting nodes on the same computer with unique IP addresses, define each IP
address in a domain name server (DNS) look-up table. WebSphere Application Server configuration
files do not provide domain name resolution for multiple IP addresses on a machine with a single
network address.

The value that you specify for the host name is used as the value of the hostName property in
WebSphere Application Server configuration documents. Specify the host name value in one of the
following formats:

* Fully qualified domain name servers (DNS) host name string, such as
xmachine.manhattan.ibm.com

* The default short DNS host name string, such as xmachine
¢ Numeric IP address, such as 127.1.255.3

The fully qualified DNS host name has the advantage of being totally unambiguous and also flexible.
You have the flexibility of changing the actual IP address for the host system without having to
change the WebSphere Application Server configuration. This value for host name is particularly
useful if you plan to change the IP address frequently when using Dynamic Host Configuration
Protocol (DHCP) to assign IP addresses. A format disadvantage is being dependent on DNS. If DNS
is not available, then connectivity is compromised.

The short host name is also dynamically resolvable. A short name format has the added ability of
being redefined in the local hosts file so that the system can run WebSphere Application Server even
when disconnected from the network. Define the short name to 127.0.0.1 (local loopback) in the hosts
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file to run disconnected. A format disadvantage is being dependent on DNS for remote access. If
DNS is not available, then connectivity is compromised.

A numeric IP address has the advantage of not requiring name resolution through DNS. A remote
node can connect to the node you name with a numeric IP address without DNS being available. A
format disadvantage is that the numeric IP address is fixed. You must change the setting of the
hostName property in WebSphere Application Server configuration documents whenever you change
the machine IP address. Therefore, do not use a numeric IP address if you use DHCP, or if you
change IP addresses regularly. Another format disadvantage is that you cannot use the node if the
host is disconnected from the network.

Review the summary information and click Next to install the product code or Back to change your
specifications. The Summary panel displays the directory for the embedded messaging feature
incorrectly on all Linux and UNIX-based platforms, as /opt/IBM/WebSphere MQ. Actual installation
locations are /usr/mgm on AlX systems, and /opt/mgm on Linux and all UNIX-based platforms except
AIX. When the installation is complete, the wizard displays the install_root/1ogs/mq_install.log
installation log if you selected the embedded messaging feature and errors occur with its installation.

Review the install_root/10gs/mq_install.log installation log if it displays. Click Next to continue. The
wizard displays the Registration panel.

Click Next to register the product, or clear the check box and click Next to register at a later time.
The Installation wizard starts the First Steps tool. See [“firststeps command” on page 182

Verify the success of the installer program by examining the Exit summary panel and the
install_root/10gs/10g.txt for installation status. ISMP records a success message in the
install_root/10gs/10g.txt file: "INSTFIN: The installation is complete.” The log is the only source of
status information for a silent installation.

Look for severe errors that the installer records in the install_root/1ogs/1og.txt file in the installation
root directory to verify that no file system or other unusual errors occurred during installation.

If the install_root/10gs/1o0g.txt file does not contain a record of any problems but problems exist,
verify or troubleshoot the installation, as described in|[“Troubleshooting the installation” on page 185|
and in [Installation component troubleshooting tips|.

If problems exist, correct them, uninstall the product, as described in [‘Uninstalling the product” on|
log off as root and back on, and reinstall.

Click Finish to close the Installation wizard.

Restrict access to the /var/mgm/errors directory and messaging logging files. After installing the
embedded messaging feature, you must restrict access to the /var/mgm directory and to log files that
are needed for embedded messaging, such that only the mgm user or members of the mgm user
group have write access. For detailed information, see |Installing WebSphere embedded messaging|
[as the JMS providerl and [Securing messaging directories and log files|.

Install the most current fix pack and cumulative fix for the Network Deployment product. See
[Recommended updates for WebSphere Application Server for information about downloading and
installing the upgrades.

Tune your system for performance. For best performance on any platform, see|Tuning performance]
[parameter index|.

Preparing Linux for S/390 for better performance

Linux for S/390 (which refers to the Linux distributions available from Linux distributors that run on
IBM eServer zSeries and S/390 systems in 31-bit mode) provides a configuration technique that
affects the installation and run time performance of WebSphere Application Server. The technique
configures the environment where the Linux image runs to use swap space efficiently. Some
performance guidelines recommend running Linux with the VM/ESA or z/VM swap turned off because
of VM/ESA or z/VM virtualization of hardware. Virtualization can produce double-swapping situations
where VM/ESA or z/VM swaps storage and Linux also swaps storage, which degrades performance.

Excessive swapping affects the performance of the base WebSphere Application Server, which might
require 200 MB when all of the Sample applications are loaded. On a system without swap space
configured for use, and with a relatively small amount of memory (such as 256 MB), WebSphere
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Application Server might encounter problems obtaining enough free memory to work properly,
particularly when competing for resources against other applications and products that run in the
Linux environment.

The solution is to disable swapping in Linux, but to enable swapping in VM/ESA or z/VM. You can
increase performance by letting VM/ESA or z/VM handle the swapping. Double or triple the
specification for physical memory for the Linux image. For example, if the physical memory allocation
as seen by the Linux image is 256 MB, disable swap in Linux, enable swap in VM/ESA or z/VM, and
increase the physical memory specification as seen by Linux to 512 MB or 768 MB. This amount of
memory handles any large spikes in application memory usage that might occur.

You can fine tune the amount of physical memory to allocate to each Linux guest operating system.
Size the JVM heap size for the application running in the Application Server, add 90 MB to that
amount for the Application Server, 20 MB for Linux, and another 10-20% to handle peak usage. This
measurement provides better memory management from a VM/ESA or z/VM perspective.

Avoid socket timeout exceptions (SocketTimeoutExceptions) when running WebSphere Business
Integration Server Foundation on a Network Deployment node on a Linux for S/390 guest operating
system on z/VM or VM/ESA. The exceptions are an indicator that too many processes are running
and that the Linux system is being overloaded. If the deployment manager is under a heavy load, 1
GB of memory is required. In addition, move all base nodes to other Linux for S/390 guests to allow
the deployment manager to run by itself on the Linux for S/390 system.

See the|Linux on IBM eserver zSeries and S/390: ISP/ASP Solutions| IBM Redbook and the
[Performance Analysis for Java Web sites|book for more information.

39. Optional: Create a monitored process for the deployment manager process, as described in
[‘Automatically restarting server processes” on page 176
You can create monitored processes after the installation is complete.
Processes started by a startManager.sh command are not running as monitored processes,
regardless of how you have configured them. You must start the deployment manager process with a
shell script based on the example rc.was file, to have the deployment manager running as a
monitored process.

The Installation wizard configures the product. It is not necessary to perform further configuration at this
time.

You have now registered and successfully installed WebSphere Application Server Network Deployment
and the features that you selected.

Uninstalling and reinstalling

See [‘Uninstalling the product” on page 273 for information about uninstalling any WebSphere Application
Server product.

A% you uninstalled the V5.1 base product but left the embedded messaging feature installed, and
now you want to reinstall the V5.1 product, see [‘Reinstalling V5.1 after uninstalling and leaving the]
lembedded messaging feature installed” on page 310

After uninstalling a WebSphere Application Server product, reinstalling into the same directory without first
deleting all directory contents results in invalid XML configurations because of the retention of old files.
Uninstall manually to delete all of the files so that you can reinstall with a clean system, as described in
Manually uninstalling on Linux |

Symptoms that you might experience if you reinstall without uninstalling manually include:
1. The versioninfo.sh command states that a product is installed but the product is not installed.
2. Specific directories might be missing in the installation root directory.
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If you experience symptoms such as these, uninstall everything manually and reinstall. Reinstallation is
successful if you manually uninstall before reinstalling.

Miscellaneous tips for Linux platforms

Table 19. Installation and migration tips

Operating platform Tip in [‘Platform-specific tips for installing and migrating” on page 131|
Linux platforms Linux platforms
. S5+ llgnoring YAST2 dependency conflicts for embedded messaging packages

« |Avoiding utility hangs and accessing the deployment manager|
« |Accessing First Steps items on Linux for /390 systems|

All platforms All platforms

All Linux and UNIX platforms JAIl Linux and UNIX-based platforms|

Installing Network Deployment on Solaris platforms

This topic describes how to install the WebSphere Application Server Network Deployment product as the
root user on a Solaris operating environment platform.

You cannot install the product correctly as a non-root user. If you back up the product CD-ROM, do so as
root. Backup copies made from non-root users do not preserve the correct file attributes and do not work.

If you encounter a problem such as not having enough temporary space or not having the right packages
on your system, cancel the installation, make the required changes, and restart the installation.

The installation uses InstallShield for Multiplatforms (ISMP) to perform the installation. You can use the
Installation wizard or perform the installation from a command line, using the silent installation method.

Installation programs in WebSphere Application Server products

51+
Product Link to installation procedure Label on product CD
(Base) WebSphere Application Server |[Base product installation| Application Server, IBM HTTP
Server
Network Deployment [Network Deployment installation| Deployment Manager
(which links to this procedure!)
WebSphere Business Integration [Integration Server installation| Integration Server Disk 1 and
Server Foundation Integration Server Disk 2

Use the Network Deployment installation image to manage a multimachine environment, where you have
installed the base product on different machines and want to manage the Application Servers in a group,
or cell. If you buy the Network Deployment product, you also get the base product in the package.

WebSphere Business Integration Server Foundation is the V5.1 level of the Enterprise product.
WebSphere Business Integration Server Foundation, Version 5.1 extends the base WebSphere Application
Server V5.1 product. After migrating the underlying product to V5.1, do not reinstall the V5.0.x Enterprise
product. Version 5.0.x of the Enterprise product does not extend Version 5.1 of the base WebSphere
Application Server product nor does it extend the V5.1 Network Deployment product.

A% g you buy the WebSphere Business Integration Server Foundation product, you also get the
Network Deployment product and the base product in the package.
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Creating multiple Application Servers on a single machine

Although you can create multiple servers on a base WebSphere Application Server node, the servers all
share one set of configuration files. Changes that you make to one server affect the others. Configuration
documents might become corrupted. The wsinstance command can create multiple configuration
instances. Each instance is a stand-alone Application Server with its own set of configuration files. Or
install the Network Deployment product to create and manage multiple base Application Servers.

Order of installation

31% |nstall the base product before installing the Network Deployment product when installing both
products on the same machine. Install the Network Deployment product before the Integration Server
product that extends the Network Deployment product. You can install the Integration Server product
before the base product. The Integration Server product can install the base product in what is known as
an umbrella installation but Integration Server cannot install the Network Deployment product. Some
features of the base product cannot be installed by Integration Server.

The embedded messaging feature that is included in the default installation requires that you install base
before Network Deployment when installing both on the same machine. Otherwise, the order does not
matter. See the following installation tip for more information:

Table 20. Installation tip

Operating platform Tip in [‘Platform-specific tips for installing and migrating” on page 131|

All platforms Installing WebSphere Application Server products in order on the same machine,
when installing the embedded messaging component]

This topic is available in Adobe PDF format on the product CD-ROM and online in an information center.
The information center always has the most current information. The information center displays in the
language of your machine locale if possible.

The installation guide PDF is updated occasionally. Download a new installation guide from:

5.4+ |ftp://ftp.software.ibm.com/software/webserver/appserv/library/wasv51 nd_gs.pdf|

The Launchpad tool lets you access the product overview, the readme.html file, and the installation guide.
See [‘Using the Launchpad to start the installation” on page 173.|

You also use the Launchpad during the installation procedure to install the product. The installation

program performs the following actions:

» Checks prerequisites automatically

» Looks for a previous WebSphere Application Server installation, to determine whether to display the
Migration panel or the Coexistence panel during the installation

A known problem with the Launchpad can prevent it from using Netscape to open the documentation links.
If you use the Mozilla browser, some Launchpad links do not work. The Launchpad attempts to call the

Netscape browser in the /usr/bin/netscape directory. Try a symbolic link to the Mozilla browser to fix the
problem as shown in the following example:

In -sf /usr/bin/mozilla /usr/bin/netscape

You can also launch the following links directly from your browser:
Button Link
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Product Overview

http://www.ibm.com/software/webservers/appserv/

It is possible that your security options might prevent redirection, such as to the
http://www-306.ibm.com/software/info1/websphere/index.jsp?tab=products/appserv Web site. If so,
you can identify the IBM Web site as a trusted site to allow the redirection. For example, on
Internet Explorer, add http://www-306.ibm.com to the list of Trusted Sites by selecting Tools >
Internet Options > Security (tab) > Trusted Sites.

Readme File

CD-ROM mount point/readme/readme_en.html

Installation Guide

CD-ROM_mount_point/docs/InstallGuide_en.PDF

The Installation Guide is in Adobe PDF format. Viewing this document requires you to have Adobe
Acrobat Reader, which is a free download from the[Adobe Acrobat Web site}

After using the Launchpad to view product documentation, perform the following procedure. The procedure
includes several preliminary steps before actually launching the installer program.

1.

4.
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Stop all WebSphere Application Server-related Java processes on the machine where you are
installing the product.

Stop any Web server process such as the IBM HTTP Server, if you are extending the base product.
Provide adequate disk space.

51% The Network Deployment product requires the following disk space:

460 MB for the /opt/WebSphere/DeploymentManager directory
The installation root directory includes the base product code.

150 MB for the /tmp directory
The temporary directory is the working directory for the installation program.

Verify that you have at least 100 MB of free space to avoid problems.

A message about free space occurs when less than 4 MB of free space remains after starting
the installation. The InstallShield for MultiPlatforms (ISMP) program displays a message
about using the -is:tempdir parameter to identify an alternate temporary space directory.

Ignore any -is:tempdir message. The -is:tempdir parameter is not supported. Cancel the
installation, allocate a total of 100 MB of free space in the /tmp directory, and start the
installation again.

610 MB total requirement without the embedded messaging feature
The total amount of space required includes the /tmp space, which is released after
installation. Space requirements for the embedded messaging feature are described after the
next few steps that describe setting up required users and user groups for the feature.

The Installation wizard displays required space for individual features on the Feature selection panel.
The Installation wizard also warns you if you do not have enough space to install the product.

If you plan to migrate applications and the configuration from a previous version, verify that

application objects have available disk space. As a rough guideline, plan for space equal to 110

percent of the size of the application objects:

* For Version 3.5.x: The size of application Java archive (JAR) files, Web archive (WAR) files, and
servlet files

* For Version 4.0.x: The size of enterprise archive (EAR) files

. 51* For Version 5.0.x: The size of EAR files

Define the user groups and the user needed for the embedded messaging feature.
a. If you have not already done so, create the mgm and mqbrkrs user groups.
b. Create the mgm user.
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c. Add the mgm and root users to the mgm group.
d. Add the user root to the mqgbrkrs group.

The recommended user ID for running the JMS server process is root. If you do run the JMS server
process under another user ID, add that user ID to the mgm and mqbrkrs groups. User IDs longer
than 12 characters cannot be used for authentication with the embedded WebSphere JMS provider.

The mgm user starts the JMS server for general JMS support and the WebSphere embedded broker
for WebSphere Application Server topic connections.

Put the user groups into effect when you next start WebSphere Business Integration Server
Foundation. For example, either log off and on again with the process user ID or open a new shell in
which to start WebSphere Business Integration Server Foundation.

5. Log off and back in as root to pick up the secondary user groups, mgm and mqbrkrs. Use the ssh
command instead of the telnet command to log in. Or run the following command after logging on:

su -

Use the id -a command or the groups command to see defined groups for root. If mgm and mqbrkrs
are not in the list that is returned, you cannot install the embedded messaging feature:
[root@wasdoc2 root]# id -a
uid=0(root) gid=0(root)
groups=0(root),1(bin),2(daemon),
3(sys),4(adm),6(disk),10(wheel),500(mgm),501(mgbrkrs)

[root@wasdoc2 root]# groups
root bin daemon sys adm disk wheel mgm mgbrkrs

6. Allocate adequate disk space for the embedded messaging feature if you are planning to install the
feature. The installation locations for the embedded messaging feature are fixed as shown in the
following table, which lists the locations for the base messaging functions and the messaging broker
functions for publish/subscribe messaging.

Table 21. Space requirements for the embedded messaging feature on Solaris

Component Base code Broker code Base data
Path /usr/ mgm /usr/ opt/ wemps /var/ mgm
Client subfeature 15 MB 15 MB 15 MB

7. Prepare to install the embedded messaging feature with WebSphere MQ. The embedded messaging
feature is based on the IBM WebSphere MQ product. The feature and the product each provide a
Java message service (JMS) function that supports queues for point-to-point messaging and topics
for publish and subscribe messaging.

You can install the embedded messaging feature with or without the WebSphere MQ product on the
same machine. To support both the embedded messaging feature and the WebSphere MQ product
on the same machine, the WebSphere MQ product must be at a certain fix level and must have
several of its features installed.

If you already have WebSphere MQ installed, you can configure it as the JMS provider. Otherwise,
you can install the embedded messaging feature during the installation or install the WebSphere MQ
product or another JMS provider after you install.

Even though you might decide now to install only the embedded messaging feature, you can install
the WebSphere MQ product later and use the IBM WebSphere MQ product as the JMS provider
instead.

g, 1% Verify that you have upgraded to WebSphere MQ 5.3 with the CSD04 update to install
embedded messaging on a machine where you already have WebSphere MQ installed. Determine if
your WebSphere MQ 5.3 installation is at the required level by running the mqver utility provided by
WebSphere MQ.

The required level as indicated by mqver is shown below:
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Name: WebSphere MQ
Version: 530.4 (CSDo4

5.1+ Verify that you have installed the required WebSphere MQ 5.3 features to install embedded
messaging on a machine where you already have WebSphere MQ installed. When installing the
embedded messaging client feature, the required MQ feature is Java messaging.

51* Create and mount a journalized file system called /var/mgm for your messaging working data.
Use a partition strategy with a separate volume for embedded messaging or WebSphere MQ data to
isolate system activity from the potentially high volume of messaging work that can build up in the
/var/mgm directory.

51% Create separate file systems for log data in the var/mgm/10g directory and error files in the
var/mgm/errors directory. Store log files on a different physical volume from the embedded
messaging queues, which are in the var/mgm directory. This ensures data integrity in the case of a
hardware failure. If you are creating separate file systems, allow the following minimum free space:

30 MB /var/mgm
20 MB /var/mgm/1og

4 MB /var/mgm/errors

The /var file system stores all the security logging information for the system and stores the
temporary files for e-mail and printing. Therefore, it is critical that you maintain free space in /var for
these operations. If you do not create a separate file system for messaging data, and /var fills up, all
security logging stops on the system until free space is available in /var. Also, e-mail and printing do
not work without some available free space in /var.

You have the same options for creating file systems for the embedded messaging feature as you do
for WebSphere MQ. For example, if you cannot install the embedded messaging options in the
required file system (for example, if it is too small), you can do one of the following before installing
the Embedded Messaging options:
* Create and mount a new file system for the installation directory.
* Create a new directory anywhere on your machine, and create a symbolic link from the required
installation directory to the new directory. For example:
mkdir /bigdisk/mgm
Tn -s /bigdisk/mgm /usr/mgm
Set kernel values to support the embedded messaging feature. Several Solaris kernel values are
typically too small for the embedded messaging options. Starting the internal JMS server or client with
insufficient kernel resources produces a First Failure Support Technology (FFST) file in the
/var/mgm/errors directory.

Before installing embedded messaging, review the machine configuration:

sysdef -i

The kernel values are set in the /etc/system file, as shown in the following example.
set shmsys:shminfo_shmmax = 4294967295
set shmsys:shminfo_shmseg = 1024

set shmsys:shminfo_shmmni = 1024

set semsys:seminfo_semaem = 16384

set semsys:seminfo_semmni = 1024

set semsys:seminfo_semmap = 1026

set semsys:seminfo_semmns = 16384

set semsys:seminfo_semms1 = 100

set semsys:seminfo_semopm = 100

set semsys:seminfo_semmnu = 2048

set semsys:seminfo_semume = 256

set msgsys:msginfo_msgmap = 1026

set msgsys:msginfo_msgmax = 65535

set rlim_fd_cur=1024

IBM WebSphere Application Server Network Deployment: Getting Started



13.

14.

15.

16.

You can change kernel values by editing the /etc/system file then rebooting the operating system.
For more information about setting up the Solaris system, see the [Solaris System Administration|
documentation|. For example, the |Solaris Tunable Parameters Reference Manual,

Queue managers are generally independent of each other. Therefore system kernel parameters, for
example shmmni, semmni, semmns, and semmnu need to allow for the number of queue managers
in the system.

Verify that prerequisites and corequisites are at the required release levels. Although the Installation
wizard checks for prerequisite operating system patches with the prereqChecker application, review
the prerequisites on the [IBM WebSphere Application Server supported hardware, software, and APIs|
if you have not already done so. Refer to the documentation for non-IBM prerequisite and
corequisite products to learn how to migrate to their supported versions.

Some operating systems that were not supported at the time that this product was shipped on
CD-ROM might now be supported. You might receive a message from the prereqChecker program
that an operating system is not supported when, in fact, the operating system is supported.

Always consult the |IBM WebSphere Application Server supported hardware, software, and APIs Web|
to determine whether your operating system is supported when you receive a message from the
prereqChecker program. The Web site lists all supported operating systems and the operating system
fixes and patches that you must install to have a compliant operating system. After confirming that
your operating system is supported and that you have installed all necessary patches, you can click
Next to continue an installation when you receive an error message from the prereqChecker program.
Verify the system ¢p command when using emacs or other freeware.

If you have emacs or other freeware installed on your HP-UX system, verify that the system cp
command is being used.

a. Type which cp at the command prompt before running the installation program for the WebSphere
Business Integration Server Foundation product.

b. Remove the freeware directory from your PATH if the resulting directory output includes freeware.
For example, if the output is similar to this /opt/freeware/bin/cp message, remove the directory
from the PATH.

c. Install the WebSphere Application Server Network Deployment product.
d. Add the freeware directory back to the PATH.

If you install with a ¢p command that is part of a freeware package, the installation might appear to
complete successfully, but the Java 2 SDK that the product installs might have missing files in the
install_root/ java directory.

Missing files can destroy required symbolic links. If you remove the freeware cp command from the
PATH, you can install the Network Deployment product successfully.

Perform the following step to verify that the Java 2 SDK is working correctly.

Verify the Java 2 SDK on the WebSphere Application Server Network Deployment CD. If you copied
the product CD to back it up and are using a backup version, perform the following steps to verify
that the Java 2 SDK on the product CD-ROM is working correctly.

a. Change directories to the /sun/WAS/jdk/java/bin directory on the product CD-ROM.
For example:
cd /mnt/sun/WAS/jdk/java/bin
b. Verify the Java 2 SDK version.
Type the following command:
./java -version
The command completes successfully with no errors when the Java 2 SDK is intact.

Select the Installation wizard method or the silent installation method but do not start the installation
yet. The installer program has two interfaces, the Installation wizard and a silent command-line
installation.

Performing the installation with the wizard
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You can start the Installation wizard using the Launchpad or directly using the install command.

The default installation method is to open a command window and issue the command to start the
Launchpad tool. Click the Install the product option on the Launchpad. (See [‘Using the Launchpad
[to start the installation” on page 173.)

This option launches the Installation wizard in the language of your machine locale unless there is no
translation for your locale, in which case you receive the English version.

A short delay occurs before the ISMP wizard displays. You do not need to click the Install the product
option more than once to cause the wizard to display. The delay is particularly noticeable on
x-windows platforms.

You can also start the Installation wizard using the /edrom/cdromO0/sun/install command, where
/cdrom/cdromd is the mount point for the product CD-ROM and sun is the platform directory.

Performing a silent installation

You can perform a silent installation using the -options responsefile parameter with the command
method:

fully_qualified CD_pathname/install
-options fully qualified _hard disk _drive_path_name/responsefile

# /cdrom/sun/install -options /tmp/my_responsefile
Start the silent installation with a fully qualified path to the options response file. Otherwise, the
Installation wizard starts.

A silent installation causes the installation program to read your responses from the options response
file, instead of from the wizard interface. You must customize the responsefile before installing silently.
See [Customizing the Network Deployment options response filgl

After customizing the file, you can issue the command to silently install. See [“Installing silently” or|

After issuing the command, the following text displays:

.InstallShield Wizard
Initializing InstallShield Wizard...

Searching for Java(tm) Virtual Machine...

The silent installation runs without displaying status to the window:

* Press Enter when the installation is complete to return to the command prompt.
* Press Enter at any time to return from a background job to the command prompt.

You can change the -W launchPRTBean.active option in the response file to display the Registration
panel to indicate the completion of a silent installation on a local system with a graphical user
interface.

To determine the status of the silent installation, review the installation logs in the install_root/10gs
directory or in the /tmp directory. See [‘Troubleshooting the installation” on page 185 for more
information about log files.

Silent installation is particularly useful if you install the product often.

The rest of this procedure assumes that you are using the Installation wizard. Corresponding entries
in the response file exist for every prompt that is described as part of the wizard.

Review the description of the ['responsefile” on page 175|for more information. Comments in the file
describe how to customize their options.

Asynchronous and synchronous command lines

After running the install command, the command line returns synchronously. A synchronous install
command returns the command line after the installation is complete.
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You can start the installation asynchronously with the installation process and its children processes
all running as background processes. Consult your operating system documentation to learn how to
issue asynchronous commands. After running the install command, the command line returns
immediately.

Do not misinterpret an asynchronous command line to mean that the installation has finished when
the command prompt returns. Although the command line returns, either the Installation wizard or a
silent installation might still be in progress.

Installing with a network file system mount
If you must use an NFS mount, see the following installation tip:

Table 22. Installation tip

Operating platform Tip in [*Platform-specific tips for installing and migrating” on page 131|
All platforms [Platform-specific issues when dealing with network file systems|
17. If you have uninstalled WebSphere Application Server Enterprise Edition Version 4.1, remove any

18.

19.

20.

21.

22.

entries from the /usr/bin/jitk.db file. Remove any remaining artifacts from an uninstalled Enterprise
Edition V4.1 system to prevent the display of the Coexistence panel or the Migration panel during
installation.

The Installation wizard for WebSphere Business Integration Server Foundation might display the
Migration panel or the Coexistence panel even though you have uninstalled WebSphere Application
Server Enterprise Edition Version 4.1. You can prevent the Installation wizard from recognizing a
previously deleted version of Enterprise Edition by removing the following entry from the
Jusr/bin/jitk.db file:

WebSphere Enterprise Edition Server 4.1

Remove other Version 4.x entries for WebSphere Application Server products that are no longer on
your system.

Insert the product CD-ROM labeled, Deployment Manager into a CD drive to automatically mount the
drive.

If the Solaris machine is configured to auto mount CDs, Solaris automatically mounts the product CD.

Open a shell window if Solaris did not automatically mount the CD. Use the same shell window
throughout the installation procedure.

Start the installation with the /edrom/cdrom0/sun/launchpad.sh command, where /cdrom/cdrom0 is
the mount point for the product CD-ROM and sun is the platform directory on the CD. You can also
start the installation with the /edrom/cdrom0/sun/install command:

# /cdrom/cdrom@/sun/install

The readme link in the Launchpad is to the readme.html file in the CD root directory. The Getting
Started document that contains installation information is in the docs directory on the CD.

5.1+ Download a new installation guide at
[ftp:/ftp.software.ibm.com/software/webserver/appserv/library/wasv51nd_gs.pdi

The rest of this procedure assumes that you are using the Installation wizard. Corresponding entries
in the response file exist for every prompt that is described as part of the wizard. Review the
description of the [‘responsefile” on page 175|for more information. Comments in the file describe how
to customize the options.

Click Next to continue. The license agreement displays.

The Installation wizard does not support hot keys, such as Alt-N. You can tab to Next and press
Enter to select it, for example.

Click the radio button beside the | accept the terms in the license agreement message if you agree
to the license agreement and click Next to continue. After you accept the licensing terms, the
Installation wizard checks for prerequisites and for previous versions, with which it can either migrate
or coexist.

As the Network Deployment product version changes, its prerequisites and corequisites change.
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The Network Deployment product simplifies migrating product prerequisites, by providing the option to
install a complimentary Java 2 SDK on your supported operating system. You can uninstall back-level
prerequisites and let the Installation wizard install current versions.

If the wizard finds a previous version of WebSphere Application Server, it prompts you to migrate
applications and the configuration from the previous version, or to coexist with it. If it finds more than
one previous version, the Installation wizard lists them for you to select which one to migrate. As of
V5.1, the Installation wizard also lists WebSphere Application Server - Express as a candidate for
automatic migration, when detected.

Use the same cell name when migrating Network Deployment from V5.0.x to V5.1.x. If you use a
different cell name, federated nodes cannot successfully migrate to the Network Deployment V5.1.x
cell.

You can use a different node name, if you prefer, when migrating Network Deployment from V5.0.x to
V5.1.x. However, you must use the administrative console after installation, to change the Secure
Sockets Layer (SSL) settings that mention the node name.

Migrating or coexisting with an existing WebSphere Application Server node that Solaris does
not recognize.

In some cases, the InstallShield for MultiPlatforms (ISMP) program does not detect a previously
installed version of WebSphere Application Server because of a failure to read the registry keys on
Solaris. You can force the migration and coexistence panel to display, by starting the installation with
an option on the /edrom/sun/install command.

For example, use this command:
./install -W previousVersionDetectedBean.previousVersionDetected="true"

You can also force the appearance of the coexistence panel to change conflicting port number
assignments. For example, force the coexistence panel to appear using this command:

./install -W coexistenceOptionsBean.showCoexistence="true"
On either panel, identify the location of the existing product instance to cause it to be recognized.

Use the same cell name when migrating Network Deployment from V5.0.x to V5.1.x. If you use a
different cell name, federated nodes cannot successfully migrate to the Network Deployment V5.1.x
cell.

You can use a different node name, if you prefer, when migrating Network Deployment from V5.0.x to
V5.1.x. However, you must use the administrative console after installation, to change the Secure
Sockets Layer (SSL) settings that mention the node name.

Choose whether to install additional features or to install the product again, when there is a previous
installation of the same level product. You can add features at any time, by running the installation
wizard again.

This installation wizard panel appears when the installer program detects a previous installation at the
same product level. The panel lets you select whether to add features to the existing installation, or
perform a new installation to another directory.

If you intend to install additional features, follow this procedure to avoid component regression
problems:

a. Uninstall any interim fixes.

b. Uninstall any cumulative fixes you installed, starting with the last one and finishing with the first
one.

c. Uninstall any fix packs you installed, starting with the last one and finishing with the first one.

d. Log off as root and back on.

e. Install new features.

f. Install the most current fix pack.

g. Install the most current cumulative fix.

h. Install any interim fixes to bring the node back to its previous fix level.

i. Use the administrative console on the Network Deployment node to synchronize all node agents.
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24. Choose to migrate applications and the configuration from a previous version, to coexist with another
version, or to neither coexist or migrate. Click Next to continue. See [‘Migrating and coexisting” on|

page 311| for more information.

All WebSphere Application Server products on a single machine share some of the code in the
embedded messaging feature, if installed. The required level of the embedded messaging feature for
V5.1 (CSDO04) is not the same as for V5.0.0 or V5.0.1. The required level of the embedded
messaging feature for V5.1 is the same as for V5.0.2.

If you attempt to install V5.1 on a machine where a version of the embedded messaging feature is at
a release level earlier than CSDO04, the installer program displays the message log in a panel. The
message that you see is similar to one of the messages in the following example:

MQSeries or WebSphere MQ server at an earlier release than required to support

embedded messaging is already installed on the system.

Unsupported earlier maintenance level of MQSeries or WebSphere MQ detected.

Unsupported earlier release of MQSeries client or WebSphere MQ client detected.

Unsupported maintenance level of MQSeries client or WebSphere MQ client detected.

Software conflict with MQSeries JMS SupportPac MA88 detected.

To correct the problem, perform one of the following actions:

* Upgrade the full MQSeries or WebSphere MQ product to WebSphere MQ at the latest level that
supports embedded messaging (CSD04).

51+

See|Installing WebSphere embedded messaging as the JMS provider for more information.

* Uninstall the existing MQSeries or WebSphere MQ product if MQSeries or WebSphere MQ is not
required on this system and reinstall the WebSphere Application Server product. Select the
embedded messaging feature.

The MQSeries JMS SupportPac MA88 problem is slightly different. Uninstall the MQSeries JMS
SupportPac MA88 and reinstall the WebSphere Application Server product, selecting the embedded
messaging feature. The function provided by SupportPac MA88 is included in the embedded
messaging feature.

You can upgrade the WebSphere Application Server product to V5.0.2 before migrating it to V5.1 to
avoid any problem with an incorrect level of the embedded messaging feature. See
[Version 5.0.0 or Version 5.0.1 product to Version 5.0.2” on page 362.|

You can also perform the procedure for migrating V5.0.0 or V5.0.1 with embedded messaging to
V5.1. See [‘Migrating Version 5.0.0 or Version 5.0.1 of WebSphere Application Server with embedded|
[messaging to Version 5.1” on page 338.|

To share embedded messaging in a coexistence environment, the node names for each installation
must be unique, so that each installation has a message queue manager that is named uniquely. To
migrate V5.0.2 to V5.1, the node names must be identical. Therefore, the queue manager names are
also identical, if you are migrating from V5.0.2 to V5.1.

To prevent losing the queue manager when you uninstall V5.0.2 (or V5.1), you must create a dummy
queue manager before uninstalling one of the WebSphere Application Server versions. A series of
migration topics in [‘Migrating and coexisting” on page 311| describe how to migrate after the
installation.

51% The first rule of migration is to migrate after you install WebSphere Business Integration Server
Foundation, if you are planning to install the Integration Server:

If you are planning to install these products: Select the migration option while installing this
product:
Network Deployment Integration Server Network Deployment Integration Server
X X
X X X

The exception to the rule is to migrate V3.5.x to V5.1 during the installation of the base product or the
Network Deployment product, before extending either product.
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54+ Migrating Integration Server also migrates the product that Integration Server extends.

You can perform a silent migration or configure for coexistence during a silent installation. Refer to
[‘Installing silently” on page 174|for a description of performing a silent installation, including the
options that you can specify.

The migration prompt appears only when the Installation wizard detects a previous version. The
coexistence prompt appears when the Installation wizard detects any other installation, including
another Version 5 installation.

If you choose to coexist, the wizard displays a Port selection panel, where you can specify port
assignments that do not conflict with existing ports. For example, you can change the HTTP transport
port for coexistence, from 9081 (one more than the default Version 5 port number) to 9085 or higher,
to avoid potential conflicts with port numbers that previous versions of WebSphere Application Server
commonly use.

Use the netstat -a command to display all ports in use.

AL you choose neither the migration option nor the coexistence option, you can run Version
5.1.x and the previous version, but not at the same time. Although it is possible that both versions
might coexist without port conflicts, you can ensure that both versions run together by selecting the
coexistence option and checking for conflicting port assignments.

The Migration panel lists all previous releases that it can identify. If you highlight a release, the text
boxes labeled, "select previous version,” show the location of the previous product. Select the
product to migrate. If you do not see the previous version that you intend to migrate, click Select
previous version to enter a location and configuration file name if you are migrating a WebSphere
Application Server Advanced Edition Single Server Edition, Version 4.0.x installation.

The field labeled "Configuration file” is valid only for WebSphere Application Server Advanced Edition
Single Server Edition, Version 4.0.x. For the other versions of WebSphere Application Server that are
supported by migration (Version 3.5 Standard Edition, Version 3.5 Extended Edition, and Version 4.0
Advanced Edition), the admin.config file provides the host and port values for the administrative
server. If you use a file name other than admin.config, issue the commands that call the migration
tools instead of migrating while installing. Issuing the commands that call the migration tools is
described in ['Migrating and coexisting” on page 311 |

Migrate V3.5.x to V5.1 during the installation of the base product or the Network Deployment product,
before installing the Integration Server product.

You must start the administrative server of some previous versions so that the Installation wizard can
export the configuration from the admin.config file.

Although you might select migration at this point in the installation process, the actual migration does
not begin until after the Version 5 installation is complete. At that time, if the WASPreUpgrade tool
fails, the Installation wizard does not call the WASPostUpgrade tool to complete the migration, but
instead displays the WASPreUpgrade.log and WASPostUpgrade.Tlog log files for you to diagnose the
problem. After fixing the problem, such as starting the administrative server of a previous release, you
can start the migration again, as described in [‘Migrating and coexisting” on page 311 |

Select features to install and click Next to continue. A description of each feature appears at the
bottom of the panel when you roll the cursor over the feature.

Choose from these features:
Deployment manager
Installs the product run time. It provides high performance and scalability across your
deployment environment. It includes multiserver administration, server clustering, load
balancing and workload management for hosting highly available e-business applications.
Web services
The UDDI registry and the IBM Web Services Gateway are enterprise applications that you
can deploy to:
* A base WebSphere Application Server product node federated within a Network
Deployment cell
» A stand-alone base WebSphere Application Server node
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27.

The Network Deployment product is not a stand-alone product for running enterprise
applications. To deploy UDDI or the gateway, install the base WebSphere Application Server
product. Although it is not installed by default, a copy of the base WebSphere Application
Server product is packaged with the Network Deployment product.

51% gee |Deve|oping Web services| for more information.

UDDI Registry
Installs a Version 2 compliant universal description, discovery, and identification
(UDDI) registry, accessible from the UDDI registry user console application, or from
SOAP or EJB interfaces.

5:1% gee [BM WebSphere UDDI Registry| for more information.

Web Services Gateway
Includes a gateway between Internet and intranet environments so that clients can
invoke Web services safely from outside a firewall. The gateway uses automatic
protocol conversion for externalizing Web services.

5:1% gee [Enabling Web services through the IBM Web Services Gateway] for more
information.
Embedded messaging client
Includes the client necessary for the administration of WebSphere MQ Queues and the
mapping of JMS resources into the deployment manager JNDI namespace. It is the same
client that you can install as part of the base product embedded messaging feature.

You can run the uninstaller program to remove all installed features.

Specify a destination directory and click Next to continue. Deleting the default target location and
leaving an installation directory field empty stops you from continuing the installation process. The
Installation wizard does not proceed when you click Next. Enter the required target directory to
proceed to the next panel. Non-ASCII special characters are not supported in the name of the
installation directory. Spaces are also not supported in the name of the installation directory.

The installer program checks for required space at the beginning of the installation. If you do not have
enough space, stop the installation program, free space by deleting unused files and emptying the
recycle bin, and restart the installation.

If not enough space is available, cancel the installation, allocate the 150 MB of temporary space that
is required, and reinstall. The actual space required depends on the features that you are installing.

If you have problems accessing the administrative console after installation, check the
installAdminConsole.1og file for a failure indication. Clean up the /tmp space and reinstall the
administrative console using the wsadmin scripting facility.

If you must increase the /tmp allocation, stop the installation program, increase the allocation, and
restart the installation.

Specify node information and click Next. Specify the node name and host name. Although the wizard
inserts the machine name (of the installation platform) as the node name, you can specify any unique
name. The node name is an arbitrary WebSphere Application Server-specific name that must be
unique within a cell.

The host name is the network name for the physical machine on which the node is installed. The host
name must resolve to a physical network node on the server. When multiple network cards exist in
the server, the host name or IP address must resolve to one of the network cards. Remote
WebSphere Application Server nodes use the host name to connect to and to communicate with this
node. Selecting a host name that other machines can reach within your network is extremely
important. Do not use the generic localhost identifier for this value.

If you define coexisting nodes on the same computer with unique IP addresses, define each IP
address in a domain name server (DNS) look-up table. WebSphere Application Server configuration
files do not provide domain name resolution for multiple IP addresses on a machine with a single
network address.
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The value that you specify for the host name is used as the value of the hostName property in
WebSphere Application Server configuration documents. Specify the host name value in one of the
following formats:

* Fully qualified domain name servers (DNS) host name string, such as
xmachine.manhattan.ibm.com

* The default short DNS host name string, such as xmachine
* Numeric IP address, such as 127.1.255.3

The fully qualified DNS host name has the advantage of being totally unambiguous and also flexible.
You have the flexibility of changing the actual IP address for the host system without having to
change the WebSphere Application Server configuration. This value for host name is particularly
useful if you plan to change the IP address frequently when using Dynamic Host Configuration
Protocol (DHCP) to assign IP addresses. A format disadvantage is being dependent on DNS. If DNS
is not available, then connectivity is compromised.

The short host name is also dynamically resolvable. A short name format has the added ability of
being redefined in the local hosts file so that the system can run WebSphere Application Server even
when disconnected from the network. Define the short name to 127.0.0.1 (local loopback) in the hosts
file to run disconnected. A format disadvantage is being dependent on DNS for remote access. If
DNS is not available, then connectivity is compromised.

A numeric IP address has the advantage of not requiring name resolution through DNS. A remote
node can connect to the node you name with a numeric IP address without DNS being available. A
format disadvantage is that the numeric IP address is fixed. You must change the setting of the
hostName property in WebSphere Application Server configuration documents whenever you change
the machine IP address. Therefore, do not use a numeric IP address if you use DHCP, or if you
change IP addresses regularly. Another format disadvantage is that you cannot use the node if the
host is disconnected from the network.

Review the summary information and click Next to install the product code or Back to change your
specifications. The Summary panel displays the directory for the embedded messaging feature
incorrectly on all Linux and UNIX-based platforms, as /opt/IBM/WebSphere MQ. Actual installation
locations are /usr/mgm on AIX systems, and /opt/mgm on Linux and all UNIX-based platforms except
AIX. When the installation is complete, the wizard displays the install_root/1ogs/mq_install.log
installation log if you selected the embedded messaging feature and errors occur with its installation.

Review the mq_install.log installation log if it displays. Click Next to continue. The wizard displays
the Registration panel.

Click Next to register the product, or clear the check box and click Next to register at a later time.
The Installation wizard starts the First Steps tool. See [‘firststeps command” on page 182.]

Verify the success of the installer program by examining the Exit summary panel and the
install_root/1ogs/1og.txt for installation status. ISMP records a success message in the
install_root/1ogs/1og.txt file: "INSTFIN: The installation is complete.” The log is the only source of
status information for a silent installation.

Look for severe errors that the installer records in the install_root/10gs/1og.txt file in the installation
root directory to verify that no file system or other unusual errors occurred during installation.

If the install_root/1ogs/10g.txt file does not contain a record of any problems but problems exist,
verify or troubleshoot the installation, as described in[“Troubleshooting the installation” on page 185]
and in [Installation component troubleshooting tips| .

If problems exist, correct them, uninstall the product, as described in |“Uninstal|ing the product” on|
_

age 273,[log off as root and back on, and reinstall.
When installing WebSphere Application Server with embedded messaging from the CD-ROM, the
following warning messages are issued despite successful installation:

MQSERIES.MQM-CL-HPUX: A test command parameter is not valid." and "=
"hostname:/cdrom/hpux/messaging/images": Cannot open the
logfile on this target or source. Possibly the media is
read-only or there is a permission problem." on mq_install.log.
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You can ignore the warning messages, because the problem does not affect the successful
installation of WebSphere Application Server with embedded messaging.

32. Click Finish to close the Installation wizard.

33. Close the terminal window that remains open after the installation finishes. When installing
WebSphere Application Server from the product CD onto a Solaris system, the ISMP installation
wizard launches a terminal window, which remains open after the installation is complete. This
window contains the following text:

InstallShield Wizard
Initializing InstallShield Wizard...

Searching for Java(tm) Virtual Machine...

Close the window after the installation completes.

34. Restrict access to the /var/mgm/errors directory and messaging logging files. After installing the
embedded messaging feature, you must restrict access to the /var/mgm directory and to log files that
are needed for embedded messaging, such that only the mgm user or members of the mgm user
group have write access. For detailed information, see |Installing WebSphere embedded messaging|
[as the JMS providerl and [Securing messaging directories and log fileq .

35. Install the most current fix pack and cumulative fix for the Network Deployment product. See
[Recommended updates for WebSphere Application Servei for information about downloading and
installing the upgrades.

36. Tune your system for performance. For best performance on any platform, see[Tuning performance]
[parameter index|.

37. Optional: Create a monitored process for one or more Application Server processes or for the HTTP
Server, as described in[‘Automatically restarting server processes” on page 176.

You can create monitored processes after the installation is complete.

Processes started by a startManager.sh command are not running as monitored processes,
regardless of how you have configured them. You must start the deployment manager process with a
shell script based on the example rc.was file, to have the deployment manager running as a
monitored process.

The Installation wizard configures the product. It is not necessary to perform further configuration at this
time.

You have now registered and successfully installed WebSphere Application Server Network Deployment
and the features that you selected.

Uninstalling and reinstalling

See |Uninstalling the product for information about uninstalling any WebSphere Application Server product.

5.4+ Reinstalling a V5.1 instance on a Solaris platform after uninstalling and leaving the
embedded messaging feature installed

A% you uninstall a V5.1 instance but leave the embedded messaging feature because of other
WebSphere Application Server instances, clean up the /var/sadm/pkg directory before reinstalling V5.1.

5.1+ If you uninstall all WebSphere Application Server products on the machine and are now reinstalling,
follow the procedure in[‘Manually uninstalling on Solaris platforms” on page 309 instead of the following
procedure.
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31% vou must perform this procedure before you can reinstall the product into the same installation root
directory on Solaris platforms. Otherwise you must reinstall the product into another directory and you
might have a problem reinstalling the embedded messaging feature.

5:1% Assume that V5.0.x base exists in /opt/WebSphere/AppServer50 with the embedded messaging
server and client feature. You then install V5.1 base to the following directory,
/opt/WebSphere/AppServer5l, but later you uninstall the V5.1 base product and leave the embedded
messaging feature installed. And now you decide to reinstall the V5.1 base product.

1. Make the /var/backupForWAS51Reinstall backup directory.

2. Change directories to /var/sadm/pkg, and type 1s -1t | grep WSBAA51 to find packages that contain
the base WebSphere Application Server.

(The directory for Network Deployment is WSNAA51.)

3. If the WSBAA51 directory exists, change directories to the WSBAA51 directory and read the pkginfo file in
the /var/sadm/pkg/WSBAA51 directory.

Find the installation location for V5.1. If the location is the same installation location as the V5.1
product you uninstalled, move the /var/sadm/pkg/WSBAA51 folder to /var/backupForWAS51Reinstall.

The following example shows how to display the pkginfo file:

# pwd

/var/sadm/pkg/WSBAA51

# 1s -1t

total 6

-rw-r--r-- 1 root other 591 Oct 27 15:46 pkginfo
drwxr-xr-x 2 root other 512 Oct 27 15:46 install
drwxr-xr-x 2 root other 512 Oct 27 15:46 save

# cat pkginfo

# VPD created by InstallShield MultiPlatform Edition
# Mon Oct 27 15:46:34 EST 2003

ARCH=sparc
BASEDIR=/opt/WebSphere/AppServer51
CATEGORY=application

CLASSES=none

DESC=

ISJE_INSTALL_STATUS=3

ISJE_IS_ACTIVE=true

ISJE_IS PUBLICLY SHAREABLE=false
ISJE_NAME=IBM WebSphere Application Server
ISJE_PARENTS=WSBAA51:5.1.0.0.DSP=:1
ISJE_PRODUCT_NUMBER=5.1.0.0
ISJE_REQUIRED_COUNT=0

ISJE_SOURCES=

ISJE_UID=WSBAA51
ISJE_UNINSTALLER="_uninst" "uninstall.jar" "uninstall.dat" ""
ISJE_VPD_VERSION=4.5

ISJE_WEB=

NAME=WebSphere Application Server
PKG=WSBAA51

PKGINST=WSBAA51

VENDOR=

VERSION=5.1.0.0.DSP=

When two instances of V5.1 WebSphere Application Server exist, for example, with one installed and
one uninstalled, two files exist in the /var/sadm/pkg directory. One is the /var/sadm/pkg/WSBAA51 file;
the other is the /var/sadm/pkg/WSBAA51.2 file. For example:

#1s -1t | grep WSBAA

drwxr-xr-x 4 root other 512 Oct 27 18:52 WSBAA51.2
drwxr-xr-x 4 root other 512 Oct 27 15:46 WSBAA51
drwxr-xr-x 3 root other 512 Oct 21 13:32 WSBAA

4. Verify that you are moving the correct file to the backup directory.
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You can do this by examining the pkginfo files. Do not touch entries for other WebSphere Application
Server products that might be present on the platform, such as WS entries for existing WebSphere
Application Server V5.0.x.

5. Run the Is -It | grep WSBM command to get all of the embedded messaging packages.

For example:

#

#1s -1t | grep WSBM

drwxr-xr-x 4 root other 512 Oct 27 18:52 WSBMQ1AA.2
drwxr-xr-x 4 root other 512 Oct 27 18:52 WSBMQ2AA.?2
drwxr-xr-x 4 root other 512 Oct 27 18:52 WSBMS4AA.2
drwxr-xr-x 4 root other 512 Oct 27 18:52 WSBMS6AA.?2
drwxr-xr-x 4 root other 512 Oct 27 18:52 WSBMQAA.2
drwxr-xr-x 4 root other 512 Oct 27 15:46 WSBMS4AA
drwxr-xr-x 4 root other 512 Oct 27 15:46 WSBMS6AA
drwxr-xr-x 4 root other 512 Oct 27 15:46 WSBMQ1AA
drwxr-xr-x 4 root other 512 Oct 27 15:46 WSBMQ2AA
drwxr-xr-x 4 root other 512 Oct 27 15:46 WSBMQ3AA
drwxr-xr-x 4 root other 512 Oct 27 15:46 WSBMQAA
drwxr-xr-x 4 root other 512 Oct 27 15:46 WSBMSAA

6. lIdentify entries that are related to the V5.1 product that you uninstalled.

Examine the pkginfo file for each entry. In the previous example, ".2" entries relate to the product you
uninstalled, which was originally in the /opt/WebSphere/AppServer51 directory. Use a command to
move all the ".2" entries into the backup directory. For example, run the following command from the
/var/sadm/pkg/ directory:

mv WSBM«%.2 /var/backupForWAS51Reinstall

For V5.1 of Network Deployment, all related embedded messaging entries start with WSNM. Run the
following command to show the Network Deployment entries:

Ts -1t | grep WSNM

For V5.1, all related embedded messaging entries are related to the base product or to the Network
Deployment product. No embedded messaging entries start with WSEM.

7. Rename /opt/WebSphere/AppServer51 to /opt/WebSphere/AppServer51 bk before reinstalling V5.1.

Miscellaneous tips for Solaris platforms

Table 23. Installation and migration tips

Operating platform Tip in [‘Platform-specific tips for installing and migrating” on page 131|

Solaris platforms [Solaris operating environment|
+ |Using the unzip function, not the jar command, to decompress downloaded fileg|
+ |Configuring the converter.properties file to use EUC-JP (Japanese) encoding|
« |Configuring the Domino Server plug-in|
« |Avoiding problems starting application servers in zh_TW.EUC locale on Solaris|

All platforms All platform

All Linux and UNIX platforms |All Linux and UNIX-based platforms|

Installing Network Deployment on Windows platforms

This topic describes how to install the WebSphere Application Server Network Deployment product from a
user ID that belongs to the administrator group.

You cannot install the product correctly from a user ID that does not belong to the administrator group.
Some steps of the installation procedure require the administrator group ID to have the following advanced
user rights, Act as part of the operating system and Log on as a service.

If you encounter a problem such as not having enough space or not having the right prerequisite updates
on your system, cancel the installation, make the required changes, and restart the installation.
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The installation uses InstallShield for Multiplatforms (ISMP) to perform the installation. You can use the
Installation wizard or perform the installation from a command line, using the silent installation method.

Installation programs in WebSphere Application Server products

51+
Product Link to installation procedure Label on product CD
(Base) WebSphere Application Server ||Base product installation| Application Server, IBM HTTP
Server
Network Deployment [Network Deployment installation| Deployment Manager
(which links to this procedure!)
WebSphere Business Integration |Integration Server installation| Integration Server Disk 1 and
Server Foundation Integration Server Disk 2

Use the Network Deployment installation image to manage a multimachine environment, where you have
installed the base product on different machines and want to manage the Application Servers in a group,
or cell. If you buy the Network Deployment product, you also get the base product in the package.

WebSphere Business Integration Server Foundation is the V5.1 level of the Enterprise product.
WebSphere Business Integration Server Foundation, Version 5.1 extends the base WebSphere Application
Server V5.1 product. After migrating the underlying product to V5.1, do not reinstall the V5.0.x Enterprise
product. Version 5.0.x of the Enterprise product does not extend Version 5.1 of the base WebSphere
Application Server product nor does it extend the V5.1 Network Deployment product.

A% g you buy the WebSphere Business Integration Server Foundation product, you also get the
Network Deployment product and the base product in the package.

Creating multiple Application Servers on a single machine

Although you can create multiple servers on a base WebSphere Application Server node, the servers all
share one set of configuration files. Changes that you make to one server affect the others. Configuration
documents might become corrupted. The wsinstance command can create multiple configuration
instances. Each instance is a stand-alone Application Server with its own set of configuration files. Or
install the Network Deployment product to create and manage multiple base Application Servers.

Order of installation

3:1% |nstall the base product before installing the Network Deployment product when installing both
products on the same machine. Install the Network Deployment product before the Integration Server
product that extends the Network Deployment product. You can install the Integration Server product
before the base product. The Integration Server product can install the base product in what is known as
an umbrella installation but Integration Server cannot install the Network Deployment product. Some
features of the base product cannot be installed by Integration Server.

The embedded messaging feature that is included in the default installation requires that you install base

before Network Deployment when installing both on the same machine. Otherwise, the order does not
matter. See the following installation tip for more information:
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Table 24. Installation tip

Operating platform Tip in [‘Platform-specific tips for installing and migrating” on page 131|

All platforms Installing WebSphere Application Server products in order on the same machine,|
when installing the embedded messaging component]|

This topic is available in Adobe PDF format on the product CD-ROM and online in an information center.
The information center always has the most current information. The information center displays in the
language of your machine locale if possible.

The installation guide PDF is updated occasionally. Download a new installation guide from:

5.1+ fitp://ftp.software.ibm.com/software/webserver/appserv/library/wasv51nd_gs.pdf|

The Launchpad tool lets you access the product overview, the readme.html file, and the installation guide.
See [‘Using the Launchpad to start the installation” on page 173.|

You also use the Launchpad during the installation procedure to install the product. The installation

program performs the following actions:

» Checks prerequisites automatically

* Looks for a previous WebSphere Application Server installation, to determine whether to display the
Migration panel or the Coexistence panel during the installation

* Installs the IBM HTTP Server and other features, if you select them

After using the Launchpad to view product documentation, perform the following procedure. The procedure
includes several preliminary steps before actually launching the installer program.

1. Stop all WebSphere Application Server-related Java processes on the machine where you are
installing the product.
2. Stop any Web server process such as the IBM HTTP Server, if you are extending the base product.

3, 5% Stop all instances of the process_spawner.exe program on a Windows system before installing.

4. Provide adequate disk space.

51% The Network Deployment product requires the following disk space:

520 MB for the C:\Program Files\WebSphere\AppServer directory
The installation root directory includes the base product code.

100 MB for the C:\temp directory
The temporary directory is the working directory for the installation program.

Verify that you have at least 100 MB of free space to avoid problems.

A message about free space occurs when less than 4 MB of free space remains on the disk
that contains the system temp directory after starting the installation.

620 MB total requirement without the embedded messaging feature
Space requirements for the embedded messaging feature are described in the next step.

The Installation wizard displays required space for individual features on the Feature selection panel.
The Installation wizard also warns you if you do not have enough space to install the product and the
cumulative fixes.

If you plan to migrate applications and the configuration from a previous version, verify that

application objects have available disk space. As a rough guideline, plan for space equal to 110

percent of the size of the application objects:

* For Version 3.5.x: The size of application Java archive (JAR) files, Web archive (WAR) files, and
servlet files

* For Version 4.0.x: The size of enterprise archive (EAR) files
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. S For Version 5.0.x: The size of EAR files

5. Allocate adequate disk space for the embedded messaging feature if you are planning to install the
feature. You can specify the file system into which the embedded messaging feature is installed. The
following table shows default locations and free space requirements for the base messaging functions
and the messaging broker functions for publish/subscribe messaging.

Table 25. Space requirements for the embedded messaging feature on Windows platforms

Component Base messaging
Installation directory C:\Program Files\IBM\WebSphere MQ
Client subfeature 15 MB

If you are using the Installation wizard to install IBM WebSphere Application Server, you can specify
an installation location for the embedded messaging client feature. You can also specify an
installation location for the embedded messaging feature when installing silently.

6. Prepare to install the embedded messaging feature. The embedded messaging feature is based on
the IBM WebSphere MQ product. The feature and the product each provide a Java message service
(JMS) function that supports queues for point-to-point messaging and topics for publish and subscribe
messaging. You can install the deployment manager with the embedded messaging client feature with
or without the WebSphere MQ product on the same machine. To support both the embedded
messaging feature and the WebSphere MQ product on the same machine, the WebSphere MQ
product must be at a certain fix level and must have several of its features installed.

If you already have WebSphere MQ installed, you can configure it as the JMS provider. Otherwise,
you can install the embedded messaging feature during the installation of the base Application Server.
You can also install the WebSphere MQ product or another JMS provider after you install the
WebSphere Application Server products.

On a machine where you want application servers to run messaging applications that use a JMS
provider on another host, install IBM WebSphere Application Server or the deployment manager with
the embedded messaging client feature.

Even though you might decide now to install only the embedded messaging feature, you can install

the WebSphere MQ product later and use the IBM WebSphere MQ product as the JMS provider
instead.

7. 5% Verify that you have upgraded to WebSphere MQ 5.3 with the CSD04 update to install
embedded messaging on a machine where you already have WebSphere MQ installed. The
WebSphere Business Integration Server Foundation package includes copies of the WebSphere MQ
5.3 and Event Broker installation images, with restricted licensing. Use the MQ CD-ROMs to install
the required MQ features or WebSphere MQ 5.3 for use with Integration Server.

Determine if your WebSphere MQ 5.3 installation is at the required level by running the mqver utility
provided by WebSphere MQ.

The required level as indicated by mqver is shown below:

Name: WebSphere MQ
Version: 530.4 (CSDo4
g, 1% Verify that you have installed the required WebSphere MQ 5.3 features to install embedded

messaging on a machine where you already have WebSphere MQ installed. When installing the
embedded messaging client feature, the required MQ feature is Java messaging.
If you attempt to install the embedded messaging feature when WebSphere MQ is already installed,
the level of WebSphere MQ must be Version 5.3 with the required MQ features. Otherwise, the
installation of the embedded messaging feature fails with prerequisite check errors.

9. Verify that prerequisites and corequisites are at the required release levels. Although the Installation
wizard checks for prerequisite operating system patches with the prereqChecker application, review
the prerequisites on the IBM WebSphere Application Server supported hardware, software, and APIs
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10.

11.

12.

13.

if you have not already done so. Refer to the documentation for non-IBM prerequisite and
corequisite products to learn how to migrate to their supported versions.

Some operating systems that were not supported at the time that this product was shipped on
CD-ROM might now be supported. You might receive a message from the prereqChecker program
that an operating system is not supported when, in fact, the operating system is supported.

Always consult the |IBM WebSphere Application Server supported hardware, software, and APIs Web|
to determine whether your operating system is supported when you receive a message from the
prereqChecker program. The Web site lists all supported operating systems and the operating system
fixes and patches that you must install to have a compliant operating system. After confirming that
your operating system is supported and that you have installed all necessary patches, you can click
Next to continue an installation when you receive an error message from the prereqChecker program.

Install the required msvcp60.d11 file for Windows 2000 Server platforms. The embedded messaging
feature requires a DLL file on Windows 2000 Server platforms. The DLL file is already installed on
Windows 2000 Advanced Server and other Windows platforms that are supported. If you see a
message similar to the following example, download the msvcp60.d11 file:

wempsdeletebroker.exe - Unable To Locate DLL
The dynamic 1ink 1ibrary MSVCP60.d11 could
not be found in the specified path...

The prereq checker in the installer program does not check for this DLL file on the Windows 2000
Server platform. If you select the Windows 2000 Support Tools during Windows 2000 Server
installation, the installation program for Windows 2000 Server installs the DLL file in the C:\Program
Files\Support Tools directory. The DLL file is installed during the installation of Windows 2000
Advanced Server in the C: \WINNT\system32 directory.

You can download the DLL file from [the Microsoft Web site |

Lower the Internet Explorer security level from high to medium to view the Product overviews option
from the Launchpad on Windows 2003 machines.

You might see a blank page when trying to view Product overviews from the Launchpad on Windows
2003 machines. Internet Explorer is set with high security level on the internet zone. Use the following
procedure to lower the Internet zone security level to medium:

a. Right-click the Internet Explorer icon on the desktop.

b. Click Properties > Security > Internet Zone.

c. In the Security level for this zone area, move the slider from High to Medium.
d. Click OK to save the change.

Verify the SDK on the product CD. Perform the following steps to verify that the SDK on the product
CD-ROM is working correctly.

a. Change directories to the \win\WAS\jdk\java\bin directory on the product CD-ROM. Type the
following command:

cd €D _Drive D:\win\WAS\jdk\java\bin
b. Verify the SDK version. Type the following command:
.\java -version
The command completes successfully with no errors when the SDK is intact.

Select the Installation wizard method or the silent installation method but do not start the installation
yet. The installer program has two interfaces, the Installation wizard and a silent command-line
installation.

Performing the installation with the wizard

You can start the Installation wizard using the Launchpad or directly using the install command.
The default installation method is to open a command window and issue the command to start the
Launchpad tool. Click the Install the product option on the Launchpad. (See |“Using the Launchpad
[to start the installation” on page 173.)
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This option launches the Installation wizard in the language of your machine locale unless there is no
translation for your locale, in which case you receive the English version. A short delay occurs before
the ISMP wizard displays. You do not need to click the Install the product option more than once to
cause the wizard to display.

You can also start the Installation wizard using the C:\> D:\win\install.bat command, where the D:
drive is your CD-ROM drive and win is the platform directory.

The following example shows a fully qualified call to the installer program:
> fully qualified CD_pathname\install.bat

C:\> D:\win\install
Performing a silent installation

You can also perform a silent installation using the -options C:\fully qualified path\responsefile
parameter with the command method:

C:\> fully qualified CD_pathname\install
-options fully qualified HDD pathname\responsefile

C:\> D:\win\install -options C:\temp\my_responsefile

Start the silent installation with a fully qualified path to the options response file. Otherwise, the
Installation wizard starts.

A silent installation causes the installation program to read your responses from the options response
file, instead of from the wizard interface. You must customize the responsefile before installing silently.
See [Customizing the Network Deployment options response filgl

After customizing the file, you can issue the command to silently install. See[“Installing silently” on

After issuing the command, the following text displays:

.InstallShield Wizard
Initializing InstallShield Wizard...

Searching for Java(tm) Virtual Machine...

The silent installation runs without displaying status to the window:

* Press Enter when the installation is complete to return to the command prompt.
* Press Enter at any time to return from a background job to the command prompt.

You can change the -W launchPRTBean.active option in the response file to display the Registration
panel to indicate the completion of a silent installation on a local system with a graphical user
interface.

To determine the status of the silent installation, review the installation logs in the install_root\10gs
directory or in the system %TEMP% directory. See|“Troubleshooting the installation” on page 185|for
more information about log files.

Silent installation is particularly useful if you install the product often.

The rest of this procedure assumes that you are using the Installation wizard. Corresponding entries
in the response file exist for every prompt that is described as part of the wizard.

Review the description of the |“responsefile” on page 175| for more information. Comments in the file
describe how to customize their options.

Installing with a network file system mount
If you must use an NFS mount, see the following installation tip:

Table 26. Installation tip

Operating platform Tip in [“Platform-specific tips for installing and migrating” on page 131|

All platforms [Platform-specific issues when dealing with network file systems
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14.
15.

16.

17.

18.

19.

Insert the product CD-ROM labeled, Deployment Manager into the CD-ROM drive.

Open a DOS window. Use the same DOS window throughout the installation procedure. Verify that
you are in a read/write directory and not the CD-ROM directory or another read-only directory before
you start the installation.

Start the installation with the D:\win\launchpad.bat command, where the D: drive is your CD-ROM
drive and win is the platform directory on the CD-ROM. You can also start the installation from a
read/write directory using the D:\win\install.bat command:

C:\> D:\win\install

The readme link in the Launchpad is to the readme.html file in the CD root directory. The Getting
Started document that contains installation information is in the docs directory on the CD.

Download the current version of the Getting Started document from:

5.1+ [ftp:/ftp.software.ibm.com/software/webserver/appserv/library/wasv51nd_gs.pdf

The rest of this procedure assumes that you are using the Installation wizard. Corresponding entries
in the response file exist for every prompt that is described as part of the wizard. Review the
description of the [“responsefile” on page 175|for more information. Comments in the file describe how
to customize the options.

Click Next to continue. The license agreement displays.

The Installation wizard does not support hot keys, such as Alt-N. You can tab to Next and press
Enter to select it, for example.

Click the radio button beside the | accept the terms in the license agreement message if you agree
to the license agreement and click Next to continue. After you accept the licensing terms, the
Installation wizard checks for prerequisites and for previous versions, with which it can either migrate
or coexist.

As the WebSphere Application Server Network Deployment product version changes, its prerequisites
and corequisites change.

The Network Deployment product simplifies migrating product prerequisites, by providing the option to
install a complimentary Java 2 SDK on your supported operating system. You can uninstall back-level
prerequisites and let the installation wizard install current versions.

If the wizard finds a previous version of WebSphere Application Server, it prompts you to migrate
applications and the configuration from the previous version, or to coexist with it. If it finds more than
one previous version, the installation wizard lists them for you to select which one to migrate.

Use the same cell name when migrating Network Deployment from V5.0.x to V5.1.x. If you use a
different cell name, federated nodes cannot successfully migrate to the Network Deployment V5.1.x
cell.

You can use a different node name, if you prefer, when migrating Network Deployment from V5.0.x to
V5.1.x. However, you must use the administrative console after installation, to change the secure
sockets layer (SSL) settings that mention the node name.

Choose whether to install additional features or to install the product again, when there is a previous
installation of the same level product. You can add features at any time, by running the installation
wizard again. Reboot the Windows platform after installing and before installing again.

This installation wizard panel appears when the installer program detects a previous installation at the
same product level. The panel lets you select whether to add features to the existing installation, or
perform a new installation to another directory.

If you intend to install additional features, follow this procedure to avoid component regression
problems:

a. Uninstall any interim fixes.

b. Uninstall any cumulative fixes you installed, starting with the last one and finishing with the first
one.

c. Uninstall any fix packs you installed, starting with the last one and finishing with the first one.
d. Reboot the Windows system.
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e. Install new features.

f. Install the most current fix pack.

g. Install the most current cumulative fix.

h. Install any interim fixes to bring the node back to its previous fix level.

i. Use the administrative console on the Network Deployment node to synchronize all node agents.

Choose to migrate applications and the configuration from a previous version, to coexist with another
version, or to neither coexist or migrate. Click Next to continue.

All WebSphere Application Server products on a single machine share some of the code in the
embedded messaging feature, if installed. The required level of the embedded messaging feature for
V5.1 (CSDO04) is not the same as for V5.0.0 or V5.0.1. The required level of the embedded
messaging feature for V5.1 is the same as for V5.0.2.

If you attempt to install V5.0.2 V5.1 on a machine where a version of the embedded messaging
feature is at a release level earlier than CSDO04, the installer program displays the message log in a
panel. The message that you see is similar to one of the messages in the following example:

MQSeries or WebSphere MQ server at an earlier release than required to support
embedded messaging is already installed on the system.

Unsupported earlier maintenance level of MQSeries or WebSphere MQ detected.
Unsupported earlier release of MQSeries client or WebSphere MQ client detected.
Unsupported maintenance Tevel of MQSeries client or WebSphere MQ client detected.

Software conflict with MQSeries JMS SupportPac MA88 detected.
To correct the problem, perform one of the following actions:

* Upgrade the full MQSeries or WebSphere MQ product to WebSphere MQ at the latest level that
supports embedded messaging (CSDO04).

51+

See|Installing WebSphere embedded messaging as the JMS provider for more information.

* Uninstall the existing MQSeries or WebSphere MQ product if MQSeries or WebSphere MQ is not
required on this system and reinstall the WebSphere Application Server product. Select the
embedded messaging feature.

The MQSeries JMS SupportPac MA88 problem is slightly different. Uninstall the MQSeries JMS
SupportPac MA88 and reinstall the WebSphere Application Server product, selecting the embedded
messaging feature. The function provided by SupportPac MA88 is included in the embedded
messaging feature.

After installing the product, reboot the system before installing again.

You can upgrade the WebSphere Application Server product to V5.0.2 before migrating it to V5.1 to
avoid any problem with an incorrect level of the embedded messaging feature. See
[Version 5.0.0 or Version 5.0.1 product to Version 5.0.2” on page 362

You can also perform the procedure for migrating V5.0.0 or V5.0.1 with embedded messaging to

V5.1. See [‘Migrating Version 5.0.0 or Version 5.0.1 of WebSphere Application Server with embedded|
|messaging to Version 5.1” on page 338

To share embedded messaging in a coexistence environment, the node names for each installation
must be unique, so that each installation has a message queue manager that is named uniquely. To
migrate V5.0.2 to V5.1, the node names must be identical. Therefore, the queue manager names are
also identical, if you are migrating from V5.0.2 to V5.1. To prevent losing the queue manager when
you uninstall V5.0.2 (or V5.1), you must create a dummy queue manager before uninstalling one of
the WebSphere Application Server versions.

5% The first rule of migration is to migrate when you install WebSphere Business Integration
Server Foundation, if you are planning to install the Integration Server:
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51+

If you are planning to install these products: Select the migration option while installing this
product:
Network Deployment Integration Server Network Deployment Integration Server
X X
X X X

The exception to the rule is to migrate V3.5.x to V5.1 during the installation of the base product or the
Network Deployment product, before installing the Integration Server product.

51+ Migrating Integration Server also migrates the product that Integration Server extends.

You can also perform a silent migration or configure for coexistence during a silent installation. Refer
to ['Installing silently” on page 174| for a description of performing a silent installation, including the
options that you can specify.

The migration prompt appears only when the Installation wizard detects a previous version. The
coexistence prompt appears when the Installation wizard detects any other installation, including
another Version 5 installation.

If you choose to coexist, the wizard displays a Port selection panel, where you can specify port
assignments that do not conflict with existing ports. For example, you can change the HTTP transport
port for coexistence, from 9081 (one more than the default Version 5 port number) to 9085 or higher,
to avoid potential conflicts with port numbers that previous versions of WebSphere Application Server
commonly use.

Use the netstat -a command to display all ports in use.

In some cases, such as when installing a non-English version, the Installation wizard might not detect
a previous version. You can force the Migration panel or the Coexistence panel to appear, by starting
the installation with an option on the D:\win\install.bat command, where the D: drive is your
CD-ROM drive and win is the platform directory on the CD-ROM.

For example, use this command:
D:\win\install
-W showPreviousVersionDetectedPanel.active="true"
You can also force the appearance of the Coexistence panel to change conflicting port number
assignments using this command:

D:\win\install
-W showCoexistencePanel.active="true"

A% you choose neither the migration option nor the coexistence option, you can run Version
5.1.x and the previous version, but not at the same time. Although it is possible that both versions
might coexist without port conflicts, you can ensure that both versions run together by selecting the
coexistence option and checking for conflicting port assignments.

The Migration panel lists all previous releases that it can identify. If you highlight a release, the text
boxes labeled, "Select previous version,” show the location of the previous product. Select the
product to migrate. If you do not see the previous version that you intend to migrate, click Select
previous version to enter a location and configuration file name if you are migrating a WebSphere
Application Server Advanced Edition Single Server Edition, Version 4.0.x installation.

The field labeled "Configuration file” is valid only for WebSphere Application Server Advanced Edition
Single Server Edition, Version 4.0.x. For the other versions of WebSphere Application Server that are
supported by migration (Version 3.5 Standard Edition, Version 3.5 Extended Edition, and Version 4.0
Advanced Edition), the admin.config file provides the host and port values for the administrative
server. If you use a file name other than admin.config, issue the commands that call the migration
tools instead of migrating while installing. Issuing the commands that call the migration tools is
described in ['Migrating and coexisting” on page 311 ]
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Migrate V3.5.x to V5.1 during the installation of the base product or the Network Deployment product,
before installing the Integration Server product.

You must start the administrative server of some previous versions so that the Installation wizard can
export the configuration from the admin.config file.

Although you might select migration at this point in the installation process, the actual migration does
not begin until after the Version 5 installation is complete. At that time, if the WASPreUpgrade tool
fails, the Installation wizard does not call the WASPostUpgrade tool to complete the migration, but
instead displays the WASPreUpgrade.log and WASPostUpgrade.log log files for you to diagnose the
problem. After fixing the problem, such as starting the administrative server of a previous release, you
can start the migration again, as described in [‘Migrating and coexisting” on page 311

Select features to install and click Next to continue. A description of each feature appears at the
bottom of the panel when you roll the cursor over the feature.

Choose from these features:
Deployment manager
Installs the product run time. It provides high performance and scalability across your
deployment environment. It includes multiserver administration, server clustering, load
balancing and workload management for hosting highly available e-business applications.
Web services
The UDDI registry and the IBM Web Services Gateway are enterprise applications that you
can deploy to:
* A base WebSphere Application Server product node federated within a Network
Deployment cell
* A stand-alone base WebSphere Application Server node

The Network Deployment product is not a stand-alone product for running enterprise
applications. To deploy UDDI or the gateway, install the base WebSphere Application Server
product. Although it is not installed by default, a copy of the base WebSphere Application
Server product is packaged with the Network Deployment product.

91% gee [Developing Web services| for more information.

UDDI Registry
Installs a Version 2 compliant universal description, discovery, and identification
(UDDI) registry, accessible from the UDDI registry user console application, or from
SOAP or EJB interfaces.

3:1* gSee [BM WebSphere UDDI Registry] for more information.

Web Services Gateway
Includes a gateway between Internet and intranet environments so that clients can
invoke Web services safely from outside a firewall. The gateway uses automatic
protocol conversion for externalizing Web services.

51% gee [Enabling Web services through the IBM Web Services Gateway] for more
information.
Embedded messaging client
Includes the client necessary for the administration of WebSphere MQ Queues and the
mapping of JMS resources into the deployment manager JNDI namespace. It is the same
client that you can install as part of the base product embedded messaging feature.

You can run the uninstall program to remove all installed features.
Specify a destination directory. Click Next to continue.

Deleting the default target location and leaving an installation directory field empty stops you from
continuing the installation process. The Installation wizard does not proceed when you click Next.
Enter the required target directory to proceed to the next panel. Non-ASCIl special characters are not
supported in the name of the installation directory. Spaces are also not supported in the name of the
installation directory.
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The installer program checks for required space at the beginning of the installation. If you do not have
enough space, stop the installation program, free space by deleting unused files and emptying the
recycle bin, and restart the installation.

If you have problems accessing the administrative console after installation, check the
instalTAdminConsole.log file for a failure indication. Clean up the system %TEMP% directory and
reinstall the administrative console using the wsadmin scripting facility.

Specify node information and click Next.

Specify the node name, cell name, and host name or internet protocol (IP) address for the
deployment manager. Although the wizard inserts the machine name (of the installation platform) as
the node name, you can specify any unique name. The node name is an arbitrary WebSphere
Application Server-specific name that must be unique within a cell.

The host name is the network name for the physical machine on which the node is installed. The host
name must resolve to a physical network node on the server. When multiple network cards exist in
the server, the host name or IP address must resolve to one of the network cards. Remote
WebSphere Application Server nodes use the host name to connect to and to communicate with this
node. Selecting a host name that other machines can reach within your network is extremely
important. Do not use the generic localhost identifier for this value.

If you define coexisting nodes on the same computer with unique IP addresses, define each IP
address in a domain name server (DNS) look-up table. WebSphere Application Server configuration
files do not provide domain name resolution for multiple IP addresses on a machine with a single
network address.

The value that you specify for the host name is used as the value of the hostName property in
WebSphere Application Server configuration documents. Specify the host name value in one of the
following formats:

* Fully qualified domain name servers (DNS) host name string, such as
xmachine.manhattan.ibm.com

* The default short DNS host name string, such as xmachine
¢ Numeric IP address, such as 127.1.255.3

The fully qualified DNS host name has the advantage of being totally unambiguous and also flexible.
You have the flexibility of changing the actual IP address for the host system without having to
change the WebSphere Application Server configuration. This value for host name is particularly
useful if you plan to change the IP address frequently when using Dynamic Host Configuration
Protocol (DHCP) to assign IP addresses. A format disadvantage is being dependent on DNS. If DNS
is not available, then connectivity is compromised.

The short host name is also dynamically resolvable. A short name format has the added ability of
being redefined in the local hosts file so that the system can run WebSphere Application Server even
when disconnected from the network. Define the short name to 127.0.0.1 (local loopback) in the hosts
file to run disconnected. A format disadvantage is being dependent on DNS for remote access. If
DNS is not available, then connectivity is compromised.

A numeric IP address has the advantage of not requiring name resolution through DNS. A remote
node can connect to the node you name with a numeric IP address without DNS being available. A
format disadvantage is that the numeric IP address is fixed. You must change the setting of the
hostName property in all WebSphere Application Server configuration documents whenever you
change the machine IP address. Therefore, do not use a numeric IP address if you use DHCP, or if
you change IP addresses regularly. Another format disadvantage is that you cannot use the node if
the host is disconnected from the network.

Create a Windows service and click Next. Run WebSphere Application Server Network Deployment
as a service on Windows systems only by clicking the check box. Clicking the check box on this
panel configures a manually started service. Processes started by a startManager command are not
running as monitored processes, regardless of how you have configured them.
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Windows 2000 Server
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For example, you can configure a deployment manager as a WebSphere Application Server Windows
service. However, if you start the deployment manager using the startManager command, Windows
does not monitor or restart the deployment manager because it was not started as a Windows
service.

To perform this installation task, the user ID must not have spaces in its name. The user ID must also
belong to the administrator group and must have the advanced user rights Act as part of the
operating system and Log on as a service. The Installation wizard grants the user ID the advanced
user rights if it does not already have them, if the user ID belongs to the administrator group.

You can also create other Windows services after the installation is complete, to start other server
processes.

See |“Automatical|y restarting server processes” on page 176.|

Review the summary information and click Next to install the product code or Back to change your
specifications. When the installation is complete, the wizard displays the
install_roof\10ogs\mq_install.log installation log if you selected the embedded messaging client
feature and errors occur during its installation.

Review the mq_install.log installation log if it appears. Click Next to continue. The wizard displays
the Registration panel.

Click Next to register the product, or clear the check box and click Next to register at a later time.
The Installation wizard starts the First Steps tool. See [“firststeps command” on page 182

Examine the install_roof\1ogs\1og.txt file for errors. Look for severe errors that the installer records
in the install_roof\1ogs\1og. txt file in the installation root directory. ISMP also records a success
message at the completion of product installation.

Examine the install_roof\1ogs\1og.txt file to verify that no file system or other unusual errors
occurred during installation.

If the install_root\1ogs\1og.txt file does not contain a record of any problems but problems exist,
verify or troubleshoot the installation as described in [Troubleshooting the installation” on page 185|
and |Installation component troubleshooting tips|.

Examine the Start menu entry for Programs > IBM WebSphere > Application Server 5.1 > WAS
Help. The WAS Help entry is new for Version 5.1.1. For example, the following graphic shows the
Start menu for an English locale:

[-,_:.] Metwork Deployment b
@ Administrative Console

First Steps
@ InfoCenter

@ Log Analyzer

BiEEEnE » C_—:] ACcessories 4 @ Samples Gallery
4 Internst Explorer @ Start the Server
Documents ¥ < outlaok Express &0 stop the Server
_ Cj IBM HTTP Server 1,3.28 ¥ Tivoli Performance Yiewer
Settings 4
E’ 1EM WebSphere 4 E‘ Application Server wS.1 ¥ WAS Help
Search L4 ¥ |
Help

Run...

Shut Dawn. ..

dstare | ] & G O) @ E >

Figure 2. Start menu options for Version 5.1.1
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If problems exist, correct them, uninstall the product, reboot the system, and reinstall. See

[‘Uninstalling the product” on page 273.|

Click Finish to close the Installation wizard.
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30. Add the CORBA local host property to Network Deployment on Windows 2003 platforms.
a. Open a command window.
b. Change directories to the install root\java directory.
c. lIssue the following command:
attrib -r /S =
Edit the install_root\java\jre\lib\orb.properties file.
e. Add the following line to the file:
com.ibm.CORBA.LocalHost=hostname

The hostname parameter is your local host name. Do not use the generic 1ocalhost identifier for
this value.

31. Install the most current fix pack and cumulative fix for the Network Deployment product. See
|Recommended updates for WebSphere Application Server| for information about downloading and
installing the upgrades.

32. Tune your system for performance. For best performance on any platform, see[Tuning performance]
[parameter index|

The Installation wizard configures the product. It is not necessary to perform further configuration at this
time.

You have now registered and successfully installed WebSphere Application Server Network Deployment
and the features that you selected.

Uninstalling and reinstalling:

See [‘Uninstalling the product” on page 273 for information about uninstalling any WebSphere Application
Server product.

A% ¢ you uninstalled the product but left the embedded messaging feature installed, and now you want
to reinstall the V5.1 product, see [‘Reinstalling V5.1 after uninstalling and leaving the embedded messaging|
feature installed” on page 310.|

After uninstalling a WebSphere Application Server product, reinstalling into the same directory without first
deleting all directory contents results in invalid XML configurations because of the retention of old files. To
delete all of the files so that you can reinstall with a clean system, uninstall manually, as described in
[‘Uninstalling the product” on page 273

Miscellaneous tips for Windows platforms

Table 27. Installation and migration tips

Operating platform Tip in [‘Platform-specific tips for installing and migrating” on page 131|

Windows platforms |Windows platforms|

- |Viewing accurate migration messages|

- |Decompressing a WebSphere Application Server elmage that you download|

- [Editing or removing the vpd.properties file|

- |Preparing for Adaptive Fast Path Architecture (AFPA) driver availability when|
migrating from IBM HTTP Server Version 1.3.19.x, or earlier|
¢ [ignoring an incorrect ImagePath entry in the registry after changing the document]
roof
« |Avoiding a user ID with spaces when installing the WebSphere Application Server|
as a Windows servicel
« IChanging the display settings from high-contrast black to high-contrast white to|
view panels with hypertext links]|
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Table 27. Installation and migration tips (continued)

Operating platform Tip in [“‘Platform-specific tips for installing and migrating” on page 131|
All platforms All platforms

Installing additional features on a base Application Server

This topic describes how to install additional features to an existing base WebSphere Application Server
product.

If you encounter a problem such as not having enough temporary space or not having the right packages
on your system, cancel the installation, make the required changes, and restart the installation.

The installation of new features uses the InstallShield for Multiplatforms (ISMP) wizard to perform the
installation. You can use the Installation wizard or perform the installation from a command line, using the
silent installation method.

Installation programs in WebSphere Application Server products

51+
Product Link to installation procedure Label on product CD
(Base) WebSphere Application Server |[Base product installation| (which links | Application Server, IBM HTTP
to this procedure!) Server
Network Deployment [Network Deployment installation| Deployment Manager
WebSphere Business Integration [Integration Server installation| Integration Server Disk 1 and
Server Foundation Integration Server Disk 2

You can add features to an unfederated base node or to a deployment manager node at any time, by
running the Installation wizard again. Use the following procedure to avoid component regression problems
when installing additional features.

If the node is a base product node in a deployment manager cell, it is important that you understand that
there is no way to add features to a base node without unfederating it from its cell and losing its
configuration. The configuration for the base node is restored back to its original configuration, before it
was federated and before you changed it with the administrative console of the deployment manager.

If the node is a base product node in a deployment manager cell, restoring an original configuration means
that you lose the configuration for any additional servers that you created on the base node from the
deployment manager. (The additional servers will not exist any more.) You will lose any other configuration
you performed from the deployment manager administrative console.

1. Log on as the root user on a Linux or UNIX system or as a user in the administrator group on a
Windows system.

You cannot install features correctly as a non-root user on a Linux or UNIX system, or as a
non-administrator on a Windows system.

2. Use the backupConfig command to save the configuration.

The backupConfig command works well in an unfederated environment, to save the configuration of
the base node. Issue the command from the install_root/bin directory of the base node.

Although you can use the backupConfig command to save the configuration on a federated node,
you cannot restore it with the restoreConfig command because the configuration you restore does
not include any features that you add to the base node.
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You can use the backupConfig command to save the Network Deployment configuration when
adding features to a federated node. Then you can restore it if necessary. You can also refer to the
configuration as you use the administrative console of the deployment manager to reconfigure the
base node. Issue the command from the install_root/bin directory of the deployment manager node.
For example, use the following command on a Linux system:

#./backupConfig.sh /tmp/my_backup_2004-06-03.zip -user user_ID -password password

See [packupconfig command| for more information.

If the node is a base product node in a deployment manager cell, unfederate the node with the
removeNode command. Removing the base node from the cell also removes the configuration for
the base node, which resides at the cell level. Issue the removeNode command from the
install_root/bin directory of the base Application Server. For example, on a Linux server, issue the
following command:

#./removeNode.sh -user user_ID -password password

See [removeNode command for more information.

Uninstall any interim fixes, starting with the last one and finishing with the first one. See
interim fixes, cumulative fixes, and fix packs” on page 239| for more information about how to remove
an interim fix, a cumulative fix, or a fix pack.

Uninstall any cumulative fixes you installed, starting with the last one and finishing with the first one.

Uninstall any fix packs you installed, starting with the last one and finishing with the first one.

Log off and back on or reboot a Windows system.

Insert the product CD labeled, Application Server, IBM HTTP Server. Windows systems and most
Linux systems are configured to automatically mount CD-ROM drives.

Open a shell window and mount the CD-ROM drive if necessary.

Start the installation with the ./launchpad.sh command or the launchpad command on a Windows
system. See the platform-specific installation instructions if you need more information about
restarting the installation from the product CD-ROM, such as instructions for mounting the CD drive.

The rest of this procedure assumes that you are using the Installation wizard. Corresponding entries
in the response file exist for every prompt that is described as part of the wizard. Comments in the
response file describe how to customize the options.

Review the description of the [‘responsefile” on page 175|for more information.
Click Next to continue. The license agreement displays.

The Installation wizard does not support hot keys, such as Alt-N. You can tab to Next and press
Enter to select it, for example.

Click the radio button beside the | accept the terms in the license agreement message if you agree
to the license agreement and click Next to continue. After you accept the licensing terms, the
Installation wizard checks for prerequisites and for previous versions, with which it can either migrate
or coexist.

If the wizard finds a previous version of WebSphere Application Server, it prompts you to migrate
applications and the configuration from the previous version, or to coexist with it. If it finds more than
one previous version, the Installation wizard lists them for you to select which one to migrate.

Choose to install additional features. The Installation wizard panel that appears when the installer
program detects a previous installation at the same product level has an option for installing
additional features. Select the check box labeled, Add features to the existing copy. Select the check
box labeled, Add features to the existing copy.

If you did not unfederate a managed node, you see a message that the installation wizard is unable
to add components to a federated node. Exit the installation, start from the beginning of this
procedure, and unfederate the node this time.

Skip the coexistence panel that lets you select new ports, if it appears.
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15. Select features to install and click Next to continue when performing a custom installation. A
description of each feature appears at the bottom of the panel when you roll the cursor over the
feature.

Previously installed features are checked and grayed out with the term (Installed) at the end of the
feature name. The IBM HTTP Server feature is an exception. You can install more than one instance
of the IBM HTTP Server product. It is not grayed out or labeled (Installed). You can install the plug-in
feature each time you install IBM HTTP Server, too. Select a new directory for each instance of IBM
HTTP Server that you install.

5.1+ Selecting certain features causes the installation of other prerequisite features. The following
table shows this feature relationship.

Table 28. Features and feature dependencies

This feature is also

If you select this feature: Feature description

installed:
Application Server Admin Scripting These features are the
|Application Server|run time
Sub-features: Application Server Samples and its Samples.

Administration

Application Server Administration

Admin Scripting

Administrative Console

Deployment Tools Admin Scripting - i
* |Deploying and managlng
Sub-features: Application Server pplications]
Deploy Tool -
Admin Scripting * |Overview of the ANT|
Utilities|
ANT Utilities Utiities]
Embedded Messaging
Sub-features: Server and Client Application Server
Client Only + [installing and configuring|
Message-driven Bean a JMS provider]
Samples (These samples  Application Server samples ¢ |[Message-driven beans|
are the MDBSamples samples|
application, which is for the
server and not for the Admin Scripting
client.)

You can install the MDBSamples application without installing the embedded messaging server and client feature.
Perhaps you have already installed the server and client feature. Or perhaps you intend to reconfigure the
MDBSamples to use messaging resources that WebSphere MQ software provides.

In any case, if you install the MDBSamples application and do not have the server and client feature installed, errors
occur. The Application Server starts the MDBSamples application at start up. The MDBSamples application cannot
start the required messaging resources in the Java Naming and Directory Interface (JNDI).

Because of the lack of required resources, the message-driven beans fail to start, which causes an exception that the
Application Server logs. The Application Server is not affected other than being unable to start the MDBSamples
application.
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Table 28. Features and feature dependencies (continued)

This feature is also

If you select this feature: installed:

Feature description

IBM HTTP Server

Web Server Plug-ins

Sub-features: IBM HTTP Server
Apache Web Server

Preparing to install and
Microsoft Internet configure a Web server
Information Services (IIS)

Sun ONE (formerly known
as iPlanet) Web Server

Lotus Domino Web Server

Performance And Analysis Tools « [Tivoli Performance]

Viewer feature

» [Displaying cach
Dynamic Cache Monitor information

+ |Performance Monitoring|
Infrastructure servlet

Log Analyzer * |Log Analyzeﬂ

Sub-features: Tivoli Performance Viewer

Performance Servlet

IBM WebSphere Application|
Server, Release 5 API|
Specification in Javadoc|
format

Javadocs

Performance considerations

For better performance in either a development or production environment, do not install the
Samples. By omitting the Samples, you can improve Application Server startup time by 60 percent
and save 15 percent of disk space. You can save up to 30 percent of process footprint (based on a
maximum heap size of 256 MB).

If your applications do not use Java Message Service (JMS) messaging, do not install embedded
messaging. This recommendation is especially true if your system has 256 MB or less of physical
memory.

Not installing the embedded messaging feature saves about 36 MB of message queuing process
memory and can improve application startup time up to 5 percent and save an additional 72 MB of
disk space. (This was tested on Windows machines. Results on a Linux platform might differ slightly.)

In addition, if you install the embedded messaging client feature you do not need to install the
message-driven Bean Samples. The message-driven Bean Samples are for the embedded
messaging server in the server and client feature.

Web Server plug-in feature considerations

Select the IBM HTTP Server feature to install and configure IBM HTTP Server on the same, or on a
different machine than the WebSphere Application Server product. You can migrate plug-ins from an
earlier version of WebSphere Application Server to access the current WebSphere Application Server
product.

Install IBM HTTP Server on a separate machine using the CD-ROM labeled, Application Server,
IBM HTTP Server. After installing IBM HTTP Server, you can install the plug-in by installing the base
WebSphere Application Server product and clearing all features except the plug-in for IBM HTTP
server.

See [Preparing to install and configure a Web server|

The Installation wizard automatically installs and configures IBM HTTP Server and the IBM HTTP
Server plug-in on the same machine as the WebSphere Application Server if you choose the full
installation. No further configuration is necessary. Installing the IBM HTTP Server product with the

Chapter 3. Installing WebSphere Application Server products 125


http://publib.boulder.ibm.com/infocenter/wasinfo/index.jsp?topic=/com.ibm.websphere.base.doc/info/aes/ae/tins_webserver.html
http://publib.boulder.ibm.com/infocenter/wasinfo/index.jsp?topic=/com.ibm.websphere.base.doc/info/aes/ae/tins_webserver.html
http://publib.boulder.ibm.com/infocenter/ws51help/index.jsp?topic=/com.ibm.websphere.base.doc/info/aes/ae/uprf_rtpvgui.html
http://publib.boulder.ibm.com/infocenter/ws51help/index.jsp?topic=/com.ibm.websphere.base.doc/info/aes/ae/uprf_rtpvgui.html
http://publib.boulder.ibm.com/infocenter/ws51help/index.jsp?topic=/com.ibm.websphere.base.doc/info/aes/ae/tdyn_servletmonitor.html
http://publib.boulder.ibm.com/infocenter/ws51help/index.jsp?topic=/com.ibm.websphere.base.doc/info/aes/ae/tdyn_servletmonitor.html
http://publib.boulder.ibm.com/infocenter/ws51help/index.jsp?topic=/com.ibm.websphere.base.doc/info/aes/ae/cprf_servlet.html
http://publib.boulder.ibm.com/infocenter/ws51help/index.jsp?topic=/com.ibm.websphere.base.doc/info/aes/ae/cprf_servlet.html
http://publib.boulder.ibm.com/infocenter/ws51help/index.jsp?topic=/com.ibm.websphere.base.doc/info/aes/ae/ctrb_jfla.html
http://publib.boulder.ibm.com/infocenter/ws51help/index.jsp?topic=/com.ibm.websphere.base.doc/info/aes/javadoc/ae/index.html
http://publib.boulder.ibm.com/infocenter/ws51help/index.jsp?topic=/com.ibm.websphere.base.doc/info/aes/javadoc/ae/index.html
http://publib.boulder.ibm.com/infocenter/ws51help/index.jsp?topic=/com.ibm.websphere.base.doc/info/aes/javadoc/ae/index.html
http://publib.boulder.ibm.com/infocenter/ws51help/index.jsp?topic=/com.ibm.websphere.base.doc/info/aes/javadoc/ae/index.html
http://publib.boulder.ibm.com/infocenter/wasinfo/index.jsp?topic=/com.ibm.websphere.base.doc/info/aes/ae/tins_webserver.html

16.

17.

18.

19.

20.
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WebSphere Application Server product also includes it in the WebSphere Application Server
uninstaller program that the Installation wizard creates. Choose the custom type of installation to clear
the selection of the IBM HTTP Server feature, if you want to install and uninstall it separately.

You can run the uninstaller program to remove all installed features.

Specify a destination directory for the IBM HTTP Server feature, if selected. Click Next to continue.
The destination directory for the base product is grayed out. You cannot change it.

Specify a target directory for the IBM HTTP Server feature, if you are installing the feature. You
cannot change the default installation directory for the embedded messaging feature, if you are
installing the feature.

Deleting the default target location and leaving an installation directory field empty stops you from
continuing the installation process. The Installation wizard does not proceed when you click Next.
Enter the required target directory to proceed to the next panel. Non-ASCII special characters are not
supported in the name of the installation directory. Spaces are also not supported in the name of the
installation directory.

If you have problems accessing the administrative console after installation, check the
instal1AdminConsole.1og file for a failure indication. Clean up the /tmp space and reinstall the
administrative console using the wsadmin scripting facility.

5:1* Version 5.1.x does not allow you to install the IBM HTTP Server feature in the same directory
as an earlier version.

If you select the embedded messaging feature and prerequisites are missing, the Installation wizard
displays the mq_prereq.log error log and takes you back to the Installation type panel. Choose
Custom installation and clear the checkbox for the embedded messaging feature. The mq_prereq.Tog
file is in the system temp directory.

Specify target directories for configuration files for any selected Web server plug-ins. Click Next to
continue.

If you are installing the IBM HTTP Server, you do not need to specify a location for its plug-in
configuration file. The wizard uses the installation path you specified for the Web server to derive the
location.

If you have previously installed the IBM HTTP Server product on the same machine as the
WebSphere Application Server, and are now installing just the plug-in, enter a configuration file
location of IHS_DIR/conf/httpd.conf, where IHS_DIR is the directory where the IBM HTTP Server
product is installed.

Review the features summary information and click Next to install the product code for the additional

features or click Back to change your specifications. When the installation is complete, the wizard

displays the install_root\logs\mq_install.log installation log if you selected the embedded

messaging feature and errors occur with its installation.

Review the mq_install.log installation log if it displays. Click Next to continue. The wizard displays

the Registration panel.

Click Next to register the product, or clear the check box and click Next to register at a later time.

The Registration panel is in English when the machine locale uses a double byte character set

(DBCS) language.

You can register the product now by using the link on this panel or later, by using the Web address in

the install_root/prt/readme_prt.txt file. The Web address in the file is encoded for your locale. A

known problem for some locales corrupts the Web address so that it is similar to the following

example. (The Web address is all one line in the file. The following example shows the address on

two lines for clarity.)

http%3A%2F%2Fwww. ibm.com%2Fsoftware%2Fwebprt%2Fregister%2Fprodreg.nsf%
2Fcontact%3FOpenForm%261ang%3DENU%26pid%3D45P8842%26q2%3DWindows+2000

Use one of the following Web addresses if your install_root/prt/readme_prt.txt file is corrupt:

+ |http://www.ibm.com/software/webprt/register/prodreg.nsf/contact?OpenForm&]

* |https://www6.software.ibm.com/reg/prt/prt-1
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The Installation wizard starts the First Steps tool. See [“firststeps command” on page 182|for more
information.

21. Click Finish to close the Installation wizard.

22. Verify the success of the installer program by examining the Exit summary panel and the
install_root/10gs/1og.txt for installation status. ISMP records a success message in the
install_root/10gs/10g.txt file: "INSTFIN: The installation is complete.” The log is the only source of
status information for a silent installation.

Look for severe errors that the installer records in the install_root/1ogs/10g.txt file in the installation
root directory to verify that no file system or other unusual errors occurred during installation.

If the install_root/1ogs/1og.txt file does not contain a record of any problems but problems exist,
verify or troubleshoot the installation, as described in|“TroubIeshooting the installation” on page 185|
and in|lnstallation component troubleshooting tips|.

If problems exist, correct them, uninstall the product, as described in [‘Uninstalling the product” on|
page 273,|log off as root and back on, and reinstall.
When installing WebSphere Application Server with embedded messaging from the CD-ROM, the
following warning messages are issued on some platforms despite a successful installation:
MQSERIES.MQM-CL-HPUX: A test command parameter is not valid." and "=
"hostname:/cdrom/hpux/messaging/images": Cannot open the

logfile on this target or source. Possibly the media is

read-only or there is a permission problem." on mq_install.log.
You can ignore the warning messages, because the problem does not affect the successful
installation of WebSphere Application Server with embedded messaging.

23. Install the most current fix pack for the WebSphere Application Server product. See [Recommended|
[updates for WebSphere Application Server|for information about downloading and installing the
upgrades. See [Installing interim fixes, cumulative fixes, and fix packs” on page 202|for information
about using the update installer program.

24. Install the most current cumulative fix for the WebSphere Application Server product.

25. Install any interim fixes to bring the node back to its previous fix level.

26. If the node was part of a cell, rejoin the node to the cell with the addNode command or the
deployment manager administrative console. This action synchronizes the master cell configuration

with changes you make to the Application Server configuration during the installation of the new
features.

27. Reconfigure the base node with the Network Deployment administrative console.

You have now successfully installed additional features for the WebSphere Application Server product.

Installing additional features on the deployment manager

This topic describes how to install additional features onto an existing Network Deployment product to
update the deployment manager node.

You can add features to a deployment manager node at any time, by running the Installation wizard again.
If you encounter a problem such as not having enough temporary space or not having the right packages
on your system, cancel the installation, make the required changes, and restart the installation.

The installation of new features uses the InstallShield for Multiplatforms (ISMP) wizard to perform the
installation. You can use the Installation wizard or perform the installation from a command line, using the
silent installation method.

Installation programs in WebSphere Application Server products
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51+

Product Link to installation procedure Label on product CD
(Base) WebSphere Application Server ||[Base product installation| Application Server, IBM HTTP
Server
Network Deployment [Network Deployment installation| Deployment Manager
(which links to this procedure!)
WebSphere Business Integration [Integration Server installation| Integration Server Disk 1 and
Server Foundation Integration Server Disk 2
Use the following procedure to avoid component regression problems when installing additional features.

1.

© N2 o

©

11.

128

Log on as the root user on a Linux or UNIX system or as a user in the administrator group on a
Windows system.

You cannot install features correctly as a non-root user on a Linux or UNIX system, or as a
non-administrator on a Windows system.

Use the backupConfig command to save the configuration. You can restore it with the
restoreConfig command although the configuration that you restore does not include any features
that you add after backing up the configuration.

For example, issue the following command from the install_root/bin directory of the deployment
manager node on a Linux system:

#./backupConfig.sh /tmp/my_backup_2004-06-03.zip -user user_ID -password password
See |backupconfig command| for more information.

Stop the deployment manager with the stopManager command. Issue the stopManager command
from the install_root/bin directory of the Network Deployment product. For example, use the following
command on a Linux system:

#./stopManager.sh -user user_ID -password password

See [stopManager command for more information.

Uninstall any interim fixes, starting with the last one and finishing with the first one. See |“Uninstalling
interim fixes, cumulative fixes, and fix packs” on page 239|for more information about how to remove
an interim fix, a cumulative fix, or a fix pack.

Uninstall any cumulative fixes you installed, starting with the last one and finishing with the first one.
Uninstall any fix packs you installed, starting with the last one and finishing with the first one.
Log off and back on or reboot a Windows system.

Insert the product CD labeled, Deployment Manager. Windows systems and most Linux systems are
configured to automatically mount CD-ROM drives.

Open a shell window and mount the CD-ROM drive if necessary.

Start the installation with the ./launchpad.sh command or the launchpad command on a Windows
system. See the platform-specific installation instructions if you need more information about
restarting the installation from the product CD-ROM, such as instructions for mounting the CD drive.

The rest of this procedure assumes that you are using the Installation wizard. Corresponding entries
in the response file exist for every prompt that is described as part of the wizard. Comments in the
response file describe how to customize the options.

Review the description of the |“responsefi|e” on page 175| for more information.
Click Next to continue. The license agreement displays.

The Installation wizard does not support hot keys, such as Alt-N. You can tab to Next and press
Enter to select it, for example.
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16.

Click the radio button beside the | accept the terms in the license agreement message if you agree
to the license agreement and click Next to continue. After you accept the licensing terms, the
Installation wizard checks for prerequisites and for previous versions, with which it can either migrate
or coexist.

Choose to install additional features. The Installation wizard panel that appears when the installer
program detects a previous installation at the same product level has an option for installing
additional features. Select the check box labeled, Add features to the existing copy.

Previously installed features are checked and grayed out with the term (Installed) at the end of the
feature name. The IBM HTTP Server feature is an exception. You can install more than one instance
of the IBM HTTP Server product. It is not grayed out or labeled (Installed). You can install the plug-in
feature each time you install IBM HTTP Server, too. Select a new directory for each instance of IBM
HTTP Server that you install.

Skip the coexistence panel that lets you select new ports, if it appears.

Select features to install and click Next to continue. A description of each feature appears at the
bottom of the panel when you roll the cursor over the feature.

Choose from these features:
Deployment manager
Installs the product run time. It provides high performance and scalability across your
deployment environment. It includes multiserver administration, server clustering, load
balancing and workload management for hosting highly available e-business applications.
Web services
The UDDI registry and the IBM Web Services Gateway are enterprise applications that you
can deploy to:
* A base WebSphere Application Server product node federated within a Network
Deployment cell
» A stand-alone base WebSphere Application Server node

The Network Deployment product is not a stand-alone product for running enterprise
applications. To deploy UDDI or the gateway, install the base WebSphere Application Server
product. Although it is not installed by default, a copy of the base WebSphere Application
Server product is packaged with the Network Deployment product.

9:1% gee [Developing Web services| for more information.

UDDI Registry
Installs a Version 2 compliant universal description, discovery, and identification
(UDDI) registry, accessible from the UDDI registry user console application, or from
SOAP or EJB interfaces.

5-1% See [BM WebSphere UDDI Registry] for more information.

Web Services Gateway
Includes a gateway between Internet and intranet environments so that clients can
invoke Web services safely from outside a firewall. The gateway uses automatic
protocol conversion for externalizing Web services.

91% See [Enabling Web services through the IBM Web Services Gateway] for more
information.
Embedded messaging client
Includes the client necessary for the administration of WebSphere MQ Queues and the
mapping of JMS resources into the deployment manager JNDI namespace. It is the same
client that you can install as part of the base product embedded messaging feature.

You can run the uninstaller program to remove all installed features.

Review the features summary information and click Next to install the product code or Back to
change your specifications. The Summary panel displays the directory for the embedded messaging
feature incorrectly on all Linux and UNIX-based platforms, as /opt/IBM/WebSphere MQ. Actual
installation locations are /usr/mgm on AIX systems, and /opt/mgm on Linux and all UNIX-based
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You

platforms except AIX. When the installation is complete, the wizard displays the
install_root/10gs/mq_install.log installation log if you selected the embedded messaging feature and
errors occur with its installation.

Review the install_root/1ogs/mq_install.log installation log if it displays. Click Next to continue.

Click Next to register the product, or clear the check box and click Next to register at a later time.
The Registration panel is in English when the machine locale uses a double byte character set
(DBCS) language.

You can register the product now by using the link on this panel or later, by using the Web address in
the install_root/prt/readme_prt.txt file. The Web address in the file is encoded for your locale. A
known problem for some locales corrupts the Web address so that it is similar to the following
example. (The Web address is all one line in the file. The following example shows the address on
two lines for clarity.)

http%3A%2F%2Fwww.ibm.com%2Fsoftware%2Fwebprt%2Fregister%2Fprodreg.nsf%
2Fcontact%3F0penForm%261ang%3DENU%26pid%3D45P8842%26G2%3DWindows+2000

Use one of the following Web addresses if your install_root/prt/readme_prt.txt file is corrupt:
« |http://www.ibm.com/software/webprt/register/prodreg.nsf/contact?OpenForm&{
+ |https://www6.software.ibm.com/reg/prt/prt-1

The Installation wizard starts the First Steps tool. See [“firststeps command” on page 182| for more
information.

Verify the success of the installer program by examining the Exit summary panel and the
install_root/1ogs/1og.txt for installation status. ISMP records a success message in the
install_root/1ogs/1og.txt file: "INSTFIN: The installation is complete.” The log is the only source of
status information for a silent installation.

Look for severe errors that the installer records in the install_root/10gs/10g.txt file in the installation
root directory to verify that no file system or other unusual errors occurred during installation.

If the install_root/1ogs/1og.txt file does not contain a record of any problems but problems exist,
verify or troubleshoot the installation, as described in[*Troubleshooting the installation” on page 185
and in [Installation component troubleshooting tips|.

If problems exist, correct them, uninstall the product, as described in [‘Uninstalling the product” on|
log off as root and back on, and reinstall.

Click Finish to close the Installation wizard.

Install the most current fix pack for the WebSphere Application Server Network Deployment product.
See |Recommended updates for WebSphere Application Server|for information about downloading
and installing the upgrades. See [Installing interim fixes, cumulative fixes, and fix packs” on page 202
for information about using the update installer program.

Install the most current cumulative fix for the WebSphere Application Server Network Deployment
product.

Install any interim fixes to bring the node back to its previous fix level.

Start the deployment manager with the startManager command. For example, start the deployment
manager from the install_root/bin directory of the Network Deployment product on a Linux system
with the following command:

# ./startManager.sh
See [startManager command| for more information.

Use the administrative console on the deployment manager node to synchronize all node agents.
This action synchronizes the master cell configuration with all of the Application Server nodes.

have now successfully installed additional features for the WebSphere Application Server Network

Deployment product.
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Platform-specific tips for installing and migrating

This topic is a collection of platform-specific tips that can help you install and migrate the base WebSphere
Application Server product and the Network Deployment product.

If you encounter a problem such as not having enough disk space or temporary space or not having the
right packages on your Linux or UNIX-based system, cancel the installation, make the required changes,
and restart the installation.

For information related to installing the embedded messaging feature, refer to |Tips for installing the|
lembedded messaging feature]

The following sections contain applicable tips:
o [All platforms|
« |All Linux and UNIX-based platforms|

« |AIX platforms]

« [HP-UX platforms|

« |Linux platforms|

+ [Solaris Operating Environment]
+ [Windows platforms|

All platforms

Summary of tips that apply to all platforms

+ [Running servers in different code pages within a single cell is not supported|

+ [Updating all of the cluster members to the same service level

+ [Avoiding non-ASCII special characters or double-byte character set (DBCS) characters in the name of|
the installation directory|

« |Verifying the SDK that WebSphere Application Server products install

. St [Avoiding the use of a V5.0.x deployment manager after migrating to V5.1|

. 91* Migrating from embedded messaging to WebSphere MQ requires setting the]
[MQ_INSTALL_ROOT variable to the location of the installation root of WebSphere MQ)

. 5% [lgnoring the Registration panel when installing only IBM HTTP Servet
« [Installing WebSphere Application Server products in order on the same machine, when installing the]
embedded messaging component|

5.1+ [Recovering from configuration errors when the deployment manager was not running during
[migration|

54+ [Installing all of the Web server plug-ins during the initial installation|

« [Recovering from an InvalidExecutableException error while starting the jmsserver procesg

« [134Restarting the server after a configuration changel

« [139Updating ports for coexistence requires a WebSphere Application Server installation|

» |Manually uninstalling all of the beta products before installing WebSphere Application Served

« |Installing from a directory with a name beginning with the word disk fails|

» |Accessing migration tools in the migration subdirectory on the WebSphere Application Server product|
CD-RO
« [Avoiding license files with bad characters in certain languages|

« [Updating the XMLConfig utility on WebSphere Version 4.0 Advanced Edition before migration|

* [Planning to not use the launchClient command on the WebSphere Application Server Network|
Deployment produc

+ [Installing interim fixes for the IBM HTTP Server feature and the embedded messaging feature

« |Uninstalling interim fixes for the IBM HTTP Server feature and the embedded messaging (WebSphere|
MQ) feature before installing fix pack updates to the features|

+ [Applying interim fixes and fix packs to the embedded messaging feature]

« [Installing the WebSphere Application Server product on top of WebSphere MQ
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Editing the port number when choosing the coexistence option during installation|

Avoiding using the installation verification test on node names that contain double-byte characters|

Avoiding the use of hot keys in the Installation wizard|

Downloading a refreshed PDF from the WebSphere Application Server Library page, or refer to thel

information in the information center|

Logging in appropriately to pick up secondary user groups for roof

Retaining the embedded messaging feature when uninstalling an instance that does not have the|

feature installed

Installing WebSphere Application Server 5.1 Cumulative Fix 3|

Verifying that no files exist in the install root/classes directory during installatior’]

Platform-specific issues when dealing with network file systems|

Avoiding the underscore (_) character in machine names|

Avoiding the installation of the server and client feature or the client feature more than oncel

Locating more information about the embedded messaging feature or WebSphere MQ|

Installing the embedded messaging server feature if WebSphere MQ Version 5.3 is already installed

Logging off and back on, or rebooting a Windows machine, after uninstalling the embedded messaging|

feature|

Planning to not use terminal services with the embedded messaging feature]

Avoiding a coexistence problem between embedded messaging, IBM WebSphere Studio Application|

Developer Integration Edition, and IBM WebSphere Application Server

Using a version of Internet Explorer other than Version 6.0 to view the IBM HTTP Administration servel

Avoiding a core that is caused by an incompatibility between functions in various C or C++ run-time]

librarieq]

Hiding one copy of the OpenSSL module so that the Apache Web server can start|

Defining the name of the WebSEAL HTTP server in lower case|

Bringing up the IKEYMAN administrative console with the Conversational Monitoring System option for

IBM HTTP server 1.3.28 and IBM HTTP Server 2.0.47]

Enabling cryptographic hardware]

Using the WebSphere MQ client instead of the embedded messaging client feature]

Tips that apply to all platforms

Running servers in different code pages within a single cell is not supported.

Both the IBM WebSphere Application Server Network Deployment node and the IBM WebSphere
Application Server nodes must be on the same code page.

Updating all of the cluster members to the same service level

Apply the same interim fixes and fix packs to all of the WebSphere Application Server nodes in a
cluster. When all of the cluster members are not at the same service level, the following exception can
occur:

DRSCacheApp E DRSWOOOS8E:
Exception is: com.ibm.disthub.imp1.jms.JMSWrappedException:
{-1361012295 | unknown|java.io.OptionalDataException|}

This error can cause memory replication to not function properly.

Avoiding special non-ASCII characters or double byte character set (DBCS) characters in the
name of the installation directory.

Do not use non-ASCII special characters or double-byte characters in the directory name. This problem
is a known limitation.

Verifying the Java 2 SDK that WebSphere Application Server products install.

Verify that the CD-ROM that you are using is a good copy, by verifying the Java 2 SDK on the
CD-ROM.

To verify that the Java 2 SDK on the product CD-ROM is working correctly:

1. Change directories to the /WAS/jdk/java/bin directory in the operating system root directory on the
product CD-ROM.

For example, on an IBM AIX platform:
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cd /mnt/aix/WAS/jdk/java/bin
On a Windows platform, type the following command:
cd CD-ROMDrive:\win\WAS\jdk\java\bin
2. Verify the Java 2 SDK version.
On a Linux or UNIX-based platform, type the following command:
./java -version
On a Windows platform, type the following command:
.\java -version
The command completes successfully with no errors when the Java 2 SDK is intact.

51+ Avoiding the use of a V5.0.x deployment manager after migrating to V5.1.

After a deployment manager configuration has been migrated to Version 5.1.x, avoid using the Version
5.0.x deployment manager node. Using the V5.0.x node results in an inconsistent configuration and
creates an unsupported environment. Use the Version 5.1.x deployment manager node to manage all of
the the federated nodes in that cell.

If you inadvertently start the Version 5.0.x deployment manager node, the deployment manager
attempts to manage the same cell as the Version 5.1.x deployment manager, but with an older version
of the configuration. Any changes made through the Version 5.1.x deployment manager can disappear
after the nodes synchronize with the Version 5.0.x deployment manager. This problem can cause major
disruptions to the operation of your cell.

It is advisable to disable the Version 5.0.x deployment manager node. Be sure to perform a backup of
the configuration using the backupConfig command before proceeding. You can disable the Version
5.0.x deployment manager node in a number of ways. The recommended approach is renaming the
config directory to something else.

5.1+ Migrating from embedded messaging to WebSphere MQ requires setting the
MQ_INSTALL_ROOT variable to the location of the installation root of WebSphere MQ.

When installing V5.1.x with the WebSphere MQ product as the JMS provider, you must use the
administrative console to set the MQ_INSTALL_ROOQOT variable to the proper path. The installation
program does not set the path when you use the WebSphere MQ product. Although WebSphere MQ is
a supported JMS provider, migrating from V5.0.x with embedded messaging does not reset the variable,
which still points to the installation root of the V5.0.x embedded messaging code.

Use the administrative console to set the MQ_INSTALL_ROQT to the installation root of the WebSphere
MQ product.

1. Click Environment > Manage WebSphere Variables > MQ_INSTALL_ROOT.

2. Type the fully qualified file path for the installation root of the WebSphere MQ product in the Value
field.

3. Click Apply > Save > Save to apply and save your changes.

5.1+ Ignoring the Registration panel when installing only IBM HTTP Server.

If you install IBM HTTP Server on another machine by installing WebSphere Application Server, Version
5.1 and clearing all of the features but the one for IBM HTTP Server and its plug-in, the installer
program displays the Registration panel. Select the check box to clear it and click Next to avoid
registration, which is not required when installing only the Web server. If you do attempt to register the
feature when you have not installed WebSphere Application Server, Version 5.1, you can ignore the
following error:
java.io.FileNotFoundException:

C:\Program Files\WebSphere\AppServer\prt\PRT_Welcome.htm]

(the system cannot found the path specified)
Installing WebSphere Application Server products in order on the same machine, when installing
the embedded messaging component.
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When installing the embedded messaging feature of the WebSphere Application Server product and the
Network Deployment product on the same machine, install the WebSphere Application Server product
first. Then install the Network Deployment product. Otherwise, embedded messaging installation can
fail, or can install with errors.

5.1+ Recovering from configuration errors when the deployment manager was not running
during migration.

During migration of federated nodes, the V5.1 deployment manager must be running for the migration
tools to:

— Update the configuration for each federated node
— Request full synchronization

If the V5.1 deployment manager is not running, failures can occur. You can correct the failures by
starting the V5.1 deployment manager, running the updateVariables.jacl command in the
/migration-specific-backup/variables_files directory that the migration tools create, and performing
a full synchronization for the cell.

Use the following procedure to correct the problem:
1. Start the deployment manager with the [startManager command,
2. Update the variables.xml files:

>cd /websphere/appserver/bin
>wsadmin -f /..../websphereBackup/variables files/updateVariables.jacl

3. Use the administrative console or the scripting facilities of the deployment manager to perform a full
synchronization for the node.

For example, you can use the [syncNode command to synchronize the node.
 Installing all of the Web server plug-ins during the initial installation.

51% you must select all of the plug-ins that you require during the initial installation of the WebSphere
Application Server product to automatically control the configuration of the Web servers. If the installer
program configures the Web servers, the uninstaller program can remove the configuration from each
Web server when you uninstall WebSphere Application Server. If you install the product again to add
features, any Web server plug-ins that you select get configured but the uninstaller program is already
configured. The uninstaller program does not remove the configuration from each additional Web server
whose plug-in that you selected during the second installation.

51% Jnstall a new instance of the WebSphere Application Server to create an uninstaller program that
can remove the configuration from all of the Web servers whose plug-ins that you select. Or you can
remove the configuration manually.

* Recovering from an InvalidExecutableException error while starting the jmsserver process

You might get an exception while starting the jmsserver process when you install Network Deployment
first and then install the base WebSphere Application Server product and its embedded messaging
feature on the same node. The error message is recorded in the
install_root/1ogs/jmsserver/SystemOut . 1og file:
[9/5/02 14:35:37:818 EDT] 36349b90 JMSService
E MSGSO001E: Starting the Server failed with exception: com.ibm.ws.process.exception.
InvalidExecutableException: Error creating new process.

002: No such file or directory
In addition, although the mq_install.log file might appear to contain no errors, the
createMQ.nodeName_jmsserver.log file can contain I/O exceptions. These exceptions result from a
corrupted installation of the embedded messaging feature caused by installing the Network Deployment
product before the base WebSphere Application Server product. The workaround is to uninstall both
products, reinstall the base WebSphere Application Server product, and then reinstall the Network
Deployment product.

» Restarting the server after a configuration change.
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If you make any changes to the configuration, restart the server as noted in the messages section of
the administrative console.

Updating ports for coexistence requires installing WebSphere Application Server.

Port updates for coexistence require the installation of WebSphere Application Server. This requirement
affects port updates for IBM HTTP Server coexistence. Port updates do not occur if only the IBM HTTP
Server is installed. In this case, manually update the httpd.conf file. Verify that the ports that you use
are available. For example, use the netstat -a command to see ports that are being used.

Manually uninstalling all of the beta products before installing WebSphere Application Server.
You might experience problems if portions of the beta product remain.

To make sure that you get a clean uninstall, follow these steps:
1. Uninstall the beta version of WebSphere Application Server.

Refer to|UninstaIIing WebSphere Application Servedfor more information.
2. Confirm that WebSphere MQ and WebSphere embedded messaging Publish and Subscribe
(WEMPS) are uninstalled.

If not, uninstall them by using the Windows Add/Remove programs tool or Smitty/installp, whichever
is appropriate. Refer to [Uninstalling WebSphere Application Server for more information about
manually uninstalling on specific platforms.

3. Remove all of the directory trees from the earlier installations of WebSphere Application Server
products.

If the stand-alone WebSphere MQ Version 5.3 is installed, remove the WEMPS directory only. Do not
uninstall or remove other WebSphere MQ Version 5.3 items.

Installing from a directory with a name beginning with the word disk fails.

Installing WebSphere Application Server Version 5 from a folder that begins with the word disk results
in an error. Provide another name for the folder.

Accessing migration tools in the migration subdirectory on the WebSphere Application Server
product CD-ROM.

A% A migration subdirectory on the installation image on the CD-ROM contains the WASPreUpgrade
migration tool. The WASPreUpgrade migration tool is intended for scenarios where you might save the
currently installed configuration before installing the Version 5.1 product. One example of this situation is
where you must upgrade the operating system as part of the Version 5.1 installation. You can migrate
the earlier version, copy the migrated files in the backup directory to another system, update the
operating system, restore the migrated files in their backup directory, install Version 5.1, and complete
the migration.

5-1% vou can also use the migration directory on the CD-ROM to back up a Version 5.1 configuration
in the event of an operating system upgrade. After the upgrade, you can restore the Version 5.1
configuration using the WASPostUpgrade tool.

Avoiding license files with bad characters in certain languages.
Use the graphical installation interface to avoid this problem.

Updating the XMLConfig utility on WebSphere Application Server Advanced Edition, Version 4.0
before migration.

The migration tools use the XMLConfig utility to export the configuration of V4.0 Advanced Edition. You
can install any of the following fixes:

— PQ52555 - XMLConfig does not export clone property configuration

— PQ55064 - XMLConfig does not export Enter JavaBeans (EJB) to data source level mappings

— PQ58038 - Performing an XMLConfig export produces an extra CRLF

— PQ62103 - XMLConfig full export fails with a NullPointerException error in a multinode environment
— PQ62471 - Security AdminRoles are not getting exported during the XML export

— PQ63815 - The "=" symbol is not a valid character for the value string in the XMLConfig file

5.1+ Planning to not use the launchClient command on the WebSphere Application Server
Network Deployment product.
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The launchClient command works on a base WebSphere Application Server node and on a
WebSphere Business Integration Server Foundation node, where the Integration Server product extends
the base product. The WebSphere Application Server client program does not work on a Network
Deployment node.

 Installing interim fixes for the IBM HTTP Server feature and the embedded messaging feature.
Three different sites contain service for WebSphere Application Server products and features:

— Download interim fixes for the IBM HTTP Server feature from the IBM Support site for IBM HTTP|
The readme file that is bundled with the interim fix describes how to install the interim fix.
You do not use the update installer program for the WebSphere Application Server (also known as
the updatelnstaller program or the Update Installation wizard) to install interim fixes for the IBM
HTTP Server feature.

— Download interim fixes for the embedded messaging feature from the [WebSphere MQ Service]
Download the readme file for a description of how to install the interim fix. You do not
use the update installer for the WebSphere Application Server to install interim fixes for the
embedded messaging feature.

— Download any interim fixes, cumulative fixes, and fix packs for the WebSphere Application Server
family of products from the IBM Support site for WebSphere Application Serverl Cumulative fixes and
fix packs do include service for the IBM HTTP Server feature and for the embedded messaging
feature. Interim fixes for a WebSphere Application Server product do not include service for the IBM
HTTP Server feature or the embedded messaging feature. The readme file that is bundled with the
WebSphere Application Server interim fix, the cumulative fix, or the fix pack describes how to use the
update installer program for WebSphere Application Server products to install the interim fix, the
cumulative fix, or the fix pack.

Installing a cumulative fix or a fix pack removes all of the interim fixes for serviceable components,
except for interim fixes for the IBM HTTP Server feature or the embedded messaging feature. You
must remove those manually as described in the following tip.

* Uninstalling interim fixes for the IBM HTTP Server feature and the embedded messaging
(WebSphere MQ) feature before installing cumulative fixes and fix packs to the features

If you have installed interim fixes for the IBM HTTP Server feature from the IBM Support site for IBM
HTTP Servel or if you have installed interim fixes for the embedded messaging feature from the
WebSphere MQ Service download site} the update installer program cannot uninstall interim fixes for
these feature components before installing a cumulative fix or a fix pack that might include service for
the features. The update installer program does uninstall interim fixes for all of the other components. If
the interim fixes for the IBM HTTP Server feature and the embedded messaging feature are not
uninstalled for some reason, installing a cumulative fix or a fix pack to the IBM HTTP Server feature or
to the embedded messaging feature might fail, or the updated features might fail when you begin using
them.

If you reinstall all of the interim fixes for either feature that are more current than the cumulative fix or
the fix pack, there is no problem.

You can also choose to have the update installer skip applying cumulative fix or fix pack updates to IBM
HTTP Server or embedded messaging if you do not require the updates. You can skip these updates
and still apply updates to the rest of the product.

* Applying interim fixes and fix packs to the embedded messaging feature.

The IBM WebSphere MQ product can coexist with the embedded messaging feature, if they are at
compatible service levels. Always apply any outstanding corrective service to the stand-alone
WebSphere MQ product, before installing an interim fix (from the WebSphere MQ Support site) or
installing a cumulative fix or a fix pack (from the WebSphere Application Server Support site) that might
include a service update for the embedded messaging feature.

In each of the following cases, use the readme file associated with the interim fix or with the cumulative
fix or the fix pack to install the service. Do not use the update installer program (also known as the
updatelnstaller program or the Update installation wizard) to install interim fixes for the embedded
messaging feature. Download interim fixes for the embedded messaging feature from the
[MQ Service download site}
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For example:

— If you have the embedded messaging server and client feature and do not have WebSphere MQ, do
not attempt to apply a corrective service diskette (CSD) for WebSphere MQ. Instead, go to the
WebSphere MQ Service download site and download the WebSphere Embedded Messaging interim
fixes for WebSphere Application Server V5.1.

Upgrading the embedded messaging CSD level by applying a WebSphere MQ CSD is supported
only for customers with a full WebSphere MQ license.

— If you have the embedded messaging client feature and a stand-alone WebSphere MQ product,
apply any outstanding corrective service to the WebSphere MQ product before installing the interim
fix (from the WebSphere MQ Support site) for the embedded messaging client feature or installing a
fix pack (from the WebSphere Application Server Support site) for the product that includes service
for the embedded messaging client feature.

— If you have the embedded messaging client feature and the stand-alone WebSphere MQ product is
already at the latest corrective service level, install the interim fix (from the WebSphere MQ Support
site) for the embedded messaging client feature or install a fix pack (from the WebSphere Application
Server Support site) for the product that includes service for the embedded messaging client feature.

Installing the WebSphere Application Server product on top of WebSphere MQ.

When planning to install a WebSphere Application Server, Version 5 release on a machine that already
has a copy of WebSphere MQ V5.3 installed on it, you are recommended to complete the following
steps:

1. Ensure that all the WebSphere MQ features required by the WebSphere Application Server
embedded messaging are installed:
- on UNIX:
- for WebSphere Application Server Network Deployment or Client: Java Messaging
- for WebSphere Application Server (base): Runtime,
Base (or SDK), Server, Client, Java Messaging and A1l Message Catalogs
on Windows:
- for WebSphere Application Server ND or Client: Java Messaging
- for WebSphere Application Server (base): Server and Java Messaging

2. Ensure that WebSphere MQ v5.3 is upgraded to the appropriate prerequisite CSD level:

- CSD1 for WebSphere Application Server V5.0
- CSD3 for WebSphere Application Server V5.0.1
- CSD4 for WebSphere Application Server V5.0.2 and Tater, including V5.1

3. Install the WebSphere Application Server V5 GM release.
4. Install any appropriate WebSphere Application Server fix packs.

After the initial installation of WebSphere MQ and WebSphere Application Server, you should service
WebSphere MQ independently of the WebSphere Application Server fix packs. For example, download
and apply the WebSphere MQ V5.3 CSD4 before upgrading your WebSphere Application Server to
V5.0.2 or before installing V5.1. This approach helps to avoid failures in uninstalling WebSphere
Application Server fix packs.

Editing port numbers that First Steps uses after selecting the coexistence option during
installation.

Change the First Steps port number for the administrative console to match the |port number in a|
[coexistence scenario |
Edit the administrative console address when First Steps attempts to open the administrative console
Web address. Change the port to match the coexistence port number for the administrative console
port. The following example shows how to change the address to the default coexistence port number
for the administrative console port:

http://Tocalhost:9091/admin

Avoiding using the installation verification test on node names that contain double-byte
characters.

The installation verification test is not supported on node names that contain double-byte characters.
See [‘Troubleshooting the installation” on page 185|for more information.
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* Avoiding the use of hot keys while using the Installation wizard.
The Installation wizard does not support hot keys.

Hot keys do not work for any languages on any operating system platforms. For example, on the
Cancel Confirmation panel, you cannot type Alt - Y or Alt - N to say Yes or No to cancel the
installation.

* Downloading a refreshed PDF from the WebSphere Application Server Library page, or refer to
the information in the information center.

The Getting Started PDF on the product CD-ROM is back level. The information in the information
center is more current. This is particularly true for the information related to migrating or uninstalling a
migrated or coexisting node that uses the embedded messaging feature.

Download a refreshed PDF from the |WebSphere Application Server Library| page, or refer to the
information in the|information cented before migrating, uninstalling a node after migration, or uninstalling
a coexisting node that has the embedded messaging feature installed.

* Logging in appropriately to pick up secondary user groups for root

When the root user on all platforms (except Windows platforms) does not belong to the mqbrkrs and
mqgm user groups, errors occur when installing the embedded messaging feature.

On many systems, such as SuSe Linux, if you telnet and issue the id command or the groups
command, you cannot see the groups mgm or mqgbrkrs even though they might exist. Solve this
problem in one of two ways:

— Use the ssh command to log in
— Issue the su - command

After using one of the commands, verify the required groups with the id command or the groups
command.

In a normal root login, issue the su command. For a real root login, issue the su - command.

Display settings for a normal root login are automatic. For a real root login, you must set your display
environment properly to successfully view the GUI installation wizard. Otherwise, you see a message
about Preparing Java(tm) Virtual Machine... and seven rows of dots, but no installation GUI and no
further messages. Refer to the documentation for your platform to determine proper display settings.

See [Troubleshooting the installation” on page 185|for a description of the error messages that you
might receive if you have not picked up the required secondary groups for root.

* Retaining the embedded messaging feature when uninstalling an instance that does not have the
feature installed.

The wizard prompts you to uninstall the embedded messaging feature, if the feature is installed. To
obey licensing rules, always remove the embedded messaging feature unless other product instances
share the code.

This panel can appear whenever the embedded messaging feature is installed on the node and not just
when you are uninstalling an instance that has the feature installed. For example, assume that you
install the embedded messaging feature when you install the base product. Assume that you install a
second instance of the base product, but do not install the embedded messaging feature with the
product. If you uninstall the second instance, the Installation wizard displays the prompt to uninstall the
embedded messaging feature.

* Installing WebSphere Application Server 5.1 Cumulative Fix 3.

This collection of fixes for Version 5.1 updates the WebSphere Application Server base product or the
Network Deployment product to Version 5.1.0.3. Cumulative Fix 3 includes all of the interim fixes in
Cumulative Fix 2. Cumulative Fix 3 is available at the |http://www-|
[1.ibm.com/support/docview.wss?uid=swg24006675| Web address.

Always install the latest cumulative fixes as they are released. See |Cumu|ative Fix Strategy f0|1
|WebSphere Application Server V5.0 and V5.1|for more information.

» Verifying that no files exist in the install_root/classes directory during installation.
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The install_root/classes directory is reserved for testing and debugging fixes when customers call IBM
Support. Having files in the directory during installation can cause various problems depending on the
fix left in the directory. Verify that no files exist in the install_root/classes directory.

When IBM Support queues work for you and provides you test or debug fixes, you put the fixes in the
install_root/classes directory. By default, the install_root/classes directory is picked up first in the
WebSphere Application Server class path to let it override other classes.

This directory lets you verify or debug a fix. After accepting the test fix or finishing with the debugging of
the debug fix, delete the fix from the install_root/classes directory to return the system to a working
state. If you do not remove such fixes from the install_root/classes directory, you can experience
errors.

Platform-specific issues when dealing with network file systems.

The installation CDs are platform specific. Each CD label identifies the platform for which it is designed
to be used. The CDs for a particular platform should only be inserted and run from a CD drive that is
mounted on the platform that is identified on the CD.

Installing with a network file system mount:

When installing from a drive mounted on a network file system (NFS), use NFS client and server
platforms with identical versions of the operating system and a well-tuned NFS, if possible. For
example, if installing on an xSeries (i386) RHEL3 machine, the recommended NFS server is also an
xSeries (i386) RHEL3 machine.

If you are forced to use a cross-platform NFS mount, such as when installing from CD on a Linux for
S/390 system, mount the drive with the -0 tcp option if the option is available. For example:

mount -o tcp mycdrom.hostname:/media/cdrom /mnt

Refer to the man pages for the mount command to see if the tcp option is available. Using a CD drive
or a disk drive mounted with the default mount option (udp) is known to cause errors on some versions
of Linux. Red Hat Enterprise Linux 3.0 UL1 on zLinux platforms is particularly sensitive to this problem,
but the recommendation applies to all Linux platforms.

If you must copy CD images for one platform to an NFS disk on another operating system platform, use
a command that preserves symbolic links. For example, on an AIX platform use the ¢p -hrp command
to copy data from an HP-UX disk and preserve the symbolic links. Without the -h option, the cp
command on an AIX platform attempts to resolve symbolic links when copying an HP-UX disc instead of
preserving the links.

Even with the -h option, the cp command on a Solaris platform does not preserve symbolic links when
copying an HP-UX disc. On a Solaris platform, use the tar -cvf command to copy data from an HP-UX
disk and preserve the symbolic links.

Consult the man page for the copy command on the NFS system to understand how the platform
supports copying symbolic links.

Because many NFS incompatibilities can exist among various platforms, do not use a drive mounted on
a network file system to install from one operating system platform to another without first verifying that
the NFS configuration is robust. For example, if your mounted CD is /mnt, issue the following command
on a Linux for S/390 system to see if you have an NFS problem:

unzip -1 /mnt/1inuxs390/WAS/setup.jar

The proper output from the command lists all the files in the setup. jar file without error. If you
encounter problems in running the command, verify that your /etc/exports file includes the
no_root_squash option.

See http://www.redhat.com/docs/manuals/enterprise/RHEL-3-Manual/sysadmin-guide/s1-nfs-mount.htm]|
for more information about the -0 tcp option.

See[Troubleshooting the installation| for more information about possible symptoms when installing with
a faulty NFS mount. Contact your system administrator for help if you continue to have NFS problems.

Avoiding the underscore (_) character in machine names.

Internet standards dictate that domain names conform to the host name requirements described in
Internet Official Protocol Standards RFC 952 and RFC 1123. Domain names must contain only letters
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(upper or lower case) and digits. Domain names can also contain dash characters ( - ) as long as the
dashes are not on the ends of the name. Underscore characters ( _ ) are not supported in the host
name.

If you have installed WebSphere Application Server on a machine with an underscore character in the
machine name, access the machine with its IP address or the Tocalhost designator until you rename
the machine.

* Locating more information about the embedded messaging feature or WebSphere MQ.

For more information about the actions to take before installing the embedded messaging feature, refer
to |Insta||ing WebSphere embedded messaging as the JMS provider . For more information about
installing JMS providers, refer to[Installing and configuring a JMS provider| .

For information about installing the WebSphere MQ Version 5.3 product, or migrating to WebSphere MQ
Version 5.3 from an earlier release, refer to the appropriate WebSphere MQ Quick Beginnings book:

— WebSphere MQ for Windows, V5.3 Quick Beginnings, GC34-6073

— WebSphere MQ for AlX, V5.3 Quick Beginnings, GC34-6076

— WebSphere MQ for Solaris, V5.3 Quick Beginnings, GC34-6075

— WebSphere MQ for Linux for iSeries and Linux for zSeries, V5.3 Quick Beginnings, GC34-6078

These books are available at the WebSphere MQ messaging platform-specific books Web page].

 Installing the embedded messaging server feature if WebSphere MQ Version 5.3 is already
installed.

You have a choice if WebSphere MQ Version 5.3 is already installed:
— You can install only the embedded messaging client feature on a machine that already has
WebSphere MQ Version 5.3.

To use WebSphere MQ Version 5.3 as the JMS provider, install the IBM WebSphere Application
Server product with only the embedded messaging client feature. The Network Deployment product
has only the embedded messaging client feature. Installing and using the WebSphere Application
Server embedded messaging client feature is recommended with either the server feature or the full
WebSphere MQ Version 5.3 product.

WebSphere Application Server messaging applications can use the WebSphere MQ Version 5.3
product as the JMS provider. Using the client feature, however, requires that you install the
WebSphere MQ Version 5.3 Java messaging feature.

— You can install the embedded messaging server and client features on a machine that already has
WebSphere MQ Version 5.3.

To install the embedded messaging server feature when WebSphere MQ Version 5.3 is already
installed, upgrade WebSphere MQ Version 5.3:

51+ Apply the CSD04 update to the original WebSphere MQ Version 5.3 release if you are
running V5.0.2 or V5.1 of WebSphere Application Server.

- Install the WebSphere MQ Version 5.3 features, server and Java messaging, which the
WebSphere Application Server embedded messaging server feature requires.

If you install WebSphere MQ Version 5.3 without the required features, the installation of either
embedded messaging feature of IBM WebSphere Application Server is unsuccessful because of
prerequisite check errors. The Enterprise package includes installation images of the WebSphere MQ
Version 5.3 product and the WebSphere MQ Event Broker product, with restricted licensing. You can
use the products to install the required WebSphere MQ Version 5.3 features or to install the refresh
release of WebSphere MQ Version 5.3 for use with the Enterprise product.

* Logging off and back on, or rebooting a Windows machine, after uninstalling the embedded
messaging feature.

If you uninstall the embedded messaging feature, log off and back on, or reboot a Windows machine
before reinstalling.

* Planning to not use terminal services with the embedded messaging feature.

Terminal services is not supported as a valid installation scenario when installing WebSphere
Application Server and the embedded messaging feature.
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» Avoiding a coexistence problem between embedded messaging, IBM WebSphere Studio
Application Developer Integration Edition, and IBM WebSphere Application Server.

The IBM WebSphere Studio Application Developer Integration Edition and IBM WebSphere Application
Server both include an option to install embedded messaging. The embedded messaging option in
these two products is incompatible.

To avoid this problem, do not install embedded messaging for both products on the same machine.

» Using a version of Internet Explorer other than Version 6.0 to view the IBM HTTP Administration
server.

Forms Proxy Settings and Proxy Cache do not behave correctly When using Internet Explorer Version
6.0 to view the IBM HTTP Administration server, the Forms Proxy Settings and Proxy Cache do not
behave correctly. If you select the radio buttons that display editable fields, the fields do not display.
To work around this problem, use another version of the browser.

» Avoiding a core that is caused by an incompatibility between functions in various C or C++
run-time libraries.

Depending on the order that the libraries are loaded, a core can occur or IBM HTTP Server fails to
initialize. This problem is seen on various Red Hat Intel versions, and SUSE SLES and Red Hat on
S/390 platforms.
The GSKit libraries used by the IKEYMAN utility and the IBM HTTP Server SSL module require the C++
library Tibstdct++-1ibc6.1-1.50.2 file on the Intel platform and the Tibstdc++-1ibc6.1-2.s0.3 file on the
0S/390 platform. If the libraries do not exist, the IKEYMAN utility might provide only limited functionality
and the IBM HTTP Server SSL fails to initialize. If another version of this library, or another library with a
common function, loaded first, it might result in the use of an incompatible library routine.
If you encounter this problem, set the environment variable LD_PRELOAD to the following values
before starting IBM HTTP Server or IKEYMAN:
— Intel: export LD_PRELOAD=/ust/lib/libstdc++-libc6.1-1.s0.2
— 08/390: export LD_PRELOAD=/ust/lib/libstdc++-libc6.1-2.50.3
This change forces the library to load first when the application starts.

* Hiding one copy of the OpenSSL module so that the Apache Web server can start.
Apache Web server fails to start when using the mod_ssl| plug-in module and issuing the following
command:
apachectl startssl
A problem exists with a single process that has two copies of the OpenSSL modules.

Hide the Global Security Kit (GSKit) copy of the OpenSSL modules by renaming the opt/ibm/gsk7/icc
directory to opt/ibm/gsk7/icc_save.

» Defining the name of the WebSEAL HTTP server in lower case.

When defining your WebSEAL HTTP Server in the administrative console, you must define the name of
the WebSEAL HTTP Server all in lower case.

To define the name of the WebSEAL server name, click LTPA > Trust Association > Interceptors >
com.ibm.ws.security.web.WebSealTrustAssociationinterceptor > Custom Properties >
com.ibm.websphere.security.webseal.hosthames.

» Bringing up the IKEYMAN administrative console with the Conversational Monitoring System
option for IBM HTTP server 1.3.28 and IBM HTTP Server 2.0.47

— You cannot bring up IKEYMAN.

— IKEYMAN does not have the Conversational Monitoring System (CMS) database option to choose
from when creating a key database for IBM HTTP Server.

IKEYMAN is changed in Global Security Kit (GSKit) 7 to integrate IKEYMAN for Java Secure Socket
Extension (JSSE) that is Java-based and GSKit that is C++-based. IKEYMAN is a tool used to manage
digital certificates. You can now use the same IKEYMAN for WebSphere Application Server and IBM
HTTP Server. For example, creating a Java Key Store (JKS) or a CMS key database from the same
panel within IKEYMAN.

Chapter 3. Installing WebSphere Application Server products 141



A key database enables a client application to connect to those servers that have digital certificates
signed by those certificate authorities (CAs). You must perform extra steps to use the same IKEYMAN
with the CMS option in addition to the JKS option. The CMS option is needed when you set up IBM
HTTP Server for Secure Sockets Layer (SSL) transactions.

Set the JAVA_HOME variable to the location of the IBM Software Development Kit on the machine. If
you are using WebSphere Application Server, set the JAVA_ HOME variable to the Java Runtime
Environment (JRE) that is shipped with WebSphere Application Server.

For example:

— On the Linux platform: Export the JAVA_HOME=/opt/WebSphere/AppServer/java variable.

— On the UNIX platform: Run the <IHS install root>/bin/ikeyman, or <WAS_HOME/>bin/ikeyman.sh
command, from a command prompt to bring up the IKEYMAN administrative console.

— On the Windows platform: To bring up IKEYMAN, click Start > Programs > IBM HTTP Server

1.3.28 (or IBM HTTP Server 2.0.47) > Start Key Management Utility, or run
<WAS_HOME>/bin/ikeyman.bat at a command prompt.

If you cannot bring up IKEYMAN after the previous steps, perform the following steps:

1. Set the JAVA_HOME variable to the home of the IBM Software Development Kit for the Java
platform located on your machine. If you are using WebSphere Application Server, you should set
the JAVA_HOME variable to the JRE that is shipped with WebSphere Application Server.

2. If you are not using the JRE that comes with WebSphere Application Server, and the gskikm. jar file
exists in your JAVA_HOME directory, rename and move the $JAVA HOME/jre/1ib/ext/gskikm.jar
file to a directory that is not visible to the IBM Software Development Kit class path, external
directory, and the bootstrap class path. For example, on the Linux platform: mv
$JAVA HOME/jre/1ib/ext/gskikm.jar/gskfiles/gskikm.jar.org.

3. Ensure that the java.security file has the following providers:

You can find the java.security file in the security directory path. For example, the full path to the file

on the Windows platform is C:\Program Files\IBM\Javal4l\jre\lib\security\java.security.

security.provider.2=com.ibm.crypto.provider.IBMJCE

security.provider.3=com.ibm.spi.IBMCMSProvider

If you try to use cryptographic hardware with IBM HTTP Server, ensure that the file contains the

following lines in the order that is shown here:

security.provider.l=com.ibm.spi.IBMCMSProvider

security.provider.2=com.ibm.crypto.provider.IBMJCE

security.provider.3=com.ibm.jsse.IBMJSSEProvider
security.provider.4=com.ibm.crypto.pkcsll.provider.IBMPKCS11

If you are not using an IBM Software Development Kit or if the IBM Software Development Kit files in
the Tib\ext directory are older than the ones that come with the GSKit, you have to copy all the Java
archive (JAR) files from the ibm\gsk7\classes\jre\lib\ext directory to the Javal4l\jre\lib\ext
directory.

— On the UNIX platform:

To bring up IKEYMAN, run the<IHS install root>/bin/ikeyman, or <WAS_HOME>/bin/ikeyman.sh
command, from a command prompt.
— On the Windows platform:
To bring up IKEYMAN, click Start > Programs > IBM HTTP Server 1.3.28 (or IBM HTTP Server
2.0.47) > Start Key Management Utility, or run WAS_HOME/bin/ikeyman.bat at a command prompt.
* Enabling cryptographic hardware
The cryptographic token is no longer a separate item on the IKEYMAN GUI menu. It is treated as one
of the key store types. You can specify the PKCS11 module name by specifying the property of
DEFAULT_CRYPTOGRAPHIC MODULE in the ikmuser.properties file as before. However, IKEYMAN no longer
tries to load the dynamic link lists (DLL) or Library (LIB) at startup time to decide whether to support the
cryptographic token. The value of the DEFAULT_CRYPTOGRAPHIC MODULE property is used only for the
default value shown on the GUI.
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When you open the Cryptographic Token, IKEYMAN first retrieves the value of the
DEFAULT_CRYPTOGRAPHIC MODULE property in the ikmuser.properties file and pre-fill the value in the File
Name and Location fields in the Key Database File > Open dialog box of IKEYMAN GUI. You can
modify the value in the File Name and Location fields or click the Browse button.

Once the specified DLL or LIB is loaded successfully, you can use IKEYMAN. After opening a
cryptographic token successfully, IKEYMAN displays the certificates stored in the cryptographic token.

Using the WebSphere MQ client instead of the embedded messaging client feature.

Use the client from the full WebSphere MQ installation and do not use the embedded messaging client
feature. It is not necessary to install the embedded messaging client feature. Both clients are the same,
except that the embedded messaging client has a licensing restriction that prohibits it from
communicating with queue managers outside of the WebSphere Application Server environment.

All Linux and UNIX-based platforms

Summary of tips that apply to all Linux and UNIX-based platforms

Preparing a Linux or UNIX operating platform for the embedded messaging featurel

Installing to fixed locations on Linux and UNIX-based operating systems|

Defining the prerequisite Linux or UNIX operating system groups, mqm and mgbrkrs|

Creating and mounting the required journalized file system, /var/mgm, before installing WebSphere]

Application Server]

Restricting access to the var/mgm/errors directory and to the messaging logging files|

Verifying the system cp command when using emacs or other freeware]

Ignoring the desktop icon messages from InstallShield for Multiplatforms (ISMP) during installation|

Avoiding setting WebSphere Application Server environment variables in the user profile or in the]

system profile|

Avoiding spaces in the name of the installation directory on Linux and UNIX platforms|

Moving all of the core dump files from the var/sadm/pkg directory|

Starting the jmsserver process before running some Samples on UNIX platforms|

Using an option on the install or uninstall commands to identify a temporary directory other than the]

default /tmp directory|

Adding additional name space bindings with a new console usel

Migrating when the SDK that ships with the product is not available]

A delay occurs before the Installation wizard displays its first panel|

Manually entering Launchpad Web addresses to launch the links directly from your browser|

Using the tcp option to mount CD drives or disk drives in a network file system mount if the option ig
available

Preserving symbolic links when copying product CDs to network file server disks|

Tips that apply to all Linux and UNIX-based platforms

Preparing a Linux or UNIX operating platform for the embedded messaging feature.

Perform this step only if you are installing the Java Message Service (JMS) provider for WebSphere
Application Server on a Linux or UNIX-based operating system. You must install the embedded
messaging feature to use the JMS provider that WebSphere Application Server provides.

If you are installing the embedded messaging feature, you must create two operating system groups as
described in||nsta||ing WebSphere embedded messaging as the JMS provided.

The Solaris Operating Environment and HP-UX also require that you increase kernel settings as
described in||nsta||ing WebSphere embedded messaging as the JMS provided.

For an index of platform-specific information about using the embedded messaging feature, see
[for installing the embedded messaging feature” on page 171/|

Installing to fixed locations on Linux and UNIX-based operating systems

On Linux and UNIX-based operating systems, the embedded messaging feature installs to fixed
locations that you cannot override. The default locations are:

— Linux platforms: /var/mgm, /var/wemps, /opt/mgm, /opt/wemps
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— AIX platforms: /usr/opt/mqm, /usr/opt/wemps, /var/mqm
— Solaris platforms: /var/mgm, /var/wemps, and /usr

The [Installing WebSphere embedded messaging as the JMS provider] topic describes directory locations
in detail.

* Defining the prerequisite Linux or UNIX operating system groups, mqm and mgbrkrs

Before you install the embedded messaging component on UNIX or Linux platforms, you must define
the operating system groups mgm and mgqbrkrs, and the user IDs needed for WebSphere embedded
messaging. For detailed information, see||nsta|ling WebSphere embedded messaging as the JMS|
i :

* Creating and mounting the required journalized file system, /var/mgm, before installing
WebSphere Application Server

On UNIX platforms, use a partition strategy with a separate volume for the messaging data. A separate
partition prevents other system activity from being affected when a large amount of messaging work
builds up in the /var/mgm directory.
The /var file system is used to store all of the security logging information for the system, and is used
to store the temporary files for e-mail and printing. Therefore, it is critical that you maintain free space in
the /var directory for these operations. If you do not create a separate file system for messaging data,
and the /var directory fills up, all of the security logging, e-mail, and printing is stopped on the system
until some free space is available in the /var directory.

* Restricting access to the /var/mgm/errors directory and messaging logging files
After installing WebSphere embedded messaging, you must restrict access to the /var/mgm directories
and to the log files needed for WebSphere embedded messaging, such that only the mgm user ID or
members of the mgm user group have write access. For detailed information, see [Installing WebSphere]
[embedded messaging as the JMS provider| and [Securing messaging directories and log files] .

» Verifying the system cp command when using emacs or other freeware.

If you have emacs or other freeware installed on your Linux or UNIX-based system, verify that the
system cp command is being used.

1. Type which cp at the command prompt before running the installation program for a WebSphere
Application Server product.

2. Remove the freeware directory from your PATH if the resulting directory output includes freeware.
For example if the output shows /opt/freeware/bin/cp, remove the directory from the PATH.

3. Install the WebSphere Application Server product.
4. Add the freeware directory back to the PATH.

If you install with a c¢p command that is part of a freeware package, the installation completes but the
Java 2 SDK that the WebSphere Application Server product installs, which is install_root/java, can have
missing files. Some required symbolic links can be destroyed. If you remove the freeware cp command
from the PATH, you can install the WebSphere Application Server product successfully.

To verify that the Java 2 SDK that WebSphere Application Server installs is working correctly:

1. Go to install_root/java/bin.

2. Type ./java -version.
The command completes successfully with no errors when the Java 2 SDK is intact.

* Ignoring the desktop icon messages from InstallShield for Multiplatforms (ISMP) during
installation.

You can ignore any messages in the Tog.txt file about not being able to create a desktop icon on Linux
and UNIX-based platforms.

For instance, ignore messages that are similar to the following example when installing Network
Deployment:

Setup.product.install,
com.installshield.product.actions.DesktopIcon,
msgl, Unable to find platform specific desktop icon information.
Could not create desktop icon "Start the deployment manager"
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Setup.product.install,
com.installshield.product.service.product.PuredavaProductServicelmpl,
msgl, installing Desktop Icon (StopCellMgrIconBean)

Setup.product.install,
com.installshield.product.actions.DesktopIcon,
msgl, Unable to find platform specific desktop icon information.
Could not create desktop icon "Stop the deployment manager"

Setup.product.install,
com.installshield.product.service.product.PuredavaProductServicelmpl,
msgl, installing Desktop Icon (AdminConsolIconBean)

Setup.product.install,
com.installshield.product.actions.DesktopIcon,
msgl, Unable to find platform specific desktop icon information.
Could not create desktop icon "Administrative Console"

Setup.product.install,
com.installshield.product.service.product.PuredavaProductServicelmpl,
msgl, installing Desktop Icon (LogAnalyzerIconBean)

Setup.product.install,
com.installshield.product.actions.DesktopIcon,
msgl, Unable to find platform specific desktop icon information.
Could not create desktop icon "Log Analyzer"

Avoiding setting WebSphere Application Server environment variables in the user or system

profile.

WebSphere Application Server products use environment variables to control many dynamic settings,
such as the path to the product in the $WAS_HOME variable, the path to the /1ogs directory in
$LOG_ROQT, or the path to the IBM Development Kit in $JAVA_HOME. Avoid setting these variables in
the system profile or in user profiles. You might have a setting in a profile that overrides the proper
setting. If you reset variables that the products use to function, you can produce unpredictable results,
or even failure. To view WebSphere Application Server environment variables, open the administrative
console and click Environment > Manage WebSphere Variables. Scroll down to see the variables.
You can also click Next and Previous to see other pages of variables. Click a variable to see more
information, including its description. Other variable settings are described on other administrative
console pages.

Avoiding spaces in the name of the installation directory on Linux and UNIX platforms.

Do not use spaces in the installation directory name. Spaces in directory names are not supported on
Linux and UNIX.

Moving all of the core dump files from the var/sadm/pkg directory.

The InstallShield for MultiPlatforms (ISMP) Installation wizard iterates through all of the directories in the
/var/sadm/pkg directory, assuming that each entry that the wizard finds is a directory. The wizard tries
to open the pkginfo file within the directory. The ISMP wizard fails when it cannot find an entry under
the core file. Remove the core file from the directory to avoid the problem.

Starting the JMS server before running some Samples on UNIX platforms.

To run Samples that use JMS APIs, you must manually start the JMS server (jmsserver) before running
the samples on UNIX platforms.

To start the jmsserver process, complete the following steps:

Open the administrative console: http://Tocalhost:9090/admin.

Click Servers > Application Servers > server1 > Server Components > JMS Servers.
Change the Initial State from STOP to START.

Save the configuration and log out of the administrative console.

Stop and restart the Application Server from the command line. For example,

stopServer.sh serverl followed by startServer.sh serverl

Using an option on the install or uninstall command to identify a temporary directory other than
the default /tmp directory.

If the tmp disk does not have a large enough allocation, this message appears:

Error writing file = There may not be enough temporary disk space.
Try using -is:tempdir to use a temporary directory on a partition with more disk space.

akrwN =
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Use the -is:tempdir installation option to specify a different temporary disk to use. For example, the
following command uses the /swap file system as a temporary disk during installation:

./install -is:tempdir /swap

Some space in the /tmp directory is required for a copy of the native install launcher program, the Java
virtual machine (JVM), and some utility programs. ISMP uses the location you specify with the
-is:tempdir parameter for its temporary work area.

« Adding additional name space bindings with a new console user.

On UNIX platforms, when you click Name Space Bindings, you receive an Error 500 message on the
browser. When you click Show Details, a NulTPointerException displays. This only occurs with the
administrative ID that was configured as the server ID.

To solve the problem, add a different user to System Management > Console Users and login with
that user to add additional name space bindings.

* Migrating when the Java 2 SDK that ships with the product is not available.

If you upgrade the Java 2 SDK that ships with the WebSphere Application Server product, and you
intend to use the migration tools to migrate the configuration of a Version 4.0.x installation to Version
5.0.x, you can work around any Java wrapper errors that you might receive.

For example, if you upgrade to Java 2 SDK 1.3.1_08 and attempt to migrate V4.0.4 to V5.0.2, you
receive a Java wrapper not found error when you issue the following command, which is shown on
more than one line for clarity:
. /WASPreUpgrade.sh

/tmp/WAS40Backup

/opt/WebSphere/AppServer

wassun3

-traceString "*=all=enabled"

-traceFile /tmp/PreUpgradeTrace.log
The error that you receive is about a Java wrapper not found. Create a soft link to get around the
problem:

1. cd install_root/java/bin/aparc/native_threads
2. In -s java .java_wrapper

When you call the .java_wrapper, the Java 2 SDK assumes that the Java code is called and the
migration can continue.

* A delay occurs before the Installation wizard displays its first panel.

The default installation method is to open a command window to a read/write directory, issue the fully
qualified command to start the Launchpad tool, and click the Install the product option. This option
launches the Installation wizard, which is an InstallShield for MultiPlatforms (ISMP) application. This
action launches the Installation wizard in the language of your machine locale unless no translation
exists for your locale, in which case you receive the English version. A short delay occurs before the
ISMP wizard displays.

You do not need to click the Install the product option more than once to cause the wizard to display the
first panel. The delay is particularly noticeable on x-windows platforms.

* Manually entering Launchpad Web addresses to launch the links directly from your browser.

A known problem with the Launchpad can prevent it from using Netscape to open the documentation
links on some operating system platforms.

If you use the Mozilla browser, some Launchpad links do not work. The Launchpad attempts to call the
Netscape browser in the /usr/bin/netscape directory. Try a symbolic link to the Mozilla browser to fix
the problem as shown in the following example:

In -sf /usr/bin/mozilla /usr/bin/netscape
You can also launch the following links directly from your browser:

Product Overview
http://www.ibm.com/software/webservers/appserv/
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Your security options might prevent redirection, such as to the http://www-
306.ibm.com/software/info1/websphere/index.jsp?tab=products/appserv Web site. If so, you can
identify the IBM Web site as a trusted site to allow the redirection. For example, on Internet
Explorer, add http://www-306.ibm.com to the list of Trusted Sites by selecting Tools > Internet
Options > Security (tab) > Trusted Sites.

Readme File
CD-ROM_mount_point/readme/readme_en.html

Installation Guide
CD-ROM_mount_point/docs/InstallGuide_en.PDF

The Installation Guide is in Adobe PDF format. Viewing this document requires you to have
Adobe Acrobat Reader, which is a free download from the |[Adobe Acrobat Web site.|

5.1+ Download a new installation guide at
|ftp://ftp.software.ibm.com/software/webserver/appserv/library/wasv51 base_gs.pdi].

See [Using the Launchpad to start the installation” on page 173 for more information about the
Launchpad program.

Using the tcp option to mount CD drives or disk drives in a network file system mount if the
option is available.

Refer to the man pages for the mount command to check if the tcp option is available. Using a CD
drive or a disk drive mounted with the default mount option (udp) is known to cause errors on some
versions of Linux.

Red Hat Enterprise Linux 3.0 UL1 on zLinux platforms is particularly sensitive to this problem, but the
recommendation applies to all Linux platforms.Installing with product CDs that are physically located on
an NFS server can fail. Symptoms that occur when installing with di