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Introducing IntelliWatch
Pinnacle Enterprise

WELCOME

to the Pinnacle Enterprise User’s Guide, your road map
to improved Domino server performance and reliability.

1.1.0 GETTING STARTED

1.1.1  Assumptions
This User’s Guide is for Notes Administrators and Application
Developers, and makes the following assumptions:
You have a thorough knowledge of the Lotus Notes/Domino
version supported on your platform.
Lotus Domino is properly installed on your server.

You have a thorough understanding of the applicable operating
system(s).

1.1.2 Minimum System Requirements
Table 1-1 lists the minimum system requirements for
NT/Windows 2000 and UNIX. Please consult this table before
installing Pinnacle Enterprise.

1.1.3 Please Note...

While many customers run IntelliWatch Pinnacle on
non-English systems, it is only certified using English versions
of Notes/Domino and the relevant operating system.
Therefore, some features (e.g. PM NT Counters on German
systems), may not function correctly out of the box.

OS-level clustering (e.g. Wolfpack) is not supported.
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Table 1-1. Minimum/Recommended System Requirements

System Requirements for version 6.00.27.37 and above (minimum supported/recommended)
(For the latest version support information, go to www-1.ibm.com/support/docview.wss?uid=swg21214951&aid=1)

System Parameter Windows 2000 / 2003 AIX Solaris
OS Version: Pinnacle Windows XP (SP1); Windows 2000 (SP4); N/A N/A
Console in browser Windows 2003 (SP1)
OS Version: stand-alone Windows XP (SP 1); Windows 2000 (SP4); N/A N/A

Pinnacle client

Windows 2003 (SP1)

OS Version: IntelliWatch
server tasks

Windows 2000 (SP4); Windows 2003 (SP1)

5.1 through 5.3

Solaris 7 through 10 (on
Domino 6 and above--see
Footnotes a and b, below)

System Memory: running
Notes Server

128MB / 256 MB

256 MB per Domino partition

256 MB per Domino partition

System Memory: running
Notes Client only

64MB / 128MB

N/A

N/A

Processor Speed

233MHz / 400MHz

Sufficient processor speed to
run the Domino Server

Sufficient processor speed to
run the Domino Server

Domino Server--ALL PLATFC

RMS: 27.37: Through 6.5.4; 27.37a/b (Windows only

) and 27.38 (when available on O

5): Through Domino 7 (32-bit)

Registry access full access to the registry tree on NT: N/A N/A
HKEY_LOCAL_MACHINE\SOFTWARE\Candle
Replication Check Ul See above for stand-alone support sN/A N/A

(stand-alone client only)

a. Solaris 7 is supported through Domino 6; on Domino 6.5 and above, Solaris 8 through 10 is required.
b. Installing and running IntelliWatch on Solaris on Domino 6 and above requires manually setting environment variables,
due to a non-IntelliWatch issue. For details, see the readme.txt file.




1.2.0 QUICK TOUR OF
PINNACLE
ENTERPRISE

1.2.1 What’s new?
Many of the following new features have
been in IntelliWatch Pinnacle Enterprise
since the GA release of version 6.0. Other
features have been added in a later
maintenance release. Since a few
customers are still running Pinnacle 99, and
may be evaluating when move to the
Enterprise version, all new Enterprise-level
features are listed below.

For the benefit of those customers already
running the Enterprise version, features
added in later maintenance releases include
the number of that release in parentheses.

a more responsive Console
— via a browser

Console.nsf loads in Internet Explorer,
offering convenient access—without
requiring you to install software on the
workstation.

— via a Pinnacle stand-alone client

The stand-alone client installs on your
Admin workstation. In addition to the full
range of functionality available via the
browser client, the stand-alone client
offers:

— Replication Check utility (see 17.4.0.0)

— Option of selecting the initial Pinnacle
Solution that will be displayed when the

Console loads.

security mechanism
— via a browser

Browser-level check

QUICK TOUR OF PINNACLE ENTERPRISE

ACL check of console.nsf and iwasw.nsf
— via the stand-alone client

ACL check of console.nsf and iwasw.nsf

IW Message Center Gateway
More flexible messaging support has been
added to IntelliWatch Pinnacle by means of
the IW Message Center Gateway.
The Gateway runs on both NT and AlX, and
receives messages over TCP/IP. Based on
internal variables, the Gateway determines
both message type and content, then relays
the notification in a form appropriate to the
recipient/application, including:

— Tivoli Event Console

— SNMP Network Manager

— NT Event Log

— Paging service (NT only)

IwMCG requires that TCP/IP be
available on both the client and
server systems.

new Monitor Command types
— Tivoli Tec Event

IntelliWatch Triggers can now send alerts
to a Tivoli console.

— ACL Changer

Automate changes to the Access Control
List of Notes databases using IntelliWatch
Triggers and this new Command type.

improvements to Analyzer

The Analyzer server task has been made
more robust, resulting in a significant

17
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increase in the speed of statistic processing
and report creation.

Monitor Triggers on Blackberry servers

Though no product changes were involved,
we’re please to pass on the news that some
customers have been using IntelliWatch
Monitor Triggers to monitor Blackberry
servers—starting with Pinnacle 99!

We hope to add some default Triggers for
Blackberry, QuickPlace and Sametime in
future maintenance releases of IntelliWatch.

new IntelliWatch <KEYWORD> (27.33)

<DATABASE_OCCURRENCES_FOUND>
returns the number of times the search string
was actually found (as opposed to the
number stated on the Condition tab of the
Trigger).

ASW: Escalated Action Profiles (27.33)

New in maintenance release 27.33 are
escalated Action Profiles, that allow admins
to take increasing aggressive measures, the
longer a server is unresponsive.

ASW: “l am alive” messages from
Monitor (27.36)
Starting in maintenance release 27.36, each
time a Trigger evaluates, a special “l am
alive” message creates (or updates) a
document in iwasw.nsf which contains the
server name and the date.

Thanks to this feature, you have the option of
being notified in situations where the Domino
server is up, but where the IntelliWatch
IWAGENT task may have hung.

Monitor: New optional repository for

Availability Report documents (27.36)
Starting with maintenance release 27.36,
the option exists of using an alternative
database to store the Server Status Log on
which Monitor’s Availability Reports are
based, namely iwstatus.nsf.

The name iwstatus.nsf is hardcoded;
changing it is not supported.
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Occasionally, customers have experienced
errors in Monitor's Availability Statistics, due
to a database purge interval that was shorter
than their maintenance interval.

Why this new database?

Consequently, Up and Down documents (in
the Server Status Log View) got out of sync,
resulting in errors.

Monitor: new <KEYWORD> (27.36)
New in maintenance release 27.36 is the
<ESCALATION_INDEX> keyword, which
indicates the number of consecutive
monitoring intervals during which a Trigger
Condition has remained true.

1.2.2 Configuration
Most product configuration is done via the
Pinnacle Console (running on NT at your
Admin workstation).

The Console is available in two forms:

Pinnacle Console via a browser

A Notes database (console.nsf) residing
on your Primary Server.



Currently supported on Internet Explorer

(version 4.0 or higher).
Pinnacle Console as stand-alone client

Local client that installs on your Admin
workstation.

You must install this version of the
Console to use the Replication Check
utility.
In addition, several features of Pinnacle
Enterprise can be configured by accessing
the IntelliWatch databases directly, using
either a Notes client or Internet Explorer.

Certain features of Pinnacle
Enterprise must be configured in the
NT registry (or in IntelliWatch .ini files
on UNIX systems). Still other settings
must be added to/edited in the
Notes.ini. These configuration
options are mentioned where
applicable.

1.2.3 Chapters

Overview of User’s Guide, and summary of
Pinnacle Enterprise’s main features.

Step-by-step instructions for installing on NT.

Explains the comprehensive problem
detection/correction capabilities offered by
IntelliWatch Triggers and Commands.

CHAPTERS

Practical usage suggestions are provided for
each Trigger and Command type.

Advanced ServerWatch (ASW) shows you—
at a glance—the connectivity status of all
monitored Domino servers.

Monitor Triggers can send IWAlerts to the
ASW Console, where you can view these
up-to-the-minute warning and status
messages.

The response time of server monitored by
ASW can be logged to iwstats.nsf, for
subsequent retrieval by Analyzer.

Pinnacle Performance Manager (PM) allows
you to manipulate Notes statistics, and to
create custom Pinnacle statistics.

PM statistics can be imported into
IntelliWatch Analyzer, to produce reports on
all facets of Domino server activity.

Used as statistic thresholds in Monitor
Triggers, Pinnacle statistics allow you to
fine-tune your environment—and to react to
potential problems before they seriously
impact Domino performance.

Tracer helps diagnose bottlenecks caused
by slow response times in Notes databases.

Events are recorded in real time, and stored
in a log for processing. When displayed at
the Pinnacle Console, Traces can be
fine-tuned using filters.

Traces can also be saved for later analysis.

19



20

PINNACLE ENTERPRISE
USER’s GUIDE

The sole function of the IntelliWatch
Messaging Center Gateway is to relay
messages received from Pinnacle
components

The application’s simplicity makes for
amazing flexibility. IWMCG receives a
message over TCP/IP, and, based on
internal variables, determines both message
type and content. The Messaging Center
then relays the notification in a form
appropriate to the recipient/application.

Pinnacle Enterprise Crash Detection
monitors server availability locally,
complementing the remote connectivity
monitoring provided by Advanced
ServerWatch.

The local monitoring functionality is based
on the ability of Crash Detection to open a
local database (the default is Log.nsf). If the
database can be opened, the server is
considered to be running; if the database
cannot be opened, Crash Detection follows a
series of steps (the exact sequence of which
depends on various configuration options).

The report engine of Pinnacle Enterprise,
Analyzer can import native Notes statistics,
custom Pinnacle stats, and response-time
statistics logged by Advanced ServerWatch.

Analyzer reports can be scheduled, or run
on demand. They are stored in a local Notes

database, and can be distributed via Notes
mail.

Explains how to configure the following
Pinnacle components via a Notes client:
Management Agents
Advanced ServerWatch
Performance Manager
Analyzer

Several utilities are available from the
Pinnacle user interface:

Parameter Configuration Utility
Send Page Utility
Remote Recycle Utility

Replication Check (stand-alone client
only)

Send SNMP Trap Utility

Effective remedies for common problems,
Pinnacle command-line utilities simplify
many management tasks, from sending mail
to recycling your Domino server.

Overview of feature enhancements
introduced in the latest maintenance
release.

1.2.4 Appendices
Appendices provide supplementary
information in the following areas:



A: Definitions of PM Statistics
Variables

Field-by-field explanation of all PM Statistics
variables.
B: IntelliWatch Keywords

Definitions for all IntelliWatch Keywords.
C: Paging Error Messages
List of Paging Error Messages by error code.

D: IntelliWatch Databases: Replication
and Template Usage

Table of information detailing which
IntelliWatch databases replicate (and which
do not), as well as which templates are used
in the creation of databases.

E: NT Setup Dialogs

Screenshots of all Setup dialogs displayed
when Pinnacle Enterprise is installed on
NT/Win2000.

F: Intelliatch Pinnacle Configuration
Wizard

Screenshots of all main Configuration
Wizard dialogs.

G: Integrating Monitor 5.0 for AS/400
with Pinnacle Enterprise

Provisos for integrating Monitor 5.0 for
AS/400 in a mixed environment with
Pinnacle Enterprise.

H: Data Returned by PM Statistic Types

What is returned by each Performance
Manager statistic type.

ACCESSING THE PINNACLE CONSOLE
21

I: Ports Used by IntelliWatch

Useful information on the ports used by
IntelliWatch Pinnacle, on both partitioned
and non-partitioned Domino servers.

J: Getting More Help

How to obtain additional help in using
Pinnacle Enterprise.

1.3.0 ACCESSING THE

PINNACLE CONSOLE

New to Pinnacle Enterprise is a web-based
Console, as well as a more responsive
stand-alone version.

Both Console versions have been enhanced
with a security mechanism.

Basic access to each of the Console
versions is obtained as follows:

PINNACLE CONSOLE IN A BROWSER

TO ACCESS THE PRIMARY SERVER:

Make sure that 1) the Primary Server is
running, and 2) the HTTP task is loaded,
and 3) is accessible via TCP/IP.

Launch Internet Explorer at your Admin
workstation.

Type the URL of your Primary Server in
the |IE Address field, based on the following
model:

http:// [DomainNameOfPrimaryServer]/[Int
elliWwatchDataDir] /console.nsf

@

D—é;)ending on local configuration (and
from where the Primary Server is

being accessed), the complete
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Internet domain name may be
required for the
DomainNameOfPrimaryServer.

For example: If the Host Name of your
Primary Server is
MyServer/MyDomain. From within the
domain, “MyServer” should suffice as
the DomainNameOfPrimaryServer.
Under some conditions, however, you
may need to enter
“MyServer.MyDomain.com”.

At this point, you are confronted with the
browser level security check (for details, see
1.4.1, below). Assuming this step is
successfully navigated, the opening page of
the database will be displayed in your
browser, allowing you to proceed as follows:

Click the Pinnacle Console link in the
upper left of the page.

At this point, you are confronted with the
ACL level security check (see 1.4.2, below).
Assuming this step is successfully
navigated, the Console will be displayed in
your browser.

The first time you connect to the
Pinnacle Console, you are informed
that no Advanced ServerWatch Hubs
exist, and asked if you would like to
create Hubs at this time. Decline if
you want to create Hubs at a later
time, but bear in mind that, until at
least one Hub is created, this dialog
will be displayed each time the
Console loads.

STAND-ALONE PINNACLE CONSOLE

The following procedure assumes you have
already successfully run the Setup to install
the stand-alone Console. If this is not the
case, and you need assistance to install this
version of the Pinnacle Console, please see
“Pinnacle Stand-alone client” on page 37.

TO ACCESS THE PRIMARY SERVER:

Make sure that 1) the Primary Server is
running, and 2) the HTTP task is loaded,
and 3) is accessible via TCP/IP.

Launch the stand-alone Console by
going to Start > Programs > IntelliWatch >
Pinnacle Console. The dialog in Figure 1-1
will be displayed.

FIGURE 1-1: Initial-launch dialog

Enter Pimary Server

Enter Primary Server: | =

[T Host Mame (If different]: |

0K I Cancel | Help > |

Enter the name of your Primary Server,
or select it using the drop-down.

&>

==,
If the Host Name of the target system
differs from the Domino Server
Name, select the checkbox and enter
the Host Name in the textbox
provided.
Click OK.
At this point, you are confronted with the
ACL level security check (see 1.4.2, below).
Assuming this step is successfully



navigated, the Console will be displayed in
your browser.

As with the web-based Console, if no
Advanced ServerWatch Hubs have as yet
been created, a dialog is displayed giving
you that option. To proceed without creating
Hubs, click No.

1.4.0 SECURITY MECHANISM

New to Pinnacle Enterprise is a security
check that is performed whenever a User
tries to connect to the Pinnacle Console.

The number of stages depends on the
means used to connect to the server:

via a browser

— Browser-level check (Figure 1-2),
followed by a check of the relevant ACLs
(Figure 1-3).
via the Pinnacle stand-alone client

— ACL check only (Figure 1-3).

1.4.1 Browser level
User Name and Password

The browser-level check requires you to
enter a User Name found in the Notes NAB
on the target server, as well as the Internet
password associated with that User.

This Internet password is found/entered on
the Basics tab of the relevant Person
document.

SECURITY MECHANISM

FIGURE 1-2: Initial security check

Enter Network Password HE

?> Fleaze type your uger name and password,
Site: YEMERN

Realm Aintelivatch

Uszer Mame |Valld Uzer Mame

Password |“*1

W Save this password in your password list

ar Cancel |

An optional checkbox allows you to save this
password for future sessions (although this
largely defeats its purpose).

If no Internet password is associated with
the User attempting the connection, either
enter one in the relevant Person document
and reattempt the connection, orlog in using
a different User Name (for which there is
such a password).

If either log-in value is incorrect, the
connection is refused, and you are given
another opportunity to enter correct
information. (For a flow chart detailing the
mechanism, see Figure 1-4.)

Assuming successful completion of this first
log-in stage, the security mechanism

proceeds with a check of the relevant ACLs.

1.4.2 ACL check
A User Name and Password must be
entered (see Figure 1-3). The User Name
will be checked against the relevant ACL(s);
the Password, again, is the Internet
password referred to under 7.4.1, above.

23
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FIGURE 1-3: ACL security check

Pinnacle Enterprise Console [ x |

Pleasze Enter your Motes User Mame and Intemet Password.

User Mame:  falid User Mame

Paszword:  |Fa%

ak. | Cancel |

o S

Tfh’i:s need not be the same User
Name/Password entered at the
browser level.

Which ACLs are checked?

The answer to this question depends on
whether Advanced ServerWatch Hubs have
already been created via the Pinnacle
Console.

As they are created, Hubs are appended to
the list of Hub_Servers in the pinnacle.ini
file on the client machine. Each time the
Console database is loaded from that server,
the list of ASW Hubs to be displayed is
obtained from this file.

No Hubs yet created via Console

— A search for the entered User Name is

carried out in the ACL of console.nsf.

— The entered User must have an Access

Level of READER or above, or the log-in
fails. (See 1.4.3, below.)

— The User may be part of a group.

— Assuming the entered User Name and
Password are correct, the Pinnacle
Console now loads.

— You are informed that no Hubs exist,
and are asked if you want to create one.

— Ifyou say No.
The ACL of iwasw.nsf is not checked.
— Ifyou say Yes.

The Console attempts to connect to the
Advanced ServerWatch task on the
server you select, and the ACL check of
that database is carried out.

The User Name and Password entered in
Figure 1-3 are used to check the ACL of
iwasw.nsf. If this User has the
necessary access privileges, the
connection succeeds. Otherwise, an
error occurs, and you are prompted to
enter another User Name and Password.

ASW Hubs listed in pinnacle.ini

— First, a search for the entered User
Name is done in the ACL of the Pinnacle
Console database (console.nsf).

— The entered User must have an
Access Level of READER or above, or the
log-in fails. (See 1.4.3, below.)

— The User may be part of a group.

— Assuming the ACL-check of the
Console database is successful, the
ACL-check of the Advanced
ServerWatch database (iwasw.nsf) is
carried out for each Hub listed.

— The User Name and Password entered
in Figure 1-3 are used to check the ACL of
iwasw.nsf. If this User has the necessary
access privileges, the connection
succeeds. Otherwise, an error occurs, and



you are prompted to enter another User
Name and Password.

— If more than one Hub is listed, the
same process repeats for each Hub.

In the event an alternate User Name
must be used to gain access to a
given Hub’s database, the process
will revert to the initial User Name
entered for each subsequent Hub
(the only one that is cached).

What if either ACL check fails?

After a brief delay, you are given another
opportunity to correct/change the User
Name and Password entered. Bear in mind,
however, that after the first few tries, the time
interval between tries becomes
progressively longer, to discourage
nefarious (unauthorized) users.

Where is the User Name stored?
After the initial log-in on a system, the User

Name value is stored as Last_User=in the
pinnacle.ini file on the client machine.

Note that the Password is not stored in this
file, and must be entered manually each
time the dialog is presented.

1.4.3 Access Levels
Access levels play a role in the functionality
available from this point on.

Pinnacle Enterprise, uses the following four
levels:

SECURITY MECHANISM

NO ACCESS
— Connection will be refused.

— Enter a User Name and Password
with the correct access level, or cancel
the operation until one can be obtained.

READER

— Can access all Pinnacle Solutions, but
cannot create, edit or delete documents.
— Should you attempt to write to a
database (saving a Profile in Advanced
ServerWatch, for example), you are
prompted for a User Name and
Password with the appropriate access
level.

READ/WRITE

— Full access—with the exception of the
Remote Recycle Utility.

MANAGER
— Full access.

14.4 More Secure Password format

On Notes 4.6 and above, a "More Secure"
format can be applied to Internet passwords.

This option is selected via the Actions menu.
The item in question is:

Upgrade to More Secure Internet
Password Format

There is no UNDQO for this more
secure encryption.
Users with passwords so encrypted need to
add a Person (User) to the console.nsf
database to be able to access the Pinnacle
Console

25
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The solution below only applies if the Users
who will be logging in to the Pinnacle
Console have Internet passwords encrypted
using the "More Secure" format.

To determine this for a given User, do the
following:

Open the relevant Person document in
your Domino Directory.

Put the document into Edit mode.

Examine the encrypted Internet
password (located on the Basics tab).

if password is "More Secure"

— It will consist of numbers and both
UPPER- and lower-case letters, and
perhaps other symbols.

if the password is NOT "More Secure"

— It will consist of numbers and
UPPER-case letters only.
If the Internet passwords of all Users who
will be logging in to the Pinnacle Console fall
into the second category, you can ignore the
following solution.

SOLUTION FOR USERS WITH "MORE SECURE"
INTERNET PASSWORDS

Connect to the Pinnacle Console
database on the target server via Notes or a
browser.

This brings up the initial 'links' page of the Pinnacle
Console.

Click on the Edit user password link
on the opening page of the Console
database.

Click on the Add Person icon, and
complete and save the displayed form.

This log-in ID is stored in the console.nsf database,
and will function as a sort of 'mini-NAB".

Now, when a User logs in, User
Names/passwords are checked in the
following order:

Console.nsf checks the NAB for the User
Name entered.

If the User Name IS found in the NAB, the
password is checked for "More Secure"
encryption.

— If the password does NOT use "More
Secure" encryption, it is checked for
validity. If the password is invalid, the
log-in fails, and the User is prompted to
try again.

— If the password DOES use "More
Secure" encryption, console.nsf checks
its internal 'mini-NAB"' for the User
Name/password entered.

— If the User Name/password DOES
exist in console.nsf's internal 'mini-NAB',
the log-in succeeds.

— If the User Name/password does NOT
exist in console.nsf's internal 'mini-NAB',
the log-in fails, and the User is prompted
to try again.

If the User Name is NOT found in the
NAB, the log-in fails.
If your Internet password does not use the
More Secure format, these documents are
not used by the Console.
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FIGURE 1-4: Security mechanism flow chart

Maximum number of tries
governed by the browser.

Internet
Explorer

User Name/
Password valid?

Enter User Name
and Password

Browser-level check

Pinnacle
stand-alone
client

Enter User Name
and Password

User in ACL
of console.nsf and
Password correct?

Edit Log-in entry

ACL Check: console.nsf

ASW Hubs listed
in pinnacle.ini?

Add an ASW Hub?

Current User in
ACL of iwasw.nsf and
Password correct?

A\ 4

Edit Log-in entry

ACL Check: iwasw.nsf

Enter ASW Hub Name

Get next ASW
Hub in list.

At end of list of
ASW Hubs?

Display Pinnacle Display Pinnacle Console,
Console including Hubs




PINNACLE ENTERPRISE

28 USER’s GUIDE

1.5.0 CROSS-REFERENCES

Cross references in the User’s Guide that
incorporate numbers/letters are to be
interpreted as follows:

first character (from left)

— Chapter number/Appendix letter

second digit (from left)

— Level 1 Heading

third digit (from left)

— Level 2 Heading

fourth digit (from left)

— Level 3 Heading

1.6.0 NOTE TYPES

The detective signals text that
provides additional details as to
product functionality.

oS

A—tht bulb signals a Hint as to how
you can most effectively use the
product.

-
Traffic light signals text of a cautionary
nature, often concerning actions that,
while possible, are not

recommended.

Remember ...
Text to remind you of a detail covered
previously.

1.7.0 ADOBE PORTABLE
DOCUMENT FORMAT

Candle supplies documentation in the
Adobe Portable Document Format (PDF).
The Adobe Acrobat Reader prints PDF
documents with the fonts, formatting, and
graphics in the original document. To print a
Candle document, do the following.

Specify the print options for your system.
From the Acrobat Reader Menu bar, go to
File > Print Setup... and make your
selections. A setting of 300 dpi is highly
recommended as is duplex printing if your
printer supports this option.

To start printing, go to File > Print via
the Acrobat Reader drop-down menus.

On the Print pop-up, select one of the
Print Range options for

a single page
a range of pages
all the document

(Optional). Select the Shrink to Fit
option if you need to fit oversize pages to

the paper size currently loaded on your
printer.

1.7.1  Printing problems?
The print quality of your output is ultimately
determined by your printer. Sometimes
printing problems can occur. If you
experience printing problems, potential
areas to check are:



settings for your printer and printer driver.
(The dpi settings for both your driver and
printer should be the same. A setting of
300 dpi is recommended.)

the printer driver you are using. (You may
need a different printer driver or the
Universal Printer driver from Adobe. This
free printer driver is available at
www.adobe.com.)

the halftone/graphics color adjustment for
printing color on black and white printers
(check the printer properties under Start
> Settings > Printer). For more
information, see the online help for the
Acrobat Reader.

the amount of available memory in your
printer. (Insufficient memory can cause a
document or graphics to fail to print.)
For additional information on printing
problems, refer to the documentation for
your printer or contact your printer
manufacturer.

1.7.2 We welcome your
comments...

Candle welcomes your comments and
suggestions for changes or additions to the
documentation set. A user comment form,
located at the back of each manual, provides
simple instructions for communicating with
the Candle Information Development
department.

You can also send e-mail to
UserDoc @ candle.com. Please include a
product specification (such as "IntelliWatch
Monitor for NT") in the subject line.

WE WELCOME YOUR COMMENTS...
29

1.7.3 Ordering additional
product documentation
To order additional product manuals, contact
your Candle Customer Support
representative.
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Installation Guide 2

2.1.0.0 CONFIGURING INTELLIWATCH FOR
YOUR ENVIRONMENT

Notes topologies differ—sometimes quite
markedly—from one company to another. Still,
certain guidelines apply to most environments
where IntelliWatch Pinnacle is used to monitor
Domino servers. We offer the following sample
architecture to help you get started.

Chapter Contents

|31
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2.1.1.0 Sample architecture
The XYZ Company, Inc. has a 40-server
Notes environment, divided into two server
groups of 20 systems each.

An effective IntelliWatch configuration would
include:

Balance of systems as Managed servers

This category includes your Application
and Mail servers.

Pinnacle components to install:
— Intelliwatch Monitor
— Pinnacle Performance Manager

one Primary Server

The Master Set of those IntelliWatch
databases that replicate resides here.
Edit these databases here, then replicate
the changes to your other servers.

Pinnacle components to install:

— Intelliwatch Monitor

— Pinnacle Performance Manager
— Tracer Server
two Advanced ServerWatch Hubs

In this example, each Hub watches a
group of twenty servers, 19 Managed
Servers plus the ASW Sub-Hub.

Pinnacle components to install:

— Advanced ServerWatch Server
IntelliWatch Monitor

Pinnacle Performance Manager

Tracer Server

one Analyzer Server

Statistics (both Notes and Pinnacle) must
be replicated to this system from all
servers you want to include in reports.

Pinnacle components to install:

Analyzer Server
IntelliWatch Monitor
Pinnacle Performance Manager

Tracer Server

— Tracer Server
Admin workstations (NT)
Pinnacle components to install:

— Messaging Center Gateway (on one
system)

— Pinnacle stand-alone client, if desired
— Tracer Client

2.1.2.0 Installation guidelines
This example illustrates the following
principles of sound IntelliWatch architecture:

Centralized database management

When installing IntelliWatch on other
systems, replicate databases from the
Primary Server (bearing in mind that not
all IntelliWatch databases replicate—
iwasw.nsf should not, for example.

Making changes only in the Master Copy
on the Primary Server virtually eliminates
the chance of replication conflicts.

L2/

For product trials on test systems, we
suggest the “Use Default Triggers”
setting (for the selection dialog, see
Figure E-19 on page 414). On
production systems, we recommend

the “Disable All Triggers” option.



Monitor Advanced ServerWatch Hubs

The smallest Notes environment should
run a minimum of two ASW Hubs.

Why is this necessary, given the fact that
a single ASW Hub can effectively monitor
as many as 50 servers?

Because with only a single instance of
ASW Server in your environment, should
the Hub system experience difficulties,
monitoring of all spoke servers stops until
you correct the problem on the Hub.
(See, for example, the diagrammed
configuration at Figure 4-1, "ASW in a
seven-server environment,” on

page 155.)

o

—

Although each partition of a Domino
partitioned server can theoretically
run its own instance of the ASW
server task, this is not recommended.

Should a partitioned machine running
multiple instances of the ASW task
fail, usually all instances will cease to
monitor their assigned servers.

We recommend installing only a
single instance of Advanced
ServerWatch on a given system.

Centralize reporting using Analyzer
By collecting statistics centrally, reports can
be as comprehensive as you like, since data

for all servers is available on a single
system.

SHOULD | USE THE PINNACLE
CONFIGURATION WIZARD?

Analyzer retrieves statistics from the
local copy of Notes and Pinnacle
statistics databases.

21.21 Should | use the Pinnacle
Configuration Wizard?

We do not recommend running the Pinnacle
Configuration Wizard when installing

IntelliWatch.

The Wizard was designed to be used by
on-site SEs, to automate product
demonstrations—not to be used for tailoring
IntelliWatch to the needs of a customer’s
production environment.

Running the Wizard as part of a normal
installation creates a significant likelihood
that you will want (or need) to disable (or
modify) much of what the Wizard generates.
(See also “IntelliWatch Pinnacle
Configuration Wizard” on page 437

21.2.2 On-site Services
If you need more detailed assistance in
setting up IntelliWatch in your environment
than you find in this user’s guide, we invite
you to contact a sales representative, who
can explain the availability and cost of
on-site services.

2.1.3.0 Installation procedures
To install IntelliWatch Pinnacle, run the
self-extracting Setup file, and respond to the
dialogs displayed (command-line questions
on UNIX systems). Which dialogs/questions
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are displayed depends on the choices you
make as the Setup proceeds.

For the location of the setup files on NT and
UNIX systems, as well as platform-related
differences in procedure, see the individual
sections, below.

2.1.31 Getting help during the
installation
Which setup dialogs/questions are displayed
depends on the choices you make as the
installation proceeds. For assistance with a
particular setup dialog, see the Appendix
“NT Setup Dialogs” on page 395. While the
presentation of installation steps on UNIX
systems differs from the NT dialog method,
the information to be entered is, for all
practical purposes, identical. Therefore, no
separate section is provided for the steps of
the installation process on UNIX systems.

Dialogs/questions that appear only in
connection with the Upgrade are discussed
after the main series. A series of links is
provided to lead you through the dialogs
displayed during an upgrade on NT (see
2.1.3.8, below).

2.1.3.2 NT 4.0/Windows 2000
Start the setup by launching the installation
file located in the windows folder on the
Pinnacle Enterprise CD. The file is called
wpv06***.exe--the asterisks represent
characters that vary by maintenance level.
Alternatively, open index.html (on the root of
the CD) in Internet Explorer, and click on the
Copy Installation File link. You are then given
the choice of copying the file to the local

system (the default option), or of running the
file from its current location.

Accepting the default requires that you
subsequently navigate to the file’s
location on your local system to
launch the setup. Run the file from
the CD to install immediately.

The first time you run wpv06***.exe,
installation files are unpacked to a default
directory on the local system (the location
varies by OS version). Among the unpacked
files is setup.exe, which launches
automatically once files are unpacked.

@

=,
If the installation process is aborted
after unpacking has completed, the
setup can be run at a later time by
launching setup.exe directly. You
need not go through the unpacking
process a second time.

2.1.3.3 NT Setup dialogs
Which setup dialogs are displayed depends
on the choices you make as the installation
proceeds. For assistance with a particular
setup dialog, see the Appendix “NT Setup
Dialogs” on page 395.

Dialogs that appear only in connection with
the Upgrade are discussed after the main
series. A series of links is provided to lead
you through the dialogs displayed during an
upgrade.



2.1.34 UNIX systems
The setup file for your UNIX system is
located in one of two subfolders of the unix
folder on the CD: either aix** or sol**. Copy
the file appropriate to your operating system
to a location of your choice.

Alternatively, on a system supporting a
browser, open index.html (on the root of the
CD) in Internet Explorer, and click on the
Copy Installation File link for your UNIX
platform. Select the default option of copying
the file to the local system.

Before running the setup, you must first
unzip, then untar, the installation file.

From the directory where the file was
untarred, issue the following command on
both Solaris and AIX

./setup

To install IntelliWatch Pinnacle
successfully, you must be logged on
as root.

2.1.3.5 On Solaris systems running
Domino 6 and above
Consult the readme.txt file, found in the
folder where you tarred the installation
files.Un-installing IntelliWatch

Should you want to un-install IntelliWatch
Pinnacle, follow these simple steps.

2.1.3.6 On Windows

Go to Start > Settings > Control Panel.

UNIX SYSTEMS

Double-click the Add/Remove
Programs icon, bringing up a dialog that
allows you to select programs.

Highlight IntelliWatch Pinnacle, and
follow the instructions on the ensuing series
of dialogs.

2.1.3.7 On AIX systems
Log in as root.
Issue the .Juninst command from the
folder where the untarred IntelliWatch setup
files are located.

If that folder no longer exists, or
installation files have been removed,
untar the setup to a directory of your
choosing, and run ./uninst from that
location.

Select the Pinnacle installation to be
removed from the list displayed.

If this is a non-partitioned system, or if
you are removing the last of a series
of IntelliWatch partitioned
installations, you will be asked if you
want to remove program executables
as well.

2.1.3.8 Supported upgrade path
When upgrading from Pinnacle 99, only one
upgrade path is supported:
from the latest version of Pinnacle 99 to
Pinnacle Enterprise
— on NT, this is version 21.10

— on UNIX systems, this is version
22.14
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Upgrading from earlier versions of Pinnacle
99, or from IntelliWatch versions prior to
Pinnacle 99 is not supported.

To upgrade Pinnacle 99 to Pinnacle
Enterprise, go to page 395.

Should | run Updatexxx.exe, or
the Full Install?

With the advent of IntelliWatch Pinnacle for
the Enterprise, the latest maintenance
release is no longer included in the Full
install. What does this mean, in practical
terms?

to update IntelliWatch v. 6.0 on Windows

To bring a pre-existing installation of
IntelliWatch Pinnacle for the Enterprise
up to the latest maintenance release on
Windows systems, run the
Update[xxx].exe, NOT the full install.

to upgrade from Pinnacle 99 (v. 5.0) to the
Enterprise version on Windows

To upgrade Pinnacle 99 to the Enterprise
version of IntelliWatch, run the full install.

on UNIX systems

Whether updating a pre-existing
installation of IntelliWatch Pinnacle for
the Enterprise, or upgrading a system
from Pinnacle 99 to the latest
maintenance release of Pinnacle
Enterprise, run the full install.

When you upgrade
Domino

From time to time, customers will run

incremental upgrades for their Domino

installations, rather than doing fresh installs.

How does this affect IntelliWatch Pinnacle

installations on those systems?

IntelliWatch runs within the Domino
envelope, so to speak, and updating your
Domino version without un- and re-installing
IntelliWatch can lead to unpredictable
behavior of IntelliWatch components or
features.

Although no instances of
IntelliWatch-induced server crashes
resulting from upgrading Domino in this way
have been reported, that possibility cannot
be ruled out.

Therefore, updating your Domino
version without un- and re-installing
IntelliWatch is not supported.

Preserving your IntelliWatch settings under
these circumstances is not difficult, however.
See the following section.

2.1.41 Preserving settings when
Un- and Re-installing
IntelliWatch
On rare occasions, such as when running an
incremental install on your Domino
installations, you may find it necessary to
un- and re-install IntelliWatch. Naturally, you

don’t want to lose your current configuration

settings in the process.

The following procedure assumes that you
want to do all uninstalls, reinstalls, and
updates on a system-by-system basis. If
that’s not the case, please adjust the
following steps accordingly.



Before starting the rollout of the Domino
incremental upgrade, designate one system
as the repository of your IntelliWatch
configuration settings.

oS

ATInte//iWatch product components
should be installed on this system, to

facilitate later replication.

If you have a test system that can
replicate with your production
environment, simply install all IntelliWatch
components on it, and replicate the
databases to this system, rather than
installing them from the media. If no
servers in your test environment are able
to replicate with your production systems,
we suggest you select your least busy
production system for carrying out Step 1,
above.

Since the setup allows you to switch to a
different server during replication, should
a given database not be found on a
particular replication source server, you
need not currently have a system in your
environment where all IntelliWatch
components are installed.

Of course, if a particular component is not
currently installed anywhere in your
environment—Analyzer, for instance—
there will be no settings to save, so simply
elect to install any such databases from
the media.

Uninstall IntelliWatch on a system
before running the Domino incremental
installer.

Run the Domino incremental installer.

Reinstall IntelliWatch—and replicate the
IntelliWatch databases from the system
discussed under Step 1, above.

PARTITIONED NOTES SERVERS
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2.1.4.2 Partitioned Notes servers

The Pinnacle Enterprise setup must be run
once per Notes partition. Different Pinnacle
components may be installed on individual
partitions. There is no limit on the number of
partitions on a given system.

2.1.4.3 Pinnacle Console in a browser

No files are actually installed on the client
machine. However, applets are downloaded
from the server to which the Console is
connecting. These applets are:

Javasoft Swing package
Pinnacle Enterprise Console package

The first time a given workstation loads the
Pinnacle Console, dialogs are displayed
requesting acceptance of the Candle
’signature’ on the packages in question.

The signature process enables applets to
acquire the increased privileges necessary
for full Pinnacle Console functionality. If you
do not accept the Candle signature on both
of these dialogs, the Console cannot
function properly and does not load.

To avoid seeing these dialogs each time you
connect to the Pinnacle Console, check the
box at the lower left. Bear in mind that you
are thereby accepting all products bearing
the Candle signature.

21.4.4 Pinnacle Stand-alone client

To install the stand-alone client, follow the
above steps for the server installation, then
connect to the browser version of the
Pinnacle Console on that system. Click on
the link to download the stand-alone client
from the target server. (For instructions on
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connecting to the server, see “Stand-alone
Pinnacle client” on page 44.)

2.2.0.0 MA DEPLOYMENT

All IntelliWatch Management Agents in a
given environment normally have the same
Replica ID. This is accomplished by installing
Management Agents from the media on the
first server only. All other servers obtain
their Management Agents by Notes
replication from the Primary Server.

This same procedure is used to
propagate changes in MA
configuration to all servers in your
Notes environment.

2.3.0.0 SILENT SETUP

The Silent Setup was created to facilitate
subsequent installations:

on remote servers

during scheduled down times

2.3.1.0 How does it work?
When the “Record Silent Setup Script”
option is selected at the start of the setup
(see Figure 2-1, below) the choices and
entries you make are recorded in a script file
(iwsetup.ini).

At the same time, a batch file is created
(pinnacle.bat).

Subsequent installations of Pinnacle
Enterprise can be carried out by running the
batch file (which, in turn, calls the script).

2.3.1.1 Before creating the response
file
Take a few minutes to:

decide which components to install

determine a useful name for the
configuration to be recorded in the script

TO CREATE A RESPONSE FILE:

Run the Pinnacle Enterprise setup, and
select the “Record a Silent Setup Script”
option (see the arrow in Figure 2-1, below).

FIGURE 2-1: Select Silent Setup option

IntelliWatch Setup Options il x|

Do pou want to create a Silent Installation S cript file for
unattended installation on anaother machine?

" Install now

& Fiecord 3 Silent Setup S eript

<Back [ Hews ] Cancel |

Assign a location and filename for the
response file to be created.

This name and location are written to the batch
file, which is placed with the response file in
the specified location.

Step through the remaining setup
dialogs, making entries appropriate to the
desired Pinnacle configuration.

2.3.1.2 Silent Setup on a new server
Once you've created the response file for a
given Pinnacle configuration, you'’re ready to
carry out a Silent Setup on other servers
(with that same configuration).



Two configuration files are required:

response file
batch file to run the Silent Setup

In addition, you need access to the Pinnacle
Enterprise setup files.

TO RUN THE SILENT SETUP:

Place the two configuration files listed
above in the directory you specified when
creating the response file.

Launch the batch file, which includes the
following contents:

<full path for setup executable>
-b<full path for response file> -s
-fl<full path for response file>
-f2<full path for log file>

When you create the response and batch files,
the above example syntax is on its own
REM’d-out line. The following line of the file
has the actual paths you specified/accepted
when you ran the Silent Setup.

These values need only be changed if the file
locations have changed.

Only -f2 is optional; all other flags are
required. Flags must be used in the
order shown.

The flags have the following functions:
-b
— Pinnacle Enterprise flag that identifies
the location of the response file.
-S

— An InstallShield flag that causes the
Silent Setup to run instead of the
Standard Setup.

EDITING THE RESPONSE FILE
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-f1

— An InstallShield flag that identifies the
location of the response file.

-f2

— An InstallShield flag that records a
successful setup, or reports an error
code in case of failure.

Do not confuse this file with iw.log,
which details the steps taken by the
Setup (on NT systems).

2.3.1.3 Editing the response file

The Silent Setup script can be edited to
change options for different servers.

Use any text editor to make changes. You
must save the file in ASCII format, however,
or the installation will fail.

23.1.4 What Silent Setup won’tdo

There is no opportunity to make changes in
a given installation’s configuration while the
Silent Setup is running on a system.

2.4.0.0 INSTALLING ON

WiNDOwS 2000

24.1.0 Background

NT 4.0 offered various levels of registry and
file-system security, but most of these
options were off by default.

On Windows 2000, not only was the range
of available security options increased,
those options were turned on by default.
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2.4.2.0 Potential issues
Not taking Win2K permissions into account
when installing IntelliWatch can cause
issues such as—but not limited to:
Inadequate registry access for
IntelliWatch components, which renders

those components unable to get required
configuration settings (and thus to run).

Inadequate access to IntelliWatch

executables (and/or the folders in which
they reside), which prevents IntelliWatch
components either from launching at all,
or, if they launch, from running properly.

2.4.3.0 Avoiding issues
To avoid issues, install IntelliWatch using the
following access level/login authority.

2.4.3.1 Minimum Access level
Read-write access to the registry key:

(HKEY_LOCAL_MACHINE\SOFTWARE\Candle\
IntelliWatch\[etc.])

-Read-write-execute access to the
following files/folders:
— Candle folder (and all subfolders)

— IntelliWatch executables in the Domino
executable directory

— IntelliWatch databases (default
location .../Data/IntelliWatch)

24.3.2 Login authority
The Login used to install IntelliWatch should
have Full Control of all the above resources.

We recommend using an ID that has
Administrator privileges while logged on to a
Windows Domain—most often the account
used to install Domino. Note that the Local
Administrator lacks sufficient authority.
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IntelliWatch Monitor uses Notes databases called
Management Agents (MASs) to provide local problem
detection and correction for your Domino servers.

Triggers periodically check the local system for

user-specified conditions, then execute configured
Commands when the condition is detected.

Chapter Contents
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3.1.0.0 OVERVIEW

Understanding IntelliWatch Monitor’s design
enables you to use the product more
effectively.

Readers unfamiliar with Monitor
fundamentals are encouraged to read the
next several sections carefully. Experienced
users may find that a quick scan of the
material is sufficient.

3.1.1.0 MA Organization

Commands are housed in a single database
(iwemd.nsf), and Triggers are distributed
across seven MAs, grouped by area of
Domino functionality:
IW Advanced Server (Notes Clustering)
iwadvsrv.nsf
IW Core Server
iwserver.nsf
IW Database Corruption
iwcorrpt.nsf
IW Internet Services
iwnet.nsf

IW Mail, C&S (Calendar/Schedule
Connector)

iwmscc.nsf
IW Replication
iwreplca.nsf
IW SMTP MTA
iwsmtp.nsf

3.1.2.0 Local monitoring
What is meant by Local Monitoring?

Simply put, IntelliWatch Monitor must be
installed on all servers on which Triggers are
to run. Even if a Trigger is configured to
check for a condition on a particular server, it
cannot do so if the product is not installed on
that system.

3.1.2.1 What is a Trigger?
Triggers are Notes documents that contain
four main sections:

description

— Information as to the Trigger’s purpose
and function in your environment.

monitoring information

— Parameters such as date, time, and
custom monitoring frequency.

conditional statements

— Specifies those conditions under
which you want the Trigger to fire.

action lists
— Specifies the actions to be taken by

Monitor when Triggers evaluate to “True’.

(Action categories: Notification and
Corrective.)

Out of the box, Monitor includes Triggers
covering a broad range of Notes problems.
Also included are templates that enable you
to create custom Triggers to detect/correct
issues peculiar to your environment. For
details on individual Trigger types, see
pages 72 to 115.

3.1.2.2 What is a Command?
Commands are Notes documents that
contain two main sections:



configurable parameters

Parameter details vary greatly, depending on
the Command. For details on individual
Command types, see pages 116 to 151.

program or batch file

— These can be standard Notes tasks
(Router, HTTP, for example), as well as
programs/batch files of your own
choosing/creation.

3.1.3.0 MA Deployment
As discussed in the Installation Guide
(Chapter 2), all IntelliWatch Management
Agents in a given environment normally
have the same Replica ID. This is
accomplished by installing Management
Agents from the media on the first server
only. All other servers obtain their
Management Agents by Notes replication
from the Primary Server.

This same procedure is used to propagate
changes in MA configuration to all servers in
your Notes environment.

Accessing MAs on the Primary Server is
therefore the first step in creating/editing
Triggers and Commands.

3.1.4.0 Accessing MAs
IntelliWatch databases can be accessed in
three ways:

MA DEPLOYMENT

Pinnacle Console that runs in Internet
Explorer

stand-alone Pinnacle client that installs
on your Admin workstation

directly via a Notes client

The first two access methods are outlined
here. To access MAs via a Notes client, see
“Management Agents” on page 322.

With the exception of console.nsf,
configuring IntelliWatch by accessing
databases directly via a browser is
not supported.

3.1.41 Pinnacle Console: via a

browser

Perhaps the biggest advantage of this
method is that you need not be at your
Admin workstation, but can use any NT
machine in your environment that has
Internet Explorer installed on it.
(Presupposes that you have the necessary access

rights to IntelliWatch databases on the remote

system, and that the Internet password option is
properly configured.)

TO ACCESS MAS VIA A BROWSER:

Make sure that 1) the Domino server
whose MAs you want to access is running,
and 2) the HTTP task is loaded.

Bring up Internet Explorer.

Type the URL in the IE Address field,

based on the following model:

http:// [DomainNameOfPrimaryServer]/[Int

elliWwatchDataDir] /console.nsf
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Depending on the configuration of
your domain (and from where the
Primary Server is being accessed),
you may need to use the complete
Internet domain name.

Press Enter.
Click on the link on the upper left of the
page to launch the Console.

Depending on how your environment is
configured—and whether you are accessing the
Console for the first time—you may need to enter
a User name and a password. For details, see
1.4.0 on page 23.

Go to Solutions > Management Agent
via the drop-down menus; alternatively, click
on the |fa' toolbar icon.

Click on the tab of the desired MA to
open it.

3.1.4.2 Security Mechanism
For the security mechanism governing
access to the Console, see 1.4.0 on
page 23.

3.1.4.3 Stand-alone Pinnacle client
You may prefer running the Pinnacle
Console as a local, stand-alone application.
(The Replication Check console utility is
available only through the stand-alone
client).

To install this version of the console, see the
“Installation Guide” on page 31.

The steps required to launch the stand-alone
client differ from those required to bring up
the Console via Internet Explorer. Once the
Console is launched, however, follow the

same procedures for creating Triggers,
editing them, and so on.

The first time you connect to the
stand-alone client, you will be asked
to provide the name of the Primary
Server.

This operation causes the
pinnacle.ini file to be created and
stored in the
Candle/IntelliWatch/Console folder.

The Primary Server is listed in this file,
and subsequent connections will
default to that server.

TO ACCESS MAS VIA THE STAND-ALONE CLIENT:
Go to Start > Programs > IntelliWatch,
and click on the Y icon.
Go to Solutions> Management Agent
via the drop-down menus; alternatively, click

on the |fa' toolbar icon.

&

If—;o desired, you can configure the
Pinnacle Console, when launched, to
load the interface for a particular

Solution.

Just go to File > Select Initial
Solution via the drop-down menus.
This launches a list box containing all
Pinnacle Solutions. Select the one
you want to have presented at
start-up, and click OK.



The interface for the selected Solution
displays the next time you launch the
Pinnacle Console.

Click on the tab of the desired MA to
open it.

3.1.44 Accessing MAs via Notes
You may prefer accessing Management
Agents via a Notes client.

The steps required to access MAs via Notes
are the same as for any other database.

TO ACCESS MAS VIA NOTES:

Go to File > Database > Open > [name
of server] > [name of database] via the
drop-down menus.

Click Open.

All necessary access rights must be in place for all
databases so accessed. At a minimum,
appropriate permissions are required for the MA
in question and the IntelliWatch Command
database (iwemd.nsf).

3.1.45 Accessing MAs on a different
Server
Should you want to access MAs on a server
other than your Primary Server, how you
proceed depends on whether you are
running the Pinnacle Console in a browser,
or are using the stand-alone client.

TO CONNECT VIA A BROWSER:

Adjust the URL used to access
console.nsf.

If the alternate server is in the same
domain, and has the same directory

ACCESSING MAS VIA NOTES 45

structure as the Primary Server,
simply change that part of the URL
corresponding to the Domain Name
of the server.

For example, if you were loading the
Console using the URL
http://PrimaryServer/IntelliWatch/con
sole.nsf, adapt it to read
http://OtherServer/IntelliWatch/conso
le.nsf.

@

=
If you access the alternate server
regularly, create a Favorite link to

simplify the process.

Once you connect to the other server,
load the Pinnacle Console by clicking on
the link at the upper left of the page.

TO CONNECT VIA THE STAND-ALONE CLIENT:

Load the Console.
Go to File > Primary Server via the
drop-down menus.

This brings up a Select Primary Server pop-up
dialog.

Enter the name of the alternate server.

If the alternate server’s Host Name differs from its
Server Name, click on the Advanced button to
enter the Host Name.

Click OK to connect.

3.1.4.6 Default connection procedure
The rest of this User’s Guide assumes you
will be carrying out the procedures
described via the Pinnacle Console, rather
than via Notes. Only in special situations are
alternative procedures discussed.
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Please refer to the preceding sections on
alternative configuration methods when
carrying out the procedures outlined in the
rest of the manual. (See also “Configuring
Pinnacle via Notes” on page 321.)

MA Interface

Whether you access the Pinnacle Console
via Internet Explorer, or are using the
stand-alone client, the MA interface is
identical.

3.1.5.1 Trigger databases

Seven MAs are created by default, each
subdivided into the following six (tabbed)
sections:

Basic Information

Monitoring Information

Condition

First Occurrence

Second Occurrence

Additional Occurrences
All Trigger sections but one—Condition—are
the same for all Trigger types.

For field-by-field explanations of common
Trigger sections, see pages 63 fo 71.

For a discussion of Trigger fields by type,
pages 72 to 115.

Command database
One Command database is created, serving
all Management Agents. It, too, is accessed
by a separate tab of the interface.

For a discussion of Command types,
pages 116 to 151.

3.1.6.0 Trigger Mechanics
The Trigger process can be broken down
into three stages (see graphic on following
page):
Evaluation

Action Lists

Idle State

A number of configurable options
have been left out of the flow chart,
below. For a step-by-step outline of
Trigger functionality, see Figure 3-1
on page 51.

3.1.6.1 Evaluation
Monitor checks for a specified condition or
value on servers for which a Trigger is
enabled. Examples include: a file of a
certain size; Mail.Dead exceeding a certain
number; a particular ServerTask that’s not
running.

Evaluation has two possible outcomes:

condition is not met
No Action Lists are executed. The Trigger
goes into an Idle State until the start of the
next monitoring cycle.

condition is met
Action Lists are executed to notify/remedy,
and the Trigger re-evaluates to determine if
the monitored condition/value still exists.

For a flow chart depicting all possible
evaluation paths for the three Action Lists,
see Figure 3-1and section 3.1.6.3, below.



MONITORING FREQUENCY

3.1.6.2 Monitoring frequency
The monitoring frequency for @

IntelliWatch Tri = .
niet .ac ) riggers can be While you may want the majority of enabled
customized in two ways:

Triggers to evaluate at the ‘global frequency’,

setting for all Triggers

— During the Setup, you are
given the opportunity to
accept the default value of 15

certain Triggers are most effective when
configured to evaluate less (or more) frequently.

For example: Except in unusual circumstances
(best known to local Admins), there should be no

minutes, or to set a custom
interval that applies to all

Triggers. This value is stored o _ _
in: Similarly—and subject to the dictates of local

replication schedules—there should be no need
to evaluate Replication Readiness or Replication
Integrity Triggers as often as the global monitoring
frequency.

need to monitor Disk.C.Free every fifteen
minutes.

— the registry (NT)

HKEY LOCAL MACHINE /SOFTWARE/Ca
ndle/IntelliWatch/Monitor/IW
Agent/Monitoring Frequency

— fwmon.ini (UNIX) 3.1.6.3 Action Lists

Action Lists are IntelliWatch Commands you select, to be
executed when a specified condition or value is detected.

[IWAgent]

Monitoring Frequency

The easiest way to change this
value globally is by means of the
Parameter Configuration Utility
(see “Parameter Configuration
Utility” on page 346).

setting for individual Triggers

— In the Monitoring
Frequency field of a Trigger's
Monitoring Information tab,
enter a value that will apply to
this Trigger only.

If and when this MA is replicated
to other servers, all copies of the
Trigger will have the same
custom monitoring frequency.
Please note that custom
monitoring frequencies are stored
in the Trigger document only, and
are not found in a global
configuration repository.

Three Action Lists are available, each offering a range of
options. Monitor's multiple Action Lists make possible
escalated problem detection/correction.

IntelliWatch Monitor Ie State

to determine if the configured

condition exists

Management Agents evaluate
periodically on the local server,
Evaluation

FLT

Commands : :
atabase {Actlon Lists
Execute configured
notification/corrective actions. Doml no

Server
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Available Commands range from e-mail
notification of the Admin to Start Program
Commands that run ServerTasks
(COMPACT, for example, on databases with
excessive White Space).

You can also create custom Commands (for
more information, see “Creating Commands”
on page 56).

You're dealing with a condition that, by itself,
isn’t serious enough to warrant recycling the
Notes server—unless it persists. Applying
the principle of escalated problem
detection/correction, you might proceed as
follows:

First Occurrence
— notification actions only
Second Occurrence

— page Admin, and possibly stop and
restart the server task in question

Additional Occurrences

— recycle the Notes server, or perhaps
reboot the OS
For details on configuring the number of

Additional Occurrences, see “Repeat:” on
page 68.

3.1.6.4 More on Action Lists

The escalated problem detection/correction
afforded by Monitor’s multiple Action Lists is
not always required (or even relevant),
however. For certain Trigger types, only the
First Occurrence is relevant, as in the
following two examples:

latest Notes.rip Trigger

— The Admin has configured a File
Trigger to check for a Notes.rip with a
date more recent than the Latest Rip
Date value in the Pinnacle configuration
repository:

— the registry (NT)

HKEY LOCAL MACHINE/SOFTWARE/Candle/Inte

lliWatch/Monitor/USER/Latest RIP Date

— iwmon.ini (UNIX)

[USER]

Latest RIP Date

As is normally the case, the Trigger is
configured to update the Date/Time or Bytes
field (the Field is set to Latest Rip Date). One
of the selected First Occurrence notification
Commands is e-mail notification of the Admin,
with the Rip file as an attachment.

Since the value of Latest Rip Date is updated
by a Trigger so configured, the Second (and
Additional) Occurrences are irrelevant.

A Trigger thus configured resets, and fires
again only when it detects a Rip file with a
date later than the one listed in the systems’
configuration repository.

Replication Readiness Trigger

— The Admin has configured a
Replication Readiness Trigger to check
databases prior to replication for
potential issues that could cause the
process to fail. Two outcomes are
possible, both of which make the Second
(and Additional) Occurrence Action Lists
irrelevant;

— If none of the checked conditions exists,
the Trigger doesn’t fire, and scheduled
replication occurs normally. In other words,
there was no First Occurrence (which is still
to come).

— If, on the other hand, one or more of the
checked conditions is detected, the Trigger



fires, and, one way or another, changes to
the database will be the resuilt.

Corrective actions, whether initiated
automatically by Monitor, or manually by
the Admin, will presumably have resolved
all potential replication issues. Again, the
next time the Trigger evaluates, it will be
looking for a First Occurrence of potential
replication issues of a database in a new
state.

In other cases, execution of Commands
(notification, and perhaps others) is desired
for all detected occurrences of an issue until
it is resolved. To assure that this occurs, do
the following:

select Commands to be executed on the
First, Second, and Additional
Occurrences Action Lists

enter a value of -1 in the Repeat field of
the Additional Occurrences tab
Monitor now executes Commands every
time the configured issue is detected, until it
is resolved (at which time the Trigger resets,
and again looks for a First Occurrence).

If a (positive) integer—not -1—is
entered in the Repeat field, a
condition could exist where the
Trigger ‘runs out of occurrences’
before the issue is resolved (see also
“Repeat:” on page 68).

Once Monitor runs out of occurrences’, it
continues to evaluate once per monitoring
cycle—but takes no actions.

MORE ON ACTION LISTS
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A Trigger thus configured resets (and the
First Occurrence Action List again comes
into play) only when Monitor detects that the
condition no longer exists.

Put another way: the condition that caused
the Trigger to fire in the first place
(condition=True) must be resolved
(condition=False) before the Trigger will
reset.

The Admin configures a Trigger to check the
size of Users’ mail files, and notification
actions are selected (for both the Admin and
the User concerned).

If only the First Occurrence Action List has
Commands selected for execution, unless
and until the database’s size again falls
below the configured threshold, the Trigger
will not fire again—even though the problem
has not been corrected. (The Trigger
evaluates, but takes no actions, since none
are configured.)

If Second and Additional Occurrences are
configured, further (selected) notification
actions will be taken.

Remember ...

The only way to guarantee that
notifications are sent for as long as
the problem persists is to 1) select
Actions on all Occurrence tabs, and
2) set the Repeat field to -1 on the
Additional Occurrences tab.
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3.1.6.5 Idle State
The Idle State is the period during which
Monitor is waiting for the next monitoring
cycle. No evaluation is taking place, and no
actions are executed.

Although the duration of the Idle State is
based on the Monitoring Frequency
specified during the Setup, individual
Triggers can be configured to have their own
Monitoring Frequency (which overrides the
default), thus lengthening—or shortening,
when desirable—the duration of the Idle
State.

3.1.7.0 Customizing MAs
Should you want to use fewer Management
Agents than the seven created by the Setup,
either: 1) create your own MA(s), and import
Triggers from the default databases; 2)
consolidate MAs created by the Setup by
copying Triggers.

Both of these operations must be
carried out through the Notes client.

3.1.71 MA template
Observe the following when customizing
Management Agents:

MAs must be created using iwmon.ntf (at

a Notes client)

— This is the same template used by the

Setup to create Management Agents.

“ﬁ
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This template should not be modified
in_any way, as this could cause the
databases created to malfunction.

MA'’s filename must be listed in the MA
Database List parameter

— Triggers are only evaluated if the
filename of the MA containing them is
included in the MA Database List
parameter, found in the Monitor section
of your system’s IntelliWatch
configuration:

— the registry (NT)

HKEY_LOCAL_MACHINE/SOFTWARE/Candle/Inte
lliWatch/Monitor/IWAgent/MA Database
List

— iwmon.ini (UNIX)

[IWAgent]

MA Database List

— Once created, custom MAs must be
placed in the IntelliWatch data directory

— This can be a custom folder, but all
Management Agents must be in one
folder. Having multiple MA locations on a
given system is not supported.

3.1.7.2 Controlling which MAs are
displayed
When the Management Agent Solution is
accessed at the Pinnacle Console,
interfaces are created only for those MAs
listed in the MA Database List parameter.

3.2.0.0 ComMMON TRIGGER
FIELDS

See on pages 62 to 70 for descriptions of
common Trigger dialogs.



FIGURE 3-1: Flow chart of IntelliWatch Monitor Triggers

COMMON TRIGGER FIELDS
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* From this point, no Commands will be executed.
The Trigger evaluates in the background--once per
monitoring cycle--and returns only when Monitor
has determined that the condition no longer exists.
** Set Repeat field to -1 to cause a Trigger to fire
indefinitely.
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3.3.0.0 WORKING WITH
TRIGGERS

Now that you’ve been introduced to overall
Trigger functionality and design it’s time to
work with the documents themselves.

The following sections outline the
procedures required for:

Creating Triggers

Editing Triggers
Enabling/Disabling Triggers
Deleting Triggers

The procedure outlined below
presupposes you’ve already brought
up the Management Agent Solution
via the Pinnacle UI.

If that is not the case, please follow the
steps at “Accessing MAs” on page
43, then resume working with
Triggers.

3.3.1.0 Procedures

3.3.1.1 Creating Triggers
The first step is deciding in which database
you want to the Trigger to reside.

Remember ...

Base that decision on organizational
convenience, since a Trigger’s
functionality is unaffected by the MA
in which it resides.

In other words, you can create a
Trigger governing database

corruption in the Core Server MA,
even though there is a separate
Database Corruption MA.

As noted at 3.1.5.1, Triggers consist of
several tabbed sections, all but one of
which—the Condition tab— is the same for
all Trigger types.

Common Trigger sections are largely
self-explanatory. Consult the page referred
to in parentheses after each section, for
usage information:

Basic Information ( on page 62)

Monitoring Information ( on page 64)

First Occurrence ( on page 66)

Second Occurrence ( on page 66)

Additional Occurrences ( on page 68)
The Condition section varies too widely from
one Trigger type to another to make possible
a common set of instructions. Usage
information by type is arranged
alphabetically, and included on Trigger Type:
on pages 72 to 114.

Command options are discussed
Occurrences.

Message options are discussed separately,
on page 70.

3.3.1.2 Editing Triggers
Editing Triggers is usually a straightforward
procedure, involving modifications to a few
fields (or perhaps only a single parameter).

TO EDIT TRIGGERS:

Click on the IW MA tab containing the
Trigger to be edited.



This displays a tree view of the Triggers in the
selected IW MA.

If necessary, expand the Trigger list by
dragging the viewing bar to the left or right
to increase or decrease the MA viewing
window.

Click the + block to the left of the Trigger

type to expand the list.
Click the Trigger to be edited.

This displays the Trigger template listing its details.

Go to File > Edit via the drop-down

menus; alternatively, click on the E('[’ toolbar

icon.

Make the necessary changes to the
Trigger field(s).

Go to File > Save via the drop-down

menus; alternatively, click on the H toolbar

icon.

3.3.1.3 Enabling/Disabling Triggers
The importance of managing which Triggers
on your system are enabled/disabled should
not be underestimated.

As with any application/process, Trigger
evaluation and execution take up system
resources. To make the most efficient use of
Monitor Triggers, spend a few extra minutes
when selecting the servers for which
Triggers are enabled/disabled.

For example, if you have servers with ample
free disk space, you may want to monitor it
less frequently than you would on systems
where disk space is limited.

TO ENABLE/DISABLE TRIGGERS:
From the Management Agent Console,

click on the tab of the IW MA that contains

the Trigger to be enabled/disabled.

ENABLING/DISABLING TRIGGERS

Triggers are displayed in a tree structure in the list
box to the left.

If necessary, adjust the size of the list
box containing the Triggers by dragging the
viewing bar to the left or right.

Click on the + block to the left of the
Trigger type to expand the Trigger list.

Select the Trigger to be
enabled/disabled.

To Enable Triggers, go to File > Enable
Triggers via the drop-down menus;
alternatively, click on the . toolbar icon.

To Disable Triggers, go to File >
Disable Triggers via the drop-down
menus; alternatively, click on the .
toolbar icon.

3.3.1.4 Deleting Triggers
We suggest disabling Triggers rather than
deleting them, since there is no Undo for
Trigger deletion.

Should you inadvertently delete a Trigger,
however, remember that only the open MA
is affected. All other MAs that contained the
Trigger, including the database template, still
contain it. Subject to how you manage your
MAs, you should be able to restore an
inadvertently deleted Trigger via Notes
replication.

TO DELETE TRIGGERS:

From the Management Agent Console,
click on the tab of the IW MA that contains
the Trigger to be deleted.

Triggers are displayed in a tree structure in the list
box to the left.

If necessary, adjust the size of the list

box containing the Triggers by dragging the
viewing bar to the left or right.
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Click the + block to the left of the Trigger
type to expand the Trigger list.

Click the applicable Trigger to be
deleted.

This displays the Trigger template.

Go to File > Delete via the drop-down
menus; alternatively, click on the % toolbar
icon.

A confirmation dialog is displayed.

Click Yes (the default) to confirm the
deletion.

3.3.1.5 Copying Triggers
Copying Triggers is not possible using the
Pinnacle Console. This operation must be
carried out via a Notes client (see 10.2.1.4).

3.3.2.0 Trigger Condition fields
Condition sections are discussed in
alphabetical order by Trigger type (on
pages 72 to 115). Information is organized
as follows:

Basics...
— conditions that can be monitored

— options available on selected
operating systems

— cautions

Putting it into practice...

— usage tips

— real-world examples

Figure

— explanation of condition fields

— pop-up option lists (where applicable)
For an individual Trigger type, see the

alphabetically organized section pages 72 to
114.

3.3.2.1 The <VALUE> keyword
If you include this keyword in a message, the
contents of the Trigger’s conditional field are
inserted in place of the keyword <VALUE>.
The data represented by <VALUE> differ by
Trigger type:
Application Triggers
— name of the application
Database Triggers
— contents of the field of the database
File Triggers
— filename
Statistic Triggers
— value of the statistic

3.3.3.0 Command fields by type
IntelliWatch Monitor Commands vary widely
by type. While Commands such as IWSleep
consist of nothing more than a
user-specified Name and a Timeout, others
contain an extensive list of configurable
parameters.

Command types are presented in
alphabetical order (on pages 116 to 151).
Information is organized as follows:

Basics ...

— actions performed

Putting it into practice ...

— usage tips

Figure

— explanation of Command fields

For an individual Command type, see the
alphabetically organized sectionCommand
Type: on pages 116 to Command Type:150.



3.34.0 Making use of keywords
IntelliWatch Monitor allows for the use of
<KEYWORDS> in Triggers and Commands.
These keywords simplify—and enhance—
the power of Monitor.

You want to automate the removal of old
documents from Notes databases.

Set up a Document Time-out Trigger to
check for documents older than X minutes.

In the database field of the condition tab,
enter *.nsf to search all databases.
(Configure the other parameters in keeping
with your environment.)

Configure the First Occurrence Actions List
to include a Move/Remove Command that
makes use of two IntelliWatch keywords:

<DATABASE>
<DOCUMENT_ID>

Now, whenever the Trigger detects a
document older than the configured timeout,
it will pass the name of the database to the
Move/Remove Command, along with the
Document ID. The Command will move the
document to a new database, or delete it,
depending your configuration choices.

3.4.0.0 WORKING WITH
COMMANDS

Just as with Triggers, IntelliWatch
Commands can be modified (or created) to
suit the needs of your environment.

The following sections outline the
procedures required for:

MAKING USE OF KEYWORDS

Editing Commands
Creating Commands

Deleting Commands

The procedures outlined below
presuppose you've already brought
up the Management Agent Solution
via the Pinnacle UL. If that is not the
case, please follow the steps at
“Accessing MAs” on page 43, then
resume working with Commands.

3.4.1.0

3.4.1.1 Editing Commands
Editing Commands is usually a
straightforward procedure, often involving
modification of a single field.

Procedures

TO EDIT COMMANDS:

From the Management Agent Console,
click on the Commands tab to display the
Commands database (iwemd.nsf).

If necessary, adjust the size of the list
box containing the Commands by dragging
the viewing bar to the left or right.

Click the + to the left of the desired
Command type to expand the list.

Click the Command to be edited.

Go to File > Edit via the drop-down

menus; alternatively, click on the E('[’
toolbar icon.

Make the necessary changes to the
Command fields.

For more details about these fields, refer to
“Command fields by type” on page 54.
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Go to File > Save via the drop-down
menus; alternatively, click on the H toolbar
icon.

3.4.1.2 Creating Commands
Before creating a new Command, give some
thought to a Name that is short and unique.
The Name field is used to populate the
Available Commands list box; the more
descriptive the Name, the easier it is to
select Commands quickly and accurately.

TO CREATE COMMANDS:

Go to File > New > Create Command
via the drop-down menus; alternatively,
click on the [igg toolbar icon.

The cascading Command type menu is displayed.

From the cascading menu, click the
Command type to be created.

This brings up the Command template appropriate
to the selected type.

Fill in Command fields (including any
available optional parameters you want to
use).

Click Ok to save the new Command;
alternatively, go to File > Save via the
Management Agent drop-down menus.

3.4.1.3 Deleting Commands
We suggest deselecting Commands rather
than deleting them. For two important
reasons:

Deleting a Command affects all local MAs
whose Triggers invoke it.

Deleted Commands cannot be restored.
Until you replicate iwemd.nsf, a deleted
Command still exists in copies of the
database residing on other servers. Subject
to how you manage your IntelliWatch

databases, the Command can be restored
via Notes replication.

TO DELETE COMMANDS:

From the Management Agent Console,

click the Commands tab.

If necessary, adjust the size of the list
box containing the Commands by dragging
the viewing bar to the left or right.

Click the + to the left of the Command
type to expand the list.

Select the Command to be deleted.

Go to File > Delete via the drop-down
menus; alternatively, click on the . toolbar

icon.

3.4.1.4 Copying Commands
Copying Commands is not possible using
the Pinnacle Console. This operation must
be carried out via a Notes client.

34.1.5 Location of Commands
Database (iwecmd.nsf)
Commands are kept in a separate database
(iwemd.nsf) , located by default in the
lintelliwatch subdirectory (of the Notes data
directory). Should you want to move this
database, add the following variable to the

Notes.ini on the server:
$IWCommandDb=<directory>\iwcmd.nsf

The <directory> should be relative to the
Notes data directory.

«'Er

JOF

(@)
If you store iwemd.nsf in a location
other than the default, but fail to add
the above line to your Notes.ini, an

error occurs. Working with Triggers



cannot resume until this condition
has been remedied.

3.5.0.0 MONITOR’S

AVAILABILITY STATS

3.5.1.0 How they work

3.5.1.1 Up and Down documents
Monitor's Availability Reports are calculated
on the basis of the Up and Down documents
in the Server Status Log view of the
iwstats.nsf database—if you are running
maintenance release 27.36 or higher, your
Up/Down documents may be stored in the
iwstatus.nsf (see sections 3.5.7.3and
3.5.1.6, below).

Availability is calculated daily at a time
specified in the NT registry, or the iwmon.ini
on UNIX (see the Calculation Time
parameter at the right of Figure Figure 3-2).
(Each time IntelliWatch Monitor initializes, an
Up document is created; each time Monitor
shuts down, a corresponding Down
document is created.)

3.56.1.2 How availability is calculated
A server is deemed Available between an
Up document and the next Down document,
and Unavailable between a Down document
and the next Up document.

However, a server’s first Up document in a
given calculation period, is treated differently
(it may be the Up document created the first
time Monitor initializes after installation or
after a purge of the database, e.g.).

MONITOR’S AVAILABILITY STATS

Currently, Monitor’s Availability Statistics do
NOT make an allowance for planned
unavailability—such as when the server is
brought down for maintenance. (This feature
may be added as en enhancement in a
future maintenance release.)

3.5.1.3 Changes in 27.36

Starting with maintenance release 27.36,
the option exists of using an alternative
database to store the Server Status Log on
which Monitor’'s Availability Reports are
based, namely iwstatus.nsf.

The name iwstatus.nsf is hardcoded;
changing it is not supported.

3514
Occasionally, customers have experienced
errors in Monitor’s Availability Statistics, due
to a database purge interval that was
shorter than their maintenance interval.

Why this new database?

Consequently, Up and Down documents (in
the Server Status Log View) got out of sync,
resulting in errors.

3.5.1.5 May | continue to use

iwstats.nsf?
Yes. No changes have been made in the
design of iwstats.nsf, so you still have the
option of using that database to store the
Server Status Log.
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FIGURE 3-2: As seen using the Parameter Configuration Utility of the Pinnacle Console
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"1" = Enabled; "0" = Disabled.

What's the default database for Availability Statistics?

That depends on whether you’re doing a fresh install of 27.36, or updating an existing installation.

Fresh installs

Fresh installs of 27.36 will have iwstatus.nsf as the default database.

Upgrades (i.e. using Update####.exe)

When updating a pre-27.36 version of IntelliWatch, iwstats.nsf is retained as the default.

The new setting (Use Status Db) is created, but set to “0”, i.e. disabled.

3.6.0.0 FAQs

Q: When | connect to a Primary Server, not all MA interfaces are created at the Pinnacle Console. Why

is this?

A: Interfaces are not created on the basis of the MAs present on a machine, but as per the MA
Database List value in the IWAgent section of your Pinnacle configuration (on the server to which

you’re connecting).

Interfaces are created only for the MAs in this list.

Adjust the value in the MA Database List to include the MAs you want to view at the Console, then
reconnect to the server. This value is located in:



— the registry (NT)

HKEY_LOCAL_MACHINE/SOFTWARE/Candle/Inte
lliWatch/Monitor/IWAgent/MA Database
List

— iwmon.ini (UNIX)
[IWAgent]

MA Database List

Iwagent also refers to the MA
Database List value, to determine
which Triggers should be evaluated.
The Triggers in any MAs not in this
list are not evaluated—even if they
are enabled.

Q: Do | have to configure MAs on each server
individually?

A: By no means. Just follow this simple
procedure:

Install Monitor on your primary server.
When given the option of installing MAs
from the media or replicating from another
server, choose the former.

Install Monitor on your other servers.
Instead of creating the MAs from the
installation media, however, replicate them
from the primary server. All the MAs in your

environment now have the same Replica ID.

Whenever you make changes to the
MAs on your primary server, replicate them
around your environment to maintain
consistency.

Q: Our environment uses Domino (two-server)
clusters, and File Triggers check the size of
mail files. Since the replica copies on both
servers of the cluster are the same size, and

FAQs

since the Triggers are enabled on both servers,
why do | get messages from only one server?

A: Let’s take the example of an environment
where ServerA is clustered with Server B.

Although User1’s home server is ServerA, a
replica copy of her malil file exists on ServerB.
However, when a File Trigger evaluates on
ServerB’s copy of the mail file, and checks the
local copy of the Domino Directory for users
associated with that server, User1 is deemed
NOT FOUND.

With Pinnacle 99, unless the admin created a
'NOT FOUND'’ user on ServerB, the message
ended up in Dead Mail. This functionality was
adapted in Pinnacle Enterprise; when a mail
user is NOT FOUND, no attempt is made to
send messages.

Q: From time to time, the statistics contained in
the Availability Report View of iwstats.nsf report
0% availability, even though the server has
been running and IntelliWatch Monitor is
otherwise functioning without issues.

@

=,
If you’re running maintenance release
27.36 or above, this issue can be
avoided using new functionality
added in that version of IntelliWatch
Pinnacle (see the relevant sections

3.5.1.3 and 3.5.1.6, above).

Users running maintenance releases
prior to 27.36 may resolve the issue
by following the steps outlined
below—although we recommend
upgrading to 27.36 (followed by
configuring your systems to use the
new database for storing Up/Down
documents).
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A: Monitor's Availability Report is calculated on
the basis of the Up and Down documents in
another view in iwstats.nsf, namely the Server
Status Log. (Each time IntelliWatch Monitor
initializes, an Up document is created; each
time Monitor shuts down, a corresponding
Down document is created.)

The fundamental cause of this issue is the
deletion of Up/Down documents from the
Server Status Log View in iwstats.nsf. The most
common cause of Up/Down document deletion
is a Purge Interval for iwstats.nsf that is shorter
than the server's maintenance interval.

The most straightforward remedy is to:

Delete all Up/Down documents on the
LOCAL server (on each server affected by
this issue).

Replicate iwstats.nsf to the system
where statistics for all servers are collected
to assure environment-wide consistency in
this database.

Recycle Monitor on each affected
server.

Verify that a Down and an Up document
were created by Step 3.

Wait till the next calculation time (by
default the evening of the day when Monitor
was recycled, although, in some cases, an
additional day has been required).

Starting with maintenance release
27.36, users will have the option of
having these documents stored in a
separate database, iwstatus.nsf. For
details, see

Q: IntelliWatch Application Triggers are not
correctly recognizing when add-in tasks are

running, causing Triggers to fire (or not fire)
improperly.

A: In most cases, this occurs for one reason:
the "Notes Add-in Task" was not selected

The binaries for Notes add-in tasks running
on Wintel systems have an "n" prepended to
the name of the executable, and also to the

name of the task (just as an "a" was
prepended on NT Alpha systems).

The corresponding binaries (and add-in
tasks) on UNIX use the 'generic' name, i.e.
with no prepended characters.

To cite an example, "router" on UNIX is
"nrouter" on Wintel.

Selecting the "Notes Add-in Task" checkbox
means that:

an "n" is prepended internally to the listed
task name on Wintel systems, but

no characters are prepended when the
Trigger is running on UNIX systems.

For more on this issue, see IntelliWatch
Technotes on Candle.com.

Q: You find that, over time, the iwstats.nsf
database (the repository for IntelliWatch
statistics) in your environment grows very large
and is replicated throughout your environment.
This results in considerable wasted disk space
(and bandwidth comsumption) if left
unchecked.

A: Configure your systems so that only one
copy of iwstats.nsf contains data for all servers
in your environment, namely the copy that
resides on the Analyzer server. In short, we
suggest that you configure iwstats.nsf for
one-way replication.



There are two ways to set up this one-way
replication:

Replication formulas
ACL restrictions

We recommend the second method, since it's
easier to implement and maintain.

The ACL entry for the Hub server itself (that is,
where IntelliWatch Analyzer runs) should
assign that server READER access. The ACL
entry for the Spoke servers (where the data is
being collected) should assign those servers
DEPOSITOR access, as in Figure 2Figure 2,
below.

Even using the above scheme to control the
growth of iwstats.nsf on your servers,
eventually you'll need to warehouse your
IntelliWatch data. Use the database's Space
Saver settings to accomplish this easily and
quickly.

Open iwstats.nsf.

Go to File > Replication > Settings >
Space Savers to configure the Space
Saver settings.

Three days should be adequate on the spokes;
make the setting as long as needed on the Hub
where Analyzer runs.

Normally the Hub will hold 45 days of
data, and will have a program in
place to make a copy of the database
every 30 days, so that individual
months of data can be recovered as
required.

Q: Why doesn’t an Availability Trigger fire,
which is configured to check the TCPIP port for
SMTP (port 25), since the SMTP task is not
running?

FAQs

A: The TCPIP/Port option for this Trigger type
checks for port availability, NOT to see if the
port is being used by the protocol in question.
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Basic Information

Only one field on the Basic Information tab impacts
Trigger functionality: Enabled. A Trigger is evaluated only
if Enabled is checked (and the MA in question is listed in
the MA Database List parameter of your Monitor
configuration).

All other Basic Information fields are for informational
purposes only.

Therefore, be sure Trigger Names accurately reflect the
settings on the Trigger's Condition tab. Otherwise, you
might enable a Trigger on the basis of the Name, only to

discover that it was actually configured to do something
else.

For example: You have a Trigger named “Search for
the word “Error” in Notes.log”, but (in the Value field of
the Condition tab) it's configured to search for the string
“Replication Conflict”.

This Trigger fires (or not) based on the presence of the
string “Replication Conflict”—not the word “Error.”

Avoid redundancy in your use of the Name, Explanation,
Comments and Category fields. (See Usage tips, below.)

Name:
The number of characters displayed in this field varies
due to several factors. Therefore, write ‘front-loaded’
descriptions that enable you—at a glance—to tell one
Trigger from another.

Explanation:
Text in this field can be appended to messages sent by
Triggers (use the <EXPLANATION> keyword).

Comments:
Some predefined Triggers include information here on
how to enhance the Trigger. Use this field to record
configuration tips that you want to keep with a given
Trigger, but that you don’t want sent in Notifications.
Categories:
Use to organize Triggers for your convenience.

Enable:
Checked if a Trigger is enabled, otherwise unchecked.
Enabled Triggers are activated immediately after the
Trigger is saved.

IntelliWatch Monitor does not process disabled Triggers.




Trigger: Basic Information

BASIC INFORMATION

Bazic Infarmation

M arne:

E«planation;

Comments:

Categany: | j
Enabled

name of the Trigger

supplemental information as to what a Trigger
does

configuration notes

Trigger category (double-click icon for examples)
checked if Enabled, otherwise unchecked
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Monitoring Information

Provides information concerning:
where (on which servers)
when (days and times)
how frequently to evaluate enabled Triggers

Another option available here is the exclusion of selected
servers from being monitored by this Trigger. If this
option has been checked, a Trigger is evaluated on all
servers except those selected in the server list.

Triggers that should only be evaluated on R5 and above
can be so designated on this tab.

When you select Statistic Generation for this Trigger, a
count is incremented each time the Trigger fires.

All fields on the Monitoring Information tab are
optional.

Monitoring Frequency:
Leave blank unless the frequency for this Trigger should
deviate from the default.

Begin Time:
Time when Trigger starts to be evaluated. If blank,
enabled at 12:00 AM each day. Valid times are from
12:00 AM through 11:59 PM. (Format: HH:MM.)

A 24-hour clock is assumed, unless you add AM or PM.
End Time:

Time when Trigger stops being evaluated. If blank,

enabled till 11:59 PM each day. (Format as Begin Time.)
Monitor on Selected Days:

Select day(s) of the week on which to evaluate Trigger. If

no boxes are checked, the Trigger evaluates every day.

Server List:
If the field is blank, the Trigger evaluates on all servers
(unless the following option is selected).
Do not evaluate this Trigger...:
Excludes listed servers from Trigger evaluation.
Evaluate on Domino 5.0 and up:
Check to evaluate Trigger only on R5 and higher.
Generate Trigger statistic:
Creates statistic for each server on which the Trigger is
enabled, counting how many times Trigger has fired.
Trigger statistics are in-memory only.
Statistic ID Field:
Part of the statistic name. Pick something that is both
unique and easily identifiable.




Trigger: Monitoring Information

MONITORING INFORMATION

Basic: Information Monitoring Infarmation | EDndition' First Dccunence' Second Dccunencel Additional Dccurrences'

Server Mame: |

I Do not evaluats this tigger on servers listed above

Maritaring Frequency: I
Begin Time: I
End Time: I

tanitar on selected Daps:
Sunday
onday
Tuesday
Wdnesday
Thursday
Friday
Saturday

I Evaluate on Doming 5.0 and up

=
[

(]

Unique statiztic I
identifier Dptional);

Select |

Statistic: Mame:  FinnacleCoreServerbdd ACLHistory <DATABASE > NTO0002232

All of the following fields are optional.

server list (group(s) or individual server(s))
exclusion option

day(s) on which to monitor

if selected, evaluate Trigger only on R5 and above
generate statistic every time Trigger fires

button launches Select Server dialog

monitoring frequency (if other than default)

if field contains a value, not evaluated before this
time

if field contains a value, not evaluated after this
time

customization of name of generated statistic
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First and Second Occurrences

The First and Second Occurrence tabs are identical, and
so are discussed together. However, they must be
configured individually.

The First Occurrence Action List consists of those
IntelliWatch Commands that you want executed as soon
as Monitor detects an issue on the server. In many
cases, only notification actions are called for; in other
situations, you'll want to configure Monitor to take
immediate corrective actions (such as restarting an
add-in task).

The Second Occurrence Action List comes into play only
when the First Occurrence Action List did not
successfully resolve the issue (or when a condition for
which only notification actions were taken still exists).
Therefore, the Second Occurrence Action List is usually
more aggressive.

Available:
Highlight the Command(s) to be issued, then click on the
Add button to move them to the Selected list box.
Use Shift and Ctrl keys in the usual way (under
Windows) to select contiguous/non-contiguous
Commands.

Selected:
Commands in the list appear in order of execution.
Therefore, select the Commands in the order you want
them executed, notin the order they appear in the list.
To change the order of a Command, highlight it, then use
the Move Up and Move Down buttons.
To deselect Commands, first highlight them, then use the
Remove button.

When to execute next action list:
Determines when to execute the next Action List,
immediately or at the next monitoring cycle.
This option is not available for Database and ACL
Triggers, but it can be extremely useful with all other
Trigger types in accelerating multi-step problem
resolution.




FIRST AND SECOND OCCURRENCES
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Trigger: First and Second Occurrences

First Dccurrence | Second Ocourrence I Additional Occurences

Condition

Cormmands Meggageg I

Seyailable:

Send an alphanumernic page

Send mail ta administratar

Send mail ko mail user

Send MOTES.RIP file to &dminiztrator

Cormmand: Broadzast Meszage to All Uzerz - modify mezzage -
] I >
Selected: Add

Mowve Up MMove Down | | Femove I

W'hien to execute nest action list:
 Immediately % Mewt Cycle

list of available Commands

list of selected Commands

navigation buttons

option of when to execute the next Action List
button for adding Available Commands to the
Selected list
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Additional Occurrences

The Additional Occurrences Action Listis reached only if
the first and second Action Lists have failed to resolve an
issue (or if a condition still exists for which, until now, only
notification Commands have been executed).

Usually, this is the most aggressive of the three Action
Lists, although, depending on the issue, you may still
choose to notify only.

Functionally, the Additional Occurrences Action List
differs in two respects from the first two Action Lists:

There is no option to execute the next set of
Commands immediately or at the next cycle.

— The Additional Occurrences Action List may be
executed more than once, but successive
executions occur once per monitoring cycle.

Repeat field (see Usage tips, below)

Command selection procedures are identical to those for
the first two occurrences. (See “First and Second
Occurrences” on page 66.)

Repeat:
The Repeat field is unique to the Additional Occurrences
Action List. The value entered represents the
occurrence(s) on which the Action List is executed. To
arrive at the number of times this Action List will be
executed, simply subtract 2 (representing the first and
second occurrences). To illustrate:

A value of 3 means the Action List executes one
time only: on the third occurrence (3 - 2 = 1). Should
the issue persist, this Action List is not executed on
subsequent occurrences.

A value of 5 means the Action List executes on the
third through the fifth occurrences, or a total of three
times (5 - 2 = 3).
To cause the Additional Occurrences Action Listto
execute indefinitely (as long as the issue persists), enter
a value of -1.
If configured Additional Occurrences is exceeded:
If a problem still exists after the configured number of
Additional Occurrences has been executed, Monitor
re-evaluates the condition once per monitoring cycle—
but takes no actions.
The Trigger resets if and when:

Monitor detects the issue has been resolved
IWAGENT is stopped and restarted




Trigger: Additional Occurrences

ADDITIONAL OCCURRENCES

Condition | Firzt Ocounrence | Second Oocurence

Cormmands | Mezzages |

Additional Docurences

Ayvailable:
Send an alphanumernic page ﬂ
Send mail to administrator
Send mail to mail uzer
Send HOTES.RIF file ta Adriristratar
Cormmand: Broadzast Message to All Lzers - modify mezzage -
M e me e TOMICATT AN cLal - o
R I _>I_I
Selected: Add

Maove Up b owe Down Remove

Fepeat; I_EI

list of available Commands

list of selected Commands

navigation buttons

Repeat field

button for adding Available Commands to the
Selected list
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Messages

Allows you to tailor notification to your needs.
The three options are:

when Commands are executed
when Trigger re-evaluates

— condition still exists

— condition no longer exists

Database and ACL History Triggers have only the first of
these fields.

Remember ...

At least the first of the Message fields has to be
filled in, or the Trigger can’t be saved.

The <VALUE> keyword:
For usage information, see 3.3.2.1 on page 54.

Getting the most out of Trigger messages:
On the First and Second Occurrences, Triggers
re-evaluate immediately after Commands are executed,
to see if the monitored condition has been corrected.
Any active notification Commands for the Trigger in
question send a message reporting on the condition.
This initial message, however, does not tell you if the
executed Commands remedied the issue.
For that reason, most Trigger types include two
additional messaging options:

condition still exists
condition no longer exists

Include an appropriate message in these latter fields, to
be informed of the results of Trigger re-evaluation.

Why Database and ACL History Triggers lack these
messaging options:
With these two Trigger types, no actions are taken to
remedy the Triggering condition, making Condition Still
Exists and Condition No Longer Exists inapplicable.
Database Triggers evaluate to True when a
user-specified string has been detected, but no actions
are taken to remove that string.

(Actions may well be taken to address the underlaying condition
that caused the string to be written to the database, but the
presence of the string—the original Triggering condition—
remains unaffected.)

Likewise with ACL History Triggers, which react to facts
without trying to undo them.




Trigger: Messages

MESSAGES

Commands Messages

Mezzage zent when commands are executed:

Mezzage zent when condition still exists:

Mezzage zent when condition no longer exists:

text of message sent when Commands are
executed

text of message sent when the Trigger
re-evaluates and the condition still exists

text of message sent when the Trigger
re-evaluates and the condition no longer exists
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Trigger Type: ACL History

Checks for:
Changes in the ACL History of database(s):
— any changes
— changes made by users/servers in a given list
— changes made by users/servers not in a given list

Only those changes that make it into the ACL
History Log are checked by Triggers of this type.
Any other ACL changes (such as those made on
the Advanced tab of the ACL dialog) are not
checked, and will not cause ACL History Triggers
to fire.

Users and servers:
This field appears only if one of the last two condition
options is selected. (Neither of the following fields should
be left blank, or the Trigger will not function properly.)

Option “Changes made by users/servers in list"

— Trigger fires only if the detected changes were
made by a user/server in the list.

Option “Changes made by users/servers not in list"

— Trigger fires only if the detected changes were
made by a user/server notin the list.

Example:
Names.nsf plays a vital role in the integrity and
operation of any Notes environment. Therefore, it's
critical that you be aware of any ACL changes made to

this database, since they could result in replication
failures.

Monitor for any changes. In addition to e-mailing the
Admin, we suggest sending a severity 2 (yellow) IWAlert
message to Advanced ServerWatch.




ACL HISTORY

Trigger: ACL History

Directony: |

[ Search all sub-directonies

(Ml eV annes made by U

Uzers and Servers: |

D atabasze:; | Browse..

location of database(s) to monitor

if selected, search all subdirectories

database(s) to monitor

type of change to check for (double-click icon for
options)

list of uBserverS, and groups (field appears
only if changes are to be associated with users in
a list, or not in a list)

button launches Select Database dialog
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Options include: Any changes; changes made by users/servers in list; changes made by users/servers not in list.

Options include: Any changes; changes made by users/servers in list; changes made by users/servers not in list.
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Trigger Type: Application Trigger

Checks for: non-Notes programs running on a Notes server
critical applications at the operating system level — Example: backup utilities.

— Allows admins to restart them, or take other
actions as appropriate.

Domino Server tasks
— Examples: Router, Replica, Amgr, and so on.
add-in tasks

— Examples: gateways, image servers, and so on.

Example 1:
You run several instances of Router on Server ABC.

Application Triggers can check not just for the presence
of an application, but also for the number of instances
currently running. Use this Trigger type to check for the
required number of instances of Router.
If the detected number of instances of the Server Task is
less than the number specified in the Notes.ini, use
IntelliWatch Server Console Commands to launch
additional instances.

Example 2:
The Domino HTTP task is particularly subject to
problems. IntelliWatch Application Triggers are an
effective tool to verify that the task is running, and to
restart it if necessary.




Trigger: Application

APPLICATION

Application: |
[T Thiziz a Maotes addin task?

Application State:
% iz inning less than

™ iz running more than

Murmnber of instances:l 1

name of application to monitor. Click on down
arrow of combo box to access list, or type in by
hand (double-click icon for examples)

application being monitored is Notes server
add-in task (if selected)

number of instances to check for is < or > number
listed in Number of Instances field (see D)
number of instances of monitored application that
should be running
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Examples include: adminp; amgr; billing; calconn; http.
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Trigger Type: Availability Trigger (Service)

Checks for:
NT Services
response threshold for TCPIP applications

— Examples: HTTP, LDAP, IMAP, SMTP. Checks by

pinging the port.
SMTP MTA Mail (using Mail Probe)

Mail Probe monitors:
a) SMTP MTA, by verifying that mail is being routed to
the internet.

b) How long mail takes to get from a mail server to the
server running the SMTP MTA.

c) How long it takes to get a response forwarded back
from an internet address.

Requirements:

Internet address that can echo (or forward) a
response back to the sender

dummy mail user in the NAB with a mail file on the
server

Example:
You use SMTP MTA to route mail to the Internet, and
want to keep a close eye on its performance. The
Service Option of Availability Triggers can help you do
this, by means of a Mail Probe.
The Mail Probe sends an E-mail to the address given,
and the specified mail file receives trace reports.
Caveats:
The Mail Probe does not work in all circumstances.
The success of the probe—and/or the validity of the
results returned—can be affected by your ISP, the
address used to forward mail, and other factors.
Since these factors are beyond the control of both the
IntelliWatch program and Candle support, the ultimate
success of the Mail Probe cannot be guaranteed.

In situations where your ISP does not meet the Mail
Probe’s requirements, Candle support may be able to
provide a working alternative:

The TCPIP option checks for port availability, NOT
to see if the port is actually being used.

For example, the default port for SMTP is 25, and
entering either value in the Port field will cause
the Trigger to check for that port’s availability. But,
as long as the port is available, the Trigger will not
fire, even if the SMTP task is not loaded.




Trigger: Availability Trigger (Service)

AVAILABILITY TRIGGER (SERVICE)

¥ Service {7 Database Application

Port: [SMTF|

=l

SkTF Server !

Mail File: |

Lookup... I|

Browse... |

Address; |

Timeout; |_5

item to monitor

port to monitor. Click on down arrow of combo box
to access list, or type in port by hand (double-click
icon for examples)

server running SMTP MTA (mail probe). Select
using Lookup button, or type in by hand.

name of valid mail file (for mail probe). Select
using Browse button, or type in by hand.

internet address which can echo/forward
response to sender

wait (in seconds) before resource deemed
unavailable

button launches Select Server dialog

button launches Select Database (mail file) dialog
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Examples: DNS, Domino, FTP, IMAP, and so on.
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Trigger Type: Availability Trigger (Database Application)

Checks for:
database Applications
— Example: response time of Notes databases.

Allows Admins to assign database applications a custom
time-out (at which point the resource will be deemed
unavailable, and configured actions will be taken.

Example:
Acme Accounts Payable uses CriticalTransactions.nsf
for Transaction Processing. When access to this
database is too slow, Acme is unable to fulfill their SLAs
with customers, leading to loss of business.

Acme’s IT team configured an Availability Trigger to fire
whenever a given (access) time-out for this database
was exceeded (see field E on the following page).
When the threshold was exceeded, the Trigger fires, and
all selected Commands (such as notification) were
executed.

To be in a better position to analyze the application’s
performance, they also had Monitor generate a Trigger
statistic (call CriticalTrans. ThresholdExceeded), and
used another (Statistic) Trigger to monitor its value, and
notify them when the value became critically high.




AVAILABILITY TRIGGER (DATABASE
APPLICATION)

Trigger: Availability Trigger (Database Application)

" Service O Database Application

Dlirectaony: |

[© Search all sub-directaries

Databaze Mame: | Browsze... |
Tirmeout; I_ﬁ

item to monitor enter an integer to specify a timeout (in seconds)
full path to directory containing database(s). button launches Select Database dialog

Leave blank, or enter [Directory] for the Notes

data directory

if selected, search all subdirectories

comma-delimited list of databases. Leave blank

(or use *.*) for all. Select databases using the

dialog activated by the button at letter F, or type

them in by hand.
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Trigger Type: Compound Trigger

Checks for:
two conditions at the same time
— Conditions may be of the same or different types.

As you plan and configure Compound Triggers, please
remember that both specified conditions must be true for
the Trigger to fire.

Environment variables are handled differently by
Compound Triggers: a number is appended to the
variable name, to specify which part of the Compound
Trigger uses the variable.

For instance, if the Compound Trigger contains an
Application Trigger (part 1) and a File Trigger (part 2) the
variables set by the Trigger would be <APPLICATION1>
and <FILE2>.

Condition-specific dialogs:
The initial dialog (see following page) is the same for all
Compound Triggers. Clicking on one of the two Edit
Condition buttons, however, launches a different,
type-specific configuration dialog, based on the selection
made in the associated combo box.
In all, there are thirteen different dialogs, each with a
unique combination of parameters.
Since the information required by most dialog fields is
self-explanatory, usage tips for each type are not
included here. Instead, illustrations of each dialog are
included, with explanations on the same page for fields
requiring additional clarification. For information on a
given condition type, consult the section for the relevant
(Trigger) type.)

Example:

The HTTP task seldom fails at Island ISP, Inc., but it’s
response time is often unacceptably slow.

Admins set up a Compound Trigger combining an
Application condition (that checked to see that the task
was running), and Availability condition (that monitored
its response time). If response time exceeded 30
seconds, notification actions were taken.




Trigger: Compound Trigger

COMPOUND TRIGGER
81

Type of firgt condition;: |ﬁ.pp|icatinn

=] Edit Condiion |

Type of second condition: |App|i|:ati|:|n

<] Edit Condition |

type of first condition or Trigger to be monitored.
Click on down arrow of combo box to access list,
or type in port by hand (double-click icon for
examples).

type of second condition or Trigger specified to
monitor

clicking this button allows configuration of the first
condition

clicking this button allows configuration of the
second condition



Examples: Application, Database Scan, White Space, and so on.
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Trigger Type: Compound Trigger: Edit Condition dialog

Basics ...

Either Edit Condition button launches the same dialog for
a given condition type. Most dialog fields are
self-explanatory. Details are provided where necessary.
For field definitions of the various condition types, see
Compound Trigger Condition: on page 83 through
Compound Trigger Condition: on page 95.

Putting it into practice ...




Compound Trigger Condition: ACL History

COMPOUND TRIGGER

Set First Condition - ACL History

Drirechany: i

F Search all sub-directories

] atah@"

Condition: J4ny changes

ok |

Cancel |

=l

Browse. . |

full path to directory containing database(s).
Leave blank, or enter [Directory] for the Notes
data directory.

if selected, search all subdirectories
comma-delimited list of databases. Leave blank
(or use *.*) for all.

condition for which to monitor. Click on combo box
arrow to access list (double-click icon for options).
button launches Database Selection dialog
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Options: any changes; changes made by users/servers in list; changes made by users/servers not in list.


Compound Trigger Condition: Application

COMPOUND TRIGGER

Set First Condition - Apphd

Application: Jimap

I Thiz iz a Motes addin task?

Application State:
% iz running less than

™ iz running more than

Mumber of instances:l 1
0k I Cancel

type of Application to be monitored. Click on down
arrow of combo box to access list, or type in
application by hand (double-click icon for options).
if selected, application is Notes add-in task
specify < or > operator (used in conjunction with
field at D to determine if condition has been met
number of instances of monitored application that
should be running
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Examples: adminp, amgr, event, http, and so on.


COMPOUND TRIGGER

Compound Trigger Condition: Availability (Database Application)

Set Second Condition - Availability

™ Service O Databaze &

pplication

Drirechany: |

F Search all sub-directaries

[ atabaze Mame: !

Tirneot; I_E
(] I

Browse. .. |

Cancel |

item to monitor

full path to directory containing database(s).
Leave blank (or enter [Directory] for the Notes
data directory.

if selected, search all subdirectories
comma-delimited list of databases. Leave blank
(or use *.*) for all. Select databases using the
dialog activated by the button at letter F, or type it
in by hand.

enter an integer to specify a timeout (in seconds)
button launches Select Database dialog
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Compound Trigger Condition: Availability (Service)

Set Second Condition - Availability ﬂ

¥ Sewice (& Database Application

Part: i |

SMTF Server: | Lookup...

[

b ail File: | Browse...

Address; |

Timeout; I_ﬁ
(]S I Cancel

item to monitor internet address which can echo/forward
port to monitor. Click on down arrow of combo box response to sender

to access list, or type in port by hand (double-click wait (in seconds) before resource deemed
icon for examples). unavailable

server running SMTP MTA (mail probe). Select button launches Select Server dialog
using Lookup button, or type in by hand. button launches Select Database dialog

name of valid mail file (for mail probe). Select
using Browse button, or type in by hand.



Examples: DNS, Domino, FTP, IMAP, and so on.


Compound Trigger Condition: Database Activity

COMPOUND TRIGGER

Set Second Condition - Database Activity

Directony: I

I Search all sub-directonies

[ratabaze: |

Browze. . |

Scope of Activiby: |Day

L

Type af Activite: !USES ;I
Conditior: |?= |
Y alue: | 1]

Ok I Cancel |

full path to directory containing database(s).
Leave blank (or enter [Directory] for the Notes

data directory. @
if selected, search all subdirectories

comma-delimited list of databases. Leave blank
(or use *.*) for all. Select databases using the
dialog activated by the button at letter G.

scope of activity: day, week, month

type of activity for which to monitor: uses, reads,
writes

select condition type. Click on combo box arrow to
access list (double-click icon for options).

button launches Database Selection dialog

value required to cause Trigger to fire
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Options: >, <, range, increases by.


Compound Trigger Condition: Database Scan

COMPOUND TRIGGER

D atabase Information

Databasze: I Erowse. .. |

Scope
Al Documents
% Mew Documents

" Documents between specified tines

Farm Marne [Optional]: | ;I

Field Infarmation

Field [
Condition: |= i |
Walue: | Jrais =1
i Elefc-le:l IN.I'A i |
A I WH
Oocurences: I_EI
Ok I Cancel I

comma-delimited list of databases. Leave blank
(or use *.*) for all. Select databases using the
dialog activated by the button at letter G.

select desired option to specify scope of scan
optional name of form to be monitored. Click on
down arrow of combo box to access list, or type in
application by hand (double-click icon for
examples)

field to monitor

=
=

condition operator (double-click icon for options)
number of occurrences required to cause Trigger
to fire

button launches Select Database dialog

value to search for (double-click icon for units)
lower limit (when condition operator is Range).
End point values are included. (See H for units.)
upper limit (when condition operator is Range).
End point values are included. (See H for units.)
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Options: N/A, bytes, KB, MB, GB.

Options: =, <>, >, <, Range, Contains, Does Not Contain.

Examples: Activity, Events, Replication, and so on.


Compound Trigger Condition: Document Count

COMPOUND TRIGGER

il Set Second Condition - Document Count

Crirechary: I

IF Search all sub-directonies

Database: |
Condition: |= -

el

Humber of Documents: I 1]

: B etween: !_
And; I_

o |

Cancel

Browse. . |

full path to directory containing database(s).
Leave blank, or enter [Directory] for the Notes
data directory.

if selected, search all subdirectories
comma-delimited list of databases. Leave blank
(or use *.*) for all. Select databases using the
dialog activated by the button at letter G.
specific number of documents to check for

lower value of range (end point values are
included in the range). Field applies only when
Range operator is selected.
upper value of range (end point values are
included in the range). Field applies only when
Range operator is selected.
button launches Database Selection dialog
ator governing Condition field D (double-click
! for options)
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Options: =, <>, >, <, Range.

Options: =, <>, >, <, Range.


COMPOUND TRIGGER

Compound Trigger Condition: Document Time-out

Set First Condition - Document Timeoxj 5'

Drirechany: |

I Search &l Sub-directories

D atabaze: I

Condition: |= =

Browse. . |

Age of Documents: |

0 Ininutes =]

Field Mame: |

Field Condition: _3

Field Value: |

o ]

Cancel |

full path to directory containing database(s).
Leave blank, or enter [Directory] for the Notes
data directory.

if selected, search all subdirectories
comma-delimited list of databases. Leave blank
(or use *.*) for all. Select databases using the
dialog activated by the button at letter G.

name of field which must meet following condition

E

operator governing field condition. Click on combo
box arrow to access list (double-click icon for
options).

value required for condition to be met

button launches Database Selection dialog
condition specifier < or >

enter numerical value in text field, and select units
of time using combo box (minutes, hours, or days),
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Options: =, <>, Exists, Does not exist, Contains, Does not contain.


Compound Trigger Condition: Replication

COMPOUND TRIGGER

Integrity

5Set First Condition - Heplicah

on Integrity

Directony:

I
I
[ atabasze: |
|

Replica Server:

Replica Threzhald: I 10

% Take selective replication for

™ Select Document Types

% Al Document Types

mulaz inko account,

™ Select Document Types
[T Documert

[T Form, View, etc

[T Access Control List

™ agent

[T Replication Formula

full path to directory containing database(s).
Leave blank (or enter [Directory] for the Notes
data directory.

database to examine

select Replica Server

set threshold for minimum number of differences
required for Trigger to fire

elect EITHER to use replication formulas, or to
limit the check by document types

select database using combo box, or type in
name (field uses auto-complete for known
databases)

button launches Server Selection dialog

choose EITHER all types, or use check boxes to
limit Trigger to certain types

document types available as selection criteria
(multiple selection allowed)
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Compound Trigger Condition: Replication Readiness

COMPOUND TRIGGER

Set First Condition - Replication Headiness

Directany: |
™ Search All Sub-directaories

Databaze: I I |

Replica Server: I Lookup... |

—Conditions to Look for:
[T ACL Conflicts

[T Feplication of database temporarily dizabled.
[T Replication of database permanently disabled.
[T Feplication schedule dizabled.

[T Mo connection document to replica server,
[T Replica server iz not responding,

[T Databaze iz not in list of files to be replicated,

[T Databaze haz no replica on destination server,

full path to directory containing database(s).
Leave blank, or enter [Directory] for the Notes
data directory.

check to search sub-directories

select database to examine

select Replica Server

select all desired conditions affecting replication
use combo box to select database

button launches Server Selection dialog

92



Compound Trigger Condition: Statistic

COMPOUND TRIGGER

Set First Condition - Statistic

Statiztic: |

Condtiors [ - |

Select... |

W alue:

frin =]

frin =]

|
Between: I
And: I

Statiztic to
compare o

o |

Cancel |

frin =]
Select... i

select Statistic to be monitored by clicking on
button at G

select condition. Click on arrow of combo box to
access list (double-click icon for options).

value required for Trigger to fire. Click on the
arrow of the combo box to access the list of units
(double-click icon for units).

lower limit (when condition operator is Range).
End point values are included. (See C for units.)

upper limit (when condition operator is Range).
End point values are included. (See C for units.)
second Statistic to be checked as a percentage of
the first Statistic (in field A). This field is enabled
only when % is selected as the unit of Value.
button launches Select Statistic dialog
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Options: =, <>, >, <, Range, Contains, Does Not Contain.

Options: N/A, bytes, KB, MB, GB, %.


Compound Trigger Condition: User

COMPOUND TRIGGER

Application or batch file: I

Exit Code: I 1

o |

Cancel

name of the application or batch file to be run,
followed by any command-line arguments
exit code which meets condition
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Compound Trigger Condition: White Space

COMPOUND TRIGGER

Set Second Condition - White Space

Directony: I

IF Search all sub-directonies

Browse. . |

D atabaze: i

White Space: Iﬁ
W alue: i

Between:l

And: |

o ]

Cancel

full path to directory containing database(s).
Leave blank (or enter [Directory] for the Notes
data directory.

if selected, search all subdirectories
comma-delimited list of databases. Leave blank
(or use *.*) for all. Select databases using the
dialog activated by the button at letter G.
specific value (%) of white space to check for

lower limit (when condition operator is Range).

End point values are included.

upper limit (when condition operator is Range).

End point values are included.

button launches Database Selection dialog

@ator governing white space value field D
Zible-click icon for options)

E
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Options: =, <>, >, <, Range.

Options: =, <>, >, <, Range.
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Trigger Type: Database Scan Trigger

Checks for:
user-specified text string
— Checks specified field in any Notes database.
Search for occurrences in:
all documents
new documents
documents between specific times

New in Maintenance Release 27.33 is the keyword
<DATABASE_OCCURRENCES_FOUND->, which
returns the number of times the search string was
actually found (as opposed to the number stated
on the Condition tab of the Trigger).

Form:
Use to search for a value in multiple views.
Field:
Required parameter.
Condition:
Contains and does not contain for textual fields.
=, <>, >, < and range for numeric fields.
Value:
Make as specific as you can, to avoid “false positives”.
Between/And:
Useful for troubleshooting.
Occurrences:
Reduce the number of notifications you receive by
increasing the Occurrences field value. For example, if
Occurrences equals 3 for the ‘Unable to Replicate With

Server’ message, notification occurs only if three error
messages are found in one monitoring cycle.

Example:

Database Triggers can be used to key off texts that aren’t found, as
well as those that are. Consider this real-world example:

The index to one of White Incorporated’s critical databases
occasionally became corrupt, and this corruption was propagated
across the Domino network when scheduled replication took
place, leading to system-wide down time while the issue was
addressed.

Whenever this issue arose, the text string "possible index
corruption in KeyDb.nsf" appeared in the Notes log.

A Database Trigger was configured to periodically search for this
string, and to initiate Replication when it was not encountered.

A second Database Trigger was configured to notify Admins when
the string was encountered.




Trigger: Database Scan Trigger

DATABASE SCAN TRIGGER

[ atabaze: I
Scope

™ all Docunents

= Mew Documents

Browse. . |

" Documents between specified times

Form Mame [Optional]; |

=

Field Infarrmatian

Ooourmences: I &

Field: |

Conditior: |= ;I

Value: | frie =]
Befnre:l INIP-. ;I
And | frin -]

name of database to monitor

subset of documents to monitor

optional: limits search to given form name
(double-click icon for examples)

name of field to monitor

operator type for condition statement (double-click
icon for options)

value to search for in specified field (double-click
icon for options)

button launches Select Database dialog

lower limit (when condition operator is Range).
End point values are included. (see E for units.)
upper limit (when condition operator is Range).
End point values are included. (see E for units.)
number of occurrences of database condition
required to trigger actions
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Examples: Activity, Events, Replication, and so on.

Options: =, <>, >, <, range, contains, does not contain.

Options: N/A, bytes, KB, MB, GB.
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Trigger Type: Database Activity

Checks for:
Uses
Reads
Writes

Use to identify databases that are used infrequently—if
at all. (You may wish to remove these databases from
your system, to conserve resources.)

This Trigger type can check for activity for the previous
day, week, or month.

&

When specifying Uses, Reads or Writes in a
Trigger, bear in mind that Uses do not require
user activity (think of database compaction, for
example). Consult your Notes documentation for
details of what constitutes, Uses, Reads and
Writes, then configure the Database Activity
Trigger in accordance with the kind of activity
you're trying to identify.

Example:
John Smith left Widget Enterprises last month, but the
Admin responsible for removing the mail files of former
employees forgot to perform the requisite actions.
A Database Activity Trigger identified this database as
having had no Reads during the previous month. Admins
were alerted, and the database removed from the
system.




Trigger: Database Activity

DATABASE ACTIVITY

Dhirectony: |

™ Search all sub-directaries

D atabasze: l

Browsze. .. |

Scope of Activity: IDay'

Type of Activiby: IUSES

Conditior:

tetween; |

And: |

location of database to monitor

if selected, search all subdirectories

database to monitor

scope of activity to monitor (day, week or month)
type of activity to monitor (uses, reads or writes)
operator type for condition statement (double-click
icon for options)

click Browse to select the database from a list

lower limit (when condition operator is Range).
End point values are included.

upper limit (when condition operator is Range).

End point values are included.
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Options: >, <, range, increases by.
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Trigger Type: Document Count

Checks for:
empty databases
number of documents in specified Notes database

Care should be taken to limit the monitoring
frequency of Document Count Triggers.
Depending on the terms of any applicable SLAs,

you may want to configure such a Trigger for daily

(or weekly) monitoring, rather than, say, hourly.
The presence of many large databases can cause
execution of this Trigger type to take a very long
time.

Example:
Databases that contain few (or no) documents can
clutter up your environment. To identify all empty
databases on servers running Monitor, create a
Document Count Trigger, using the following parameters
(and replicate it to all servers where you want to perform
the check):

check “Search all sub-directories”
database: *.nsf

condition selected: =

number of documents: 0

Use the <DATABASE> keyword in messages sent by
Document Count Triggers to

notify you which databases are empty (or contain less
than X-number of documents).

With the <DATABASE> keyword in the message field of
the Trigger, each time a database is encountered that fits
the configured search profile, the name of that
database is passed to any notification commands sent
by the Trigger.

Once identified, you can remove these empty databases
to reduce unnecessary replication—especially over
WAN.




DOCUMENT COUNT
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Trigger: Document Count

Drirectany: |

I Search all sub-directories

D atabase: | Browse. .

Conditior: Rl H

Mumber of Documents:

B

Eatween;

dpnd:
location of database whose documents are to be lower limit (when condition operator is Range).
counted End point values are included.
if selected, search all subdirectories upper limit (when condition operator is Range).
database(s) on which to execute document count End point values are included.

operator type for condition statement (double-click
icon for options)

number of documents for which to monitor (not
active here because of Range operator)

button launches Select Database dialog



Options: =, <>, >, <, range.
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Trigger Type: Document Time-out

Checks for:
age of documents in a database

— Can be coupled with a field condition (see below).

Field condition options:
Assumes that the Time-out condition has been met.

— Trigger fires only if field value is an exact match.
<>

— Applies to numerical fields.

Exists (Field Value does not apply)

— If the field is found, the Trigger will fire.
Does not exist (Field Value does not apply)
— If the field is not found, the Trigger will fire.
Contains

— Trigger fires if the target string is found.
Does not contain

— Trigger fires if: 1) the target string is found; 2) the
named field does not exist.

Computed vs editable fields:
When selecting a field to search for a value, ascertain if
the field is computed or editable, then consult your Lotus
documentation as to the differences in functionality
between these field types.

Condition options:
For all condition options, the field specified must be part
of the document’s Summary Information.
For the four text-comparison options, rich-text fields
cannot be used.

Example:
At Deluxe Lighting, Inc., certain mail users have a
tendency to allow old documents to accumulate in their
malil files, taking up valuable disk space.

Admins at Deluxe configured a Document Time-out
Trigger to notify them (and the USER) whenever such
databases are encountered. They configured the
message sent at notification so it includes suggestions
as to the appropriate steps for users to take to remedy
the situation.




DOCUMENT TIME-OUT
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Trigger: Document Time-out

Second Docourence | Additional Dcourences
Basiclnfurmatinnl anitaoring [nfarmation I:':'ﬂ'jl'il':'f'll First Dcounence

Dhirectony: |[DirE|:t|:|r‘5.-']
I Search All Sub-directaries

D atabaze: iSmtp.hD}{ Browze. .. i
Conditicin. = *I

Age u:-fDu:u:uments:! 3n |rl.l1inL|tES |

Figld Mame:  |RoutingState

Field Condition: [<= =
Figldalue:  JDEAD

location of database to monitor button launches Select Database dialog
if selected, search all subdirectories @ operator type for field condition (double-click icon
database to monitor (supports wildcard entries for options)

such as *.nsf) value that field should or should not equal
operator type for condition statement (< or >)

age of documents in units specified (minutes,

hours, or days)

field name which must meet Field condition (see

H)



Options: =, <>, Exists, Does not exist, Contains, Does not contain.
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Trigger Type: File Trigger

Checks for:
file information
— notifies of user-specified conditions
when database exceeds user-specified size
changes made to configuration files
— Examples: notes.ini and desktop.dsk files.

Use wildcards to monitor multiple files. For example,
monitor all mail files by specifying /notes/mail/*.nsf.

=, <>, >, < and Range operators apply to numeric fields.

If searching for Date/Time value, use the syntax:
M/d/yy h:mm

Condition type field:
Depending on the condition type selected, certain fields
are enabled/disabled. If Date/Time is selected, the
combo boxes governing units are disabled (the condition
doesn’t require them).

Condition field:
Similarly, the "Between"/"And" fields are only enabled if
the Condition is Range.

On clustered servers:
On a clustered server, if a File Trigger is set up to notify
users if their db is too large, dead mail may result, since
IntelliWatch won't find users for databases that have
another server as their home server (even though the
database still exists on this server in case of failure).

To avoid the dead mail: Create a mail user called "NOT

FOUND" - all mail will be sent to this user if IW cannot

resolve the name (the env var "MailUser" is set to "NOT

FOUND" if the lookup fails. Set "Remove documents not

modified in last X days...." low to keep the db small.
Update Date/Time or bytes field after triggering:

Field must be a reference to a configuration parameter:

— in the registry (NT)

HKEY LOCAL MACHINE/SOFTWARE/Candle/IntelliWatch/Mo
nitor/USER
— in iwmon.ini (UNIX)
[USER]

[relevant field]

The only such field created by the Setup is Latest Rip
Date. To reference this field--or any custom fields you
may have added--enter it in the Trigger’s “Field
(Date/Time or Bytes)” text box (in square brackets [ ]).
Example:
To receive a copy of the resulting NSD*.log/Notes.rip file
when crashes occur, create a File Trigger that checks for
a date change in the file, then sends it to the Admin.

The combo boxes in question are enabled when Size is
the condition type, since units of size must be specific.




Trigger: File Trigger

FILE TRIGGER

Directony: |

™ Search all sub-directories

File: |

Condition:

Condition Type: IDatEJ’Tir‘r‘lE *I

Field [D'ate/Time ar Bytes]: |

Jrass |

Between: |

Jrira =1

And: |

fria |

[ Update Date/Time or bytes field after tiggering

directory to search for file to be monitored

if selected, search all subdirectories

file(s) to monitor (wildcards permitted)

condition type (Date/Time or Bytes)

condition operator governing file check. Click on
combo box arrow to access list (double-click icon
for options).

if selected, updates Date/Time/Size information
each time Trigger fires

field to monitor (for units, double-click icon)

lower limit (when condition operator is Range).

End point values are included. (For units,
double-click icon at G.)

upper limit (when condition operator is Range).

End point values are included. (For units,
double-click icon at G.)
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Units: N/A, bytes, KB, MB, GB.

Options: =, <>, >, <, range.


PINNACLE ENTERPRISE

106 USER’s GUIDE

Trigger Type: Replication Integrity Trigger

Checks for:

database with differences after replication with
specified server (wildcards are not supported)

In pre-27.33 maintenance releases of IntelliWatch
Pinnacle Enterprise, selective replication formulas
could be taken into account, but no other
document-selection filters were available.

Starting in 27.33, selection can be based EITHER
on replication formulas, or on document types (for
available types, see graphic below).

Selecting the replication-formula option overrides
selection by document type. When you choose
Select Document Types, All Document Types is
the default; check the Select Document Types
radio button to limit the Trigger to only some

types.

Example:
Tree Technologies, Ltd. discovered that even when
replication appeared to have proceeded normally, errors
had sometimes occurred that left databases out of sync.

Admins used Replication Integrity Triggers to check for
successful replication, and to notify them whenever
problems occurred.

In addition to determining that replication of given
databases had been unsuccessful, and notifying them of
that fact via e-mail, Replication Integrity Triggers were
configured to invoke an IntelliWatch Server Console
Command (replica), to retry replication of the relevant
database.




REPLICATION INTEGRITY TRIGGER
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Trigger: Replication Integrity Trigger

Drirechany: |
Databaze: | ;I

Replica Semver | Laakup... H
Replica Threzhold: I 10

" Take zelective replication formulas into account,

% Select Document Types

" &l Document Types ' Select Document Types
[ Document
[ Form, View. etc
™ Access Control List
[ Agent
[ Replication Formula

full path to directory containing database(s). select database using combo box, or type in
Leave blank (or enter [Directory] for the Notes name (field uses auto-complete for known

data directory. databases)

database to examine button launches Server Selection dialog

select Replica Server choose EITHER all types, or use check boxes to
set threshold for minimum number of differences limit Trigger to certain types

required for Trigger to fire document types available as selection criteria
elect EITHER to use replication formulas, or to (multiple selection allowed)

limit the check by document types
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Trigger Type: Replication Readiness Trigger

Checks for:
Conditions that adversely affect replication, such as:
— ACL conflicts
— improper Replication settings
— problems with connection documents

Example:
You have critical Notes applications that need to be kept
current across your environment. Occasionally, however,
scheduled replication is turned off while system
maintenance is being performed.

Use this Trigger type to check the replication settings of
these critical databases, and notify the relevant Admin(s)
in the event a problem is encountered.

(All necessary access rights must be in place for all
databases involved.)




REPLICATION READINESS TRIGGER
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Trigger: Replication Readiness Trigger

Drirecthany: I
F Search &l Sub-directaries
Databaze: | 1

Replica Server: ! Lookup... i

—LConditions to Look, for;
™ ACL Corflicts
[T Replication of databaze temporarily dizabled.

[T Replication of databasze permanently dizabled.
[T Replication schedules dizabled.

[T Mo connection document to replica server.
[T Replica server iz not responding.

[T Databasze iz naot in list of files to be replicated.

[T Databasze has no replica on destination server.

full path to directory containing database(s).
Leave blank, or enter [Directory] for the Notes
data directory.

check to search sub-directories

select database to examine

select Replica Server

select all desired conditions affecting replication
use combo box to select database

button launches Server Selection dialog




110

PINNACLE ENTERPRISE
USER’s GUIDE

Trigger Type: Statistic Trigger

Checks for:
Domino server statistics
IntelliWatch Performance Manager statistics
Check against user-specified levels to identify problems,
as well as fine-tune your environment.
PM Statistic Names and IntelliWatch Monitor:
There is a difference between the Name given to PM

statistics at the Domino server console, and how those
same statistics are listed in the IntelliWatch databases.

In both iwpmstat.nsf, where PM statistic definitions are
stored, and in iwpmstats.nsf, where PM statistics are
collected, the Statistic Name is identical to that
created/displayed at the Pinnacle Console.

At the Domino server console, on the other hand,
"iwstats." is pre-pended to the Name, to help you
differentiate Pinnacle statistics from Notes statistics. (To
show all Pinnacle statistics, type sh st iwstats.)

When manually adding PM statistics to the list displayed
in a Trigger, therefore, you must add the iwstats prefix,
or the Trigger will not function correctly.

Example:

The Notes statistic Server.Sessions.Dropped is
unacceptably high on certain servers in your
environment, leading to slow server performance.

This statistic reflects the number of users who gave up trying to
connect to a server, usually by restarting or pressing
CTRL+BREAK.

Use a Statistic Trigger to monitor for a given
number/range of dropped sessions. If it happens
regularly, it could signal the need for a hardware
upgrade, database cleanup, more memory, or another
server.

»

_—
el

Statistic Triggers can compare non-numeric
values. Note, however, that the comparison is
then lexicographic, or character-by-character. The
number of places in each value is critical.

Comparing a Server.ElapsedTime value of
6 days 05:23:43

to Trigger search values of
25 days 00:00:00 (too many places)
12:00:00 (too few places)

will behave unpredictably.




Trigger: Statistic Trigger

STATISTIC TRIGGER

Statiztic: |

Condition; |= -]

Select... |

W alue: |

s -]

Betweet: |

s -]

And: |

s -]

Statiztic bo
campare to;

Select... |

select Statistic to be monitored by clicking button
atG

select condition. Click on arrow of combo box to
access list (double-click icon for options).

value required for Trigger to fire. Click on the
arrow of the combo box to access the list of units
(double-click icon for options).

lower limit (when condition operator is Range).
End point values are included. (Units at C.)

upper limit (when condition operator is Range).
End point values are included. (Units at C.)
second Statistic to be checked as a percentage of
the first Statistic (in field A). This field is enabled
only when % is selected as the unit of Value.
button launches Select Server dialog
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Options: =, <>, >, <, range, contains, does not contain.

Options: N/A, bytes, KB, MB, GB.
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Trigger Type: User Trigger

Checks for:
exit status of programs

— Use with in-house server monitoring utilities, for
example.

Monitor launches the user-supplied utility or batch file
during the monitoring cycle, and, based on the exit status
returned from the utility, executes any IntelliWatch
Commands you specify.

Program must meet two requirements:

Must complete running in a reasonable period of
time (approx. 2 minutes), because IntelliWatch
monitoring cycle is suspended until program exits.

Must exit with return code which signals exit status.
Monitor uses return code to determine if Commands
are to be executed.

Example:
Ace ISP has an in-house utility, CHECK_SVRERROR,
that checks for a particular error condition, and returns a
value of 1 when it's detected (a return code of 0 signals
NO_ERROR).
They created a User Trigger and specified
CHECK_SVRERROR as the program to run. Whenever
the Trigger detects a return value of 1, Monitor sends a
page, and launches CORRECT_SVRERROR:.bat to
remedy the issue.




Trigger: User Trigger

USER TRIGGER

Application or batch file: |

Exit Code: I 1

name of user-supplied program to run
exit value or return code for which to test
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Trigger Type: White Space Trigger

Checks for:
amount of White Space in databases

Excessive White Space negatively impacts performance
and wastes valuable disk space. Therefore, you should
regularly check for it and remove it.

When a White Space Trigger indicates that a predefined
threshold has been reached, you can automatically
initiate compaction to improve performance and reclaim
disk space.

Wildcards are supported (for example, *.nsf). However, if
wildcards are used, a Whitespace Trigger ignores
names.nsf, mail.box, log.nsf and other databases
which are usually open.

=, <>, >, < and range operators apply only to numeric
fields.

Example:
Just as with other databases, excessive White Space in
Log.nsf can adversely affect performance. Unlike most
other databases, however, to compact Log.nsf, you must
first stop the Notes server.

To accomplish these tasks using IntelliWatch Monitor:
Create a White Space Trigger to monitor Log.nsf.

Set up a Recycle Command to be issued to the
Server whose Log.nsf needs to be compacted.

Associate a batch file with the Recycle Command
that runs Compact on Log.nsf before restarting the
server.




WHITE SPACE TRIGGER
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Trigger: White Space Trigger

Dhirectaon: I

I Search all sub-directories

Databaze: I Browse. . |

white Space: ISENEER "]

W alie: |

Between:l

And: |
location of database(s) to monitor lower limit (when condition operator is Range).
if selected, search all subdirectories End point values are included.
database(s) Trigger should monitor. Wildcards are upper limit (when condition operator is Range).
supported (for example, *.nsf). End point values are included.

operator type for condition statement (double-click
icon for options)

value to search for, as percentage of file size
(disabled when Range operator selected)

button launches Select Database dialog



Options: =, <>, >, <, range.
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Command Type: ACL Changer

What it does:
adds User/Group to ACL of database
changes access privileges for existing User/Group

Example:
The Global Services Company’s Notes team created a
new group called UsrMailAdmins to manage users’ mail
databases across their environment.
To simplify adding this group to the ACL of user mail files,
they invoked the ACL Changer Command.
Since the affected mail files were the only Notes
databases residing in the directory Company\Users,
Admins configured the Trigger invoking the Command to
add the new group to the ACL of Company\Users\*.nsf.




Command: ACL Changer

ACL CHANGER

Lookup...

M arne: |
IJzer Mame: |
[ratabaze: |

Access Level IHEADEH |

Type:

Browse. . |

name of Command

user/group for which to change/add access
name of database(s) whose ACL are to be
changed.

select new level of access. Click on arrow of
combo box to access list (double-click icon for
examples).

=

select type of owner of database. Click on arrow
of combo box to access list (double-click icon for
examples).

button launches NAB

button launches Select Database dialog
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Examples: NO_ACCESS, READER, MANAGER, and so on.

Examples: UNKNOWN, PERSON, SERVER, and so on.
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Command Type: IW Alert

What it does:

sends an alert to the Advanced ServerWatch
message hub

Messages are assigned one of three priorities:

1=green (a status message, such as “IntelliWatch
Monitor finished initializing”)

2=yellow (warns of a possible problem, such as a
higher than normal response time)

3=red (error condition)

Why use IWAlerts in addition to e-mail and paging? Message pairing
Three features of IWAlerts make them an ideal

’ — By means of the message-pairing feature,
messaging tool:

Admins can see not just when a problem occurs,
IWAlerts are displayed by originating server but when the situation has been corrected. (For

— The ASW database (iwasw.nsf) sorts incoming more information, see n on page 167.)

alerts by the monitored server that sent them. Example:
Manually categorizing notifications (as with mail IWAlerts are a particularly useful notification tool when
messages/pages) is unnecessary. The ASW you have a staffed monitoring center. Clicking on the icon
archive database allows for convenient storage of for a given server causes the Console to display
IWAlerts for the longer term. applicable IWAlerts. Depending on the nature of the
Depending on the number of messages present for a given server, message, corrective actions can be initiated, or the
adjust the settings at File > Preferences to increase the number proper people/department can be notified.
displayed (if you do not see all IWAlerts for a given server). (The ASW Console gets its information from iwasw.nsf.
Color-coded for severity on the ASW Hub. To limit the ability of monitoring staff to

make changes in that database, use the ACL.)




IWALERT
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Command: IWAlert

M arne: |

Pricirity: iGrEEﬂ 'I

Hub Server Mame: i

Mezzage [Optional];

name of Command

message priority. Click on arrow of combo box to
access list (green, yellow or red)

ASW Hub Server

optional message to be appended to message
sent by Trigger invoking Command
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Command Type: IWNTLog

What it does:
sends a message to the NT Events Log

The server parameter refers NOT to the Notes
server, but to the destination NT system for the
Event. (Leave blank for the Local NT Event Log.)

Types and categories: — Database Corruption

Types — Document Corruption

— Audit Failure — Full Text Corruption

— Audit Success — Mail

— Error — Replication

— Information — Resource

— Warning — Server
Categories — Server Access

— General — Template

— Communication
— Corruption
— Database




IWNTLoG
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Command: IWNTLog

I arne: |Send amessage to MT Event Log

Server Mame: |
Tupe: fiarning |
Categaony: |Gen eral ;I

b ezzage: I _I

name of Command

server whose NT Event Log is to receive message
NT Event type

NT Event category

message to be sent with Event




PINNACLE ENTERPRISE

122 USER’s GUIDE

Command Type: IWMail

What it does:
sends e-mail via Notes to the designated user(s)

IWMail Commands are used to send e-mail to any Notes
mail system. Messages are passed to iwmail.nsf, which
hands them off to mail.box for routing.

Both short user names (user_name) or fully qualified
names (user_name@DOMAIN) can be used for mail
recipients. Separate multiple names with commas.

The keyword <MAILUSER> can be used in TO and CC
fields.

Either <FILE> or <DATABASE> keywords can be used in
Import Files and Attach Files fields, if called from
Triggers supporting those keywords.

Message field:
Any message entered here is appended to the message
contained in the Trigger invoking the Command.




Command: IWMail

IWMAIL

Mame: JSend mail to administrator

Send to |

Copy to: |

Subject: !IntEIIiWatch Monitor - =MESSAGE=
bezzage:

Impart Files: |

Attach files: |

name of Command

comma-delimited list of mail recipients
comma-delimited list of mail recipients to be
copied

subject of message (enter keyword <MESSAGE>
to put first 220 characters of message into subject
field)

message body (any message entered here is
appended to message in Trigger)

comma-delimited list of files to be imported into
message

comma-delimited list of files to be attached to
message
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Command Type: Kill Process

Basics ...
What it does:
“ kills a named process

Putting it into practice ...

Restrictions:
On UNIX, the User invoking the Command must have
the proper permissions for the process in question.
On NT, similar restrictions depend on any network
security protocols that are in place.




KiLL PROCESS
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Command: Kill Process

M arne: |

Process ta Kill I

name of Command
name of process to kill
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Command Type: Move File

What it does:

moves file or directory from one drive to another, or
from one location to another on the same drive

Example:
Use this Command type to free up disk space (to allow
the swap file to grow).
If the Trigger invoking this Command allows use of the
<FILE> and <DATABASE> keywords, enter them in the
Source File field.
Wildcards are supported (for example, *.nsf).




MoVE FILE
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Command: Move File

M arme; |

Source Direchany: |

Destingtion Directony: |

Source File: i

Destination Files: |

name of Command

path to files you want to move

path to destination directory
comma-delimited list of files to be moved
comma-delimited list of destination files




128

PINNACLE ENTERPRISE
USER’s GUIDE

Command Type: Move/Remove Document

What it does:

moves documents to new Notes database, or
removes them entirely

This Command type allows you simultaneously to control
the size of Notes databases, and to archive documents

you want to preserve.

If a destination database is specified (see field D on the
following page), documents are moved; if the destination
database field is left blank, documents are deleted.

Example:
Use this Command type to archive documents and/or
control the growth of databases.
If the Move/Remove Command is called from a
Replication Integrity or Document Time-out Trigger, the
keyword <Document_ID> can be used in the Document
ID list field (see letter C on the following page).

When a Document Time-out Trigger calls a
Move/Remove Command that uses the keyword, any
documents identified as meeting the time-out criterion
will be moved/removed (depending on the value of the
Destination Database field).

Notes documents identified as having exceeded the
configured threshold of a Document Time-out Trigger. for
example, can be moved to another database—call it
ArchiveOld.nsf—or deleted.




MoVvE/REMOVE DOCUMENT
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Command: Move/Remove Document

M arre; |
D atabaze: H Browse...
Docurment 1D list I
Destination D atabase: | Browse...

name of Command

database containing document to be
moved/removed

ID of document to be moved or removed (may be
comma-delimited list)

database to which to move document (if this field
is left blank, document is deleted.)

button launches Select Database dialog

button launches Select Database dialog
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Command Type: New Replica

What it does:
creates a new replica of a Notes database

Example:
If a Trigger detects corruption in a database, you may
want to invoke this Command type to create a new
replica on the server in question.

(If the New Replica Command is called from a Database
Trigger, use the keyword7 <DATABASE>,
<NOTES_DB1> or <NOTES_DB2> in the Database List
field.)




Command: New Replica

NEwW REPLICA

M ame:

Source Server.

Database List

Loakup...

Browse. ..

Destination Directony:

name of Command

name of server on which databases to be
replicated are located

list of databases to replicate

directory in which to put new replica (leave blank
for the Notes data directory)

button launches Select Server dialog

button launches Select Database dialog
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Command Type: Pager

What it does:
routes text message to alphanumeric pager

Pages logged to iwpage.log (in IntelliWatch Logs
directory—specified in the NT registry on the Message
Center Gateway). Delete the file if it becomes too large; it
will be recreated as needed.

’Local’ Setting:
A Comm Port, Dial Type or Port Speed set to "Local"
causes the server to use paging settings where the
command is actually run.
Similarly, whenever other fields are left blank, the paging
server will use paging settings on the system on which
the Command is executed (and not the default settings
on the Paging Server itself).

Name:
The Name field is not populated by the Paging Server,
and each Pager Command must be given a unique name
before it can be saved.

Message:
Field limit of 500 characters may be influenced by
service provider. Any message entered here is
appended to the message in the Trigger.

Initialization string:
Leave blank, unless experiencing problems (refer to
modem manual for an initialization string that sets
modem to BELL 103 compatibility).

Tone or pulse:
Verify with your telecom staff whether TONE or PULSE
dialing is supported at your location)

Comm port:
Other programs running on the system (such as Notes)
must not have previously allocated this port.




Command: Pager

PAGER

[ arne: |Senl:l an alphanumeric psge

fezzage: I ﬁ

Max Meszage Length: |
Cornrm Port: |L:|I:EII R |

Faging Central Mumber: |

Target Pager 1D: I

Fodenn [rnit String: |

Cial Type: ILDI:EII "I

Port Speed: JLocal |

Server Marme: |

Tirneout: ao

Mote: Setting the Comm Port, Dhial Type or Port Speed to
"Local" will rezult in the uge of the zettings specified on the
zerver where the command is actually run. Leaving any of the
other fieldz blank, except Mame and Mezzage, will alzo
indicate that agent zhould uze the zettings zpecified where the
command iz executed,

maximum number of characters allowed message to be sent

port to which modem is attached

paging central’s modem number communicate

unique ID for your alphanumeric pager
modem initialization string (leave blank unless

modem not initializing properly) pager connection
tone or pulse dialing (for value of ’Local’, see

preceding page)
name of Command

speed at which modem and serial port

TCP/IP Hostname of Paging Server
how long to wait (in seconds) before terminating
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Command Type: Reboot

What it does:

reboots the system at the OS level
Graceful vs Inmediate:

graceful

— The Notes server (including any associated tasks) is
stopped before the system is rebooted.

immediate

— Reboots the system without stopping the Notes
server.

One effective use of the Reboot Command is in batch
files that automate your maintenance cycles.

Example:
Certain Notes databases (such as log.nsf) either cannot
be compacted while the server is running (R4), or usually
are not (R5), due to performance consequences. Doing
maintenance on these databases therefore means
bringing down the Domino server, at which time
COMPACT, UPDALL, and like programs, are run. To
automate this using IntelliWatch:

create a Trigger that you know will evaluate to True
— Look for a file you know exists, for example.
launch a first batch file that

— issues a 'quit’ to the server, followed by

— the relevant Notes server commands, then
— iwrecycl (see page 136).

(Note, however, that one of the invoked tasks may hang. The batch
file then never gets as far as the Recycle Command, and the
server does not come back up.)

launch a second batch file as ’insurance’
iwsleep [maintenance cycle in seconds, plus a short
wait]
iwreboot [REBOOT IMMEDIATE or REBOOT GRACEFUL]

(For usage details, type iwreboot at a DOS prompt.)

Now, even if a server task hangs, the machine will be
rebooted by IntelliWatch to bring it back on-line.

(Note: The batch files must be installed locally on all servers
running the Trigger, and should be in a directory included in the
path, such as \Candle\IntelliWatch\Common.)




REBOOT
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Command: Reboot

M arne: I

HebDDtType:l *I

name of Command
Immediate or Graceful (for usage, see preceding

page)
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Command Type: Recycle

What it does:
recycles Notes server and associated tasks
In order to restart the Notes server successfully, any
program which has accessed Notes must be stopped.

This is handled internally by the program, without your
having to enter program names.

Notification levels:
‘None’: no notification
‘Limited’: notifies server has been restarted

‘Verbose’: notifies at all significant stages of
recycling.

‘lﬁﬁ
Use the Verbose setting only when instructed to do
so by IntelliWatch Customer Service personnel,
as it generates a considerable number of
notifications.

Example:
In addition to responding to server crashes, Recycle can
also be used to kick off scheduled maintenance.
Simply create a Program Document in Notes to launch
Recycle at the appropriate time.




RECYCLE
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Command: Recycle

Mame: |Stop and Restart the
Teminate Motes TimeSeconds]: I_
Wit for server to Restart[5 econds): I_
Fieboot if needed [~

Maotes Prograrms;

Program bo run while server is dowe; !

Program Tirmeout;

|

Action Program:

Moatification Leswvel nane - _=j

Send Pages: Locar =y

send Traps: Locar =g

Trap Priarity: I
name of Command notification level (none, limited, or verbose) For
time (in seconds) to wait for server to terminate usage, see previous page.
time (in seconds) to wait for server to restart if selected, send page to notify (local, no, or yes)
list of programs not part of standard installation if selected, send SNMP trap to notify (local, no, or
program to run while server down yes)
time (in seconds) to wait for batch file to terminate priority of SNMP traps sent as notifications
before restarting Domino server
reboot if needed (when selected)
program to run each time notification sent
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Command Type: Restart Add-in

What it does:
restarts a specified Notes Add-in task

Example:
Consider using this Command type to invoke third-party
Notes add-ins. Please consult the vendor in question for
required/optional command-line arguments, as well as
any other information necessary to properly configure
the add-in.




RESTART ADD-IN
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Command: Restart Add-in

M arme: Stop and Restar router

Addn Task: [router |

Timeaut: 45

name of Command

process name of Notes Add-in to stop and restart
(double-click icon for examples)

time (in seconds) to wait for Add-in task to
terminate



Examples: pop3, replica, router, and so on.
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Command Type: Run Agent

What it does:
runs a specified agent against a database

Example:
You have intermittent problems with dead mail on certain
servers. An Agent has been created to deal with these
messages, but you would rather not have to invoke it on
a schedule, preferring to launch it only when necessary.

A Statistic Trigger can check the value of Mail.Dead on
the servers in question, then launch the Notes Agent
when the value of the statistic is above the configured
threshold.




RUN AGENT
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Command: Run Agent

Marme:
Database: Browse. .. |
Aigent Mame

name of Command

database containing agent and on which agent
runs

name of agent to run

button launches Select Database dialog
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Command Type: Server Console

What it does:

executes a Domino Server console command, such
as “load router”

— issues commands to local and remote servers

Click on the Parameter button for help on which
arguments can be used with a given Command.

Example:
You prefer to use ReplicaServer for the scheduled
replication of XYZ.nsf. However, ReplicaServer is
occasionally unavailable at the required time.
Use a Replication Readiness Trigger to check for the
availability of ReplicaServer. If a problem is detected,
have the Trigger issue a Server Console Command (that
invokes "load replica", and includes a reference to an
alternate replication server).
Either the <FILE> or <DATABASE> keyword can be used
in the parameter field. (This causes the database
referenced by the Trigger to be included as an argument
in the Command to be executed.)




SERVER CONSOLE
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Command: Server Console

|
‘ M arme: |

Carnmand: iE}{IT ]

FParameters: |
|

name of Command

drop-down used to select command (double-click
icon for examples)

parameters/arguments



Examples: EXIT, HELP, PULL, QUIT, and so on.
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Command Type: Sleep

What it does:

causes IntelliWatch to sleep for X number of
seconds

Example:
When you create batch files that you want to call with
IntelliWatch Start Program Commands, sections of those
batch files may require a measurable amount of time to
complete.

Problems can result if subsequent commands in the
batch file are executed without allowing time for
previously issued commands to finish.

IWSleep was created to address this need.




Command: Sleep

SLEEP

M ame:

| Sleep time(zeconds): I

name of Command
how long to sleep (in seconds) before proceeding

145
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Command Type: SNMP Trap

What it does:
sends an SNMP trap to the defined SNMP consoles

Hostname:
May be either a TCP/IP address (124.34.216.1, for
example) or a HOSTNAME environment variable
specified in config.sys (such as SET HOSTNAME=[your
hostname]).

Community name:
Specify a community name, or leave blank for the
default.

Priority:
A priority number is sent to the SNMP Network Manager
as part of the trap, and can be used for additional
processing in a script. If no priority is specified, the
system default is used. You may be able to map this field
to a severity level at your SNMP Network Manager.




SEND SNMP TRAP
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Command: Send SNMP trap

M arne: |

™ Usze W Meszaging Center Gateway % Uze Mative support if fAvalable

Host Mame: |

Cormnunity M ane: |

hezzage: I

Priontp[Trap 1D]; I 9
Enterprize [0 I

name of Command set field to any number

select IW Messaging Center Gateway or native enterprise ID of trap (seldom needed)
support (if available)

hostname of machine on which Monitor is

installed

authentication mechanism used by SNMP to

verify requests

any message entered here is appended to

message sent by Trigger
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Command Type: Start Program

What it does:
executes (system) commands

Use any IntelliWatch keyword in this field, enclosed in <>
symbols (<keyword>).

The Program Arguments field must respect the
syntax of any batch file you are invoking, including
things like flags and keywords.

For instance, to send an SNMP trap to the
Message Center Gateway that includes the text of
any message being sent by the Trigger, configure
it as follows:

Batch file or program name:
Program arguments:

— Do NOT use quotes around the last argument, or
the Command will fail.

Notification command:
If a program is specified as a notification program (see
letter F on the following page), Monitor runs it at each
escalation of a Trigger. If this parameter is set to false
(isn’t selected), a notification program runs only once, on
the First Occurrence (unless specified at each
escalation).




START PROGRAM
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Command: Start Program

M armne: |

Batch file or program name:; i

Program argurments: |

[7 This program iz a notes addin task

Timneout: I G

[T Matification Command

name of Command

name of program or batch file to launch

list of options and switches to set for program

if selected, program is a Notes add-in task

time (in seconds) to wait for program to complete
before executing other Commands in Trigger

if selected, notification command
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Command Type: TEC Event

Basics ...
What it does:
“ sends IntelliWatch TEC Event Commands to Tivoli

Putting it into practice ...
Additional slots:
Specify additional slots using the syntax:
"<slotname>=<value>; ...; <slotname>=<value>;"
See your Tivoli documentation for additional information.




Command: TEC Event

TEC EVENT

I arme; |
|

Host Hame:

Ewvent Class: !

Severity: I".-“JARNING 'I
Status: IOF‘EN 'I

Meszage:

Sub Source: |
Additional Slots: |

name of Command

host name of machine running IntelliWatch
Messaging Center Gateway. Machine must have
TME support. Leave blank for default.

an event class defined in tecad_iw.baroc
severity of TEC Event. Click on arrow of combo

box to access list (double-click icon for examples).

status of TEC Event. Click on arrow of combo box
to change option (open or close).

any message included here is appended to
message in invoking Trigger

space for supplementary comments

specify additional slots (for syntax, see previous

page)

151


Examples: FATAL, MINOR, UNKNOWN, and so on.
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Advanced ServerWatch 4

Advanced ServerWatch (ASW) supplies the tools
you need to stay on top of the ‘state of Domino’ in
your environment.

ASW accomplishes this by means of:
an easy-to-read display of server connectivity
three levels of error/status messages
flexible Maintenance and Action profiles

Chapter Contents
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4.1.0.0 OVERVIEW

Advanced ServerWatch provides real-time
monitoring of remote-server availability,
enabling you to see the state of your Domino
server network at a glance.

The ASW Console (part of the Pinnacle
Console) displays server connectivity status,
as well as messages sent by IntelliWatch
Monitor and the iwalert command-line utility.
Through user-created Action and
Maintenance Profiles, tailor notification
methods and maintenance cycles to the
server’s role in your environment.

41.1.0 Architecture
ASW consists of two components:
ASW Server (Notes add-in task iwasw)
ASW user interface

4111 ASW Server
Runs on your ASW Hub servers only, and:
checks server connectivity at a
user-specified interval

processes messages from iwagent on the
servers being monitored
Messages are stored in iwasw.nsf on the
ASW Hub, located in the same folder as
your Management Agents (R5 default
/Lotus/Domino/Data/IntelliWatch).

41.1.2
Accessible:

ASW user interface

via Internet Explorer
through the stand-alone client

From the Console, view server connectivity
status, configure the instances of ASW

Server running on your various Hubs, and
view IWAlerts by individual server.

o 3

No matter how small your network,
however, you should set up at least

two ASW Hubs.

41.1.3 Guidelines

As far as possible, ASW Hubs should
monitor servers in their own geographical
area. Having a group of servers in
Singapore monitored by a Hub in New
York may create “false alarms.” due to
periodic connectivity problems.

Limit the number of servers reporting to a
given ASW Hub.

Having more than 50 servers
reporting to a given ASW Hub is not
supported.

Don’t forget to monitor the ASW Hub
itself. If you have a single ASW Hub and it
goes down all the servers it's monitoring
are “invisible” to ASW—until you restart it.

41.1.4 Connecting to Pinnacle 99
Hubs
The Pinnacle Enterprise Console has

read-only access to Pinnacle 99 ASW Hubs.



41.2.0 Scenario 1:

SCENARIO 1:

ASW deployment in a seven-server environment
ASW Server is installed on ASWHub1 and ASWHub2.

ASWHub1 monitors all other servers, including ASWHub2 (during the installation of Monitor on
these servers, they were configured to report to ASWHub1, which includes sending IWAlerts).

ASWHub2 only monitors ASWHub1 (note the double-headed arrow), which sends any IWAlerts it

generates to the former server.

Both ASW Hubs relay their data to the ASW Console located on the Admin workstation (the

dashed lines).

FIGURE 4-1: ASW in a seven-server environment

F—— —

ASW Hub1

<

M onitored
Server 1

M onitored
Server 2

M onitored
Server 3

M onitored
Server 4

M onitored
Server 5

ASW Console
at Admin
W orkstation

ASW Hub2
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The ASW Console, located on the central
Admin workstation displays all six ASW
Hubs, the servers they’re monitoring, and
all related messages/status info (see the
Unlike Scenario 1, where all servers are in dashed lines).

one geographical location, Scenario 2 Installing at least one instance of the ASW

presents the challenge of monitoring servers Console in each region facilitates your
all over the globe monitoring activities.

Perhaps the foremost challenge is how to @
avoid the ‘false alerts’ caused by varying =
network response times. One of the three To avoid ‘false alerts’, determine the

41.3.0 Scenario 2:
ASW deployment in an International
Environment

principles of ASW deployment mentioned
above is especially applicable here: ASW
Hubs should monitor servers in their own
geographical area.

Note the following deployment features in
Figure 4-2 on page 157:
ASW Server is installed on the Primary
Regional Hubs, ASWHub New York,

ASWHub Singapore and ASWHub
Capetown.

Each of these Hubs monitors all other
servers in its respective region.

In addition, a second ASW Hub is installed

in each region, ASW NYHub2, ASW
SPHub2, ASW CTHub2.

These secondary ASW Hubs monitor

only the primary Hubs in their respective

regions.

response times that can be expected
in your environment, then make the
necessary adjustments in the
Network Time-out setting accessed
under File > Preferences. (See
Figure 4-7 on page 168)






158

421.0

PINNACLE ENTERPRISE
UsER’s GUIDE

4.2.0.0 ASW BAsSICS

ASW is designed to carry out three basic
functions:

check server connectivity and display
current status

notify of change of connectivity status

display IWAlert messages by
originating (monitored) server
The first and last of these functions are quite
straightforward, and need no elaboration
here. (For details on the latter, see “How can
| view messages for a given server?” on
page 167).
The procedure by which ASW determines
change of connectivity status is more
complex, and bears further explanation.

Notify of change of
status

ASW notification is based on a change of
status, rather than a condition of Not
Responding. What does this mean in
practice?

ASW keeps track of two status variables:
Current and Previous. When the Current
status differs from the Previous status,
configured notifications are sent (after
working through any configured Retries).
(See “Action Profiles” on page 177.)

For the sake of clarity, let’s define these
three critical terms:

Current

Server status as of the last monitoring cycle.

Previous
Server status the last time notifications were
sent.

(The value of Current is assigned to Previous if
and only if notifications have been sent.)

Retries

@

S

Maintenance Release 27.33.

Retries only comes into play when:

Previous state is Responding, and

Current state is Not Responding
Each time the checked server is found to be
Not Responding, Retries is decremented.
When Retries equals zero at the start of the
monitoring cycle, notifications are sent.
(Table 4-1 on page 159 illustrates how
Retries work. Note especially 1) what
information is updated, and 2) how
notification takes place when Retries
reaches zero (0).

(To keep the following example short,
Retries was set to one (1). Depending on the
role of a given server in your environment,
you may want to configure a higher number
of Retries.).
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Table 4-1. Retries parameter and notification

Stage of State
Monitorin Previous Current Retries Actions carried out
Changed?
g Cycle
Start Responding | Responding | No 1 No actions
Finish Responding | Responding 1
Start Responding | Not Yes 1 Decrement Retries from 1 to 0
Responding
Finish Responding | Not 0 Note: Current and Previous values
Responding remain unaffected. Previous state only
updated after Notification takes place.
Start Responding | Not Yes 0 Send Notifications
Responding Assign value of Current state to
Previous (now both Not Responding)
Reset Retries
Finish Not Not 1
Responding | Responding
Start Not Responding | Yes 1 Notify immediately
Responding Assign value of Current state to
Previous (now both Responding)
Retries unaffected. It is bypassed when
Not Responding changes to
Responding
Finish Responding | Responding 1

4.3.0.0 ASW UNDER THE HOOD

The following flow chart allow you to predict what actions will be taken by ASW, depending on the
server’s Current and Previous states.

Remember ...
ASW keys off a Change of State, rather than a Not Responding condition.
If the Change of State is from Not Responding to Responding, configured notifications
are sent immediately.

If the Change of State is from Responding to Not Responding, when notifications are
sent depends on the value of the Retries parameter.
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FIGURE 4-3: ASW program flow

- . - Update status info and ‘
(s‘artcheCk'ng > return to await next cycle ‘ ?
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responding?

BUSY, Not BUSY, Not

available and available and
Notresponding Responding are Scheduled for Currently
are equivalent equivalent maintenance? esponding?

Compare current
and previous states

L]

State
changed?

Previous state
Not Responding?

Currently
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If configured Retries less than ‘

current value of Retries, reset ‘




4.4.0.0 ASW CONSOLE

ASW CONSOLE

The ASW Console offers two views: Standard and Summary (see Figure 4-4 and Figure 4-5).

FIGURE 4-4: ASW Console: Standard View
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FIGURE 4-5: ASW Console: Summary View

JEiIe YWiew Hub Meszage Solution: Help

& | Monitored By | Mebwork, Status || gzt pdate ~
ﬂ Maine/Test/Intell... Yemen/TestfIntell... Mot Rezponding I:15:05 AM

8 |wWurlitzer/Test/Int... Yemen/Test/Intelli__. Rezponding [30 m... m
ﬂ CongofIntellisf atch Yemen/Test/Intelli._. Rezponding [30 m._. I:15:05 AM
‘ Yemen/Test/Intelli... [Hub - Pinnacle E... Rezponding 9:17:34 AM

§| 0342272001 09:16:29 AM Testing Green I'WAlert

E| 0372272001 09:16:14 AM Testing Red I'whlert
% 03222001 09:15:65 AM  Testing Yellow I'WAlert

441.0 Standard vs Summary view
Principal differences of the two views are:



4411 Standard
Hubs/servers displayed in tree view
Monitoring for individual servers can be
turned off by unchecking Enabled box
Includes Notes Load Index

4.41.2 Summary (default)
Hubs/servers displayed in database view
Sort by column
Includes Last Update (time) field
Large Icon display option

— Go to View > Large Icons to toggle
on and off.

4.42.0 Context-sensitive
menus
Advanced ServerWatch offers
context-sensitive pop-up menus, which are
accessed by right-clicking at various
locations on the user interface. The menu
displayed depends on the position of the
cursor.

Those menus that are the same for both
ASW views are discussed first, followed by
those available at the Standard view. Pop-up
menus for the Summary view are discussed
last.

4.4.21 Common pop-up menus
Only two pop-up menus are the same for
both views. Both are accessed by
right-clicking in the Message Panel (see
4.4.5.0, below), with the cursor positioned
over:

STANDARD

one or more messages)

Delete Meszage
Archive Message
Select Al
Dezelect All

— If one or more messages are
selected—and you right-clicked on one
of those messages to launch the pop-up
menu—the top two menu items are
displayed in the plural (Messages).

— The functionality of the bottom two
items is the same as when accessed via
the drop-down menu (Messages > etc.),
or a toolbar icon.

If one or more messages is selected,
the Delete and Archive menu items
affect all selected message—
assuming you launched the pop-up
menu by right-clicking on a selected
item.

In all other cases, only the item
clicked on when the menu is
launched is affected.

a blank part of the Message Panel

Dezelect Al |

— The functionality of both menu items
is the same as when accessed via the
drop-down menu (Messages > etc.), or,

respectively, via the ij and Ei
toolbar icons. : J
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4422 Standard view
Two pop-up menus are available in the
Standard view, both within the Server
Window (see 4.4.4.0, below).

The two menus are displayed with the cursor
positioned, respectively, over:

a Hub/monitored server

Change Servers to Monitor...
Farameters. ..

M aintenance...
Actionz...

Remove Hub

— The functionality of all menu items is
the same as when accessed via the
drop-down menu (Hub > etc.), or the
respective toolbar icon. See those
sections for details.

Whether positioned over a Hub or a
monitored server, the menu items
affect the Hub.

a blank area of the Server Window

Add a Mew Hub |

— The functionality of both menu items is
the same as when accessed via the
drop-down menu (Hub > etc.).

4423 Summary view
The corresponding pop-up menus in the
Summary view display the same items as
the Standard view, in addition to the three
discussed below.

The two menus are displayed with the cursor
positioned, respectively, over:

a Hub/monitored server

Wiew Details
Large lcons
|Ipdate Hub
Change Servers to Mortar. .

Parameters. .

M aintenance. .
Actionz...

Remowve Hub

— Sort

The sort order depends on which
column the cursor is over when you
right-click.

SERVER ICON: sorted in order of
decreasing severity status (factors in
presence and severity of any IWAlerts
present).

SERVER: sorted in ascending
alphabetical order (disregards whether
system is a Hub or a monitored
server).

MoNITORED BY: sorted in ascending
alphabetical order, listing Hubs first,
then monitored servers.

NETWORK STATUS: sorted in order of
decreasing severity status.

Servers not currently being monitored
are listed last.

LAST UPDATE: sorted in descending
order, by date.

Servers not currently being monitored
are listed first.



As a rule, the Last Update refers to
the time/date recorded in the server
document in iwasw.nsf (on the Hub),
which represents when the server
was last checked by the add-in task.

If, however, a server document is
modified (and saved) between
monitoring cycles, the time/date
stamp is updated. In that case, until
the next monitoring cycle, the
time/date displayed at the Pinnacle
Console represents when those
modifications were saved, and not
the last time the server was checked
by Advanced ServerWatch.

— View Details
Click on this item to select/deselect
the Standard view.

The same effect is achieved either by
clicking on the [I| toolbar icon, or by
going to View > Summary/Standard
View via the drop-down menus.

— Large Icons
Select to display larger Hub/monitored
server icons.

The same effect is achieved by going
to View > Large Icons via the
drop-down menus.

The functionality of all other menu items is
the same as when accessed via the
drop-down menu (Hub > etc.), or the
relevant toolbar icon.

CONSOLE SECTIONS

over a blank area of the Server Window
Wigw D etailz
Large [cons
dpdate All Hubs
Add a Mew Hub

For the functionality of the displayed items,
see sections 4.4.2.2 and 4.4.2.3, above.

4.4.3.0 Console Sections
The following discussion focuses on the
Standard View of the ASW Console.

The Console is comprised of four sections:

Server Window
Message Panel
Server Information Bar

ASW Toolbar

4.4.4.0 Server Window
The Server Window displays three different
icons, which in turn are color-coded at three
levels:

Hub Icon
Monitored Servers Icon
Connection Symbol
4.4.41 The Hub Icon
Only with the Hub server is the color of the
icon affected by both message and
connection status. In other words, for the

Hub to be green, both of the following
conditions must be met:
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All I[WAlerts for all monitored servers are
green (status messages).

All servers being monitored are
responding within the specified threshold

Table 4-2. Hub Server icons by color

with an IWAlert to that effect), this server

icon remains red.

Table 4-3. Monitored server icons by
color

Color of Server

Icon (not a Hub) | What It tells you

Color of Hub Red At least one error
Server Icon What It tells you g message exists for this
server.

Red An error condition exists
on one or more of .the Yellow At least one warning
servers being monitored . message exists for this
by the Hub. Z server.

Yellow A warning condition
exists on one or more of Green Only status messages
the servers being exist for this server.
monitored by the Hub.

Green Oqu status messages Gray No messages exist for
exist for all servers this server.
being monitored by the ’
Hub.

Gray No messages exist for
any of the servers being 4443  The Connection Symbol
monitored by the Hub, .
and no servers are Represents response time as of the last
being monitored. monitoring cycle.

Table 4-4. Connection symbols by
4442  The Monitored Servers Icon color

Server icons display in the color of the
highest priority message of the managed
server. The highlighted server at Figure 4-6
on page 167, below, has sent an Error
Message to the Console. Until the condition
is corrected (and the message overwritten

Color of
Connection
Symbol What It tells you
Red Server is not
responding.
pree—
Yellow Server is responding,
but response time is
E— slower than the
designated threshold.




Table 4-4. Connection symbols by
color (continued)

4452

Color of
Connection
Symbol What It tells you
Green Server is responding
within the specified
—] threshold.
Gray Server:

is not being monitored;
is being monitored but
has not yet been
checked,;

is down for
maintenance.

You may see a red Server Icon, but a
green Connection Symbol. This
means that server-response time is
under the threshold, but at least one
IWAlert Error Message has been sent
by that server to the Console, as
illustrated at Figure 4-9 on page 171.

4.45.0 Message Panel
The Message Panel is located in the lower
right hand corner of the ASW Console (see
Figure 4-4, “ASW Console: Standard View,”
on page 161, and Figure 4-6, “Detail of ASW
Message Panel,” on page 167).

4451 How can | view messages for a
given server?
In the Server Window, select the managed

server for which you want to see messages.

4.4.5.3

MESSAGE PANEL

The Message Panel contains messages for
that server only.

What do the message colors
signify?

Green (1): Status messages (for
example, Responding)

Yellow (2): Warning messages (for
example, Server Sessions Dropped is
[value])

Red (3): Critical (error) messages (for
example, Not Responding)

FIGURE 4-6: Detail of ASW Message Panel

essageSoltions Help  ASW Toolbar
o~ S <[t % :[E[% =[=

cle Enteiprise vi

Server Information Bar

Server Window Message Panel

Why do certain messages
disappear?
Two common reasons are:

Message pairing: Messages reporting an
error condition are overwritten when a
message is received saying the condition
no longer exists.

For message pairing to work properly,
a Trigger cannot send IWAlerts to
more than one Hub server.

“Number of messages to return”
parameter has been exceeded.
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FIGURE 4-7: Preferences dialog

Preferences X]

Order meszzages by
’;ﬁ i F'riu:uri;‘

Mumber of meszages to return: I 20

|Ipdate Frequency [kinutes]: I a
Metwork, Timeout [5econds): I 20
Sound Optioh——

¥ &udible W arning [ellow]

¥ &udible Eror [Fed)

o ]

Cancel

The ASW Console is set by default to display
messages sorted by Date, and to show only
the last 25 messages. To display messages
by Priority, or to adjust the number of
messages to return, go to File >
Preferences, and make the desired
configuration changes in the dialog pictured
in Figure 4-7, above.

4454 New in 27.36
Maintenance release 27.36 contains an
enhancement that enables you to automate
archiving and deletion of IWAlerts. See
4.9.0.0 on page 184.

4455 Audible warnings
Advanced ServerWatch gives you the option
of selecting audible warnings for both yellow
and red IWAlert messages (see Figure 4-7).

The sound option requires that your machine
be equipped with a sound card.

How can | tell which Monitor
Trigger sent an IWAlert?

Simply double-click the message (or select
the message and click the Display Trigger
icon on the Toolbar).

4.4.5.6

4.4.6.0 Server Information Bar
The ASW Server Information Bar is located
in the upper right-hand corner of the
Console, and displays details about the
connection status of individual managed
servers. (See Figure 4-4, “ASW Console:
Standard View,” on page 161, and
Figure 4-8, “ASW Server Information Bar,”
on page 169.)

To see information for a particular server,
simply click its server icon in the Server
Window. The fields are:

Network Status: The server’s current
state (Responding, Not Responding. for
example).

Response Time: Value in milliseconds,
as of the last monitoring cycle.

Load Index: Based on Notes’s Load
Index, which rates Server Load on a scale
of 1 to 100 (with 1 indicating overloaded
and 100 no load).

Enable Monitoring: If checked, indicates
the server is currently selected for
monitoring. To stop monitoring a server,
select it in the Server Window, then
uncheck this box.

A changed Enabled status is not
reflected in the Network Status field until
the next time ASW reads the database



(at the next monitoring cycle). Therefore,
for a short interval, you may notice an
apparent conflict between these two
fields.

FIGURE 4-8: ASW Server Information Bar

Network Status:
Response Time:

Load Index: 100 ¥ Enable Monitring

4.4.7.0 ASW Toolbar
The ASW Toolbar, located above the server
window, simplifies a number of actions t the
ASW Console. See the following table for
details
Table 4-5. ASW Toolbar icons

Icon Description

This icon becomes
active when a Hub

x Server is selected.
Clicking on it deletes the
Hub Server.

Selects all messages
currently displayed.

LLLL
LA

Deselects all messages
currently displayed.

TAAL
LLLL

Edit or view the trigger
which sent an IWAlert.
} (Before clicking on the
icon, select the
message. This icon is
enabled only if the
message originated
from a Management

Agent trigger.)

ASW TOOLBAR

Table 4-5. ASW Toolbar icons

Icon Description
Deletes all selected
3 | messages.

Switches from Standard
= to Summary View, and
back.

Updates messages
3 from selected server.

When a Hub is selected, clicking the
Refresh button refreshes all data;
when a managed server is
highlighted, however, only IWAlert
messages are updated.

4.5.0.0 ASW ACTIVITY
LOGGING

Starting with Pinnacle Enterprise, the
response time of servers being monitored by
Advanced ServerWatch can be logged to
iwstats.nsf, for later reporting using
IntelliWatch Analyzer.

451.0 Enabling activity

logging
Activity logging is turned on/off at the Hub
level, not at the monitored-server level.
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TO ENABLE ACTIVITY LOGGING:

In the left-hand pane of the Advanced
ServerWatch Solution, select either the Hub
for which Activity Logging is to be turned
on/off, or any one of it's monitored servers.

Go to Hub > Monitoring > Parameters
via the drop-down menus.

To turn on Activity Logging, select the
Enable Activity Logging checkbox; to turn off
Activity Logging, deselect the checkbox.

Response times will now be logged to the
database.

Statistics are logged with the format:
ResponseTime.from.<hubservers.to.<pinged

server> = <time in milliseconds>
Response-time statistics can be reported on
using Analyzer.

4.6.0.0 WORKING WITH ASW
HuBs

4.6.1.0 Setting up ASW Hubs
When setting up ASW Hubs, you are not
creating the add-in task itself, but
establishing a connection between it and the

ASW interface at the Pinnacle Console.
4.6.1.1 What occurs when you "Add a
new hub" at the Console?

Console attempts connection to ASW
task on Hub to be added

— If the attempt is successful (meaning
the server is available and the ASW
add-in task is loaded), the Hub appears
in the server window of the ASW Solution
at the Pinnacle Console.

Console displays monitored servers
already configured on Hub

— Even though your workstation may be
connecting to a given ASW Hub for the
first time, the Hub may already have
been configured to monitor servers (via
another connection, or directly in the
Advanced ServerWatch database
iwasw.nsf). Those servers are displayed
without your having to add them.

46.1.2 Security Mechanism
For the security mechanism governing
access to the Console, see 1.4.0 on
page 23.

4.6.1.3 Connecting to ASW Hubs at

the Pinnacle Console
To manage your ASW Hubs, bring up the
Pinnacle Console, then select the ASW
Solution, using the following steps.

The following procedure assumes you
are accessing the Pinnacle Console
via Internet Explorer. If you are using
the stand-alone client, skip Steps 1
and 2.

TO CONNECT TO ASW HUBS:
Make sure your Primary Server is up,
and the HTTP task is loaded.
Bring up Internet Explorer, and enter a
URL for your Primary Server based on the
following example:
http:// [DomainNameOfPrimaryServer]
/[IntelliWatchDataDir] /console.ns
£



@B

=,
Depending on the configuration of
your domain (and from where the
Primary Server is being accessed),
you may need to use the complete

Internet domain name.

For example: If the Host Name of your
Primary Server is
MyServer/MyDomain, from within the
domain, “MyServer” should suffice.
Under some conditions, however, you
may need to enter
“MyServer.MyDomain.com” Or, to
return to the example under Step 3,
above:

http://MyServer.MyDomain.com/[Intelli
WatchDataDir]/console.nsf

Make sure the iwasw task is running on
any Hubs you want the console to display.

Go to Solutions > Adv. ServerWatch
via the drop-down menus; alternatively, click

on the & toolbar icon.

46.1.4 Adding a new ASW Hub
The following procedure assumes you have
already followed the steps at “Connecting to
ASW Hubs at the Pinnacle Console” on
page 170.

TO ADD AN ASW HUB:
From the Hub menu, select "Add a new
hub".
In the dialog brought up by the previous
step, click on the combo box arrow and

select from the list displayed, or start typing.

ADDING A NEW ASW HuB

As you type, the name in the text box is
the first in the server list that corresponds
to all the letters typed so far.

If the Domino server name differs from
the host name (or Title), fill in the server
name, then click the Advanced button and
put the host name in the Title field.

Click OK to add the Hub.
Repeat the above steps for each Hub.

If you try to connect to the ASW Hub
task on a machine where that task is
not running, the error message in the
following figure is displayed.

You may continue with Hub setup, or
abort the operation. If you choose to
continue, the Hub is displayed with a
question mark over the icon.

If you (re)start the iwasw task on that
server, the Hub icon returns to
normal the next time the server is
checked by the ASW console.

FIGURE 4-9: Error message when iwasw not
running on Hub

Unable to establish communications with hub ServatwheredSWTaskNoRunning.
fdd the hub anyway?

Yes Ho | Detals »» |

46.1.5 Deleting ASW Hubs
The following procedure assumes you have
already followed the steps at “Connecting to
ASW Hubs at the Pinnacle Console” on
page 170.
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TO DELETE AN ASW HUB:

Select the Hub to be deleted in the
Server Window.

This activates the . toolbar icon.
Click on the delete icon.
This brings up a “Remove Hub” dialog.

To delete the Hub, hit Enter, or click on
the Yes button.

&

Deleting an ASW Hub at the Pinnacle
Console has no effect on the ASW
Add-in task running on the server in
question. That instance of ASW
Server continues to monitor the
servers assigned to it, and no
information is lost. The Hub just won’t
be visible at the Pinnacle Console.

Deleting server documents in an ASW
Hub'’s iwasw.nsf does cause
monitoring to cease for the relevant
managed servers.

4.6.2.0 Enable Monitoring
The Advanced ServerWatch task monitors
every server for which there is a
corresponding Server Document in the
Server List View of the iwasw.nsf.

If there is no corresponding server document
in that Hub’'s ASW database, a server will not
be monitored by that instance of Advanced
ServerWatch.

Server documents can be created in three
ways:

check Enable Monitoring on the Server
Information Bar (see 4.6.2.1, below)

— Applies only if the server has sent
IWAlert messages to the Hub in
question.

select server via the Pinnacle Console
(see 4.6.2.2, below)

— Method for servers that have not sent
IWAlert messages to the Hub in question
(although it can be used for all servers).

directly in the database (see 70.3.2.1)

4.6.2.1 Servers that have sent
IWAlerts
Even when a server has no corresponding
server document in a Hub’s ASW database,
an icon for that server is displayed in the
Server Window under that Hub if it has sent
IWAlert messages to the Hub.

(The IWAlert messages are displayed in the

Message Panel to the right of the Server
Window.)

Since no server document for that system
exists in that Hub’s iwasw.nsf, the Enable
Monitoring checkbox is not selected.

To create a server document for this system
in the ASW database on the Hub, simply
check Enable Monitoring (on the Server
Information Bar).

(The document is created immediately in
iwasw.nsf.)

4.6.2.2 Servers that have NOT sent
IWAlerts

Servers that have no corresponding server

document in a Hub’s ASW database, and

that have NOT sent IWAlert messages to the

ASW Hub, are not displayed as icons at the



Pinnacle Console. Therefore, the server
cannot be selected, and a server document
created, using the method discussed at
4.6.2.1, above.

In those cases, a server document must be

created either directly in the database (see
10.3.2.1), or by the following procedure.
(This procedure assumes you have already

followed the steps at “Connecting to ASW
Hubs at the Pinnacle Console” on page 170.)

TO ADD MANAGED SERVERS:

In the left-hand pane of the ASW
Console, highlight the Hub for which you
want to add servers.

Go to Hub > Monitoring > Change
Servers to Monitor... via the drop-down
menus.

This brings up the dialog “Select Servers to be
Monitored by [servername]”.
FIGURE 4-10: Managed Server Selection Dialog

Select Servers to be Monitored by Tibet X
¥ BSLIN/Development/inteliwatch j
Cameroon/TestAnteliwatch
CanadaTest/Inteliv atch J

Canada2/TestInteliwatch
chear/Development/Inteliwstch
¥ chile/R &0 Anteliwiatch

| Chile/Test/Inteliw/atch

| china/Testdreli/atch

v china2/Test/ntellvatch
Colossus/R & D/ntelivatch
Colossus/Test/nteliiatch
LCongodIntelivw atch
CPEMD.Development/Intelliwatch
Cyprus/Test/nteliwatch
Cyprus2/Test/Anteliw/atch
Conmzd! TestAnteliw/atch

Add to List | [

Cancel |

DELETING MANAGED SERVERS FOR AN
ASW Hus

This dialog differs by design from
other dialogs with a similar purpose
(see, for example, Figure 4-13 on
page 176). Functionality is not
affected.
Select the servers you want the ASW

Hub to monitor.

If the server you want to monitor is in your

environment, but does not show up in the

list, type the name in the text box

provided, then click the Add to List button.

Click OK.

This process creates a server
document for each newly selected
managed server in the iwasw.nsf
database on the relevant ASW Hub.

Follow the same steps for each of your

ASW Hubs.

4.6.2.3 Deleting Managed Servers for
an ASW Hub
The following procedure assumes you have
already followed the steps at “Connecting to
ASW Hubs at the Pinnacle Console” on
page 170.

Managed servers for which the ASW
database contains messages cannot
be deleted from the display, unless
you first delete those messages from
the database.
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TO DELETE MANAGED SERVERS:

Click on the relevant ASW Hub (in the
left-hand pane of the ASW Console).

See note under “Enable Monitoring” on page 172.

Go to Hub > Monitoring > Change
Servers to Monitor via the drop-down
menus.

This brings up a dialog that allows you to add or
remove servers associated with the selected
Hub.

Uncheck the server(s) you want to

delete from the Managed Server List for this

Hub.
Click OK to confirm the deletion.

4.7.0.0 MAINTENANCE AND
ACTION PROFILES

ASW provides two types of server profiles:

Maintenance Profiles allow you to
‘inform’ ASW Server of periods of
scheduled maintenance or downtime.

Action Profiles allow you to specify
notification methods to take when the
connection to a managed server is lost.

4.7.1.0 Maintenance Profiles
Servers down for maintenance are unable to
respond to ASW connection probes.
Maintenance Profiles ensure that these
servers do not generate unwanted and
unwarranted notifications.

Maintenance Profiles inform the ASW server
task that specified servers are unavailable.
When a server is deemed Not Responding,
ASW checks to see if it is covered by a
currently active Maintenance Profile. If it is,
ASW converts the Not Responding status to
Scheduled for Maintenance, and no actions

are taken. (See “ASW program flow” on
page 160

A default profile is created during the Setup
with a wildcard (*) in the Server Groups field.
Every ASW Hub you create starts with this
default profile, and all (enabled) managed
servers under that Hub are governed by it.

Additional profiles are created for individual
ASW Hubs, so be sure to select the relevant
Hub before creating or editing a profile.

Maintenance Profile fields are
self-explanatory, with two exceptions:
Interval and Subinterval.

4711 Interval and Subinterval fields
Maintenance Profiles are listed with both an
Interval and a Subinterval field (see the third
and fourth column headings at Figure 4-11,
“Maintenance Profiles dialog,” on page 175).

The Interval field contains one of three
available options:

Daily

Weekly
Monthly

Day of Month

The Interval is selected via a radio button on
the “Chapter 4, Create new Maintenance
Profile dialog” (see Figure 4-12 on

page 176).

Subinterval does not appear as such on
that dialog, and is populated differently,
depending on the Interval selected:



Daily: The Subinterval field is blank, and
no selection is required (nor indeed
possible) on the “Chapter 4, Create new
Maintenance Profile dialog”.

Weekly: Selecting this option causes
check boxes to appear for the seven days
of the week. The Subinterval column of
the “Chapter 4, Maintenance Profiles
dialog” is populated with the abbreviated
form of the days selected (see Figure 4-11
on page 175).

Monthly: Selecting this option on the
“Chapter 4, Create new Maintenance
Profile dialog” causes a text box to
appear, in which you enter the day of the
month as an integer (1-32).

This integer subsequently shows up in
the Subinterval column of the “Chapter 4,
Maintenance Profiles dialog” (see the
Subinterval column of the highlighted
profile at Figure 4-14 on page 177).

The integer 32 activates the profile on the
last day of the month, regardless of its
length.

Day of Month: Selecting this option on the
“Chapter 4, Create new Maintenance
Profile dialog” causes two sets of
checkboxes to appear:

— use column one to select the week(s)
of the month

— use column two to select the day(s) of
the selected weeks for which to activate

the profile

The profile at Figure 4-12 on

page 176schedules maintenance for the
first and third Thursdays of every month,
from 8:30-10:30pm, for example.

4.71.2 Creating Maintenance Profiles
Although the second text box on the Create
New Maintenance Profile dialog is entitled

CREATING MAINTENANCE PROFILES

Server Group, individual servers may be
entered. Nevertheless, we recommend
using group names.

g

Especially if your server groups have
short, descriptive names, a list of
groups likely means more to you—
and be more compact—than a list of
individual servers.

The following procedure assumes you have
already followed the steps at “Connecting to
ASW Hubs at the Pinnacle Console” on
page 170.

TO CREATE MAINTENANCE PROFILES:

Select the Hub server for which the
profile is being created.

Select Hub > Profiles > Maintenance
from the menu bar. This displays a dialog
listing Maintenance Profiles. At first, you'll
only see the default profile created by the
Setup (see Figure 4-11, below).

FIGURE 4-11: Maintenance Profiles dialog

A2 Maintensmce Profile (s)
File

Mew Edit  Delete

Profile Name_ [ Server Group [ interval | gub interval | Down Time |Duratior|
default | |weekly [Fri 18:00 120

cancl

Dane |

Click on the New button, or go to File >

New via the drop-down menus. The
“Chapter 4, Create new Maintenance
Profile dialog”, below, is displayed).
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FIGURE 4-12: Create new Maintenance Profile FIGURE 4-13: Select servers dialog

dialog
i Select Servers
Create Mew Maintenance Profile | %] [ Chaices Selected
[ N Add ==
Prafile M ame: I'Fhursday Maintenance _repreadinesstestgroup
- AccessGroup
Server Group: Adming
|Gr0up 4 v groun == Remove
_ ’ bogus group
Intereal: e

" Daily Week of Maonth: Day of Wesk E;Tssggg:‘;emup Add Al
" weekly F 1t [~ Monday ;”19”“3

™ 2nd [ Tuesday 02
 Monthly 3 Rermove All

¥ ad [ wednesday 34 4‘
& Day of Morth [ ath ¥ Thursday g;m;

I Last [ Friday Intelliatch User Speried

r cund W _Adrni j
unday
[T Saturday —Icam‘
Drown Time: Igg-gg . . .
: The Down Time field (see Figure 4-12
Druration: I 120

on page 176) accepts both 24-hour and

12-hour formats. If A.M. or P.M. is not

specified, 24 hour time is assumed.
Click OK to save the Profile.

Ok I Cancel |

When specifying the Profile Name, we
suggest you use a name clearly descriptive
of the Profile’s purpose, such as
NTCentral/Group XYZ Weekly
Maintenance.

The Server Groups field can be filled in
by hand, or by selecting the button to the
right of that field (which brings up the dialog
displayed in Figure 4-13, below).

471.3 Editing Maintenance Profiles
The following procedure assumes you have
already followed the steps at “Connecting to
ASW Hubs at the Pinnacle Console” on
page 170.

TO EDIT MAINTENANCE PROFILES:

Select Hub > Profiles > Maintenance

Highlighting one or more Choices of from the menu bar.

servers/groups from the left-hand list box
enables the Add button, allowing you to
move them to the Selected list.

This displays a dialog listing Maintenance
Profiles. Highlight then double-click the profile
you want to edit; alternatively,

Highlight the profile and click the Edit
button on the toolbar.

If you want to remove a server or group
after selecting it, simply highlight it (which
enables the Remove button), and click ]
Remove. See Figure 4-14, below.

Make any required changes, then click

OK to save the Profile.



FIGURE 4-14: Selecting Maintenance Profile for
editing

£a Maintenance Profile(s)
File

‘NEW Edit Delete ‘

[ Prafile Name | Server Group [ Interval | Sub Interval | Diown Time | Duratior
default B i

[A5/400 Group Maintenanc oup 23:00
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47.2.0 Action Profiles

Action profiles specify what to do when a
managed server appears unreachable.

A default profile is created during the Setup
with a wildcard (*) in the Server Groups field.
Every ASW Hub you create starts with this
default profile, and all (enabled) managed
servers under that Hub are governed by it.

Profiles are created for each Hub Server
independently, so be sure to select the
target Hub Server before creating or editing
a profile.

Before proceeding with the creation of an
Action profile, please note the following
regarding the Notification options available
by platform (see Figure 4-16, below):

E-mail: Works on all platforms.

Start Program: Works on all platforms
(for usage details, see 4.7.4.0 on

page 182).

Page: Works on all platforms. However,
the Paging Server itself must be installed
on an NT Workstation or Server.

NT Event Log: Works only on NT.

SNMP Trap: Works on all platforms.

ACTION PROFILES
177

4.7.21 Enhanced Action Profiles

(27.33 and above)
Prior to maintenance release 27.33, only
one Action Profile could govern ASW's
response to a loss of connectivity between
the Hub and any given (monitored) Domino
server. This was true whether the server
was listed explicitly in the profile, or was a
member of a listed group.

You could always CREATE numerous
Action Profiles that applied to a given
server/group, BUT, in the event that
ASW deemed a server to be NOT
RESPONDING, only ONE of those
profiles would be executed.

Since the mechanism that determined
which Action Profile would be
executed has been changed, details
as to how it worked previously are
not relevant here.

Details...

Profile name need not be unique

Previously, it was not possible to save an
Action Profile with the same name as an
existing profile--even if the new profile was
configured differently.

Starting with maintenance release 27.33,
ASW allows you to create more than one
Action Profile with the same name--provided
the number of Retries is different. (If the
number of Retries is the same, but the
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Profile is otherwise configured differently,
you will not be allowed to save it.)

Escalating Action Profiles
The principal advantage of the latest
enhancements to Action Profiles is that they
allow you to take a series of escalating
steps, the longer a server remains
unavailable.

Imagine you have a server that goes down
after-hours. As long as the server is back up
in, say, less than 10 minutes, you only want
to notify the 24x7 Help Desk, and log an NT
Event. Assuming your ASW Hub has a
Monitoring Frequency of 5 minutes, you
could create an Action Profile with Retries
set to zero (0), and with the Help Desk
Group as the only recipient of any

notifications. Let's call this profile XYZ_Alert.

Now imagine that, if this server remains
unavailable for an additional 10 or 15
minutes, you want to page the Admin
On-Call (as well as carry out certain other
actions). Simply create a new Action Profile,
set Retries to 2, and configure it to carry out
the desired actions. Let's call this profile
XYZ_Caution.

Lastly, if the server remains unavailable for
more than 30 minutes, you want to page the
Head Admin. You might create a third Action
Profile, set Retries to 5, and configure the
profile to carry out the desired actions. We'll
call this last profile XYZ_Critical.

4.7.2.2 What happens when the

monitored server is again

RESPONDING?
In previous product releases, when ASW
detected that a monitored server was again
RESPONDING, the relevant Action Profile
sent notifications to all e-mail addressees
that had been notified of a loss of server
availability (as well as carrying out any other
configured actions).

If the list of e-mail addressees
contained a user both explicitly and
as part of a group, that person would
receive two notifications.

What happens with the enhanced Action
Profiles, since a given addressee (or other
action) may be included in more than one
executing profile? Enhanced Action Profiles
keep track of all addressees who receive
notifications regarding a particular server, as
well as of any other configured actions--in all
applicable profiles. When the relevant server
is again RESPONDING, each
notification/other action will be executed only
ONCE--provided an explicitly named
addressee of a notification action is not part
of a group to which notifications are also
sent.

4.7.2.3 A practical example
Let's say the three imaginary Action Profiles
outlined above were configured
progressively to take the following actions:



XYZ_Alert

— E-mail the Help Desk group
— Logan NT Event
XYZ_Caution

Page the On-Call Admin
E-mail the Head Admin
E-mail the Help Desk group

Log an NT Event

— Run Batch file 1
XYZ_Critical

— Page the Head Admin

— E-mail the On-Call Admin
— E-mail John Smith

(Help Desk manager and member of
Help Desk Group)
— Log an NT Event
— Run Batch file 1
When a server covered by these profiles
comes back up, the net result will be the
same as the current behavior, that is to say
that the following actions will be taken
ONCE:

E-mail
— E-mail the Help Desk group

E-mailed only ONCE, even though two
Profiles contain this action (P1 & P2).

— E-mail the On-Call Admin
— E-mail the Head Admin
— E-mail Joe Smith

He will get 2 messages, one as a
member of the Help Desk Group, and
one as an explicitly named user.

CREATING ACTION PROFILES
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Pages
— Page the On-Call Admin
— Page the Head Admin
Other actions
— Log an NT Event
Executed only ONCE, even though all
Profiles contain this action.
— Run Batch file 1
Executed only ONCE, even though
two Profiles contain this action (P2 &
P3).
Clearly, more profiles can be created to
further enhance the escalation process, but
these three profiles illustrate what's
possible.

47.2.4 Creating Action Profiles
The following procedure assumes you have
already followed the steps at “Connecting to
ASW Hubs at the Pinnacle Console” on
page 170.

TO CREATE ACTION PROFILES:

Select the Hub server for which the
profile is being created.

Select Hub > Profiles > Actions from
the menu bar.

This displays a dialog listing Action Profiles. At
first, you'll only see the default profile created
by the Setup (see Figure 4-15, below).

At the “Chapter 4, Action Profiles
dialog’, either click on the New button, or
select Options > New via the drop-down
menu.

The dialog at Figure 4-16, below, is displayed.



180

PINNACLE ENTERPRISE
USER’s GUIDE

FIGURE 4-15: Action Profiles dialog
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FIGURE 4-16: Create new Action Profile dialog
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Using the check boxes, select those
actions you want ASW to take when the Hub
Server loses connectivity with a managed
server.

When specifying the Profile Name, we
suggest you use a name clearly descriptive
of the Profile’s purpose, such as
NTGroup1Notification.

Server Groups can be filled in by hand,
or by selecting the button to the right of that
field.

This brings up the dialog at Figure 4-13 on
page 176.

Highlighting one or more Choices of
servers/groups from the left-hand list box
enables the Add button, allowing you to
move them to the Selected list.

If you want to remove a server or group
after selecting it, simply highlight it (which
enables the Remove button), and click
Remove.

Select OK to save the profile.

4.7.2.5 Editing Action Profiles
The following procedure assumes you have
already followed the steps at “Connecting to
ASW Hubs at the Pinnacle Console” on
page 170.

TO EDIT ACTION PROFILES:

Select Hub > Profiles > Action from the
menu bar. This displays a dialog listing
Action Profiles.

Highlight then double-click the profile
you want to edit; alternatively, highlight the
profile and click the Edit button on the
toolbar.

See Figure 4-17, below.

Make any required changes, then click
OK to save the Profile.

FIGURE 4-17: Selecting Action Profile for editing
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4.7.2.6 Treat BUSY as Responding
Option

When ASW pings a server, it receives
one of four responses:

RESPONDING

NOT_RESPONDING

BUSY

RESTRICTED.

The Treat BUSY as responding option

concerns the last two of these: BUSY
and RESTRICTED.

If this option is set to True, BUSY and
RESTRICTED are treated the same as
RESPONDING, that is, no actions are
taken.

If the option is set to False, BUSY and
RESTRICTED are treated the same as
NOT_RESPONDING, that is, actions are
laken.
This option can also be configured via a
Notes client. For details, see “Treat BUSY as
responding” on page 333 of “Chapter 10,
Configuring Pinnacle via Notes”.
4.7.3.0 May iwasw.nsf
replicate?

As installed by the Setup, the ASW
database may not--and indeed can
not--replicate.

Why is this?

Each copy of iwasw.nsf is created with a
separate Replica ID, making replication
impossible.

Why was this done?

TREAT BUSY AS RESPONDING OPTION

Because replicating more than a specific
subset of this database’s documents can
lead to issues on your ASW Hubs.

4.7.3.1 What does iwasw.nsf contain?
The ASW database contains the following
views:

Messages

— These IWAlerts are sent by individual
servers to the Hub, for display at the
Pinnacle Console.

Monitoring Parameters
— These parameters govern:
— monitoring frequency
— response threshold
— enabling activity logging
— activity logging frequency (if enabled)
Maintenance Profiles (see 4.7.1.0)
Action Profiles (see 4.7.2.0)
Server List

Of the above, only Maintenance and Action
Profiles may (but need not) replicate.

Er
JOF
(@
Replicating anything other than

Maintenance and Action Profiles is
not supported.

4.7.3.2 What if | want to replicate
Profiles?
If you want your Maintenance and Action
Profiles to replicate, you must carry out the
following procedure.

For purposes of illustration, assume you
have two ASW Hubs, called SourceHub and
Target Hub:
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TO REPLICATE PROFILES:

Delete the iwasw.nsf database on
TargetHub.

Create a replica of the SourceHub copy
of iwasw.nsf on TargetHub, using your
Notes client.

Limit replication between the databases
to Maintenance and Action Profiles, using
the following formula.

SELECT ( (Form="Notification Profile”) ||
(Form="Maintenance Profile”))

4.7.4.0 Environment variables
Previous versions of Advanced ServerWatch
allowed a descriptive string about a server’s
state to be passed to a batch/script file as
the first parameter.

Advanced ServerWatch is configured to run
the file action.bat when it sends
notifications.

Action.bat has the following contents:
echo %1 > c:\out.txt
exit

If Advanced ServerWatch detected that
SERVERXYZ was not responding, it would
pass c:\out.txt the string:

“SERVERXYZ was not responding”
Similarly, once the server again became
available (and notifications were sent), this
same batch file would pass the string:
“SERVERXYZ is responding”.

In Pinnacle Enterprise, Advanced

ServerWatch also sets two named
environment variables:

NOTES_STATUS

NOTES_SERVER
NOTES_STATUS will be one of the
following:

RESPONDING

THRESHOLD_EXCEEDED

NOT_RESPONDING

SCHEDULED

BUSY

RESTRICTED

NOTES_SERVER will be the name of the
server that generated the message.

If the file action.bat had the following
contents:

@ECHO OFF

if %NOTES_STATUS% ==
RESPONDING GOTO ELSE

REM [Do something here to inform
you that the server stops
responding]

echo %NOTES_SERVER% is not
responding > c:\out.txt

GOTO END
:ELSE

REM [Do something here when the
server becomes available again]

echo %NOTES_SERVER% is
responding > c:\out.txt

:END

The batch file in this example is only using
the RESPONDING and



NOT_RESPONDING variable options, but
the same technique can be used to
incorporate all possible values of
NOTES_STATUS.

4.8.0.0 MONITOR MESSAGES
TO ASW

4.8.1.0 “Last Evaluation”
messages from
Triggers to ASW

Starting in maintenance release 27.36, each
time a Trigger evaluates, a special “l am
alive” message creates (or updates) a
document in iwasw.nsf which contains the
server name and the date.

A throttle on this function ensures that a
message will be sent at most once a
minute (not user-configurable).

4.8.2.0 Changes to ASW

ASW will periodically check these messages
(after each ASW-monitoring cycle
completes) to make sure that they are older
that a user-configured time span (default is
15 minutes). To access this setting, go to
Hub > Monitoring > Parameters..., as
shown in Figure4-18, below.

MONITOR MESSAGES TO ASW
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FIGURE 4-18: Accessing new ASW settings

Monitoring Parameters
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Deselecting the check box allows you to turn
off this option.

When the user-specified time limit is
exceeded, a red IWAlert message is
created, and displayed at the ASW Solution
of the Plnnacle Console.

As with other IWAlerts sent by Triggers,
once document history is again within the
user-specified time limit, the red message
will be updated. To see message history,
right-click on the relevant IWAlert, as in
Figure 4-19.
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FIGURE 4-19: Last Evaluation History
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4.8.2.1 With pre-27.36 ASW Hubs
If IWAGENT is configured to send Last
Evaluation messages to a pre 6.00.27.36
ASW Hub, the message will not be sent.

Instead, a message like the following will be
issued to the iwagent.log file:
“Unable to create Last Evaluation

message because the Hub server is an
older version (pre 6.00.27.36).”).

4.9.0.0 AUTO-CLEANUP OF
IWALERTS

49.1.0 Purpose of feature

To prevent the unnecessary buildup of
IWAlert messages.

49.1.1 How to turn it on

Select the “Enable Housecleaning” checkbox
at Figure 4-18.

Once the checkbox has been selected, the
radio buttons (grayed out in the illustration)
are enabled, allowing you to choose
between archiving and deletion of the
affected IWAlerts.

491.2 How it works

On startup, IWAGENT will send a special
“Up” message to the hub server (if for some
reason, one already exists, another one will
be created). ASW will periodically process
and delete these messages, to keep them
from building up in significant numbers.

Once a minute, after each monitoring cycle,
ASW checks for the special “Up” messages,
then processes them as per user
configuration (i.e. they are either archived,
deleted, or ignored (if Enable Housecleaning
is disabled--see Figure 4-18).

This setting is at the Hub level and not at
the individual server level—all servers
under a given Hub are treated alike.

Upon completion of processing the “Up”
message will be deleted.

If no Up message is received, the IWAlert
messages will never be cleaned up (to
maintain existing behavior for previous
versions of IW that may be running on spoke
servers).

49.1.3 With pre-27.36 ASW Hubs
If IWAGENT is configured to send IWAlerts
to a pre 6.00.27.36 ASW Hub, the message
will not be sent. Instead, a message like the
following will be issued to the iwagent.log
file:



“Unable to create Up message because
the Hub server is an older version (pre
6.00.27.36).).

4.10.0.0 FAQs

Q: Why do no messages show up at the ASW
Console for a particular server?

Example: Server 123 is selected under Hub
ABC. The server is responding, but no
messages are showing up at the Console. |
have confirmed that the server is sending
messages. Why can’t | see them?

A: In all probability, the Hub Server parameter
on Server 123 does not read Hub ABC. Please
remember that an ASW Hub can monitor a
server, even if that server is not reporting to the
Hub in question. However, the Hub does not
receive messages from that server.

To change the Hub Server setting, use the
“Chapter 11, Parameter Configuration Utility”
described on page 346.

Q: Why do the servers under an ASW Hub
disappear?

Example: Hub DEF was monitoring several

servers. All of a sudden, the servers

disappeared, and the Hub icon is now overlaid

bya 7.

What happened?

A: Check to see that the iwasw task is still

running on Hub DEF. Most likely, it's not.
Remember ...

The Console gets the list of servers
being monitored from the iwasw task
on the Hub. If the task isn’t running,
the Console can'’t get the list, and
displays the icon you saw.

FAQs

Q: Why does a server icon display a color for
which there does not appear to be a matching
colored message?

Example: The icon for a managed server is
yellow, but when you drill down you find no
yellow messages for that server. Where can
that message be found?

A: The ASW Console is set by default to
display messages sorted by date, and to show
only the last 25 messages. If the yellow
message concerned is not among the most
recent 25 messages, you would not see it,
unless you a) changed the sort method to
priority rather than date, and/or b) increased
the number of messages the ASW Console
displays
Objective: To allow the user to select a
maintenance profile that designates a
specific time period for a given day of the
week for a given week of the month. Ex: 10
— 12 PM on the third Thursday of every
month.

185
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Performance Manager 5

Pinnacle Performance Manager was created to:
allow customization of native Notes statistics
supply statistic types not available in Notes.

PM statistics can be collected and used as data for
report generation (by Analyzer). They can also form
the basis of a condition to be monitored by
IntelliWatch Triggers.

Chapter Contents
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5.1.0.0 OVERVIEW

51.1.0 What makes PM

statistics so useful?
Lotus Notes by itself keeps track of a number
of useful statistics. Examples include the
number of TCP/IP bytes received, the
number of waiting mail messages, the
number of users, and total mail routed.
Notes’ native statistics mechanism has two
key drawbacks, however:

statistics cannot be manipulated

statistics reflect the count since the last
time the server was restarted

Use PM to:

customize Notes native statistics—for
example by resetting them daily—without
having to restart the Domino server

create statistics of types not supplied by
Notes

compare, average and sum statistics
generate statistics reports using
IntelliWatch Analyzer

trigger on user-specified statistic
thresholds, using IntelliWatch Monitor

51.2.0 Enhancing Notes
statistics

An excellent illustration of the power of PM

statistics is the Delta type, which allows stats

to be reset at a user-specified interval.

The fact that Notes native statistics reset
only when the server is recycled complicates
the interpretation of their significance. Since
servers are unlikely to be recycled more
often than once a week (and may have a

much longer maintenance cycle, depending
on the operating system), cumulative
statistics become less rather than more
meaningful as time goes on.

In addition, servers may need to be brought
down (or they may crash) mid-cycle, making
the comparison of statistics from one server
to another difficult, even if one knows the
"availability history’ of both systems.

All of the above requires Admins to ‘filter
statistics by considering questions such as:

What is the server's maintenance cycle?

How many days has it been since
maintenance was last performed?

Has the server gone down in the
meantime, and, if so, when (and for how
long)?
Consider the following real-world example of
Delta statistics in action.

On certain servers, the number of TCP/IP
bytes received is abnormally high, especially
during certain hours of the day. You have
taken steps to bring it down, but want to see
if these measures have been successful.

Using PM’s Delta type, create a statistic that
records TCP/IP bytes received, and resets
that value hourly. A report based on this
statistic will enable you to track the hourly
fluctuations in this value, and make the
necessary adjustments in your
infrastructure.



5.1.3.0 PM Statistic
architecture
To effectively create Performance Manager
statistics, and report on them using
Analyzer, it's essential to understand some
basic facts about IntelliWatch statistical
architecture:

5.1.3.1 PM’s built-in types
Each PM statistic type returns very specific
data.

In most cases, PM appends one or more
elements to the Statistic Name you create.
The Mail Outgoing Attachment Type, for
example, returns the following:

[Statistic Name].[extension].Count
[Statistic Name].[extension].Size
Some PM statistics—the Delta type is a

case in point—return only the Statistic Name

along with a value.

If you create a Delta statistic called
HubMail. Transferred. Hourly, for instance, it
returns simply:

HubMail. Transferred.Hourly=[value]

&>

==
Bear this in mind when creating
Statistic Names.

The name of a Mail Outgoing
Attachment Type should not include
the file extension, for instance, since
PM adds it automatically when it
returns data.

The name of a Delta statistic, by
contrast, should include the reset

PM STATISTIC ARCHITECTURE
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interval, since PM doesn’t add it
when it returns data.

We'll stick with the Mail Outgoing
Attachment Type for now, and assume that,
on a given server collecting this statistic
(and for a given collection period), the
following is true:

Statistic Name:
Outgoing messages with attachments:
Total volume of these messages:
Attachment type:

PM would generate the following data:

OutAttchExt.pdf.Count=50
OutAttchExt.pdf.Size=10MB

You can control the extensions for
which this statistic type generates
data—or opt to generate data for files
of all types.

You cannot, however, selectively
generate individual components of
what a PM statistic returns (such as
the Count or Size component, in the
above example).
For details on what is returned by all
available PM statistic types, see Data

Returned by PM Statistic Types starting on
page 455.
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5.1.4.0 Analyzer statistic
definitions

Whereas PM statistics generate data,

Analyzer statistic definitions enable you to

retrieve data.

5.1.4.1 Essential differences between
PM and Analyzer statistics
There are two fundamental differences
between PM and Analyzer statistics:

Data generation vs retrieval

— PM statistics generate data.

— Analyzer statistics retrieve data.

Selective generation/retrieval

— PM statistics generate all components
of a given statistic type.

— Analyzer statistic definitions can
selectively retrieve data components.

Continuing with the previous example, let’s
assume you want to report on the Count of
outgoing messages with attached PDF files,
but not the Size (or volume in bytes) of those
messages. What Analyzer statistic definition
would accomplish that? Simple.

OutAttchExt.pdf.Count

(For information on how to create this
definition, see 9.4.1.0 on page 295.)

5.2.0.0 MANAGING DATA

5.2.1.0 Size of iwstats.nsf
Depending on the statistics you have
enabled, and how replication is configured,
your iwstats.nsf database—the repository for

Performance Manager’s statistics—can grow
very large.

For example, in a 250-server environment
with an iwstats.nsf of 3 GB, total disk usage
would be (250 * 3 GB), or 750 GB, an
unacceptable amount when taking into
consideration the cost of managing disk
arrays and the cost of backup—and then
there’s the cost in bandwidth during periodic
replication of that database.

52.1.1 Limiting the growth of
iwstats.nsf
We recommend that you configure your
systems so that only one copy of iwstats.nsf
contains data for all servers in your
environment, namely the copy that resides
on the Analyzer server.

In short, we suggest that you configure
iwstats.nsf for one-way replication.

There are two ways to set up this one-way
replication:

Replication formulas

ACL restrictions

We recommend the second method, since
it's easier to implement and maintain.

52.1.2 Setting up the ACLs
The ACL entry for the Hub server itself (that
is, where IntelliWatch Analyzer runs) should
assign that server READER access, as in
Figure 5-1, below.



PICTURING THE DATA FLOW

FIGURE 5-1: ACL setting for the Analyzer Hub
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The ACL entry for the Spoke servers (where the data is being collected) should assign those
servers DEPOSITOR access, as in Figure 5-2, below.

FIGURE 5-2: ACL setting for the Spoke Servers

Access Conbrol List to: IW Statistics
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52.1.3 Picturing the data flow
The following flow chart illustrates the direction in which data is transferred.
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FIGURE 5-3: Data flows from Spokes to Hub--but NOT in the other direction
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Using ACL settings to manage the size of iwstats.nsf




LONG-TERM DATA MANAGEMENT

5.2.2.0 Long-term data management
Even using the above scheme to control the growth of iwstats.nsf on your servers, eventually you'll
need to warehouse your IntelliWatch data. Use the database's Space Saver settings to accomplish
this easily and quickly.

5.2.21 Space Saver settings
Open iwstats.nsf, then go to File > Replication > Settings > Space Savers to configure the Space
Saver settings (for the dialog, see, below).

FIGURE 5-4: Space Saver Dialog

Replication Settings for IW Statistics

lﬂj Basics

@ Space Savers ™ Bemove documents not modihed in the last IQU 3: days
ﬁj Send

@) Other

@ Advanced

[T Documents in specified views or folders
[T Documents that mest a selection formula
[T Selected documerits

Three days should be adequate on the spokes; make the setting as long as needed on the Hub
where Analyzer runs.

Note: Normally the Hub will hold 45 days of data, and will have a program in place to
make a copy of the database every 30 days, so that individual months of data can be
recovered as required.
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5.3.0.0 ARCHITECTURE

FIGURE 5-5: PM’s interaction with IntelliWatch Monitor and Analyzer

5.3.1.0
5.3.1.1

Create custom statistics
for in-memory monitoring, or store ——
them for periodic report creation.

Performance |

Manager

Interaction with Monitor

Triggers and in-memory stats

In-memory

statistics

Domino

Stored
statistics

IntelliWatch
Monitor

Monitor in-memory statistics

|| (both native Notes and PM stats). Use

Triggers to notify and correct when
critical levels are detected.

\ 4

Analyzer

Create custom reports
based on both native Notes
and PM statistics

Triggers of the Statistic type monitor Notes and PM stats. (The default reset interval for these in-memory statistics is 60
minutes; the minimum allowed value is 5 minutes; the value you choose must be a multiple of 5.)

If the ’Enable default Triggers’ option is selected during the Setup, one Statistics Trigger is enabled out-of-the box (in
iwserver.nsf). This Trigger checks the value of the native Notes statistic Server.Sessions.Dropped (and initiates notification
actions if the threshold is exceeded.)



In the same way, Statistic Triggers can
monitor any Pinnacle statistics you create,
and take actions appropriate to the situation.

To make a PM statistic available for
in-memory monitoring by Triggers, simply
select the Monitoring option in the Statistic
Usage section of the Monitoring Information
tab, as illustrated in Figure 5-6, below.

FIGURE 5-6: Making statistics available to Monitor
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FIGURE 5-7: Making statistics available to
IntelliWatch Analyzer
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Interaction with
Analyzer

5.3.2.0

5.3.2.1 Reporting on collected
statistics
Out-of-the box, Pinnacle Performance
Manager creates the Mail statistic
Delivery.Exceeds.OneHour.

As soon as the Pinnacle Performance
Manager add-in task is started on a Domino
server, data for this statistic are collected
and written to the IntelliWatch statistics
repository, iwstats.nsf.

(By default, this statistic is also configured
for in-memory monitoring by IntelliWatch
Triggers. Both Reporting and Monitoring
check boxes are selected, as can be seen in
Figure 5-7.)

Basiclnfolmationl Type Information Monitoringlnformationl
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5.4.0.0 STATISTICS:
CATEGORIES VS
TYPES

541.0 Terminology
Before proceeding with statistic creation and
configuration, you need to understand the
terms Category and Type as they apply to
Pinnacle Statistics.

5.4.2.0 Category
Categories represent the folders displayed
in the tree view in the left-hand pane of the
PM user interface. They can help you
organize statistics into meaningful groups.

54.2.1 How categories are created
When you create statistics, the name is
entered in two parts:

Prefix (select or enter in combo box)

Balance of name (enter in text box)
The prefix becomes the category. If no such
category exists, a folder by that name is
created (and the statistic displayed under it);
otherwise, the statistic is displayed under
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the folder corresponding to the (pre-existing) category.

You want a separate category for mail statistics on your
main Hub server, called HubMailStats.

When you create the first of these statistics, enter
HubMailStats in the combo box. A folder by that name is
created; the balance of the statistic name appears
beneath it.

HubMailStats.Mail.Dead.Hourly is displayed as the
folder HubMailStats, with Mail.Dead.Hourly listed
beneath it (see Figure 5-8, below).

Stah?hc Lategory “Y'ou have selected multiple statistics. Any changes made will be 2
_| When one of the checkboses iz checked but graved out then thi
- _{ HTTP niat. The Maritaring interval can anly be changed if all statistics an

CPLLUtlization
-

Database.Hits
v Monitaring Intereal I hd l Mirtes

M emanltlization
Page Hitz
ThreadCaunt
-[@ Views Ancessed
-] Mail
[ | cation

P Utilization
HandleCaunt
temary. Utiization
B Throughput
[ | System

FIGURE 5-8: Category in tree view as
folder

Statiztic Categaory

B-_ ) Mai
E-_ | NTPerformance
E-_ | Replicatian
B | Utilization
_| Wi
=- J Hubk ailStatz
- b ail. ' ead. Hovrly

Additional statistics created in the
category HubMailStats are
added to the list beneath that
folder.

Like IntelliWatch Monitor’s
Trigger categories, statistic
categories are for your
convenience only. They
have no influence on
functionality.

5.4.3.0 Type
Types represent the nature of the
counting being done:
Average
Delta
Difference
File System Information
Mail Incoming Delivery
Mail Domain



Mail Outgoing Attachment Types

Mail Outgoing Server Attachment
Percentage

Mail Outgoing Server Volume
Mail Size

NT Performance Counter
Replication

Replication Delay

Server Event Count
Summation

View Performance

The configuration options available for a
given type are too complex to describe in
brief. For details by type, see page 216 to
page 247, as well as Data Returned by PM
Statistic Types starting on page 455.

TYPE
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5.5.0.0 CusTtomizING THE PM EDIT MENU

The drop-down Edit menu of the PM interface requires some explanation before moving on to the subject of statistic creation.
FIGURE 5-9: PM Edit menu

K

| File Wiew Solution: Help
Report [nterval. . F E I o n @ m x % =, {’

Edit Maotes Statiztic List...

o

katiz

= | MTProcessor
= | OldPart
=" | Replication
o Supstem

Edit Addir List...

I HTTP
=" ] Mail
= | MTProcess

| R asir: Infn matiu:unl Type Inf-:urmati-:unl tdonitaring |nfornation Help |

Edit
Cancel formance Counter Statistic (NT only)
Copn...

Delete  laturns: value of ary counter maintained by BT

o~ | Cache. [ atak apHitsPer
- [ CPU.Utilization

- Dizk. Free

—[@ MemandvailableBytes
B b emany, ConmmitLinit
(@ Memany, CammittedBytes

8 temom. PageF aulbsFers—
- M emom. PagezlnputPers
~[@ Mermom. PagesPerSec
~[@ ProcessorlnbermuptsPers T
k

This statistic type returns the average far the Caunter over the period
specified in the statistics reset interval.

Why is the Instance | want to monitor not listed? One possibility is
thatthe process is associated with & proprietary prodram. Ta add the
process to the list:

# Enterthe name ofthe process inthe Unlisted field.
# Sgve the statistic.

The next time you open that statistic, the Instance is included in the
Instance list box, and the Uinlisted field is hlank.

Ciont forget that & single program may have multiple processes

=




55.1.0 Report interval
This setting represents the frequency with
which statistics are written to iwstats.nsf.
The default value is 60 minutes.

Selecting this menu item brings up the
dialog in Figure 5-10.

FIGURE 5-10: Configuring Report Interval

Update Report Ing X]

Repart [Minutes): I m
Ok I

Cancel |

Setting the Report Interval to a value
substantially below 60 minutes is not
recommended, especially if a large
number of statistics are being written
to the database.

5.5.2.0 Edit Notes Statistic List
This customizable list of Notes native
statistics is not intended to be exhaustive,
but rather a quickly accessible list of those
statistics that are particularly useful in
creating PM statistics.

Selecting this menu item brings up the
dialog in Figure 5-11. Use this dialog to
customize the list of statistics to the
requirements of your environment.

REPORT INTERVAL
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FIGURE 5-11: Edit Notes statistic list dialog

Edit Notes Statistic List... 1[

M ote:
wihen the Add and Remove buttons are uzed to edit the displayed lizt,
c:_hanges are not zaved unlezs and until pou click the OF button on this

dialog.
Click the Cancel buttan ta dizcard vour changes.

Server. OpenFequest V4 Clent -
Server. OpenFequest. PretvdClient

Server.llsers. Peak

Server. Tranz. Pertinute. Peak

Fieplica Successful

Feplica Failed

Replica. Docs.Added

Feplica.Docs Deleted

MET.TCFIP. BytesReceived

MET.TCFIFP.BytesSent

MFT TrRIP Sessinn F ztahlizhed Incaminn j

Ok | Cancel | Add I Remove |

5.5.2.1 Adding statistics to the list
If you work frequently with statistics not
displayed in the dialog, you may want to add
them to the pop-up list.

TO ADD STATISTICS TO THE LIST:

Click the Add button. This brings up the
dialog in Figure 5-12

FIGURE 5-12: Edit statistic list dialog.

Edit Statistic List |

Motes Statistic: to Add:

I
Cancel |

Type in the name of the Notes statistic
you want to add.
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Please type the statistic name
accurately. No check is performed to
confirm that what you typed in is
actually a Notes native statistic. PM
cannot use improper additions to the
list.

Click OK on the dialog in Figure 5-12.

Though the displayed list now reflects the
addition, if you do not click OK (in Step 4), no
changes are made to the list on the server.

Click OK on the original dialog (see
Figure 5-11) to confirm the addition.

5522 Removing statistics from the
list
The pop-up list may include statistics that
are not relevant to your Domino
environment. You may want to remove these
statistics, to make the list more useful.

TO REMOVE STATISTICS FROM THE LIST:
Click on the statistic(s) you want to
remove.
Shift and Ctrl keys function in the usual way
(under Windows) to select multiple statistics.
Click the Remove button.

Though the displayed list now reflects the
deletion, if you do not click OK (Step 3), no
changes are made to the list on the server.

Click OK on the original dialog (see
Figure 5-11) to confirm the deletion.

5.5.3.0 Edit Add-in List
This customizable list of Notes add-in tasks
is not intended to be exhaustive, but rather a
quickly accessible list of those add-in tasks
that are particularly useful in creating PM
statistics.

Selecting this menu item brings up the
dialog box (in Figure 5-13), allowing you to
add server tasks to the list, or remove them.

FIGURE 5-13: Edit add-in list dialog

Edit Addin List

lse

Mote:

“wihen the Add and Remove buttons are used to edit the dizplayed list,
changes are not saved unless and until pou click the OF button on this
dialog.

Click the Cancel button to dizcard your changes.

adrninp Adrmiristration |
mar Ligent banager
Biling Biling
catalog Cataloger
chronos Periodic Full Text Indexer
collect Collechor
compact Compaction
dezign Cresigrer
drt SMHTPMTA Delivery Repoart
E et Ewent Dizpatcher
FiLip Fixup

(s1{i=3 wieb Sewerj
Ok I Cancel I Add I Femove

5.5.3.1 Adding new tasks to the list
If you work frequently with add-in tasks not
displayed in the dialog, you may want to add
them to the pop-up list.

TO ADD ADD-IN TASKS TO THE LIST:
Click the Add button.
This brings up the dialog in Figure 5-14



FIGURE 5-14: Edit add-in list dialog

Edit Addin Task List x|

Notes Addin task to Add: |

Descriptive Name: |

Cancel |

Type in the name of the Notes add-in
task you want to add to the list.
After you complete Step 4, below, the task is
displayed on the left-hand side of the list box in
Figure 5-13.

Please type the add-in name
accurately. No check is performed to
confirm that new entries are actually
Notes add-in tasks. PM cannot use
improper additions to the list.

Type in a meaningful Descriptive name.

This name is for your convenience only, and has
no effect on functionality.

Click OK on the dialog in Figure 5-14.

Though the displayed list now reflects the
additions, if you do not click OK (in Step 5), no
changes are made to the list on the server.

Click OK on the original dialog (Figure
5-13) to confirm the addition.

5.5.3.2
The pop-up list may include add-ins that are
not relevant to your Domino environment.
You may want to remove these statistics, to
make the list more useful.

TO REMOVE ADD-INS FROM THE LIST:

Click on the add-in(s) you want to
remove.

Removing add-ins from the list

REMOVING ADD-INS FROM THE LIST

Shift and Ctrl keys function in the usual way
(under Windows) to select multiple items.

Click the Remove button.

Though the displayed list now reflects the
deletion, if you do not click OK (in Step 3), no
changes are made to the list on the server.

Click OK on the original dialog in (see
Figure 5-13) to confirm the deletion.

5.5.4.0 Edit > Statistic...
Use this menu item to access the standard
Edit, Cancel, Copy, and Delete options,
which apply to the currently selected
statistic.

Once a statistic is selected—but before you
put it into Edit mode—Edit, Copy and Delete
are enabled, but not Cancel. Once in Edit
mode, only Cancel is enabled.
5.5.5.0 Reporting vs
Monitoring
As illustrated in Figure 5-5 on page 194, PM
statistics can be configured both for use in
report creation and for in-memory
monitoring.

These two options are configured on the
Monitoring Information tab of the PM
statistic template (see “Monitoring
Information” on page 213).

5.5.5.1 Reporting
If selected, a statistic is written to
iwstats.nsf, for later use by Analyzer.
To set the interval at which the statistic is
written to the database, go to Edit > Report
Interval via the drop-down menus (see
Figure 5-9 on page 198).
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The Report Interval setting is global,
that is, it cannot be configured for
individual statistics.

This setting has a lower limit of 15
minutes, and must be a multiple of 5.

5.5.5.2 Monitoring
If selected, the statistic is written to
memory, for use by Monitor Triggers.
Unlike the Report Interval, the Monitoring
Interval (at which in-memory statistics are
recalculated and updated) can be configured
for individual statistics. This is done on the

The Monitoring Interval has a lower
limit of 5 minutes, and must be a
multiple of 5.

This interval can be changed only if
the Monitoring checkbox is selected.

5.5.6.0 Configuring multiple
statistics
Several statistic features can be
enabled/configured at the Pinnacle Console
for multiple statistics.
Enable Reporting
Enable Monitoring

Set Monitoring Interval for multiple
statistics
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5.5.6.1 Multiple selection procedure

To selectively configure PM statistics, simply Ctrl+click on the desired individual statistics and/or
folders. (This causes the dialog in Figure 5-15 to be displayed.)

FIGURE 5-15: Multiple-configuration dialog

"%‘3 Intell’wfatch Performance Manager [sebec/oldport] [_ O] I
IEiIe Edit  “iew Solution: Help
(e & &% % ~» /@ ® % | W F Ol |2 =4

Statistic Categary
#-_ ] Dominao

“'ou have zelected multiple statisticz. Any changes made will be zaved to all zelected
statistics unless othenwize indicated.

‘w'hen one of the checkbores iz checked but graped out then thiz indicates that =ome of
the selected statiztics are enabled and zome are not. The Monitoring interval can only be
changed if all gtatiztics are enabled for monitaring.

[+ Feparting

[+ Monitoring  Monitaring Intereal: IED ‘I Minutes

M apHitsPercent
ey

vailableBytes
b ernornye. CararmitLirnit
ternony. CormmittedB phes
tdemorny. PageF aultzPerSec
temorny. PagesinputPerSec
temomn. PagesFerSec
FroceszorlntermiptzPersec
TCPIP.EytezReceived Hourl
~|@8 TCPIP.BytezSent. Hourly
-] Test

Kl | 2]

|D0ne |

Checkboxes are triple-state: a gray check on a darker-gray background indicates only

some of the selected statistics are configured for Reporting/Monitoring (see Figure
5-15.)

To edit these settings, click the E('[’ icon, or go to Edit > Statistic > Edit via the drop-down menus.
Please see the following list of possible actions, along with their consequences.

Click Reporting

— Enables ALL selected statistics for Reporting (at the currently configured global Reporting
Interval).
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Click Monitoring

— Enables ALL selected statistics for
Monitoring.

— Changes Monitoring Interval to 15
(minutes)

Change Monitoring Interval

— New value will be applied to all
selected statistics—but NOT to any
other statistics currently enabled for
Monitoring.

In the case of the selections displayed in

Figure 5-15, the following statistics will be

enabled for both Reporting and Monitoring:
all statistics in the Replication folder
selected statistics in the System folder

No other statistics will be affected. If they are
already enabled, they will remain so; their
Monitoring Interval will not change.

5.6.0.0 TYPE vS MONITORING
INFORMATION

5.6.1.0 Mail Statistics
Certain PM Mail statistics have server lists
on both the Type Information and the
Monitoring Information tabs. Why is this?

5.6.1.1 Mail Statistic Server Lists
To illustrate the function of the two server
lists, let’s use the following example.

PM Type:
Statistic Name:
Reporting:

Monitoring:

Type Information server list:

Monitoring Information server list:

Options
For incoming mail, this statistic type returns:

[Statistic Name].[server name].CountOver
and/or

[Statistic Name].[server name].Max
[Statistic Name].[server name].Avg
[Statistic Name].[server name].Count

The [server name] element refers to
the originating server of qualifying
mail traffic.

Assuming there is mail traffic from all three
servers (on the Type Information tab) that
meets the CountOver condition (see

page 227 for details), the following statistical
data will be written to iwstats.nsf on the
CentralOffice/MailHub1 ONLY (the only
server listed on the Monitoring Information
tab):

Hub.InMail. ABC/NE/MailSvr1.CountOver=[value]
Hub.InMail.DEF/NE/MailSvr2.CountOver=[value]
Hub.InMail.GHI/West/MailSvr1.CountOver=[value]
(See Figure 5-16, below.)

5.6.1.2 Monitoring Server
Put simply, the Monitoring Information tab
governs the server(s) to whose local copy of



iwstats.nsf data is written (assuming the statistic is enabled for Reporting), or ON which the

TYPE INFORMATION SERVER LIST

statistic will be created in memory (assuming the statistic is enabled for Monitoring).

5.6.1.3 Type Information Server List
Put simply, the Type Information tab governs the server(s) whose mail traffic causes the Monitoring
Server to generate data, either by writing it to the IntelliWatch statistics database, or by creating it in

memory.

FIGURE 5-16: Server Lists for certain PM Mail statistics
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5.7.0.0 WORKING WITH
STATISTICS

5.7.1.0 PM user interface
The PM user interface is comprised of three
tabs:

Basic Information
Type Information
Monitoring Information.

While it’s possible to set out an unvarying set
of steps for the first and last of those tabs,
Type Information differs too widely from one
PM statistic type to another to permit of one
set of instructions. Type Information tabs will
be discussed individually, starting on

page 217.

The following example is provided to help
you familiarize yourself with the user
interface.

Table 5-1. Statistic requirements

Parameter Description

Name prefix
(category)

Name suffix

Type

Servers

Description
(purpose)

Notes versions

Database

Reporting/
Monitoring

Server Event

Add-in task

TO CREATE THE STATISTIC
SVREVTCTS.IWASWDBACCESS.ASWHuBGROUP:

5711 Basic Information

Select File > New from the menu bar;
alternatively, click on the toolbar icon.

Enter SvrEvtCts in the combo-box
section of the Name field.

Enter iwaswDBAccess.ASWHubGroup
in the text box of the Name field.

Select Server Event Count from the
Statistic Type combo box.

Enter the Description from the table
“Chapter 5, Statistic requirements”, above.

Switch to the Type Information tab.



TYPE INFORMATION

In the Internal Server Events section of
the tab, select DBAccess.

Click the Lookup button to the right of
the Add-in task text field.

Select iwasw in the left-hand list box,
then move it to the Selected list using the
Add button.

Click OK to return to the Type
Information tab.

No User Name needs be specified in this
instance.

Click the Lookup button to the right of
the Database text field.

Select iwasw.nsf in the left-hand list
box, then move it to the Selected list using
the Add button.

Click OK to return to the Type
Information tab.

Switch to the Monitoring Information tab.

571.2 Monitoring Information

Click the Lookup button to the right of the
Server Name text field.

Select ASW_HubGroup in the left-hand
list box, then move it to the Selected list
using the Add button.

Click OK to return to the Monitoring
Information tab.

Using the combo box, make sure All
Notes Versions is the selected option.

Select the checkbox that activates
Reporting. (If Monitoring is selected,
deselect it.)

Save the statistic definition by going to
File > Save via the drop-down menus;

alternatively, click on the H toolbar icon.

5.7.1.3 Help
The Help tab provides type-specific
information. Displayed information cannot be
edited.

MONITORING INFORMATION
207

5.7.2.0 Editing vs Copying

statistics
Before you edit a statistic, consider if you’ll
want to resort to it later in its current form.

If the answer is ’yes’, make a copy of the
statistic, and edit the copy.

If, on the other hand, you are changing
configuration details because they no longer
apply, editing is probably the best course of
action. In that case, follow these steps:

L2/

.

A statistic’'s Name field cannot be
edited.

If all you want to do is change the
name of a statistic, make a copy of it,
then change the name of the copy. To
avoid confusion, you may want to
delete the original statistic.

Open the appropriate Statistic Category
folder and select the statistic you want to
edit.

Go to Edit > Statistic > Edit via the
drop-down menus; alternatively, click on the

[f toolbar icon.

The information in the right-hand pane now
becomes active.

Make the required changes.
Save your changes by going to File >
Save via the drop-down menus;

alternatively, click on the H toolbar icon.
Click OK to confirm the changes.

5.7.21 Copying statistics

Copying statistics is useful when you need
to create several statistics that only vary in
one or two parameters. You need fill in all
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the required template fields just once,
making the necessary adjustments to
perhaps only one or two fields of the new

copy.

G‘/;e some thought to the Name of the
new copy. Make it reflect as closely
as possible 1) what'’s being collected,

and 2) from where.

Remember that two statistics cannot
have the same Name.

TO COPY A STATISTIC:
Select the statistic you want to copy.

If the relevant folder is not expanded, click on the
plus sign (+) to the left of the folder.

Go to Edit > Statistic> Copy via the

drop-down menus; alternatively, click on the

toolbar icon.

Alter the Name in a way that reflects the

role of the new statistic.

To save your changes, go to File > Save
via the drop-down menus; alternatively, click

on the [ toolbar icon.
Click OK to confirm the action.

5.7.3.0
statistics
You can stop the collection of a PM Statistic
on a server in two ways:
delete the statistic from iwpmstat.nsf

— Use this method only if you are sure
you no longer need to collect/monitor
this statistic on any of your servers.

Deleting vs Deactivating

Since this database normally
replicates to all servers running PM,
deletions are propagated to all copies
of the database.

deselect the server from the list on which
the statistic is to be created

— Preferred method of stopping
collection/monitoring of this statistic.

TO DELETE STATISTICS ON ALL SERVERS:

Select the statistic you want to delete,
then go to Edit > Statistic > Delete via the
drop-down menus; alternatively, click on the
. toolbar icon.

Click OK to confirm the deletion.
Replicate the edited copy of
iwpmstat.nsf to all servers running

IWSTATG.

5.7.3.1 Deactivating statistics
Deactivation is preferable to deletion.
Statistics can quickly be made available
again, without your having to recreate them.

TO DEACTIVATE A STATISTIC ON SELECTED
SERVERS:

Select the statistic you want to
deactivate, then go to Edit > Statistic >
Edit via the drop-down menus; alternatively,
click on the [ toolbar icon.

You are now in edit mode.

Go to the Monitoring Information tab,
and deselect the servers/groups you no
longer want to collect/monitor the statistic.

To save your changes, go to File > Save
via the drop-down menus; alternatively, click

on the [ toolbar icon.



Replicate the edited copy of
iwpmstat.nsf to all servers running
IWSTATG.

TO REACTIVATE THE STATISTIC ON THE AFFECTED
SERVERS:

Select the statistic you want to
reactivate, then go to Edit > Statistic >
Edit via the drop-down menus; alternatively,
click on the [Ef toolbar icon.

You are now in edit mode.

Go to the Monitoring Information tab,
and select all servers/groups on which the
statistic is to be collected/monitored.

To save your changes, go to File > Save
via the drop-down menus; alternatively, click
on the [ toolbar icon.

Replicate the edited copy of
iwpmstat.nsf to all servers running
IWSTATG.

5.8.0.0 COMMON STATISTIC
FIELDS

The Basic Information and Monitoring
Information tabs are the same for all statistic
types. For field definitions and usage
suggestions, see page 210 through

page 213.

5.9.0.0 STATISTIC FIELDS BY
TYPE

The fields of the Type Information tab vary
by statistic type. For field definitions and
usage information for a specific type, see
page 216 through page 247 (arranged
alphabetically).

COMMON STATISTIC FIELDS
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PM: Basic Information

Use this dialog to:
select a statistic name
— two-part names allow flexibility in categorizing

The Prefix (in combo box) becomes a folder for
categorizing stats.

The Suffix (in text box) is listed under the folder
represented by the Name prefix

select a statistic type
— represents type of data collection/manipulation

enter an optional description

— information about statistic’s purpose in your
environment

Naming your statistics:
Name statistics in ways meaningful to you, and
representative of what data are being collected (and
from where). Just observe the following restrictions:

only valid characters may be used
— letters, numbers, underscore, dollar sign
— spaces are not allowed

names must begin with a letter

names may not exceed 255 characters (limitation
imposed by Notes)

Making the best use of the Basic Information tab:

Create Name prefixes (Categories) that allow you to
see at a glance the function of a group of statistics.

— If you have several statistics relative to
Mail.Dead, for instance, create a separate
DeadMail category, instead of putting these
statistics in the Mailfolder.

Use the Description field to record information not
readily apparent. Someone else may later have to
work with this statistic.

— Avoid stating the obvious: it obscures the salient
points of your description.
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PM Common Dialog: Basic Information

Eaﬂiﬁ!ﬂfﬂfmatiﬂﬂl T_I.Jpelnh:urmati-:unl Mnnitnringlnfnrmatinnl Help!

M arme: | | |

Statistic Type: [T Performance Counter =]

Description;

statistic prefix (category). Balance of name at E.
statistic type

statistic’s purpose in your environment

balance of statistic name
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PM: Monitoring Information Tab

Use this dialog to:
configure on which servers to create a statistic

— click the Select button to bring up a list box
containing servers and server groups
(For details on this server list, see “Monitoring
Server” on page 204.)

select a Notes version (or configure statistic as
version-independent)

— options are: Notes 4 only, Notes 5 only, All
Notes Versions

check Reporting to write statistic to iwstats.nsf

— makes data available for reporting using
IntelliWatch Analyzer

check Monitoring to create in-memory statistic

— makes statistic available for real-time
monitoring using IntelliWatch Triggers

enter interval at which to refresh in-memory stats

conserve system resources by not collecting data
you won’t use

— When selecting the servers/server groups on
which to collect a statistic, take the extra few
minutes required to narrow down the list to
only those servers/groups for which the data
are truly relevant.

use the Notes version option to your advantage

— Consider whether the statistic you are
collecting/monitoring exists on both Notes 4
and R5 (or, if it exists, if it’s significant on all
Notes versions in your environment).

Making the best use of the Monitoring Information tab:

for in-memory statistics, tailor the monitoring interval
to the seriousness of exceeded thresholds
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PM Common Dialog: Monitoring Information

Basic Information | Type Information  Monitaring Infarmatian | Help |

Server Manme: | Selec

Evaluaterore- |4/l Motes Version x|

rStatiztic Uzage:

[¥ Moritoring  Monitoring Intereal: |1 a ,*I kdirnates

servers on which to evaluate statistic

Notes versions on which to evaluate statistic (R4
only, R5 only, or All)

select Reporting (for use with Analyzer),
Monitoring (as in-memory statistic), or both
button to launch Select Server dialog

time interval for monitoring
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PM: Help Tab

Basics ...
Use this dialog to:
“ obtain type-specific usage information

Putting it into practice ...

Please note:
The Help text provided is not editable.
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PM Common Dialog: Help

Basiu:lnfnrmatinnl T_I,Ipelnh:urmatiu:unl td anitaring [nformation HE|II'I

MT Performance Counter Statistic (NT only)

What it returns: Value of any counter maintained by MT

This statistic type returns the average for the Counter aver the
petiod specified in the statistics reset interval.

Why is the Instance | want to monitor not isted? One possibility
is thatthe process is associated with a progprietary program. To
add the process to the list:

# Enter the name of the process in the Uinlisted field.
#* Save the statistic.

non-editable, type-specific usage information
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PM Statistic Types: Average

reports Average of two or more statistics

A list of commonly averaged statistics is created by the
Setup, and displayed on the Type Information tab.
As the word Average implies, at least two statistics must
be selected at the Type Information tab. If only one
statistic is selected, the save operation fails.

Adding unlisted statistics:
If a statistic you want to average does not appear in the
drop-down list, you have two options:

type it in, then save the statistic

All other required fields must be filled in first, or
the save operation fails.
go to Edit > Edit Notes Statistic List via the
drop-down menus to add statistics
For details on this procedure, see “Edit Notes
Statistic List” on page 199.
Using the first method makes the added statistic
available for the current statistic only.
Using the latter method makes the addition available to
all statistics—even those already in existence.

Example:
Geological Services Company wanted to establish a
baseline average for CPU usage by Domino server
tasks.
Firstly, they created NT Performance Counter statistics
for each of the tasks running on their system, from
Router to HTTP. (These statistics were configured to
check the % Processor Time on the relevant Process
object, and were named succinctly as
UsageCPU.[TaskName].)
Secondly, they created a statistic of the Average type to
process the values of all statistics created in the previous
step.
To compare the average with the CPU usage of
individual server tasks, Difference statistics were used.




AVERAGE

PPM: Average

Basic Information  Tvpe Information | Maritoring Information] Help |

| Domino.BufferPoal Unuzed

| Domino.Process.Amgr. HandleCount

| Darmino Process. Amgr MemanUblization

| Domino.Process. Amgr. PercentProcessorTime
Dromino. Process. Amar. PrivateB ptes

| Darmino Process. Server HandieCount

| Domino.Process. Server. MemaonUtilization

| Domino.Process. Server. PercentProceszorTime

| Daomino Process Server PrivateBytes

| Domino.Process.Updall HandleCaount

- Domino. Process.Updall MemanUtilization

| Damino Process. Updall PercentProcessorTime

| Domino.Process. Updall PrivateBytes

| Domino.Process.Update HandleCount

| Domino.Process.Update MemarnUtiization

| Domino.Process.Update PercentProcessorTime
Domino.Process. Update PrivateBuytes

&dd

select statistics to be averaged

use to enter statistics not in the list (for usage, see
previous page)

clicking the Add button both adds the manually
entered statistic to list, and selects it
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PM Statistic Types: Delta

change in the value of another statistic over a
user-specified time interval (two such statistics are
discussed in the example, below)

— Delta statistics have only one unique
parameter, the name of the statistic to be
reset.

— The Reset interval is configured on the
Monitoring Information tab.

The recommended reset interval is the same as the monitoring
frequency of any IntelliWatch Triggers that are checking the
value of this statistic.

A list of statistics commonly used to build Delta statistics
is created by the Setup. This list is displayed on the
statistic’s Type Information tab.

If a statistic you want to use is not listed:

For information, see “Adding unlisted statistics:” on page
216, and “Edit Notes Statistic List” on page 199.

Example:
Evans Electrical Supply, Inc. needed to establish
baseline values for NET.TCPIP.BytesReceived and
NET.TCPIP.BytesSent, based on the time of day.

an hourly basis (monitoring internal=60 minutes).
Both the Monitoring and the Reporting options were
selected, which made the data available for both
monitoring by Triggers and report generation by
IntelliWatch Analyzer.

Delta statistics were created to track these two values on
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PPM: Delta

Basic Information  T¥pe Infarmation Monitnringlnfnrmatinnl Helpl

Statistic: j
Domino.BufferPool Unused -
Daomina Process Amar.HandleCount

Domino Process Amgr.MemanyUtilization
Domino.Frocess.Amor.PercentProcessorTime
Daomino Process Amar.PrivateBytes
Domino.Process.Server HandleCaunt
Domina.Pracess.Serer MemonUtilization

Damino. Process.Semver PercentProcessorTime -

select statistic whose Delta value is to be
computed
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PM Statistic Types: Difference

Reports:
difference between two statistics

A list of statistics is created by the Setup for which
Difference is particularly useful. This list is displayed on
the statistic’s Type Information tab.
As the with the Average type, if only one statistic is
selected, the save operation fails.

If a statistic you want to use is not listed:
For information, see “Adding unlisted statistics:” on page
216, and “Edit Notes Statistic List” on page 199.

Only useful if comparing apples and apples?

While Difference statistics are easier to interpret when
both statistics are in the same units of measurement
(see Example 1, below), they can also be useful when
the statistics being compared are measuring ’apples and
oranges’ (see Example 2, below).

Example: 1:
A large difference between a mail server’s
BytesReceived and BytesSent statistic values can
indicate that a significant amount of mail is being resent.
This situation can adversely impact server performance.
Using the PM Difference statistic type, compare these
two Notes statistics, and take appropriate
notification/other actions, in the event the threshold value
is exceeded.

Example: 2:
Answering the question’ls Server.Users.Peak too high
on Server XYZ?’ can be easier if you know the value of
Server.Sessions.Dropped.
A useful diagnostic ploy which adds meaning to both
statistics involves creating a PM Difference statistic that

compares Server.Users.Peak to
Server.Sessions.Dropped.

Especially over time, this kind of comparison can assist
Admins with load-balancing.

A system where a substantial increase in
Server.Users.Peak is accompanied by a concomitant
rise in Server.Sessions.Dropped is in greater need of
additional resources than a system where substantially
increased user activity is not accompanied by a similarly
large jump in Server.Users.Peak.
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PPM: Difference

Basic Information  Type Information Mnnitnringlnfnrmatinnl Helpl

(First Statistic: I d

Second Statishi: | d

statistic to be subtracted from
statistic whose value is subtracted from the First
Statistic
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PM Statistic Types: File System Information

Reports (UNIX platforms only):
For each mount location:

<statname>.<mount point>.Free
<statname>.<mount point>.Size

This statistic type was designed as a UNIX
counterpart to the Disk.[N].Free Notes statistic on
NT, and has no relevance on the latter platform.

IncludedPartitionTypes:
If you encounter an error such as

"Warning: File system "/etc/mnttab" has an unknown
type "mntfs" and will not be reported on",

edit the IncludedPartitionTypes setting in iwperfmn.ini to
include the requisite types.

Typical contents of iwperfmn.ini:
[Stat Generator]

Database=iwstats.nsf

LogLevel=1

LogLevelConsole=0
TransactionBorderThreshold=40000
IncludedPartitionTypes=nfs,jfs,nfs3
ExcludedPartitionTypes=cdrfs
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The File System Information statistic type requires no
type-specific user input.

The statistic returns the same information (see previous page)
for each non-NT server listed on the Monitoring Information tab
(or for all known servers, if the field is left blank).

To configure this statistic type for Monitoring and/or
Reporting, follow the same procedures as for all other Pinnacle
statistic types.
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PM Statistic Types: Mail.Domain

Reports:

Count (cumulative)
<Statname>.incoming.<domainname>.[count]
<Statname>.outgoing.<domainnames>.[count]

Total size in bytes
<Statname>.incoming.<domainname>.[size]
<Statname>.outgoing.<domainnames>.[size]

A separate statistic is reported for each address in each
domain fitting a ’pattern’, both incoming and outgoing.

Patterns:
Patterns allow use of three wildcards: # (for any numeric
character), ? (for any single character) and * (for zero or
more characters).
Examples: *.com, *.org, t??m.org (which would collect
statistics for both Team.org and Term.org).
Thresholds:
The Size and Count thresholds apply to in-memory
statistics only, and have no effect on what is reported to
the IntelliWatch statistics repository iwstats.nsf.

Count/Size thresholds in practice:
Count.threshold=200; Size.threshold=1MB

If 199 messages totaling 999KB are received from the domains
listed, neither Count nor Size are available for in-memory
monitoring. If reporting is enabled, these values are written to
iwstats.nsf, regardless of their size.

I1f 201 messages totaling 500KB were received from the monitored
domains(s), the Count value would be available for monitoring,
although the Size value would not.

Please bear in mind, however, that a Statistic Trigger checking for
a value in bytes (KBs, MBs, and so on), won't fire based on this
condition, since the monitored parameter is Size, not Count,
whereas the Count value is the only one available in memory.

Example:
Smith Enterprises regularly needed to assess the
amount of mail traffic being generated by/received from
several different Internet domains.
Using wildcards creatively (see under Patterns, above)
they made statistic generation as broad as was required.

Lo 3

When wildcards are used to generate data—
especially true with PM’s Mail types—such a large
number of unique statistics can be generated that
performance (and even functionality) are affected.
(Just such a pattern is *.com.)




MAIL.DOMAIN 225

PPM: Mail.Domain

Basic Information  Tvpe Information | Manitoring Information | Help |

Cramains: I

Mate: The following settings determing if the statistic produces a value
for Monitoring,  They have no effect on whether or not it produces a
walue for Reporting.

Size Threzhald:
Count Threshold: | 1]

1

comma-delimited list of Domain(s) for which
incoming mail to be checked

size threshold of incoming mail (applies to
Triggers only)

count threshold of incoming mail (applies to
Triggers only)
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PM Statistic Types: Mail.Incoming.Delivery

Reports:

number of times mail delivery time exceeded
threshold, and/or,

Min[imum], Max[imum] and Average delivery times
broken down by:
— originating server

— user-specified time interval

Example:
White Consulting, Inc. has SLAs with all their customers,
requiring them to guarantee mail delivery of all incoming
messages within a specified number of minutes.
Using this PM Statistic type to gather verification data,
White was able to prove compliance with the terms of
their contracts.




PPM: Mail.Incoming.Delivery

MAIL.INCOMING.DELIVERY

Basic Information  Type Informatian Mnnitnringlnfnrmatiun' Help'

Server Mame: |

Laokup... |

[™ Delivery Details

[¥ Count Dver  Time Over I 15

servers to monitor for this statistic

if selected, causes detailed delivery-time
information to be generated

if selected, returns count of messages that took
longer than the specified Time Over

delivery threshold (in minutes)

maximum allowable delay (in minutes) for mail
delivery
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PM Statistic Types: Mail.Outgoing.Attachment.Types

Reports:
count and total overall size of attachments
broken down by
— file extension (type)

Thresholds:
The Size and Count thresholds (see fields B and C on
the following page) apply to in-memory statistics only,
and have no effect on what is reported to the IntelliWatch
statistics repository iwstats.nsf.

Thresholds function cumulatively, and independently.

Example: (Count.threshold=100; Size.threshold=4MB)

If 99 messages are sent out, containing the targeted attachment
type(s) and totaling 3.999KB, neither Count nor Size are available
for in-memory monitoring. Values are written to iwstats.nsf,
however, regardless of their count/size.

If 50 messages are sent out, containing the targeted attachments
and totaling 5MB, the Size value would be available for
monitoring, although the Count value would not.

Please bear in mind, however, that a Statistic Trigger checking for
a value in units N/A (used for integers), won't fire based on this
condition, since the monitored parameter is Count, not Size,
whereas the Size value is the only one available in memory.

Example:
Server performance in your environment is suffering due
to high volumes of mail messages with large
attachments.
Use this statistic to discover just what types of
attachments are having the most impact on server
performance.
To obtain maximum benefit from this statistic, select it
both for in-memory Monitoring and Reporting.

Monitoring Mail.Attachment.Type with a Trigger
alerts you to incidental issues involving large mail
attachments.

Reports on this statistic can provide data for a more
detailed analysis of how attachment traffic is
impacting server performance in your environment.
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PPM: Mail.Outgoing.Attachment.Types

Basic Information  Tvpe Infarmation | Manitoring Informnation ] Help |

E stenzionz:

MHaote: The following settings determing if the statistic produces a walue
for konitoring. They have no effect on whether or nat it produces a
walue for Reporting.

Size Threzhold: I ]
Count Threzhold: I ]

comma-delimited list of file extensions

size threshold of outgoing mail (applies to Triggers
only)

count threshold of outgoing mail (applies to
Triggers only)
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PM Statistic Types: Mail.Outgoing.Server.Attachment.Percentage

Reports:
percentage of outgoing mail with attachments
broken down by:

— destination server

Example:
Jones Electronics suspected that large attachments
were adversely affecting mail server performance in their
environment.

Using this PM Statistic type, they were able to ascertain:
the percentage of outgoing mail with attachments
where messages with attachments were being sent

Whenever an issue was detected, they used this
statistic— in tandem with Mail. Attachment.Type—to
isolate the source of the problem.
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PPM: Mail.Outgoing.Server.Attachment.Percentage

_Easiu:lnh:urmatiu:un T}'F'E|ﬂf'2'”'ﬂati':'ﬂ| Munitnringlnfnrmatinnl Helpl

Server Mame: Lookup... |

Mate: The following zettings determing if the statistic produces a value for
Maonitaring. They have no effect on whether or not it produces a value for
Feporting.

Percentage Threzhold: | 1]

server(s) on which to create statistic
(comma-delimited list)

threshold value (under which Triggers monitoring
this statistic won't fire)

button to launch Select Server dialog
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PM Statistic Types: Mail.Outgoing.Server.Volume

Reports:
overall outgoing mail volume (in bytes)
total number of messages sent
broken down by:
— destination server (next hop)

Thresholds:
The Size and Count thresholds (see fields B and C on
the following page) apply to in-memory statistics only,
and have no effect on what is reported to iwstats.nsf.

Thresholds function cumulatively, and independently.

Example: (Count.threshold=2000; Size.threshold=30MB)

If 1999 messages totaling 29.999KB are sent out, neither Size nor
Count are available for in-memory monitoring. Values are written
to iwstats.nsf, however, regardless of their size/count.

If 2001 messages totaling 5MB were sent out, the Count value
would be available for monitoring, but not the Size value.

Statistic Triggers checking for a value in bytes would not fire on this
condition; Statistic Triggers checking for units N/A (integers)
would fire.

Example: 1:
Periodically, mail server load-distribution in your
environment need to be reassessed.
This PM Statistic type generates data on outgoing mail
volume that can assist you in making that assessment.
Example: 2:
Use this statistic type to track the volume of outgoing
mail, and to identify potential abuse of your company’s
e-mail system.
The breakdown by destination server enables Admins to
zero in on messages going to servers having nothing to
do with company business.
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PPM: Mail.Outgoing.Server.Volume

Basic Information  Tvpe Information Munitnringlnfurmatinnl Helpl

Server Mame: | Lookup... |

Mote: The following settings determing if the statizhc produces a value for
Monitoring,  They have no effect on whether or not it produces a value for
Reporting.

Size Threzhold: I 1]
Count Threshald: I 1]

server(s) on which to create statistic
(comma-delimited list)

size threshold of outgoing mail (applies to Triggers
only)

count threshold of outgoing mail (applies to
Triggers only)

button to launch Select Server dialog
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PM Statistic Types: Mail.Size

Reports:
User level reports
— both sent and received mail, by individual User
Server level reports
— outgoing mail only, reported by destination server
Maximum/Average Summary
— reports a total of all selected users

To see mail activity broken down by individuals, choose the
User-level report.

For all three types, reports:
— Count

— Max (maximum size, in bytes)
— Avg (average size, in bytes)

Control what is written to iwstats.nsf using the optional
minimum reporting threshold. The threshold applies to a
TOTAL of all messages sent (and received, when
applicable). If the total number of bytes is not exceeded,
the statistic will not be collected for the relevant
user/server.

What is returned, by report option:

User level reports
iwstats.STATISTIC_NAME.sent. USER.[maxlavglcount]
iwstats.STATISTIC_NAME.sent. USER.[maxlavglcount]

Server level reports
iwstats. STATISTIC_NAME.outgoing. SERVER_NAME.[maxlavglco
unt]

Maximum/Average Summary
iwstats.STATISTIC_NAME.sent.[maxlavglcount]
iwstats.STATISTIC_NAME.recv.[maxlavglcount]

Example:
TriCounty Consulting, Ltd. specializes in the assessment
of customers’ Notes environments, particularly mail
traffic.

One of their first steps on a new engagement is to set up
Mail.Size statistics that enable them to quickly assess
mail volumes, at the User and the Server levels.

A higher than expected average size of messages sent
by certain Users suggested lines of inquiry, such as:

Was average message size too high because Users
were making inappropriate use of the Reply with
History function (instead of simply Reply)?

Was the maximum message size, while within the
limits imposed by the customer’s firewall, causing
server performance issues?

Size: PM vs Notes:
Pinnacle reports the size of the message body, plus any
attachments. Notes adds certain overhead items
(making the sizes reported by Notes slightly higher).
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PPM: Mail Size

Basic Information  Tvpe Information Mnnituringlnfurmatiunl Helpl

" Server Level Report

% b aximum/doverage

[Jzer Mame: | Lookup... |
Repart Threshold[kb); I 1]

select report type

select users/servers to monitor, or summary
information on the size of mail messages

Lookup button for users (pictured here)/servers on
which to collect statistic

level below which the statistic are not collected for
reporting purposes
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PM Statistic Types: NT Performance Counter

based on NT Performance Counters (NT only)

— Any Counter maintained by NT can be used to

create a custom statistic.
— Returns average for the Counter over the

period specified in the statistic’s reset interval.
— Note: If you define a statistic for a non-existent

Counter, a value of zero is published.

Why is the Instance | want to monitor not listed?
One possibility is that the process is associated with a
proprietary program. To add it to the list:

Enter the name of the process in the Unlisted field.
Save the statistic.

The next time you open that statistic, the Instance is included

in the Instance list box, and the Unlisted field is blank.

oS

Don'’t forget that a single program may have
multiple processes associated with it. Think how
may processes run under Notes!

Objects, Counters and Instances:

Object: any system component with measurable
properties

— physical component (example: hard disk)

— logical component (example: disk volume)

— software component (example: process)
Counter: measurable attribute of an object

— Processor object includes Counters for
Interrupts/sec, and % User Time, et al.

— Thread object includes Counters for % User
Time, and Start Address, et al.

— LogicalDisk object includes Disk Reads/sec
and % Disk Read Time, et al.

Instance: occurrence of an object on a system

Example:
The Processor object represents a CPU (not a
Process—which has its own object type). Therefore, a
system with one CPU has:

one Processor object (numbering starts at 0)

several Counters associated with the object (such
as % Processor Time, DCP Rate, % Interrupt Time,
% Privileged Time, and so on)

one Instance of the Processor object, namely the
single CPU

(For additional information on Performance Counters,
see http://windowsitlibrary.com/Content/169/01/5.html.)




PPM: NT Performance Counters

NT PERFORMANCE COUNTERS

Basic Information  Type Infarmation | Moritaring Irformation | Help|

Object:

Instance:

Caunter; E

Butez in oS notifications
Failed QoS requests
Faled Qo5 zends
Metwork, Interfaces
Metwork, zockets
[JoS-enabled receivers
[Jo05-enabled zenders
(05 natfications

[0S sockets

RSWF seszions

Timers

" Service

[Inlizted: I

combo box for selection of object type
(double-click icon for examples)
select radio button for desired Counter

instance list

type in an unlisted instance variable
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Examples: Process, Memory, Processor, and so on.
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PM Statistic Types: Replication

Basics ...
Reports (for push/pull):

bytes sent/received

docs transferred

time taken

number of successful replications per server

number failed replications per server

Putting it into practice ...
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The Replication statistic type requires no type-specific user
input.

The statistic returns the same information (see previous page)
for each server listed on the Monitoring Information tab (or for all
known servers, if the field is left blank).

To configure this statistic type for Monitoring and/or Reporting,
follow the same procedures as for all other Pinnacle statistic

types.
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PM Statistic Types: Replication Delay

Reports:

amount of time (in minutes) since replication last
occurred

broken down by:

— server
— database
Example: Reports on this statistic help you create a
Marketing Associates maintains a critical stock-tracking server-by-server Replication Profile for your
database. This Notes application provides information environment.

upon which significant financial decisions are made
across the company. Replica copies of the database
need to be kept in sync, especially when important
decisions are about to be made.

Using the Replication.Delay statistic type simplifies
Marketing Associates' replica-management procedures.
To obtain maximum benefit from this statistic, select it
both for in-memory Monitoring and Reporting.

Monitoring Replication with a Trigger alerts you
when the (time) threshold you specify is exceeded.




REPLICATION DELAY 241

PPM: Replication Delay

B azic Information T}'F'E|ﬂf'3'fmﬂti'3ﬂ| Munitnringlnfnrmaticwnl Helpl

Replication D atabaze:

name of the database whose replication you want
to check
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PM Statistic Types: Server Event Count

Reports: Associating Web Hits with a URL:

a count of a specified Notes event
The statistic can be associated with a specific:
add-in task
user
database
URL (use when Server Event is Web Hit)

Multiple entries are comma-delimited, and wildcards are
allowed (for examples, see “Patterns:” on page 224).

The value of a Pinnacle Web Hits statistic reflects the
number of successful hits, not the number of attempts.
Web hits are not restricted by file type, but strings
entered in the HTTP field must represent what appears
in the browser’s address field when accessing a
document over the Web (or a portion thereof, when using
wildcards).

When to specify optional parameters:
If all three optional parameters are left blank, all
databases are checked, regardless of the User or Add-in
task participating in the Server Event.

Using options wisely can help you zero in on which

add-in task (or user) is interacting with which database,

thus narrowing considerably the field of inquiry.

In the absence of clues, leaving all optional fields blank

widens the field of inquiry and increases your chances of

eventually tracking down the source of the issue.
Example::

World Widgets, Inc. recently had to request users of

Training.nsf to access it on a different server, while

maintenance was being done on the Applications Hub.

However, when employees were asked to resume
accessing the database on the Applications Hub, many
of them kept connecting to the Temporary Hub.

Just which employees were not being responsive to the
request was established by configuring the statistic to
register DbAccesses to Training.nsf on both the
Applications Hub and the Temporary Hub.

Using this information, a second mailing was sent to only
those employees who had not complied with the earlier
request to resume accessing the Applications Hub.
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PPM: Server Event Count

Basic Information  Type Information | Maritoring Infl:nrmatil:unl Helpl

Add-In Tazk: [ Lookup...
[Jzer Hame: | Lookup...
Databaze; | Browsze. ..
HTTR:

Internal Server Events:

¥~ Database Access (Open a database internal to Notes. ) ﬂ
¥~ Database Access Close [Cloze an open database. )

'[: Elata!:uase I;h:use SEssi_l:_un_ [!:Il;ufe_qn opEn dat-_al:uasn_a ar_n:l thn_a_sessign tl:u_the jj
Kl | )

add-in task calling for server event (optional)
user name specifier (optional)

database name specifier (optional)
comma-delimited list of URLs (optional)

list of internal server events

button launches Select Add-in dialog

button launches Select User dialog

button launches Select Database dialog
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PM Statistic Types: Summation

Reports:
value of a single statistic

— This allows you to give a Notes statistic a custom
name, and to store it in the IntelliWatch statistic
database.

sum of values for two or more statistics

— This allows you to combine the values of multiple
statistics into a single Pinnacle statistic.

A list of commonly summed statistics is created by the
Setup. This list is displayed on the statistic’s Type
Information tab.

If a statistic you want to use is not listed:
For information, see “Adding unlisted statistics:” on page
216, and “Edit Notes Statistic List” on page 199.

Example:
Black Moon Industries was in the process of reassessing
the system resources needed to handle their Domino
configuration.
To assess the peak physical memory requirements of
individual server tasks, they created NT Performance
Counter statistics for the Process object that tracked
Working Set Peak.
By creating a PM Summation statistic, they were able to
consolidate this data, and see at a glance the amount of
physical memory needed by Domino.




SUMMATION

PPM: Summation

Basic Information  TYpe Infarmation Mnnitnringlnfnrmatinn' Helpl

| Domino.BufferPoal Unused

| Domino.Frocess.Amar HandleCount

| Domino.Process Amar Memarytiization

| Domina.Process.Amar. PercentProcessorTime

| Domino. Process Amar. PrivateBytes

| Doming.Pracess. Server HandieCaunt

| Domino.Process. Server MemoryUbiization

| Doming.Pracess. Server PercentProcessorTime

| Domino.Process. Server PrivateBytes

| Doming.Process. | pdall HandleCount

| Domina. Process. | pdall MemaryUtiization

| Domino.Process Updall PercentProcessarT ime

| Doming.Process. U pdall PrivateBytes

| Domino. Process. | pdate HandleCount

| Doming. Process. | pdate MemaryUtiization

| Domino.Process.Update PercentProcessorTime
Doming. Process U pdate. PrivateButes

Add

select statistics to be summed
text box for adding statistics not in list
click button to add statistic in text box to list
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PM Statistic Types: View Performance

Offers three options:
Server Summary
Database Summary
By View

For all three, four statistic values are returned:

Avg, or Average (in milliseconds)
Count
Max, or Maximum (in milliseconds)

PercentUnder[user-specified SLA threshold]=[%]

How views are incorporated into statistic names:

Server Summary (no views are named)

— Example: iwstats.[YourStat].Avg.

Database Summary (no views are named)

— Example: iwstats.[YourStat].Avg.

By View

— Example: iwstats.[YourStat].[ViewName].Avg.

Views in folders are displayed as: .[FolderName].[ViewName].

B

When interpreting values, bear in mind the interval
applicable to the operation, reporting or
monitoring.

Delimiting fields:
This statistic type allows you to filter instances on the
basis of the User Name, Database or View.

Example:
Reporting of iwstats. ViewPerf. DBSum occurs hourly, but
your Monitoring interval is 15 minutes. (For purposes of
illustration, the SLA threshold is 1000[ms]).

At Point X in time:

The statistic in iwstats.nsf, reflecting an hour’s worth of
data, might have values such as the following:

Avg=38

Count=178

Max=5000 (due to accessing a large database)
PercentUnder1000=93

The in-memory statistic, representing only 15 minutes of
data, might have values such as these:

Avg=8

Count=31

Max=55
PercentUnder1000=100.
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PPM: View Performance

Basic Information  Tvpe Infarmation | Maritoring |nformation | Help |

Wiew Perfarmance Tupe

€ Lepver Summary " Database Summary

" By Wiew
lzer Mame: | Lookup...
D atabasze: | Browsze...
Wi | Lookup...
SLA Threshold [ &
select View Performance type button launches Select View dialog

User Name field (enabled only for Database
Summary and By View types)

Database field (enabled only for Database
Summary and By View types)

View field (enabled only for By View type)
applicable SLA threshold

button launches Select User dialog

button launches Select Database dialog
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Tracer 6

Use Tracer to diagnose bottlenecks in mail routing,
database access, and replication, as well as for
tracking intermittent load- and time-related Notes
events.

Tracer records events in real time. Information is
stored in a log for processing, then displayed at the
Pinnacle Console. Saved Traces can also be
opened at the Console for (re)analysis.

Chapter Contents
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6.1.0.0 ARCHITECTURE

FIGURE 6-1: Tracer Architecture

Console displays Notes
transactions/events for
selected Trace

Server-server Trace

Tracer Server task
records Notes events
on Domino Serveri

%

Tracer Server task

Tracer Server task
records Notes events
on Domino Server

records Notes events
on Domino Server2

Single-server Trace

Tracer Server task
records Notes events
on Domino Server

%

Tracer Client task records
Notes events on Notes
client machine

Client-server Trace




6.2.0.0 TRACER COMPONENTS

As shown in Figure 6-1, Tracer consists of
three components: a server piece, a client
piece, and the Tracer Solution at the
Pinnacle Console.

Tracer Server

Running as a Notes add-in task, Tracer’s
server component must be loaded on
each server that participates in a Trace.

Tracer Client

Required on any client you want to
involve in a client—server Trace. This
component records and transmits Notes
client-side events to the Tracer Console.

The Tracer client component runs on
Windows 95/98 and NT platforms, and
presupposes that a Notes client is
installed on the machine.

This is the only Pinnacle component that
you install on your Admin workstation (or
other client machine you want to include
in a Trace).

Tracer Console

Accessed at the Pinnacle Ul, the Tracer
Console receives and graphically
displays data. While the way data are
displayed can be modified by means of
the Tracer Console’s views and filters;
the data in the file remain unchanged.

6.3.0.0 TRACE TYPES AND
THEIR USES

There are three types of Traces, each with a
specific diagnostic purpose:

TRACER COMPONENTS
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6.3.1.0 Single Server
Useful for diagnosing overnight replication
problems.

Since many factors can contribute to
replication delays, use Tracer to record
(and time) all Notes events.

A single-server Trace can be run
overnight, but the large amount of data
Tracer processes can cause delays. To
minimize amount of data returned, limit
the Trace to the most critical databases.

6.3.2.0 Client to Server

Employ when users experience slow
response times from Notes servers.
A client-server Trace allows you to
determine whether the delay is due to:

— aslow network connection

— acorrupted database (or view)

— anunusually busy server.

6.3.3.0 Server to Server

Use for diagnosing problems with server
transactions, such as mail routing or
replication.

Poor response times between servers
can be caused by the same issues that
slow down client-to-server transactions
(see above).

6.4.0.0 TRACER CONSOLE

The discussion of the Tracer Console is
followed by an explanation of the dialogs
used to run Traces

6.4.1.0 Running Traces
Configuring new Traces is a straightforward
procedure.
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6.4.1.1 Single server Trace
To diagnose local database performance on
a Domino server, run a single server Trace.

Two parameters are involved in this type of
Trace: the name of the server; the
database(s) to be monitored, with the
following options:

specify a single database

specify multiple databases (enter a
comma-delimited list)

enter *.* (or leave blank) for all databases

TO RUN A SINGLE SERVER TRACE:
Go to File > New Trace via the
drop-down menus; alternatively, click on the
{43 toolbar icon.

This displays the Start New Trace configuration
screen.

FIGURE 6-2: New Trace dialog

Start New Trace

Ix

File  Options

Please fill in the fields with the appropriate values and press the "Start” buttan to start a new tracing,

Server where databagse resides | Lookup.

Motes Database Name | Biowise
" Single Server  ClientServer & ServerServer

Mame of ather Nates Server | Lookup.

Clierts TCPIP or Host Name: [

Start Cancel

Enter or select the following information:
Server where database resides (required)

Notes database name (optional)

Leave blank for all databases on the
server.

Server Only radio button (required)
Click the Start button.

This displays the IntelliWatch Tracer connection
screen.

FIGURE 6-3: Tracer initialization dialog

Intelliwatch Tracer

A3 the connections are made the red buttons will turn green. Inactive
buttanz are grayed out.

A Stop buttan will appear when the trace has started. Pressing this buttan
will conclude the trace and display the results.

® Server Initislized - Tibet/Test/Intellin atch
# Server Connect
O Client Initialized -

O Client Connec!

Last Event:IDb Close

(While initialization is taking place, one or more
initialization indicators remain red, and the
button text reads Cancel. When initialization is
complete, all lights are green, and the button
text reads Stop.)

Note that only the top two initialization
indicators come into play with a single server
Trace. The lower two are greyed out.

Once initialization is complete, begin the
operation where the delay is perceived
(open the suspect database or view, for
example). Alternatively, let Tracer run to
monitor database activity as it occurs
naturally.

Click Stop when the operation to be
diagnosed has completed.

View the Trace.

The default is the Transaction view.



6.4.1.2 Client-server Trace
A client-server Trace is called for if
performance problems are evident when a
Notes client connects to a database
application on a particular server.

There are four parameters, three of which
are required:

server name (required)

database (optional)

— specify a single database

— specify multiple databases (enter a
comma-delimited list)

— enter *.* (or leave blank) for all
databases

user name (required)
TCP/IP# or hostname of the client
machine (required)

TO RUN A CLIENT-SERVER TRACE:

Go to File > New Trace via the
drop-down menus; alternatively, click on the

{33 toolbar icon.

This displays the Start New Trace configuration
screen. (See Figure 6-2, above.)

Enter or select the following information:

Server where database resides

Notes database name

Click Client-Server radio button

User’s hierarchical Notes name or client
Client TCP/IP number or hostname

Click the Start button.

This displays the IntelliWatch Tracer connection
screen.

initialization indicators remain red, and the button
text reads Cancel. When initialization is
complete, all lights are green, and the button
text reads Stop.)

CLIENT-SERVER TRACE
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Once initialization is complete, begin
the operation where the delay is perceived
(open the suspect database or view, for
example). Alternatively, let Tracer run to
monitor database activity as it occurs
naturally.

Click Stop when the operation to be
diagnosed has completed.

View the Trace.

The default is the Transaction view.

6.4.1.3 Server-server Trace
A server-server Trace is called for if
performance problems are evident with
inter-server database application activity.
There are three parameters, two of which
are required:

name of first server (required)
database (optional)
— specify a single database

— specify multiple databases (enter a
comma-delimited list)

— enter *.* (or leave blank) for all
databases

name of second server (required)
(Note that the field "Client’s TCP/IP# or Host
Name" is greyed out.)
TO RUN A SERVER-SERVER TRACE:

Go to File > New Trace via the
drop-down menus.; alternatively, click on

the {%3 toolbar icon.

This displays the Start New Trace configuration
screen (see Figure 6-2).

Enter or select the following information.
server where database resides

Notes database name
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server’s hierarchical Notes name (use the
pop-up dialog, or enter by hand)
Click the Start button.

This displays the IntelliWatch Tracer connection
screen (see Figure 6-3).

initialization indicators remain red, and the button
text reads Cancel. When initialization is
complete, all lights are green, and the button
text reads Stop.)

Once initialization is complete, begin the
operation where the delay is perceived
(open the suspect database or view, for
example). Alternatively, let Tracer run to
monitor database activity as it occurs
naturally.

Click Stop when the operation to be
diagnosed has completed.

View the Trace.

The default is the Transaction view.

6.4.1.4 Saving Traces
Traces are often attempts at diagnosis, that
can be discarded when a particular line of
inquiry has proven unfruitful.

When diagnosis is not possible at the time a
Trace is run, or if you want to save Traces for
later review and analysis, use the following
procedure.

TO SAVE TRACES:

Go to File > Save via the drop-down
menus; alternatively, click on the H toolbar
icon.

This displays the Save File dialog.

Enter a filename and location.

The default on NT 4.0 is:
WINNT/Profiles/Administrator.000/IntelliWatch/data
The default on Windows 2000 is:

Documents and
Settings/administrator.INTELLIWAT CH/IntelliWatch/
data

Click OK to save the Trace.

.

Compose a filename that conveys the
Trace’s purpose to anyone who
opens it.

If a filename is not entered, Tracer
supplies a numerical string derived
from the Trace’s timestamp
(979232136019.trc, for example).

6.5.0.0 FILTERS

Once a Trace has been run, the Console
offers filtering at two levels, for:

Database
Notes Name
Process Name

6.5.0.1 Level 1: Which events display
Single Server Traces are often run with the
Database field left blank (or wildcards are
used), so that Events associated with any
database or user are recorded.

Once the Trace has been generated, first
expand all Events/Transactions and search
for particularly long event-times. If you
determine that an issue is limited to a given
database, use Level 1 filters to display only
Events involving that database.

Next, survey all Notes Names (IDs) and
Processes that have interfaced with the
database in question, to see if the issue can
be further narrowed down. Use the Notes



Name and Process filters progressively to
limit what is displayed to only those
Names/Processes that appear to be the
source of the issue.

Using the combo boxes (see letters A-C at
“Filters” on page 269), select those
databases, Notes Names (read IDs) and
processes whose initiated events you want
to view.

6.5.0.2 Level 2: Amount of detalil
This level of filtering governs the amount of
detail in displayed events.

If all three options are selected (see the
checkboxes at letter E of “Filters” on page
269), each recorded event includes:

name of database involved
Notes Name (ID) initiating the event
process initiating the event

The following DbAccess Event illustrates
what is displayed.:
DbAccess (Tibet/Test/IntelliWatch) (events4.ntf)
(Fixup)
In this instance, the Notes Fixup task
accessed events4.ntf on the Domino server
Tibet/Test/IntelliWatch.

There is redundancy at the
Transaction level, however, when the
Process Name option is selected
(see letter E, Show Additional
Information, at “Filters” on page 269).
The Process Name is displayed both
before the word 'Event’, and in

LEVEL 2: AMOUNT OF DETAIL
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parentheses at the end of the
Transaction.

Deselecting the Process Name option
causes it to be displayed only before
the word Event (and not appended in
parentheses).

However, thus configured, the Tracer
Console no longer displays the
Process Name if and when you
switch to the Events View (see letter
G at “Tracer Console” on page 259).
To display the Process Name in the
Events View, select it at letter E of
“Filters” on page 269).

6.6.0.0 INTERPRETING
TRACES

Interpreting Traces is more complex than
running them. Just how complex is a
function of how selective you are able to be
in isolating a particular database as the
source of an issue.

Since running and interpreting Traces can
take a significant amount of time, we
suggest you spend a few minutes before
running a Trace to answer the following
questions:

Is the issue chronic or intermittent?

Is there a logical explanation for the
behavior you're witnessing?

— Are all users experiencing slow
connection times to the same server
(or database), for example, or only
certain users?
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If only certain users are involved, what
commonalities can you discern between
them?

— Have design changes been made
recently that have had a noticeable
impact on database performance?

If the issue is slow response time from a
database in another domain, are all
databases on that same server exhibiting
similarly long response times?

Analyze Traces by making full use of the
Filtering options discussed above.

6.7.0.0 FAQs

Q: Why do client-server Traces sometimes
show server events preceding the first client
event?

A: Possible explanations:

Some events on the server are caused by
Notes client events that are not trappable
(Tracer is therefore not aware of them).

This may relate to the manner in which a
Notes client uses cache.

Server events related to client activity may
already be in progress when the Trace is
started.

To limit unwanted events from appearing in a
Trace:

Use the Zoom-in feature to trim off the
extra server events.

Start the Trace just after launching the

notes client you wish to Trace (do NOT
open any databases before starting the
Trace).
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Tracer Console

Displays:
Notes Events/Transactions pane

— If the Events radio button is selected at the lower
right of the Console (see letter G on the following
page), Notes Events are displayed individually.

— If the Transactions radio button is selected at the
lower right of the Console, Events are grouped by
Transactions.

Timeline

Name of server(s) participating in Trace
See letter D on the following page.
Database whose events are being recorded

Includes time and date when Trace was initialized. See letter
F on the following page.
How do Events differ from Transactions?
Events represent the 'steps’ in a Transaction.
Assume all we want to do is open and close ABC.nsf:
two Events, DbOpen(ABC.nsf) and DbClose(ABC.nsf),
make up one Transaction, AccessDB.

Toolbar:
In addition to the standard New, Open and Save icons,
the Tracer toolbar also includes 'zoom’ icons to allow you
to reduce/expand the range of the Trace that displays in
the Timeline pane.

TO ZOOM IN:

Click on the ), icon.

Position the cursor over the left-most point on the

Timeline to be included in the partial Trace.
The cursor becomes a crosshatch.

Depress and hold down either the left or the right
mouse button while moving the cursor from left to right—
from right to left does not work— until you reach the
right-hand extremity of the partial Trace.

Release the mouse button.

The right-hand pane adjusts to display only the events
selected.
Multiple *’zooms in’ are possible, if you need finer granularity.

TO ZOOM OUT:

Click on the = _icon.

This button is disabled until one zoom in has been performed.
Once the icon is enabled, click once for each zoom in
performed on the Timeline. Once back at the Trace’s original
Timeline, the icon is again disabled.

Color-coding:

Client events are blue
Server events are green
Transactions are

Triggered events (exceeded thresholds) are red




Tracer: Tracer Console

TRACER CONSOLE

IEiIe Wiew Solution:  Help

|6 & & % » B[O D =&

bar 20, 2001 :40:52

Time in Seconds
0. |21 0. |28 IZI.|35

El-intellisfatch Crash Detect Event fw/ur
i DD Aocess Mwurlitzer T ezt Antelh,
: LD Access Close Mwuritzer/Testd |

EI-"iW Advanced Serverw atch Event P |

Dtu Access Mwurlitzer T ezt Anteli, |
LD Access Close Mwuritzer/Testd |

ke

I:Iient- Sewer- Tran$actiun$- Triggered-

Server Mame: Wurlitzer/ T est/ntelliw atch
Start Time:

Motesz D atabasze Mame(z] log nsf

Wig
’717 Tranzaction & Event

Tue bar 20 03:40: 23 EST 2001

Done |

Tracer toolbar

list of events/transactions

color key for Trace analysis

name of server(s) involved in Trace (here on a
single-server)

pane for time-line display of events (see scale at
top of pane)

name of database(s) being traced

radio buttons to select Transaction or Event view
(affects display at letter B)
start time of Trace
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Single Server Trace dialog

Records:
Notes Events between a
— single Domino server, and
— one or more databases on that server

Wildcards are supported. Leave blank for all databases on the
server.

Fields requiring a value:
Only the top two fields require (or indeed accept) a value
at this dialog, even though the background color of the
“Name of other Notes server" field (white) looks as if it,
too, should be filled in.

This behavior is due to a quirk of Sun Microsystem’s
implementation of Java, which causes the arrow of the
combo box to gray out, but not the field itself.
Functionality is not affected, and the field should be
ignored.




SINGLE SERVER TRACE

Tracer: Single Server Trace

Start Mew Trace

File Optionz

Pleaze fill in the fields with the appropriate walues and press the "Start’ button to ztart a new tracing.

Server where databaze resides ITi hetTestintellivyatch

MHotes Databaze Mame |hEIpIt4.n5f

% LSingle Servet € Client-Server € Server-Server

Lookup...

Browsze...

IJzers Higrarchical Motes Mame |

Lookup...

Clierts TCPIPH or Host Name |

Start | Cancel |

server involved in Trace

database(s) involved in Trace

type of Trace

start Trace button

button launches Select Server dialog (see
"Selection dialogs,” on page 266)

button launches Select Database dialog (see
"Selection dialogs,” on page 266)
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Client-server Trace dialog

Records:
Notes Events between a
— asingle client, and
— one or more databases on a Domino server

Wildcards are supported. Leave blank for all databases on the
server.

User information:
Three of the fields to be filled in on this dialog are
self-explanatory:

name of server where database resides,
name of database(s)
hierarchical name of user

The fourth field is somewhat less obvious:
client’s TCPIP# or Host Name

Before client-server Traces can be executed, obtain one
or the other from your IT team.
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CLIENT-SERVER TRACE

Start Mew Trace

File  Optionz

Fleaze fill in the figldz with the appropriate values and press the "Start'" button to start a new tracing.

Server where databaze resides ITi hetTestintelliVatch

Maotesz Databaze Mame |he|p|t4.n5f

" Single Server % Client-Server

Server-Server

Lookup...

Browse. .

[Jgerz Higrarchical Maotez Hame ITESt LsenTestintellivatch

Lookup...

Clientz TCPIPH or Host Mame |Client_1 MestintellivVatch

Start |

Cancel |

server involved in Trace

database(s) involved in Trace

type of Trace

Notes name of User involved in Trace
TCPIP# or Host name of client machine
button launches Select Server dialog (see
"Selection dialogs,” on page 266)

button launches Select Database dialog (see
"Selection dialogs,” on page 266)

button launches Select User dialog (see
"Selection dialogs,” on page 266)

start Trace button
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Server-server Trace dialog

Records:
Notes Events between a
— a single Domino server, and
— one or more databases on a second server

Wildcards are supported. Leave blank for all databases on the
server.

Remember what is—and isn’t—being recorded:
Only those events initiated

by the server in field D (on the following page)
on the database(s) in field B
are recorded.

Events initiated on the(se) database(s) by other clients or
servers are not recorded (nor are events recorded
involving unlisted databases on these two servers).
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Tracer: Server-server Trace

Start New Trace El

File  Optionz

Fleaze fill in the figldz with the appropriate values and press the "Start™ buthan to ztart a new fracing.

Server where database rezides ITit:IET.I"I'E stintellivyatch Lockup...

Motes Databaze Hame IhEIpIM.r‘le Browse...

" Single Server 7 ClientServer & ServerServer

Marme of ather Maotes Server |iw58r‘-.-'er1 ] Lookup...

Clients TCPIPH or Host Name |

Start | Carizel |

first server involved in Trace button launches Select Server dialog (see
database whose events are to be recorded "Selection dialogs,” on page 266)

radio buttons to select type of Trace

second server involved in Trace

button launches Select Server dialog (see

"Selection dialogs,” on page 266)

button launches Select Database dialog (see

"Selection dialogs,” on page 266)
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Selection dialogs

Use to select
Servers
Databases
Users

The Select Server dialog is pictured on the following
page, but all three dialogs function similarly.

See 'Putting it into practice’ for usage instructions.

Add/Remove buttons:

Alternatively, double-click your selection.

box, click on it and then on the Remove button.
Alternatively, double-click your selection.

User-specified:
To select a server/database/user not displayed under
dialog where you can enter the unlisted selection.

Cancel to abort the user-specified addition.)
A user-specified selection causes an error dialog to

database or user cannot be found.

To move a server/database/user from the Choices to the
Selected list box, click on it and then on the Add button.

To remove a server/database/user from the Selected list

Choices, click the User-specified button. This brings up a

Complete the selection process by clicking OK. (Click

appear at the initialization stage of the Trace if the server,

Similarly, even if the server, database or user exists, if
the Console is unable to connect to it, an error results.
Remember ...
All servers involved in a Trace must be running the
Tracer server task, or the Tracer client executable,
for the operation to succeed.
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Tracer: Selection

Select Server x|
Choices Selected
ASLZL /D eveloprient/ ntelliw atch - Tibet/Test/nteliw atch

brazil/ Test/nteliw atch Add 3 |
Eraziz T est/Anteliw atch

Brazil3/T ezt ntelin stch

Erazild/T ezt Anteliw atch

Brazila/Test/Antela atch

Brazil&,/T ezt nteli stch

BSUM /D eveloprment/dntelliw atch

Cameroon/T est/lntellh atch << Remove |
Canada/TestdAntelia atch

Canadaz/Teszt/Anteliw atch

chear/Developrmentsntelivw atch

chile/R & DAlnteliwatch

ChilesT ezt /Anteliw atch

chinasT est/Intelliw atch

China2/T est/lntelltaw atch Uszer Specified |
ColozzusdR & DAAntelib atch

Colozzus/Teztntelitwatch

Congodlntelliw atch _'I

Cancel |

list of known servers

button to move server from Choices to Selected
list box

selected server

button to remove server from Selected list box
button launches dialog for adding unknown server
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Filter dialog

Use to refine Traces at the level of:
Databases
Notes Names (IDs)
Processes
For usage details, see “Filters” on page 254.

Filtering levels:
Two levels of filtering are available:

which Events are displayed
amount of detail per Event
For usage details, see “Filters” on page 254.

Type:
The checkboxes which indicate 'type’ (see letter D on the
following page) are not editable; what is checked (though
grayed out) reflects the elements of the Trace.




Tracer: Filters

FILTERS

Select aptionz fram the Tope or Qualifiers ta lirmit the data that iz dizplaved in the
graph. Select oprtionz fram the Show additional [nformation to have additional
information dizplayed in the Event pane on the graph. Preszs the Activate button to

commit ary changes.

[Clualifier

=101 x|

[ratabaze: Iﬁ.ﬂ-.lla‘-*

Motes Name:lﬁ.f-‘-.lla‘-*

Process: id.-'l.llb |
Type——— Show Additional Informatiorm————————
IV Server ¥ Motez Mame [V Db Mame
¥ Client [T Process Wame

Apply |

Cloze |

click combo box arrow to limit to Events
associated with a single database, or leave at ALL
(default)

click combo box arrow to limit to Events
associated with a single Notes Name (ID), or
leave at ALL (default)

click combo box arrow to limit to Events
associated with a single process, or leave at ALL
(default)

click Apply to filter Trace

non-editable indicator of elements participating in
Trace

checkboxes to select/deselect additional thread
information

click Close to return to the Tracer Console
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IntelliWatch Messaging
Center Gateway 7

IntelliWatch Messaging Center’s sole function is to
relay messages from Pinnacle components.

The application’s simplicity makes for amazing
flexibility. IWMCG receives a message over TCP/IP,
and, based on internal variables, determines both
message type and content. The Message Center
Gateway then relays the notification in a form
appropriate to the recipient/application.

Chapter Contents
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7.1.0.0 ARCHITECTURE

FIGURE 7-1: Architecture of IntelliWatch Messaging Center

IwWMCG Client

on Domino server

running Monitor--
all platforms

TCP/IP

IWMCG Server

e Service on NT
e Daemon on AIX

Messsage put in
destination queue(s)

1) Monitor/Advanced ServerW atch/
Crash Detection sends notification
via TCP/IP to IWMCG server.

2) IWMCG server puts message in
appropriate queue, to be handled by
corresponding message thread.

3) Message interpreted by
recipient application.

Destination Queues
SNMP Console
NTLog
Tivoli Event Console
Paging Service (NT only)




7.2.0.0 SENDING MESSAGES
TO THE IWMCG

Messages can be sent to the Message
Center Gateway by:

command-line utilities

Commands launched by IntelliWatch
Monitor Triggers

7.21.0 IWEVENT
Three of the four message types handled by

the Message Center Gateway use iwevent,
a command-line utility that is new in
Pinnacle Enterprise. Use it to send:

SNMP traps (msg type=SNMP)

NT Log Events (msg type=NTLog)

Tivoli TEC Events (msg type=TEC)
To send a message, use this form:

iwevent [msg type]l [other arguments]

To display type-specific arguments, type
"iwevent [msg type]" at a command prompt,
and press enter.

Alphanumeric pages are sent, as in
previous versions of IntelliWatch, by
invoking iwpage.

The former IntelliWatch Paging Server
has been subsumed under the
Message Center Gateway, however.

Paging is only supported when the
Gateway is running on NT.

7.21.1 Tivoli TEC Events
No default TEC Event Command is included
in the Command database (iwcmd.nsf). To

SENDING MESSAGES TO THE IWMCG
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create a TEC Event Command, use either
the Pinnacle Console (see 3.4.1.2 on
page 56) or a Notes client (see 10.2.2.2 on
page 326).

7.2.1.2 Using %1 as a argument in a

batch file
%1 can be used in connection with iwevent
to pass the string corresponding to the error
condition that caused a program to be
launched.

Let’s say you want Advanced ServerWatch
to send a WARNING to the Tivoli Event
Console when one or more of a certain
group of servers are deemed NOT
RESPONDING.

Create an Action Profile for those
servers in Advanced ServerWatch (see
“Action Profiles” on page 177).

Select Program as one of the options,
and fill in the location of the following simple
batch file:

iwevent TEC /C:WARNING /M:%1

exit

If Advanced ServerWatch determines that a
server covered by the Action Profile is in a
state that should cause that profile to be
executed, the batch file is launched. A TEC
Event (WARNING) with the relevant
message is then sent, via the Message
Center Gateway, to the Tivoli system listed
in the ServerlLocation parameter in the
tecad_iw.conf file on the system where the
batch file was launched.

At the Tivoli Console, %1 is replaced by the
text of the message generated by Advanced
ServerWatch.
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%1 can also be used in Commands to be
launched by a Monitor Trigger.

7.21.3 Alphanumeric pages
To send alphanumeric pages via the
Message Center Gateway, enter:

iwpage [other arguments]

Remember ...

To obtain arguments for the "iwevent"
utility, enter "iwevent [type]"--without
additional arguments--at a command
prompt.

To obtain arguments for sending
alphanumeric pages, enter
"iwpage"--without additional
arguments--at a command prompt.

7.2.2.0 IntelliWatch Monitor Triggers
All message types handled by the Message
Center Gatewaycan be sent by IntelliWatch
Triggers.

7.2.21 Default Commands and the
Message Center Gateway
The Commands invoked by IntelliWatch
Monitor Triggers are contained in
iwemd.nsf.

Although this database includes Commands
for all four message types handled by the
Message Center Gateway (see Destination
Queues in Figure 7-1, above), only TEC
Event Commands and alphanumeric pages
are always handled by the Message Center
Gateway.

Messages sent to the NT Event Log, or as
SNMP traps, can be sent either via the

relevant local functionality or via the
Message Center Gateway.

7222 NT Event Log Commands
When Triggers launch the default NT Event
Log Command, for example, iwntlog is
invoked, and Events are sent to the local
Event Log on the system where that
Command is executed.

NT Log Events sent via the Message Center
Gateway, on the other hand, are deposited
in the Event Log of the Gateway system
itself. If this is the desired destination for the
NT Events, create a custom NT Event Log
Command as follows:

Name: [short, meaningful name]
Program: iwevent
Arguments: NTLog [other arguments]

7.2.2.3 SNMP-trap Commands
Default SNMP-trap Commands use local
SNMP functionality (running as a Service on
NT, or as a daemon on AlX). The default
Command invokes the executable iwsdtrap.

Create a custom Command to send SNMP
traps via the Message Center Gateway as
follows:

Name: [short, meaningful name]
Program: iwevent
Arguments: SNMP [other arguments]



While the Message Center Gateway
can be used to send IntelliWatch
SNMP traps on all platforms, it is
most relevant for Solaris systems,
since this is the only means of
sending IntelliWatch traps on that OS
(see 7.3.3.0).

7.3.0.0 PLATFORM-SPECIFIC
CONSIDERATIONS

7.3.1.0 General
IwMCG client piece runs on all platforms
on which Monitor is supported.

IwMCG server runs only on Win NT/2000
and AlX.

TCP/IP must be available on both client
and server.

7.3.2.0 AIX and alphanumeric paging
IwMCG on AlX does not support
alphanumeric paging.

However, AIX servers running
IntelliWatch Monitor can still send pages
through a Messaging Center (or
IntelliWatch Paging Server) running on
NT.

7.3.3.0 Solaris and SNMP
Solaris systems running Monitor are now
able to send SNMP traps, by taking the
following steps:

Install the Messaging Center server on
an NT or AIX machine.

Create a new send-trap Command in
the IntelliWatch Commands database
(iwemd.nsf).

PLATFORM-SPECIFIC CONSIDERATIONS

Edit Triggers that you want to send traps
by selecting the newly created Command.

7.4.0.0 SNMP misc.

7.41.0 Native vs MCG
AIX and NT/Windows systems can send

traps either natively (assuming the requisite
system-level configuration is in place) or via
the MCG.

Native traps use the iwsdtrap utility (as do
those sent by Advanced ServerWatch, for
example), whereas traps can be sent via the
MCG using either the iwsnmpevt utility, or
iwevent with SNMP as the first argument.

Solaris systems must use the MCG to send
traps, as IntelliWatch Pinnacle does not
support native SNMP on that platform (see
also 7.3.3.0, above).

7.4.2.0 SNMP Sets and gets
IntelliWatch SNMP traps—whether sent via

the MCG or using native SNMP where
available—do NOT support sets and gets.

7.5.0.0 MCG-ONLY
INSTALLATION

7.5.1.0 Authorization code needed?
When the Message Center Gateway is the

only Pinnacle Enterprise component
installed on a given system, no authorization
code is required.

7.5.2.0
No.

Is Notes/Domino required?

The Message Center Gateway can be
installed on a supported OS (Windows or
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AlX) where neither a Notes client nor a
Domino server is installed.

A drawback of this approach, however, is
that the MCG cannot then be configured
using the IntelliWatch Parameter
Configuration utility (which requires a
Domino server—NOT a Notes client—see
also section 11.2.8.0 on page 349).

7.5.8.0 Multiple versions unsupported
It is NOT supported to run a version of the

Message Center Gateway that differs from
the version of IntelliWatch running on
monitored servers—for example, running
27.28 on monitored servers, but the 27.36 on
the MCG itself..
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Crash Detection

Pinnacle Enterprise Crash Detection monitors server availability
locally, complementing the remote connectivity monitoring
provided by Advanced ServerWatch.

The simple-but-elegant local monitoring functionality is based on
the ability of Crash Detection to open a local database (the
default is Log.nsf). If the database can be opened, the server is
considered to be running; if the database cannot be opened,
Crash Detection follows a series of steps (the exact sequence of
which depends on various configuration options).

Chapter Contents
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8.1.0.0 OVERVIEW

Crash Detection’s overall paradigm is based
on the simple question: “Can [database].nsf
be opened?” If the answer is "Yes’, the server
is available; if 'No’, the server may have
(has) crashed.

Numerous parameters can be customized,
allowing you to configure Crash Detection to
the needs of your environment. Options
include:

Wait Times

— Two-stage Wait Times allow Crash
Detection to adjust the number of
seconds available to open the target
database (before a crash is signalled).
(For details, see Table 8-1 on page
284.)

Idle Time

— Disables Crash Detection during
certain times of day.

Notification methods

— send page

— send SNMP trap

— run custom program(s)

(*.bat files are currently the ONLY
supported type of custom program)

action sequences
— Notify only

— Recycle, but do not reboot system if
unsuccessful

— Recycle, and reboot system if
necessary

— Reboot system

8.1.1.0 Database monitored
Most commonly, log.nsf is the monitored
database.

While any Notes database on the local
server can be monitored, a database that is
automatically configuration-checked by
Notes is preferable. Otherwise, a database
that cannot be opened due to corruption, for
example, would lead Crash Detection to
assume the server had crashed, leading it to
take unwarranted actions.

8.1.2.0 If database available
If Crash Detection is able to open the target
database before the end of the Initial Wait
Time (for a description, see 8.1.3.2, below),
no actions are taken, and the program
awaits the start of the next checking cycle.

If database
unavailable...

For step-by-step Crash Detection program
flow, see Figure 8-1.

8.1.3.0

In global terms, Crash Detection works
through the following steps when the
monitored database application is
unavailable (in the following list only,
consider NOTIFY to include all configured
notification/launch program actions):

check for enabled Idle Time (if any)

— If Idle Time fields contain valid values,
take no actions during configured
times.

— If Idle Time fields do not contain valid
values, proceed to the next step.



check and react to configured Initial Wait

Time

— If database still unavailable at the end
of Initial Wait Time, NOTIFY

check and react to configured Additional
Wait Time

— If database still unavailable at the end
of Additional Wait Time, NOTIFY

check and react to configured Actions

— What is done from this point on varies
by the Action selected (see 8.1.3.4,
below, for options).

Options range from Notify Only to
rebooting the operating system. As
illustrated in Figure 8-1, NOTIFY may occur
at several stages during an Action
sequence.

8.1.3.1 Purpose of Idle Time
Even when a server is up, and the target
database has not been corrupted,
successfully opening it can take prohibitively
long during times of unusually high
application activity. This might be due to
scheduled replication, to name but one
possibility.

To avoid receiving notifications that a server
has (or may have) crashed, Crash Detection
provides two options:

configuring /dle Time

— Crash Detection assumes the
database will be unavailable, and
takes no actions if it cannot be opened
during configured I/dle Time.

increasing Wait Time parameters

— Crash Detection allows more time for
retries to succeed before deciding a
server may have crashed.

PURPOSE OF IDLE TIME
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Each method has advantages and
disadvantages. Take the peculiar
characteristics of your environment into
account, when deciding which method to
employ.

Using Idle Time settings to effectively turn
off Crash Detection during certain hours has
two drawbacks:

Crash Detection does not react to actual
server crashes between the times entered
in Begin Idle Time and End Idle Time.

Idle Time settings apply to all days of the
week. They cannot be configured to apply
on Fridays, and not Tuesdays, for
instance.
In short, Crash Detection does not make a
determination as to why the target database
is unavailable. During configured Idle Time,
Crash Detection ignores the condition and
takes no actions.

Increasing the parameters Initial Wait Time
and Additional Wait Time (see Figure
8.1.3.2and Figure 8.1.3.3, below) has one
clear disadvantage.

Crash Detection references these settings at
all times of day, not just when the server is
particularly busy.

Assume that an Initial Wait Time of 120
seconds, along with an Additional Wait Time
setting of 180 seconds, would always allow
Crash Detection enough time to open the
target database.
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Consider whether you want Crash Detection
always to wait five minutes (300 seconds)
before concluding that the local server has
crashed (and taking actions to notify
you/correct the condition).

Before deciding which method is best for a
particular server, consider how much longer
Wait Times would have to be, to handle
periods of unusually high database
application activity.

Remember ...

Crash Detection works locally, and
configuration options can vary from
one server to the next, if this best
serves the needs of your
environment.

TO CONFIGURE IDLE TIME:

Click on the % Parameter Configuration
toolbar icon.

This brings up the interface displayed below.

Use the combo box at the upper left to
select the server.

With the correct server specified, click
onthe @ icon (to the right of the combo
box).

This brings up a list of folders for installed
components.

Open the Monitor folder.

Click on Crash Detection, to access

In the right-hand pane, click on the
Begin Idle time parameter.

The background of the parameter changes from
white to blue, and the edit icon is activated.

The parameter is not yet editable. To

launch the Edit Parameter dialog,
proceed with the following Step.

To change the parameter’s value, click
on the E('[’ icon; alternatively, double-click
the parameter in the right-hand pane of the
Console.

An Edit Parameter dialog is displayed, allowing
you to enter a new value/values. For details,
see 11.1.0.0.

Enter the new value and click OK.
Repeat the process for End Idle Time.

»

In the Server field of the dialog,
leaving 'Local’ (the default) will
change settings only for the server
whose iwparam.nsf was accessed.
Enter a comma-delimited list of
servers/groups to change the
parameter on other systems.

All Crash Detection parameters
discussed below are accessed using
the same method discussed above.

8.1.3.2 Initial Wait Time
Even when you expect a server to be
available, several factors can cause a delay
in the DbOpen process. Initial Wait Time
allows you to configure the length of time
Crash Detection will wait before it assumes a
server may have crashed.



As illustrated in Figure 8-1, Crash Detection
takes no actions during the Initial Wait Time;
in fact, it continues to try to open the
database.

If Crash Detection is able to open the
database before the Initial Wait Time has
expired, no steps will be taken, and the
program returns and awaits the next
monitoring cycle.

If Crash Detection is unable to open the
database before the end of the configured
Initial Wait Time, configured
(notification/launch program) actions are
taken.

At this point, Crash Detection
notifications indicate that the server
may have crashed (not that it actually
has crashed).

Assuming the database still cannot be
opened, Crash Detection will proceed to the
next level, namely Additional Wait Time.

8.1.3.3 Additional Wait Time
As with Initial Wait Time, no actions are
taken for its duration, with the exception of
periodic checks made to see if the target
database has become available.

Once this second waiting period expires,
Crash Detection assumes that the server
actually has crashed, and configured
notifications contain a message to that
effect.

ADDITIONAL WAIT TIME
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8.1.3.4 Recycle/Reboot/Notify?
Once Crash Detection has determined that
a server has crashed, the next level of
actions to be taken offers four options:

Notify only

— Configured notification/launch
program actions are taken, but no
attempt is made to recycle the server
(at either the Notes or the OS level).

Recycle, do not reboot

— Configured notification/launch
program actions are taken, followed
by an attempt to recycle the Domino
server.

However, if the server cannot be recycled,
the operating system is not rebooted.

Recycle, reboot if necessary
— Configured notification/launch
program actions are taken, followed

by an attempt to recycle the server at
the Notes level.

If the Domino server cannot be recycled,
the operating system is rebooted.

Reboot
— Configured notification/launch

program actions are taken, followed
by a reboot of the operating system.

8.1.4.0 Notification/launch
program options
Crash Detection sends takes configured
actions when it determines that the Domino
server may have (or has) crashed.

For that reason, notification options do not
include e-mail, since the local server is
deemed unavailable and therefore unable to
route mail messages.



PINNACLE ENTERPRISE

282 USER’s GUIDE

Available notification options include:
Paging
SNMP traps

non-Notes notifications launched by
proprietary programs Crash Detection is
configured to launch

(See also 8.1.5.1, below.)

8.1.5.0 Other configuration
avenues
In addition to the Parameter Configuration
Utility, Crash Detection settings can be
accessed/modified in the following places:
Crash Detection Ul (NT only)
registry (NT)

HKEY_LOCAL_MACHINE/SOFTWARE/Candle/Inte
lliWatch/Monitor/Crash Detection

iwmon.ini (UNIX)
[Crash Detection]
[relevant setting]

iwparam.nsf

Before they will take effect, changes
made in this database must subsequently
be replicated to the servers in question.

8.1.5.1 Using the Crash Detection Ul
On NT servers, Crash Detection can be
configured on the local machine using the Ul
(dark-blue icon, located in the right-hand pan
of the status bar).

Settings are organized on the following tabs:

Monitoring
— database monitored (usually log.nsf)
— use full path to server

Selecting the checkbox will cause the
DbOpen operation to be done via the
server, rather than locally.

Server Load Adjustment
— Initial Wait Time

— Additional Wait Time
Recycle Options

— Terminate Notes Time

Applicable when Recycle, reboot if
necessary is the selected Action, for
instance.

— Wait for Server to Restart

Applicable when Recycle, reboot if
necessary is the selected Action, for
instance.

— Notification level
Options are:
— NONE

— LIMITED: notifies of server
successfully restarted

— VERBOSE: notifies at all significant
stages of recycle process

Do not use the Verbose setting unless
instructed to do so by IntelliWatch
Customer Support, since it produces
a significant number of notifications.

— send page (yes, if checked)
— send SNMP trap (yes, if checked)
Actions

Notify only

Recycle, do not reboot

Recycle, reboot if necessary
Reboot



Notification

— suspects Notes has crashed
— send SNMP trap (yes, if checked)
— send page (yes, if checked)
—  run program

— knows Notes has crashed
— send SNMP trap (yes, if checked)
— send page (yes, if checked)
—  run program

Notes Programs

— [to be implemented]

8.1.6.0 Wait Time adjustment
(NT)

Crash Detection (NT only) dynamically

adjusts wait times, enabling the program to

adapt to your environment.

8.1.6.1 What adjusts, and what doesn’t
As explained under 8.1.3.2 and 8.1.3.3,
there is both an Initial Wait Time and an
Additional Wait Time. Of these, only the
former adjusts to connectivity history.

ServerABC’s Wait Time settings are:

Initial Wait Time = 40

Additional Wait Time = 60
Assume further that Crash Detection is only
able to open database.nsf on ServerABC
after the expiration of the Initial Wait Time,
and thirty seconds into the Additional Wait
Time.

The Initial Wait Time setting in the registry
will be adjusted upward by thirty (number of
seconds of Additional Wait Time required to

WAIT TIME ADJUSTMENT (NT)
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open the database). After this adjustment,
ServerABC’s new settings will be:

Initial Wait Time = 70 [40 plus 30]
Additional Wait Time = 60

If a future Crash Detection checking cycle
takes the full 70 seconds of Initial Wait Time,
plus twenty seconds of Additional Wait
Time, the settings will be further adjusted,
as follows:

Initial Wait Time = 90 [70 plus 20]
Additional Wait Time = 60

The Additional Wait Time setting does
not change.

The Initial Wait Time parameter value
does not reset when the server is
restarted, since any adjustments are
made in NT registry settings.

Initial Wait Time can be reset
manually, using the Parameter
Configuration Utility, or one of the
other access methods detailed under
8.1.5.0and 8.1.5.1.

This example refers only to wait-time
adjustments on NT, since the program
functions somewhat differently on UNIX
systems.
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FIGURE 8-1: Crash Detection program flow
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Analyzer 9

IntelliWatch Analyzer is the report engine for
Pinnacle Enterprise. Analyzer retrieves both
Pinnacle and native Notes statistics, then turns the
data into HTML reports for e-mail distribution.

In addition, statistics generated by Advanced
ServerWatch Activity Logging can be retrieved for
incorporation in reports (see Figure 9-1 on

page 286).

Chapter Contents
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FIGURE 9-1: IntelliWatch Statistic Architecture
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As illustrated in Figure 9-1, Analyzer is responsible for refrieval and customizing of data generated by PM

Before this can occur, however, the following steps must have been taken:

Creation of PM statistic definitions in iwpmstat.nsf (and replication of those definitions throughout your environment).

Generation of data for enabled statistics (by the IWSTATG task, assuming the relevant events, etc., have occurred).

Replication of this data to statistic databases on the Analyzer server.

Before discussing details of statistic generation and configuration, a few words are in order about the Analyzer server task.



9.1.1.0 Analyzer Server
Analyzer runs as a Domino server task
(named analyzer).

As a rule, you’ll have only one or two
instances of Analyzer Server running in your
environment.

9.1.1.1 When does the task run?
Analyzer Server installs on your
statistics-collection server(s) only, and runs:

on a schedule
— The launch time for the Analyzer task
is specified in the notes.ini, and defaults
to 3AM (ServerTasksAt3=Analyzer).
Modify the time (if so desired) by changing
the digit just preceding the equals sign.
Use the 24-hour time format. (To launch

Analyzer at 8pm, for example, modify the
line to read ServerTasksAt20=Analyzer.

when launched manually
Type:
load analyzer [name of report]
at the Server Console, or
analyzer [name of report]

at a command prompt.

To run a single scheduled report,
include its name on the command
line; to run all scheduled reports,
leave off the last argument ([name of
report]).

Generating a selective list of reports
(comma-delimited, for example) is
not supported.

For more details on report scheduling, see
“Scheduling” on page 300.

ANALYZER SERVER
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9.1.2.0 Analyzer data sources
Analyzer reports on three types of statistics:

Pinnacle statistics

ASW activity logging

native Notes statistics
The first two statistic types are retrieved
from iwstats.nsf; native Notes statistics are
retrieved from statrep.nsf.
The default location for these databases on
R5 (on NT) is:

— statrep.nsf:

/Lotus/Domino/Data
— iwstats.nsf:

/Lotus/Domino/Data/IntelliWatch

9.1.3.0 Analyzer Configuration
All configuration is done via the
analyzer.nsf database, located on your
statistics-collection server. Located in the
same folder as all other IntelliWatch
databases, the default location on R5 is:
/Lotus/Domino/Data/IntelliWatch).

The Analyzer configuration database can be
accessed three ways:

Pinnacle Console via a browser

via the stand-alone Pinnacle client

via a Notes client

9.1.4.0 Location of the
Analyzer Server

The Primary Server must be configured with
the location of the system running Analyzer

Server (seldom are they the same).
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Although the Setup gives you the option of
not installing Analyzer Server on a given
system, it does not allow you to tell that
system where Analyzer will be running.

Since errors can result, after installing
Pinnacle Enterprise on any system to which
you will connect with the Console—but that
will not be running Analyzer Server—take
the following steps.

The following procedure assumes you’ve
already succeeded in accessing the
Pinnacle Console (either via the web, or
using the stand-alone version).

TO ENTER A LOCATION FOR ANALYZER SERVER:

Click on the '% toolbar icon;
alternatively, go to Solutions > Parameter
Configuration via the drop-down menus.

Make sure the name of the target
system appears in the combo box on the
toolbar.

Click on the ﬁ’ toolbar icon.

Once configuration settings are loaded
in the left-hand pane, open the Analyzer
folder.

Again in the left-hand pane, select the
value Current State.

In the right-hand pane, select the
parameter ServerList and click on the Et'[’
toolbar icon (or double-click the parameter).

In the pop-up dialog, enter the name of
the system running Analyzer Server (can be
a comma-delimited list, for multiple
instances of Analyzer).

Click OK.

Exit the Console, then relaunch it.

Now, when you click on the ‘£ | toolbar

icon, the folder in the left-hand péhe will
bear the name of the Analyzer Server.

The above procedure changes the
relevant setting ONLY on the Primary
Server.

9.1.5.0 Creating Contacts
When accessing the Analyzer database over
the Web, Servers, Groups, and Persons that
you want to appear in selection lists must
first have a Contact document created for
them in iwparam.nsf on the Analyzer
Server. (The default is *, or all servers.)

A feature of Contacts is that when statistics,
charts and reports are being created, only
those Contacts relevant to the configuration
procedure being carried out are displayed in
the list box. For example, no Persons are
displayed in a Server Name field, and no
Servers are displayed in a Send To field.

Contacts must be created via a Notes
client, and come into play only when
Analyzer is being configured over the
Web.

TO CREATE CONTACTS IN IWPARAM.NSF:

Open iwparam.nsf by going to File >
Database > Open > [Name of Analyzer
server] > IntelliWatch folder > etc.

Go to Create > Contact via the
drop-down menus.

Select Server, Group or Person via the
radio buttons at the upper left.



Click on the down arrow of the combo
box to launch a selection dialog for the
chosen Contact type.

Select the desired Contact, then click
OK.

If the desired Contact is not found, it can be filled
in by hand in the field at the bottom of the
dialog. Click OK to complete the addition.

Press Esc, which pops up a
confirmation dialog.

Click Yes (the default) to save the
document.

CREATING CONTACTS
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9.2.0.0 REPORTING GUIDELINES

Please review Figure 9-2, as well as the Reporting Guidelines that follow, before creating reports.

FIGURE 9-2: Preparing to create a report in Analyzer
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Bear in mind the following guidelines, to
save time, and to produce more effective
reports.

Analyzer vs PM statistics

— Understand the difference between
PM and Analyzer statistics

Common reasons for report failure
— Procedural order

— Configuration errors

Start at the bottom

— Start at the statistic level, when
creating Analyzer reports

Collect only meaningful Data

— Be selective when collecting data, to
save disk space and processing time

Names are important

— Name statistics in ways that make
their purpose clear at a glance

Wildcard usage
— Server Lists
— Statistic Names

9.21.0 Analyzer vs PM
statistics

The difference between statistic creation in
PM, and statistic definition in Analyzer, can

be summed up in two simple sentences:

PM statistics generate data (by type).

Analyzer statistics retrieve data (based on
the selection criteria you build into them).

PM statistic definitions are not inherited by
Analyzer for two reasons:

ANALYZER VS PM STATISTICS

PM statistics are generative, whereas
Analyzer definitions are for retrieving
data.

This design allow you to create Analyzer
statistic definitions that permit selective
retrieval of PM data.

9.2.1.1 Generating the data
The following example is based on the PM
statistic type Mail Domain, which type
returns the following four data elements (for
each domain for which there is mail traffic):

[Statistic Name].incoming.[domain name].Count
[Statistic Name].incoming.[domain name].Size
[Statistic Name].outgoing.[domain name].Count
.

[Statistic Name].outgoing.[domain name].Size

@

FB? the following examples, we’ll call
our sample statistic Mail. Domain.

Assuming there was mail traffic between
your organization and the two Internet
domains hotmail.com and npr.org, the
following data elements will be written to
iwstats.nsf (for statistics enabled for
Reporting):

Count (number of messages by domain,

both incoming and outgoing)
Mail.Domain.hotmail.com.incoming.Count=[Value]
Mail.Domain.hotmail.com.outgoing.Count =[Value]
Mail.Domain.npr.org.incoming.Count =[Value]
Mail.Domain.npr.org.outgoing.Count =[Value]

Size (total bytes by domain and direction):

Mail.Domain.hotmail.com.incoming.Size =[Value]
Mail.Domain.hotmail.com.outgoing.Size =[Value]
Mail.Domain.npr.org.incoming.Size =[Value]
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Mail.Domain.npr.org.outgoing.Size =[Value]

9.2.1.2 Retrieving the data
Analyzer allows you to retrieve any—or all—
of the above data elements, simply by
creating the correct Analyzer statistic
definition. Continuing with the example
under 9.2.1.1, here are a few examples of
how to retrieve various components of the
above data:

all stats for hotmail.com
Mail.Domain.h*

Counts ONLY for npr.org:
Mail.Domain.n*.Count

Size elements for both domains:
Mail.Domain.*.Size

All data for both domains

Mail.Domain.*

9.2.2.0 Reasons for report

failure
There are several reasons why Analyzer
reports may fail, but virtually all of them
relate to errors, either of the order in which
procedures are performed, or mistakes in
general configuration:

9.2.21 Errors in procedural order
Analyzer reports will fail if you run them
when:

the Analyzer statistic definitions in the
report have no corresponding PM statistic

an Analyzer statistic definition has a
corresponding PM statistic, but no data
has yet been generated for the latter

the data you want to retrieve has not yet
been replicated to the server running the
Analyzer server task

9222 Errors in statistic configuration
The two most common configuration errors
are related to:

a lack of data for the time period, statistic,
or server to be included in the report

failure to consider what the PM statistic
returns
Take the statistic we created under 9.2.1.1.
Based on the assumptions we made, you'll
recall that the statistic generated a specific
set of data for the two Internet domains for
which there was mail traffic.

But here’s the rub!

Although the PM statistic itself was simply
called Mail. Domain, the INSTATG server
task adds other elements to that base name
at the time of data generation (what it adds
depends on the PM type—for a few data
types, nothing is added).

To emphasize what PM added to the
Statistic Name in the present case, it's now
in :
Count
Mail.Domain
Mail.Domain
Mail.Domain
Mail.Domain
Size
Mail.Domain
Mail.Domain

Mail.Domain
Mail.Domain



Although all you needed to create in
PM was a statistic of Type Malil
Domain—to generate ALL the above
data—trying to retrieve the above
data using an Analyzer statistic
definition called simply Mail.Domain
will fail.

We suggest you review the sample Analyzer
definitions under 9.2.1.2.

Which brings us to perhaps the most
fundamental guideline of report creation.

9.2.3.0 Start at the bottom
'Starting at the bottom’ can be broken down
into the following three rules:
Having statistical data is more important
than defining it.
Reports cannot incorporate charts that
don’t yet exist.
Charts cannot incorporate statistics that
are not yet defined.
But what of the apparent contradiction
between rules one and three?

Rule one doesn’t say defining
statistics isn’t important, only that
having the corresponding data is
even more important.

What does that mean in practice?

START AT THE BOTTOM

As long as statrep.nsf and iwstats.nsf (on
the Analyzer server) already contain the
statistical data you want, report creation is
as simple as following these steps.

TO GENERATE A REPORT:

Define Analyzer statistics corresponding
to the stored data.

Create charts incorporating those
statistics.

Include those charts in a report.

Run the report.

If, on the other hand, the data you want
aren’t contained in statrep.nsf or
iwstats.nsf on the Analyzer server (and
can’t be replicated to that server from
somewhere else), Analyzer statistic
definitions are irrelevant, and chart
production fails.

9.24.0 Collect only meaningful
data

Not all data are meaningful, so establish that

a given statistic is meaningful in the context

of your environment before you collect it.

By pre-selecting the data to be collected,
you can potentially:

save valuable disk space

enhance the readability of the list of
collected statistics by limiting their
number

improve Analyzer Server performance by
limiting the amount of data being
processed
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The value of the statistic DiskC.Free may be
quite relevant on certain servers, but not on
others. Or, at a minimum, you made need to
check this statistic only daily on some

servers, while on others it should be checked
as often as hourly (or as seldom as weekly).

Check whether servers are organized
logically into groups in your NAB. If so,
create a version of DiskC.Free appropriate to
each group. If not, consult your Notes
documentation for advice on how best to
group Domino servers.

Finally, let us consider the value of good
statistic naming practices.

9.25.0 Names are important
PM allows you to name statistics in ways
reflective of their role in your environment—
whether based on native Notes statistics, or
NT Performance Counters.

Here’s a practical example of how statistical
names can be made to represent the data
being collected.

You want to keep closer track of free disk
space on your remote servers than on
servers at the home office, doing so on an
hourly basis.

While Notes includes the statistic
DiskC.Free, this name is not indicative of the
location of these servers in your company.

In PM (and subsequently in Analyzer), define
a statistic called

RemoteSvrs.DiskC.Free.Hourly

For purposes of data collection, associate
the statistic with the group RemoteSvrs.

Once these data are collected and
replicated to your Analyzer server, creating
charts incorporating this statistic is made
easier by the fact that the statistic name is
clearly representative of the data to be
contained in the report.

9.2.6.0 Wildcard Usage
Perhaps the most important 'secret’ to
creating Analyzer reports is wildcard usage.

Wildcards are a two-edged sword, however.
On the one hand, they allow you almost
infinite customizing in retrieving data. At the
same time, they can cause much more data
to be retrieved than is required for a given
report.

When wildcards are also used to generate
the data (in PM)—and this is particularly true
of PM’s Mail types—such a large number of
unique statistics can be generated that
performance (and even functionality) are
affected.

9.2.6.1 Basics
Three wildcards are supported:
# — for any numeric character
? — for any single character
* — for zero or more characters

9.2.6.2 Server Names
Assume for the moment that the names of all
servers in your environment are identical
(MySvr[numerical character]/MyDomain),



with the exception of the single numeric
character here shown in brackets.

MySvr#/MyDomain
would retrieve available data for all servers.

If, on the other hand, you wanted to retrieve
data for all servers in your company’s
/Northern/ domain, simply use the string
"*/Northern/*".

Remember ...
to consider the factors that can affect
data display (see “One to Many” on
page 296 and “Data display and
legend size” on page 297).

9.2.6.3 Statistic Names
Wildcard usage in Statistic Names is even
more critical than in Server Names (after all,
your servers will most likely be in groups,
and you may very well want to retrieve a
given statistic for all members of a group).

With statistics, however—and especially
those statistics where PM adds one or more
elements to the PM statistic name—
wildcards may be the only practicable
means of retrieving all but the smallest
quantities of data.

Consider the example of the PM Replication
statistic type. Assuming you gave it the
name Rep.Stat, one of the elements PM
returns is:

Rep.Stat.Pulled.KBReceived.[server name]
Without wildcards, you would have to create
an Analyzer statistic definition that included
the entire server name!

STATISTIC NAMES
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By simply substituting a "*" for the server
name, you could retrieve data for all servers
that had relevant replication activity (vis a vis
the server on which the data was
generated).

By the same token, if too many
servers fit the criteria, you may have
to use a mixture of wildcards and
characters, to avoid display problems
(see “Labels and the number of
statistics reported:” on page 308).

9.3.0.0 ANALYZER DIALOGS
(COMMON FIELDS)

The section “Start at the bottom” on page
293 explains the importance of beginning
report building at the statistic level. Dialog
fields are therefore discussed from the
lowest to the highest level, starting with
Statistics and ending with Reports on
pages 304 to 318.

9.4.0.0 WORKING WITH
STATISTICS

All procedures outlined below assume you
have already accessed the Analyzer
interface at the Pinnacle Console.

9.4.1.0 Defining Statistics
Before Pinnacle statistics can be retrieved
by Analyzer server, they must be associated
with statistic definitions in analyzer.nsf.
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Statistic definition is a straightforward
process that is the same for all statistic

types.

TO DEFINE ANALYZER STATISTICS:
Go to Options > New > Statistic via the
drop-down menus; alternatively, click on the
&l toolbar icon.
Fill in the Title of the statistic.

U—s; front-loaded Titles (Names) to
facilitate statistic selection.

Fill in the Statistic field using the Statistic
Selection combo box; alternatively, type in
the desired value.

Many—if not most—Analyzer statistic
definitions will include wildcards, so
select the PM statistic first, then edit
the value in the field.

Using the radio buttons, select the
database where the corresponding
PM/Notes statistic resides.

Fill in the For Server field using the
Server Selection dialog; alternatively, type in
the name of the server(s) to which the
statistic applies.

For wildcard usage for both Server
and Statistic Names, see “Wildcard
Usage” on page 294.

Save the statistic definition by going to
Options > Save via the drop-down menus;

alternatively, click on the H toolbar icon.

9.4.2.0 Creating Charts
Once Analyzer statistic definitions have
been associated with available Pinnacle
stats, they can be incorporated into charts.

Unlike statistic definition, which is the same
for all statistic types, the steps for chart
creation can vary widely, depending on the
options selected. For details on chart
options, refer to the usage information on
pages 306 to 313.

9.4.2.1 One to Many
Before you begin creating charts, bear in
mind that Servers and Statistics are in a
one-to-many relationship. What does this
mean? Simply that a chart can contain
either:

multiple statistics for one server (a
maximum of 16 statistics is strongly
recommended, to avoid potential display
issues)

multiple servers for one statistic (again,
no more than 16 servers should be
included in a single chart, to avoid
potential display issues)

9422 Wildcard usage
Wildcard usage in charts is likewise based
on the one-to-many principle. Wildcards can
be used either
in a chart’s Server List, or
in a chart’s Y-Axis Statistic List(s)
but not both.



Put another way, you can have either

a chart for a single statistic, with wildcards
in the Server List, or

a chart for a single server, with wildcards
in the Y-Axis Statistic List(s)
As discussed under 9.4.2.1, above, display
problems can occur when too many
statistics (or servers) are displayed on a
chart. Wildcards in charts can lead to just
such display issues.

9.4.3.0 Data display and legend
size
Analyzer balances the relative size of the
data display and the legend, giving
precedence to the latter.

Analyzer attempts to create a legend
incorporating all charted items. As the
number of individual lines of data to be
displayed increases, the legend is enlarged
to accommodate them; the data display is
commensurately reduced in size, eventually
to the point that chart readability can suffer.

(Giving precedence to the display field rather
than to the legend might, at first, seem a
more logical approach. However, this would
eventually lead to the legend’s becoming so
small as to be unreadable. A chart with
clearly legible data, but an unreadable
legend, is no more useful than the reverse.)

9.4.31 A rule of thumb...
Whenever wildcard usage would result in
more than 10-12 lines of data, adjust
wildcarded strings to reduce data lines
displayed to that number (or less).

DATA DISPLAY AND LEGEND SIZE
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Thinking you have only ten servers in your
environment beginning with the letter "M",
you use "M*" in the Servers field in a chart
tracking Disk.C.Free. Unbeknownst to you,
however, twelve other servers beginning
with that letter have recently been added to
the environment.

When the chart is generated, there are
twenty-two lines of data to be displayed,
rather than ten. All twenty-two are listed in
the legend, leaving less room for data
display. You may find that readability of the
displayed data suffers to an unacceptable
degree.

You want to chart all statistics associated
with CPU utilization on the server
HQSpoke3. (Your Notes team names such
statistics HQSpoke3.CPU.[Process].)

To your knowledge, the names of no other
statistics collected on this server begin with
the letter "C" (after the server name), so you
enter HQSpoke3.C*in the (Left) Y-Axis
Statistic field of the new chart.

Recently, however, your Notes diagnostic
team has added several CPU statistics for
troubleshooting purposes (calling them
HQSpoke3.CPU_Test.[Process].

When Analyzer creates the chart with the
wildcard usage you employed, all these

"* Test.”" statistics will be included, and the
chart data display will likely be
unsatisfactory.



298

PINNACLE ENTERPRISE
USER’s GUIDE

A simple adjustment in the wildcarded string
gives you the chart you want to see:
HQSpoke3.CPU.*

Now, none of the *.CPU_Test.* will be
included in the chart.

The following steps are generic. For
option-related details, see the usage
instructions for individual dialogs on the
preceding pages.

TO CREATE ANALYZER CHARTS:

BAsIC INFORMATION TAB

Go to Options > New > Chart via the
drop-down menus; alternatively, click on the

i toolbar icon.
Fill in the Title so as to be able to see at
a glance what the chart represents.
Fill in the Chart Name (or filename for
the generated .gif).

Remember ...
This is a filename, not a Chart Title.
Use naming conventions appropriate
to your environment.

Enter a summary of the chart’s purpose,
to be published beneath the data display.

Select the chart type.

Decide if you want to select any of the
Optional Advanced Settings. If so, check
Enabled, along with the desired option.

Select the analysis (data) to be
displayed.

Give the x- (horizontal) axis a label
reflective of what is to be displayed.

Select the time scale of the x-axis.

To save your changes before
proceeding, go to Options > Save via the
drop-down menus; alternatively, click on the

& toolbar icon.

LEFT-AXIS INFORMATION

Enter a name for the left-hand y-
(vertical) axis, that represents the data
being displayed.

Use the Select Statistic dialog to
associate statistic(s) with the left y axis.

Select the number of decimal points to
display (the default is 2).

Select the appropriate Range Type for
the data to be displayed.

Select the desired Range, or units of
division.

Not visible for the Percent option.

To save your changes before
proceeding, go to Options > Save via the
drop-down menus; alternatively, click on the

[& toolbar icon.

RIGHT-AXIS INFORMATION

Enter a name for the right-hand y-
(vertical) axis, that represents the data
being displayed.

Use the Select Statistic dialog to
associate statistic(s) with the right y-axis.

Select the number of decimal points to
display (the default is 2).

Select the appropriate Range Type for
the data to be displayed.

Select the desired Range, or units of
division.

This option is not visible for the Range Type
Percent.

To save your changes before
proceeding, go to Options > Save via the
drop-down menus; alternatively, click on the

[& toolbar icon.



ADVANCED INFORMATION

Select the Create CSV files option if you
want to export retrieved data as
comma-delimited data files.

Use Report Settings is the
recommended setting for the Period
Covered option, unless the chart’s date
range settings should differ from those of
the report.

To save your changes, go to Options >
Save via the drop-down menus;

alternatively, click on the H toolbar icon.

9.44.0 Creating Reports
After all desired charts have been created,
report creation can commence.

TO CREATE ANALYZER REPORTS:

BASIC INFORMATION

Go to Options > New > Report via the

drop-down menus; alternatively, click on the
g5 toolbar icon.

Fill in the Title so as to be able to see at
a glance the Report’s purpose.

Fill in the Report Name (or filename for
the generated .html).

Remember ...

This is a filename, not a Report Title.
Use naming conventions appropriate
to your environment.

Enter a Report summary.

Using the combo box, select the time
interval at which to run the report.

For more information on the options, see
page 315.
Using the combo box, select the day on
which to run the report.

CREATING REPORTS
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Fill in the Mail Report To field using the
Select Mail Addresses dialog; alternatively,
type in a (comma-delimited) list of mail
recipients.

If the Mail Report To field is left blank,
the configured Pinnacle parameters
determine report recipients.

To save your changes before

proceeding, go to Options > Save via the
drop-down menus; alternatively, click on the

[& toolbar icon.

DATA INFORMATION

Use the Select Charts dialog to populate
the list box of charts to include with the
report.

For usage information on the Select Override
Chart Settings option, see page 316.

Select the desired date and time
settings.

For usage information, see page 3176.

ADVANCED INFORMATION
The Advanced Information tab governs two
ancillary functions:

CSV (comma-delimited) file creation

— In addition to Yes and No, the drop
down allows you to select the Use
Chart Settings option.
In most cases, Use Chart Settings produce
the results you want.

Report-level settings take precedence over
chart-level settings.
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non-default database locations
— Notes database name
— Pinnacle database name

Leave both these fields blank unless statrep.nsf or

iwstats.nsf, respectively, have been given
different names, or are in non-standard locations.

— Report location
Leave this field blank unless Analyzer
reports are to be stored in a non-standard
location.

9.45.0 Editing Reports
The procedures for editing reports are the
same as those for report creation. Refer to
the relevant section to edit a Statistic, Chart
or Report.

Remember ...
Always assign a new and unique
name to edited Statistics, Charts and
Reports.

9.5.0.0 SCHEDULING

Scheduling occurs at two levels:

Date/Time when report is to run
Date/Time of retrieved data

Date/Time when report is to run
Report run-times have the following options:
Daily

This report runs once a day, at the time specified
in the Notes.ini (see “When does the task run?”
on page 287).

Weekly

This report runs once a week, on the day
selected in the combo box, and at the time
specified in the Notes.ini.

nth Day of month

Useful when a report should be run on more than
one day of the month, but not on a daily or
weekly schedule. Use integers from 1-31 to
specify days, with commas as the delimiter.
Here too, the report runs at the time specified
in the Notes.ini.

One Time Only

This scheduling option causes the report to be
run once, the next time Analyzer Server
launches (either on schedule or when
manually launched). Scheduling for that report
is then changed to Do Not Run.

— Do Not Run

This scheduling option causes the report to be
"put on hold’. Use this option for reports that
are not currently relevant, but may again
become so.

Do Not Run also allows you to set up reports in
advance: for instance, for servers that are
currently being installed, but are not yet in
service.

Period covered
— Current

day

week

month
Current assumes a normal calendar week,
beginning on Sunday and ending on
Saturday.

— Previous
day
week
month
Previous also assumes a normal calendar
week, beginning on Sunday and ending on
Saturday.



Men creating reports, consider
carefully the period for which you

want to collect data.

A report run on Saturday, 5/17 for the
Previous Week, returns data for 5/4
through 5/10.

— Custom

dates
times
Custom must be used whenever:

—  Your Work Week is non-standard.

For instance, if your office is only open Tuesday
through Friday—and those are the only days
for which you want to retrieve data.

— You want to incorporate data for only
certain days of the week.

Useful if you are suffering occasional resource
shortages, but suspect they are limited to
certain days of the week. Use Custom as the
Period Covered, and troubleshoot by selecting
various combinations of days

— You want to incorporate data for only
certain times of day.

Useful for troubleshooting issues during peak
usage times, for example.

Dates

— Applies only when Period Covered is
Custom, and includes:

start date
end date

Times

— Applies only when Period Covered is
Custom, and includes:
start time
end time

REPORT ARCHIVING

Work Week

— Applies only when Period Covered is
Custom, and allows the selection of
those days that constitute the Work
Week for the company (or other
organizational unit) in question.

9.6.0.0 REPORT ARCHIVING

Analyzer reports normally run on a
schedule, for the previous (or current) day,
week, month, and so on.

What does report scheduling have to do with
archiving? Simply this: by design, whenever
Analyzer runs a new ’issue’ of a report, it
overwrites the previous ’issue’.

You have created a report
StatAB_PrevWeek that runs on the first day
of the week, and incorporates Statistics A
and B for the previous week.

On Day 1 of Week 2, data for Week 7 (the
previous week) is retrieved and incorporated
into the report. On Day 1 of Week 3, the
report imports data for Week 2—and
overwrites StatAB_PrevWWeek.

Why is the report overwritten? Because it
incorporates statistics for a relative date
range, rather than a specific date range.
(After all, the report was not entitled
StatAB_Week1[Year], but
StatAB_PrevWeek.) In short, overwriting
keeps the report current.

9.6.0.1 Saving individual reports
The report in the above example can be
saved such that it will not be overwritten, but
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the procedure depends on the form in which
you want to archive the information.

Notes document with attachments

— Move it to a database of your
choosing, and give it a name indicative
of the data it contains.

To save the first of the reports in the
previous example, change its name to
StatAB_Week1[Year].

HTML documents

— Rename the HTML document to
StatAB_Week1[Year], and store it—
along with the associated gif files—in a
location of your choosing.

CSV file(s)

— Rename the CSV file
StatAB_Week1[Year], and store it in a
location of your choosing.

9.6.0.2 One Time Only reports
The one time only option is especially useful
when incorporating statistics for a
non-standard date/time range.

As in the previous example, you are
interested in Statistics A and B. In this case,
however, you want to report on the last nine
months, and only on the hours during which
the office was closed.

You might call this report
AB_Last9Mo_AfterHours, for instance.

For details on Scheduling options, see
“Scheduling” on page 300.

9.7.0.0 TROUBLESHOOTING
REPORT CREATION

Occasionally, report creation will fail for
reasons not immediately apparent.

Figure 9-3, and the checklist below, were
designed to help you determine where and
why data retrieval and/or report creation
failed.

9.71.0 Checklist

Mis-spelled statistic names

— Analyzer cannot retrieve data if its
statistic definition does not exactly
agree with what the PM stat returns
(including supported wildcard usage).

incorrect date range

— iwstats.nsf may contain data for a
given statistic definition, but if there is
no corresponding data for the
specified date range, the process fails.

Data in the wrong database

— If data are not transferred to the
Analyzer Server, the process fails.

9.7.2.0 No .gifs in iwreport.nsf
If you want the chart’s .gif files attached to
reports stored in the database

(iwreport.nsf)--as was done in Pinnacle
99--you need to add the following registry
key, and set it to 1:
[HKEY_LOCAL_MACHINE\SOFTWARE\Candl
e\Intelliatch\Analyzer\Preferences]
"Add Attachments"=dword:00000001

To disable this feature, set the value to 0.
This feature is non-standard, and therefore
not available via the Setup.
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FIGURE 9-3: Analyzer Program Flow

<Start Analyzer Server)u—

Await next scheduled/
manual launch of

Read Analyzer.nsf (on local
server) to obtain configuration

Any reports to run?

} check display options }—{ create charts }—{ publish report

At end of list of reports?

close iwstats

Open iwstats for
availability stats
T

‘ get all docs in date range ‘

At end of list of docs?

Get next doc

get all relevant data and
store in in-memory data sets

Close document

Open iwstats for non-
availability stats
T

‘ get all docs in date range ‘

At end of list of docs?

Get next doc

get all relevant data and
store in in-memory data sets

Close document

close statrep

Get next Report

Create index of data
require for report

Open statrep

‘ get all docs in date range ‘

At end of list of docs?

Get next doc

get all relevant data and
store in in-memory data sets

Close document

Analyzer server
A
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Analyzer Dialogs: Statistic Definition

Statistic definitions: Data Location

Title — Specify database in which data resides, either
iwstats.nsf for Pinnacle statistics, or statrep.nsf

— Specific to Analyzer. A unique identifier used to > i oY
for native Domino statistics.

display available statistic definitions.

The Title functions independently of the statistic Server(s)
Name, and need not correspond to it in any way. — Specify which server(s) to include in the data
Name search.
— Must corresponds to all (or part) of what the
corresponding PM statistic returns.
Statistic Names in Analyzer vs PM: on page 292 and “Errors in statistic configuration” on
As discusses under “Analyzer vs PM statistics” on page page 292.

291, statistic names in Analyzer must correspond to
what is returned by their counterparts in PM.

What is returned:

The single most critical consideration when defining
statistics in Analyzer is not the Name of the PM statistic
you want to retrieve, but what that statistic type returns
(this includes the PM statistic name, but also—in most
cases—additional elements added by the IWSTATG
server task).

For details of what is returned by each PM statistic type,
the reader is referred to “Data Returned by PM Statistic
Types” on page 455. For a practical example, based on
the Mail Domain statistic type, see “Retrieving the data”
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Analyzer: Statistic Definition

Title: il Delivery Tirme From

Statigtic |ru13iI.Deliverg.r.Time.Frnm.* ;I
™ Mates Statistic [statrep. nsf]

& |ntellivstch Statistic [iwstats. nef]

For server: |Wurlitzera’T ezt ntelis atch Lookup... |

title of statistic

name of statistic (for applicable naming
conventions, see usage instructions, above)
statistic repository

servers to which server applies

combo-box for statistic selection

button launches Select Server dialog
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Analyzer Dialogs: Chart (Basic Information)

Use this dialog to enter:
title of chart
name of .gif file created
— lllegal characters in chart names: \/: *? " <> |
summary information re the statistics displayed
optional configuration details
type of data to present (see Raw vs Average, below)

x-axis label

time scale applicable to x-axis

Raw vs Average:
Raw allows incorporation of up to 16 statistics (total for
both Y-axes), but only if all stats are for a single server.
Otherwise a maximum of two (2) statistics is allowed
(whether you are using one or both Y-axes).
Average allows a maximum of one statistic (not one per
Y-axis), irrespective of the number of servers associated
with it.
Wildcards are allowed in both server lists and statistic
lists. For usage details, see 9.4.2.2 on page 296.

Title vs Name fields:
The Title appears in two places:

in the tree view, listing created charts
at the top of the chart when created as a .gif file

The Chart Name (plus the .gif extension) is the file
created and displayed by the report.
Optional Advanced Settings:
To make these options available, check Enabled.
Trigger Threshold
— Create chart only when threshold exceeded.

Example: You want a report on Mail.Dead only when it exceeds
Value X. With this option selected, the chart is generated only
when there are data points in excess of that value.

Note: If the threshold is exceeded, all data points are displayed.

Bounded Trigger Threshold
— Create chart only when there are data points
outside a range you select.

Example: You want to generate a certain chart only when X > 100
or X < 10. With this option selected, the chart is generated only
when there are data points outside that range.

The four data points 9, 45, 67 and 99 would cause the chart to be
generated (9 < 10). The data points 10, 45, 78 and 100 would not
generate the chart (none of the data points is outside the range).

Display Threshold

— Use to customize the threshold above which data
are displayed.
Example: Choose this option to set a baseline.

Unlike the Trigger Threshold option, however, only data points
above the configured threshold are displayed.
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Analyzer: Chart (Basic)

Basiclnformationl Left .t’-‘«:-cisl HightA:-:isl Advanced Informationl

Title: [TestingTitle

Chart Mame: [TestingChartharme

Summarny:

Chart Type: ¢ Bar 7 Line
O ptional Advanced Settings:

[~ Enable

& Trigger Threshold [GER I

Orly create the chart if zome of the data points exceed the zpecified value.

" Bounded Trigger Threshold — Lower Bound: I Upper Bound: I

Orly create the chart if some of the data points are outside the specified data range.

™ Digplay Threshold B aseling: I

Dizplays a harizantal bazeling at the specified value.

Analpsis Type: [Raw 'i
* iz Label. [Days
% Az Scale: IDa\,f 'I
chart title label for x (or horizontal) axis
chart name @ units applicable to x-axis (double-click icon
chart summary Dptions)
use radio buttons to select chart type

if enabled (checked), one of three custom options
can be selected here (see usage information on
previous page, for details)

use combo box to select type of data (raw or
average)



Options: hour, day, week month.

Options: hour, day, week month.
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Analyzer Dialogs: Chart (Left Axis)

Use this dialog to:
enter a text label for the left-hand y-axis
select the statistic(s) to associate with the left-hand
y-axis
set number of decimal places for displayed values
select type of data to be displayed
select units of value appropriate to the Range Type

How many statistics may be included:

If defined for a single server, up to 16 statistics may be
associated with an axis. If any statistic is collected for
multiple servers, only that one statistic may be
associated with either the left or the right axis.

Range Type:
General displays value in:
Thousandths

Ones

Thousands

Millions

Bytes displays value in:
— Bytes

— KB

- MB

- GB

Percent
— units in % of applicable value(s)

(Range combo box not displayed if Range Type is Percent.)
Labels and the number of statistics reported:

The height of the graph (and the Y-axis labels to either
side of it) is inversely proportional to the height of the
legend. Eventually, the legend can grow so large, and
the graph so small, that labels become truncated.

With line graphs, this situation is influenced both by the
number of legend items and their length. With bar charts,
where legend items are displayed vertically, it is the
length of server/statistic names that causes the legend
area to grow (one item with too long a name could cause
label truncation).
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Analyzer: Chart (Left Statistics)

B asic Infoimation  Left Az | Jight iz | Advancad Information |

T Az Label:

e Shabishics: Select... |

Dizplay Digits: E
Fange Type: |General 'I
Fange: IDr‘lES *I

text label for the left-hand y-axis

statistics displayed by the left-hand y-axis
number of decimal places to display

type of data returned (general, bytes, or percent).
For usage instructions, see previous page.

unit of value appropriate to Range Type. (For
usage instructions, see previous page.)

button launches Select Statistic dialog
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Analyzer Dialogs: Chart (Right Axis)

Use this dialog to:
enter a text label for the right-hand y-axis
select the statistic(s) to associate with the right-hand
y-axis
set number of decimal places for displayed values
select type of data to be displayed
select units of value appropriate to the Range Type

Range Type:
General displays value in:
Thousandths

Ones

Thousands

Millions

Bytes displays value in:
— Bytes

— KB

- MB

- GB

Percent
— units in % of applicable value(s)

The Range combo box is not displayed when Percent is selected
as the Range Type.The Range combo box is not displayed when
Percent is selected as the Range Type.

Maximum number of statistics per chart:

See “How many statistics may be included:” on page
308.

Potential label display issue:

See “Labels and the number of statistics reported:” on
page 308.




Analyzer: Chart (Right Statistics)

CHART (RIGHT STATISTICS)

Basic Information | Left Awis  Right -‘3‘-Hi3| Advanced Information |

' dis Label: |

Y Az Statishics:

Drizplay Digits: E

FRange Type: iGeneraI *I

R ange: IOnES j

Select... |

text label for the right-hand y-axis

statistics displayed by the right-hand y-axis
number of decimal places to display

type of data returned (see usage instructions,
above)

unit of value appropriate to Range Type
button launches Select Statistic dialog
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Analyzer Dialogs: Chart (Advanced Information)

Use to select options:
save data retrieved as comma-delimited file
custom day and date range for chart

How Custom date and time settings work together:
The date and time-of-day parameters under Custom
provide two levels of filtering.

If you select 5/1/01 and 5/8/01 as the date bounds, and
8:00 AM and 5:00 PM as the time limits, for example,
what does Analyzer return?

What it does not return is data from 8:00 AM on May 1st
through 5:00 PM on May 8th.

Instead, for each day of the selected date range,
Analyzer retrieves the requested data when it bears a
time-stamp between the specified times, in this example
between the hours of 8:00 AM and 5:00 PM.

Data bearing a time-stamp of 6:00 PM on May 7th, for
instance, would not be retrieved.

Create CSYV files:
Select if data retrieved to be imported into applications
(such as Microsoft Excel) as comma-delimited lists.

Period Covered:
Broadly speaking, three options are available:

Use Report Settings
— Chart uses the date range of the Report.

Example: When created, a chart was set up to
return data for the previous month.

Now, however, you want to incorporate this chart

in a report covering only the current week.
This can be accomplished by editing the chart,
and setting Period Covered to Use Report
Settings.

Use this setting when creating charts that, by
default, use the date range of the report in which
it’s included.

Custom

— Use dialog at B2 (on following page) to enter
dates and times.

— Custom must be used for date ranges longer than
a month.

Other periods (for list, see graphic B1 on next page)

— Use the drop down in dialog (see graphic B3 on
following page) to specify the range, and
manually enter applicable custom times.
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Analyzer: Chart (Advanced)

Basic Information| Left Axiz| Right Axis  Advanced Information

Create C5Y Files: [

Informational: v'ou should only use these zettings [zetting Perod Covered to something other than "Lze
Feport Settingz"] if this specific chart i going to be looking at data during a time =pan that iz different fram
that of the reportfz] that include it. Othenuize, thesze settings should be zpecified at the report lewvel.

Period Covered: |Use Report Settings =]

|Cuat|:|m —YI Period Covered: [eEE 0]yl B2
Custom <
Current Dray Start Time: |12:00 A End Time: |11:5!§I P

Current Weelk

Current Month b1 Start Date: I End D ate: | Select... |

Frevious Day
FPrevious Weelk Period Covered: DRI RIELELS [~ B3

Frevious Month
Use Repor Settings Stark Time: |1 2:00 Abd End Tinne: I11:59 Fh

If period =Use Report Settings, no date/time fields are displayed; if
period=Custom, the fields on graphic B2 are displayed; for all
other periods, the fields on graphic B3 are displayed.

check to save data retrieved as comma-delimited
file
use combo box to select period covered

button launches data-input dialog
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Analyzer Dialogs: Report (Basic Information)

(For details on the following items, see Putting it into
practice, below)
Use this dialog to enter:

title of report

name of .html file created
report summary
scheduling information

mail recipients (by default, only the Admin receives
a copy of the report)

Title vs Name fields:
The Title appears in two places:

in the tree view, listing created reports
at the top of the report when created as an .html file

The Report Name (plus the .html extension) is the file
created and displayed.

Scheduling options:
The Schedule option selected influences what additional
configuration options are displayed.

Daily

— No additional configuration fields.
Weekly

— Combo box to select the day of the week.

nth Day of month

— Text field in which a comma-delimited list of days
(as integers) must be entered.

One time only

— No additional configuration fields.
Do not run

— No additional configuration fields.
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Analyzer: Report (Basic Information)

Basic Infarmation | [rata Inf-:urmatil:unl Advanced Infl:urmati-:unl

Report Mame: I

Title: |

Summary:

Schedule: [ieekly =] Day: [Sonday 5|
b ail Feport bo; |

report name

report title

report summary

how often to run report (double-click icon for
options)

comma-delimited list of mail recipients

day of the week on which to run report (applies to
Weekly only)

button launches Select Mail Addresses dialog



Options: daily; weekly; monthly; nth day of month; one time only; do not run.
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Analyzer Dialogs: Report (Data Information)

Supplies report with:
list of charts to be included
date and time settings at report level

Selecting charts:
Chart selection must be done via the dialog (launched by
clicking the Select... button.

Chart Titles cannot be filled in by hand.

Override Chart Settings:
The date/time settings used by reports depend, in part,
on the settings specified at the chart level. The possible
combinations are set forth in the table, below.

Please note that, regardless of the settings in the charts
it incorporates, a report cannot be saved without a
specified Period Covered, and both a Start and an End
Time. By this means, reports always have default
settings to which they can revert, if chart-level settings
do not take precedence.

Similarly, charts where the Period Covered is not "Use
Report Settings' cannot be saved if any date/time fields

are left blank.

Report vs Chart settings

Settings used by

Report level Chart level report
"Override..." Any setting Report-level settings
selected
"Override..." Use Report Settings | Report-level settings
deselected
"Override..." Any specified Chart-level settings
deselected Period Covered
(including all

associated settings)




REPORT (DATA INFORMATION)

Analyzer: Report (Data Information)

Sbearead Intoir aizn|

I hars Seke... |

Baszic Infratizn ala nloereasnn

Corzndz Zhanl Sedingy B

Motz |F "Oezmde Zhert Settings i no: coodusd and a crat 2ozs nok specife o e @00 sotihg Foiod
| =w=r=r hedd e et d=hrabiresbo* Dle=ede b Dimlhee e el ol oee be secligs o b-eoepob -
weem LA nodhe fdlleea-g i-Famali-n

Parioz Cowerzd [Previous Voewk =]

Sa.Tne Ha0ZAM EndTi e |11::'3F"l.1

[
tu- =,

T _emda,
wizd-azzay
eyrgdan
Fiizay
U=hade

charts to be included in report

check to override chart settings for day/date and
time ranges

period covered at report level

start/end times for report data to be included
select the days that constitute your work week
button launches Select Charts dialog
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Analyzer Dialogs: Report (Advanced Information)

Use to enter custom settings re:
creation of comma-delimited files for retrieved data
location of statrep.nsf
location of iwstats.nsf
location for storing Analyzer reports

CSYV file size:
The size of CSV files can grow quite large (10s of MBs),
if charts contain large numbers of datapoints. For each
datapoint, a separate record is created, including:

StatisticDate

StatisticName (255-character maximum)
StatisticValue

ServerName (255-character maximum)

A chart with 50,000 datapoints, saved as a CSV file and
imported into Excel, for instance, would generate an *.xIs
file with 50,000 rows.

CSV options:
Yes
— overrides chart-level settings

Comma-delimited files are created for ALL charts for which data
are (successfully) retrieved.

No
— overrides chart-level settings

NO comma-delimited files are created, even if, at the chart level
CSV-file creation is selected.

Chart

— CSV-file creation determined by chart-level
settings.

Example: Report ABC includes Charts 1, 2, and 3. At the chart
level, CSV-file creation is turned on for Chart 3 only.

When Report ABC is run, a CSV file is created for Chart 3, but not
for Charts 1 and 2.

Non-standard locations:
Make entries in fields B-D on the dialog (see following
page) only if the item deviates from the default
name/location.
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Analyzer: Report (Advanced Information)

Easiu:lnh:urmatiu:unl [rata |nfarmatior .ﬁ.dvancedlnfurmatinnl

Create C5Y Files: REEE

Enter values for the following fieldz DMLY iF you want Analyzer bo;
1. Usze a non standard StatFep anddor imStats database.
2 Craate the Repart in a different directany than uzual,

MHaotes Database name: i

Finnacle D atabaze name: |

Fepart Location: |

selection controls creation of comma-delimited
files of retrieved data (yes, no, chart)

enter a database ONLY when it differs from the
default database (and/or location)

enter a database ONLY when it differs from the
default database (and/or location)

enter a location ONLY when it differs from the
default
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Configuring Pinnacle
via Notes 1 O

Most Notes administrators use the Pinnacle
Console to configure IntelliWatch components. A
few, however, prefer to use a Notes client instead.
For this reason, a summary is provided here on
configuring Pinnacle via Notes.

Chapter Contents
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10.1.0.0 OVERVIEW

While not all operations discussed
in the preceding chapters can be
done through a Notes client, the
following procedures can be
performed, and are categorized by
component:
Management Agents
— Triggers
Editing Triggers
Enabling/Disabling Triggers
Creating Triggers
Copying Triggers
Deleting Triggers
— Commands
Editing Commands
Creating Commands
Copying Commands
Deleting Commands

ASW

Adding ASW Hubs

Deleting ASW Hubs
Activate/Deactivate Servers to Monitor

Maintenance Profiles
Creating Maintenance Profiles
Editing Maintenance Profiles
— Action Profiles

Creating Action Profiles
Editing Action Profiles

Pinnacle Performance Manager
Analyzer
Loading products at the admin console

10.2.0.0 MANAGEMENT

AGENTS
10.2.1.0  Triggers
10.2.1.1  Editing Triggers

Editing Triggers is usually a straightforward
procedure, involving modifications to a few
fields (or perhaps only the server list, or a
single parameter).

TO EDIT TRIGGERS:

Open the database containing the
Trigger to be edited by going to File >
Database > Open > [Name of Server
where database resides] > [Name of
IntelliWatch data directory] > [Filename
of MA] via the drop-down menus.

Drill down by category/type and
highlight the Trigger you want to edit.

»

Try searching via the Enabled Triggers
view, or create your own Trigger
categories, with Descriptions that
simplify Trigger searches.

Remember ...

The Description field (when accessing
MAs via a Notes client) is equivalent
to the Names field (when accessing
MAs via the Pinnacle Console).



Click on the 2 Edit Triager oo

button; alternatively, go to Actions > Edit
Trigger via the drop-down menus.

Make any necessary changes to the
Trigger fields.

Save the document by doing one of the
following:

press Escape

— A dialog is displayed asking you if you
want to save your changes (Yes is the
default). The document then closes
without further actions.

click on the @SEVE toolbar button

go to Actions > Save via the drop-down
menus

— Saving documents in either of the last
two ways requires you subsequently to
close them, either by pressing Escape,
by going to File > Close via the
drop-down menus, or by clicking on the

toolbar icon.
—E! Close

10.2.1.2 Enabling/Disabling Triggers
The importance of managing which Triggers
on your system are enabled/disabled should
not be underestimated.

As with any application/process, Trigger
evaluation and execution takes up system
resources. To make the most efficient use of
Monitor Triggers, spend a few extra minutes
when selecting the servers for which
Triggers are to be enabled/disabled.

ENABLING/DISABLING TRIGGERS
323

TO ENABLE/DISABLE TRIGGERS:

Open the database containing the
Trigger(s) to be enabled/disabled by going
to File > Database > Open > [Name of
Server where database resides] > [Name
of IntelliWatch data directory] >
[Filename of MA] via the drop-down
menus.

Drill down by category/type and
highlight the Trigger(s) you want to
enable/disable.

Lo

ﬁ;disab/e Triggers, search using the
Enabled Triggers view.

To enable a Trigger or Triggers,
search using the Disabled Triggers
view.

Enable/disable highlighted Triggers in
one of the following ways:

click on the 4 Enable trigger  (or
Disable) toolbar button.

go to Actions > Enable (or Disable)
Trigger via the drop-down menus.

If you've selected more than one Trigger, use the
menu option Actions > Enable (or Disable)
Selected Triggers.

Open the Trigger document and select the
Enabled (or Disabled) radio button in the
Basic Trigger Information section, then
confirm the action in one of the following
ways:

press Escape

— Adialog is displayed asking you if you
want to save your changes (Yes is the

default). The document then closes
without further actions.
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click on the @ Sa¥E  toolbar button

go to Actions > Save via the drop-down
menus

— Saving documents in either of the last
two ways requires you subsequently to
close them, either by pressing Escape, by
going to File > Close via the drop-down

menus, or by clicking on the
toolbar icon. =1 Close

10.2.1.3  Creating Triggers
The first step is deciding in which database
you want to create a Trigger. The primary
factor is how you choose to organize your
Triggers.

Although the seven default MAs are
organized by areas of Domino functionality,
you can create any Trigger type in any MA.
In other words, you can create a Trigger
governing database corruption in the Core
Server MA, even though there is a separate
Database Corruption MA.

TO CREATE TRIGGERS:

Open the database in which the Trigger
is to be created by going to File > Database
> Open > [Name of Server where
database resides] > [Name of
IntelliWatch data directory] > [Filename
of MA] via the drop-down menus.

At the menu bar, select Create >
Trigger > [Desired Trigger Type, or Other
for more types].

Fill in fields using guidelines set out in
“Chapter 3, Management Agents”,
specifically the sections on “Creating
Triggers” on page 52 and “Trigger Condition
fields” on page 54.

Save the Trigger in one of the following
ways:
press Escape
— A dialog is displayed asking you if you
want to save your changes (Yes is the

default). The document then closes
without further actions.

click on the @ S4%E  toolbar button

go to Actions > Save via the drop-down
menus

— Saving documents in either of the last

two ways requires you subsequently to

close them, either by pressing Escape,

by going to File > Close via the

drop-down menus, or by clicking on the
toolbar icon.

Fg Cloze

10.2.1.4  Copying Triggers
Perhaps the simplest way of creating new
Triggers is to copy pre-existing ones,
whether within the same MA, orinto a
different/new MA.

Copying Triggers is especially useful when
the new Trigger differs from an existing one
in only one or two parameters.

to copy triggers:

Open the database containing the
Trigger(s) to be copied by going to File >
Database > Open > [Name of Server
where database resides] > [Name of
IntelliWatch data directory] > [Filename
of MA] via the drop-down menus.

Select the Trigger(s) to be copied from
the list.

Select Edit > Copy via the drop-down
menus (or use Ctrl-c).

Switch to the new MA database.



Select Edit > Paste (or use Citrl-v).

o

—

—

As soon as you finish copying the
Trigger, change the Name in a way
that makes the purpose of the Trigger
clear.

Remember ...

If you forget to change the Name, no
error occurs, but the Trigger's Name
and function are not in agreement.

10.2.1.5 Deleting Triggers
We suggest disabling Triggers rather than
deleting them, since there is no Undo for
Trigger deletion.

Deleting a Trigger affects only the open MA.
All other MAs that contained the Trigger,
including the MA template, still contain it.
Moreover, subject to how you manage your
MAs, you can restore a deleted Trigger via
Notes replication.

TO DELETE TRIGGERS:

Open the database containing the
Trigger(s) to be deleted by going to File >
Database > Open > [Name of Server
where database resides] > [Name of
IntelliWatch data directory] > [Filename
of MA] via the drop-down menus.

Drill down by Trigger category/type and
highlight the Trigger(s) you want to delete.

Do one of the following to initiate
deletion:

DELETING TRIGGERS

go to Actions > Delete Trigger via the
drop-down menus

click on the toolbar button

[elete Trigger

Proceed by doing one of the following:
press F9

go to View > Refresh via the drop-down
menus

— A confirmation dialog (default Yes) is
displayed before the View is closed.

press Escape

— A confirmation dialog (default Yes) is
displayed after the View is closed.

Confirm deletion by clicking Yes (or
cancel deletion by clicking No).

10.2.2.0

10.2.2.1  Editing Commands
Editing Commands is usually a
straightforward procedure, often involving
modification of a single field.

Commands

TO EDIT COMMANDS:

Open the Command database by going
to File > Database > Open > [Name of
Server where database resides] > [Name
of IntelliwWatch data directory] >
iwemd.nsf via the drop-down menus.

Drill down by type, and highlight the
Command you want to edit.

Click on th gEditSleepEDmmand
ick on the

toolbar button; alternatively, go to Actions
> Edit Command via the drop-down
menus.

Command button labels include the type (here,
IWSleep).
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Make any necessary changes to the
Command fields.

Save the Command in one of the
following ways:

press Escape

— A dialog is displayed asking you if you
want to save your changes (Yes is the
default). The document then closes
without further actions.

click on the @ Sa¥E  toolbar button

go to Actions > Save via the drop-down
menus

— Saving documents in either of the last
two ways requires you subsequently to
close them, either by pressing Escape, by
going to File > Close via the drop-down
menus, or by clicking on the

toolbar icon. [ Close

10.2.2.2 Creating Commands
Before creating a new Command, give some
thought to a Name that is short and unique.

Lo S

—

The Name field is used to populate the
Available Commands list box; the
more descriptive the Name, the
easier it is to select Commands
quickly and accurately.

TO CREATE COMMANDS:

Open the Command database by going

to File > Database > Open > [Name of
Server where database resides] > [Name
of IntelliWatch data directory] >
iwemd.nsf via the drop-down menus.

At the menu bar, select Create >
Command > [Desired Command Type, or
Other for more types].

Fill in fields using guidelines set out in
“Creating Commands” on page 56.

Save the Command in one of the
following ways:

press Escape

— A dialog is displayed asking you if you
want to save your changes (Yes is the
default). The document then closes
without further actions.

click on the @ S4%E  toolbar button

go to Actions > Save via the drop-down
menus
— Saving documents in either of the last
two ways requires you subsequently to
close them, either by pressing Escape,
by going to File > Close via the
drop-down menus, or by clicking on the
toolbar icon.

Fg Cloze

10.2.2.3 Copying Commands
Perhaps the simplest way of creating new
Commands is to copy pre-existing ones.

Commands have many fewer configurable
parameters, so copying them as opposed to
creating them saves you less time than is
the case with Triggers. Nevertheless, there
may be situations when you want to copy
rather than create Commands.

to copy commands:

Open the Command database by going
to File > Database > Open > [Name of
Server where database resides] > [Name
of IntelliWatch data directory] >
iwemd.nsf via the drop-down menus.



Select the Commands(s) to be copied
from the list.

Select Edit > Copy via the drop-down
menus (or use Ctrl-c).

Select Edit > Paste (or use Citrl-v).

Double-click the copy to open it, then

ok on th gEditSleepEDmmand
click on the

toolbar button; alternatively, go to Actions >
Edit [Type] Command via the drop-down
menus.
Command buttons and the relevant Action menu
items the type (here, IWSleep).

Change the Name, and any other
parameters, as per the purpose of the new
Command.

Save the Command in one of the
following ways:

press Escape
— A dialog is displayed asking you if you
want to save your changes (Yes is the

default). The document then closes
without further actions.

click on the @SEVE toolbar button

go to Actions > Save via the drop-down
menus

— Saving documents in either of the last

two ways requires you subsequently to

close them, either by pressing Escape,

by going to File > Close via the

drop-down menus, or by clicking on the
toolbar icon.

T—g Cloze

10.2.2.4 Deleting Commands
We suggest deselecting Commands rather
than deleting them. For three important
reasons:

DELETING COMMANDS

Deleting a Command affects all local MAs
whose Triggers invoke it.

Deleted Commands cannot be restored.

Until you replicate iwemd.nsf, a deleted
Command still exists in copies of the
database residing on other servers. Subject
to how you manage your IntelliWatch
databases, you can restore the Command
via Notes replication.

TO DELETE COMMANDS:

Open the Command database by going
to File > Database > Open > [Name of
Server where database resides] > [Name
of IntelliWatch data directory] >
iwemd.nsf via the drop-down menus.

In the left-hand pane, select the View
corresponding to the type of the Command
you want to delete.

If only the Commands folder is visible, click on it
to see Views by Command type.

In the right-hand pane, select the
Command(s) you want to delete.

Do one of the following to initiate
deletion:

go to Actions > Delete Command via
the drop-down menus

click on the toolbar button
Delete Restart Addin Command

— The label of the Delete button
includes a reference to the Command
type (here Restart Add-in).

Proceed by doing one of the following:
press F9

go to View > Refresh via the drop-down
menus

— A confirmation dialog (default Yes) is
displayed before the View is closed.
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press Escape

— A confirmation dialog (default Yes) is
displayed after the View is closed.

Confirm deletion by clicking Yes (or
cancel deletion by clicking No).

10.2.3.0  Creating New MAs via
Notes Client

IntelliWatch Monitor provides predefined

MAs that should meet the needs of the

majority of Notes administrators. We
recognize, however, that your Notes
management needs may best be served by

creating additional MAs.

Using the templates provided, creating new
MAs is quick and easy.

TO CREATE NEW MAS:

From the Notes Console, select File >
Database > New. This displays the New
Database dialog.

Enter or select the following information
at the dialog:

server where custom MA resides

If necessary, click button to expand list.
title (Name) for custom MA
filename for custom MA

encryption and size limit settings, if
desired

to enhance Trigger searches, select
Create a full-text index for searching

in template list box, select Intelliwatch MA
Template

All Intelliwatch MAs are based on this
template.

select Template Server button only if
template doesn’t reside on server where
MA is being created
If you are unfamiliar with these settings,
please consult your Notes Client
documentation.

Click Ok.

opens newly created MA, and displays
About [MA Name] screen

The new MA does not contain any
Triggers! You must either create them
in the new MA, or paste them in from
another Management Agent.

As with the predefined MAs, all currently
existing Commands (in iwcmd.nsf) are
available in Triggers of the new MA (in the
three Then Take These Actions On The...
Occurrence sections).

You can now create Triggers in the new MA.
However, IntelliWatch Monitor does not yet
evaluate those Triggers. To make the new
MA ‘visible’ to Monitor (and to the Pinnacle
Console), you must take the following
additional steps at the Pinnacle Console.

Click on the % toolbar button;
alternatively, select Solutions > Parameter
Configuration via the drop-down menus.

This displays the IntelliWatch Configuration Tool
screen.

Select the name of the target system
using the combo box at the upper left of the
Console.

Click on the @ toolbar icon.



In the left-hand pane, open the Monitor
folder.

In the left-hand pane, select the value
IWAgent.

In the right-hand pane, select the
parameter MA Database List and click on
the E‘r’ toolbar icon (or double-click the
parameter).

In the top field of the pop-up dialog,
enter a comma-delimited list of all MAs
whose Triggers you want Monitor to
evaluate

In the bottom field of the dialog, type in a
comma-delimited list of the servers on
which you want the change made.
Alternatively, use the Lookup button to
launch a Select Servers dialog.

The MA Database List parameter will
be modified in the iwparam.nsf of all
servers in the list.

Iwagent refers to the MA Database
List values to determine which
Triggers should be evaluated. The
Triggers in any MAs not in this list are
not evaluated—even if they are
enabled.
Click OK.
Stop and restart iwagent on the
affected server(s) to read in the edited list of
MAs immediately.

10.2.3.1 May | also create a custom
Command database?

Yes. However, your new Command database
must also be named iwemd.nsf. Changing
the name of the database causes a File Not
Found error when the Pinnacle Console tries

to connect to it.

MAY | ALSO CREATE A CUSTOM COMMAND
DATABASE?

10.3.0.0 ASW

All configuration of Advanced ServerWatch
via a Notes client is done in the iwasw.nsf
database, located in the same folder as the
IntelliWatch MAs.

10.3.1.0  ASW Hubs

10.3.1.1  Adding ASW Hubs
There are two fundamental differences
between setting up ASW Hubs via the
Pinnacle Console versus via a Notes client:

via the Pinnacle Console

— ASW Hubs created via the Pinnacle
Console are displayed automatically.

— Until the Hub is assigned servers, no
monitoring is taking place.

For each server assigned to the Hub, a
corresponding server document is created in
that Hub’s copy of iwasw.nsf.

Via a Notes client

— ASW Hubs created via Notes are not
automatically displayed at the Pinnacle
Console. You must first do one of the
following:

— Add them via the normal method at the
Console.

— Add them to the Pinnacle.ini file under
[ASW_GUI], using the syntax:

Hub_Servers=[Server/Domain]~[Server/
Domain]~[IP address]

— As soon as the first server document
is created in a Hub’s iwasw.nsf,
monitoring is taking place.
The following procedure, “to add an ASW
Hub”, might therefore better be termed
“initiating monitoring by ASW”. Why is that?
Because, broadly speaking, monitoring is
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initiated only when the first server document
is created in that Hub’s iwasw.nsf. As soon
as that database contains one server
document, the ASW add-in task running on
the system is monitoring. As additional
server documents are created, all that
changes is the number of servers being
monitored.

TO ADD AN ASW HUB:
Open the Advanced ServerWatch
database by either:
double-clicking the workspace icon

going to File > Database > Open >
[Name of Server where database
resides] > [Name of IntelliWatch data
directory] > iwasw.nsf.

Open a server document in one of three
ways:

| Create Semver

click the toolbar button

go to Create > Server via the drop-down
menus

go to Actions > Create Server via the
drop-down menus

Fill in the first of the following two fields:
Server:

— Enter one server only. Each server
reporting to a given Hub requires its own
document.

Network Status (cannot be edited):

— Populated and updated by the ASW
Hub (at the user-specified ASW
monitoring frequency).

Save the document, in one of two ways:

press Escape and click the Yes button (the
default)

go to File > Save via the drop-down
menus

Continue to add documents in this way,
changing the name of the Monitoring Server
whenever you want to create a new Hub.

New server documents become active
at the next ASW monitoring cycle.

10.3.1.2 Deleting ASW Hubs

TO DELETE ASW HUBS:

Open the Advanced ServerWatch
database by either:

double-clicking the workspace icon

going to File > Database > Open >
[Name of Server where database
resides] > [Name of IntelliWatch data
directory] > iwasw.nsf.

Select all server documents in the ASW
database on a given Hub, and delete them
by going to Edit > Cut via the drop-down
menus; alternatively, select the documents,
then press F9 (or View > Refresh via the
drop-down menus), and confirm the
deletion at the following dialog.

Remember ...

Changes must be made in the
iwasw.nsf on the Hub server itself.

10.3.2.0
10.3.2.1

Managed Servers

Activate/Deactivate Servers to
Monitor

With Pinnacle 99, each server documentin
the database contained a pair of radio



buttons that allowed users to
activate/deactivate servers for monitoring.

This functionality has been simplified in
Pinnacle Enterprise. If a server document
exists in the Hub’s iwasw.nsf database, that
server is monitored by the local instance of
ASW. If no server document is present, the
server is not monitored.

TO ACTIVATE A SERVER FOR MONITORING:

Open the Advanced ServerWatch
database by either:

double-clicking the workspace icon

going to File > Database > Open >
[Name of Server where database
resides] > [Name of IntelliWatch data
directory] > iwasw.nsf.

Create a server document for the server
the local instance of ASW is to monitor.
Save the document, in one of two ways:

press Escape and click the Yes button (the
default)

go to File > Save via the drop-down
menus

(Your changes take effect at the next ASW
monitoring cycle.)

TO DEACTIVATE A SERVER FOR MONITORING:

Open the Advanced ServerWatch
database by either:

double-clicking the workspace icon

going to File > Database > Open >
[Name of Server where database
resides] > [Name of IntelliWatch data
directory] > iwasw.nsf.

Click on the Server List View in the
left-hand pane.

Select the server document to be
deleted, then:

10.3.3.1

MAINTENANCE PROFILES

go to Edit > Cut via the drop-down menus

Er
107
(@)
Be aware that this deletion method
does not require confirmation.
press the Delete button, followed by:
— Escape, or
- F9

In either case, confirm the deletion by clicking
the Yes button (the default)

10.3.3.0 Maintenance Profiles
This section discusses the creation and
editing of Maintenance Profiles via a Notes
client. For more details, see under
“Maintenance and Action Profiles” on page
174.

Creating Maintenance Profiles
Editing Maintenance Profiles

Creating Maintenance Profiles
Maintenance Profiles are used to
temporarily turn off ASW monitoring, so that
a server down for maintenance does not
generate alerts.

Maintenance Profiles offer four scheduling
options: Daily, Weekly, Monthly, and Day of
Month. Document fields vary slightly from
one to the other.
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Daily is the most straightforward of the
three, since it does not require the
specification of a day of the week or
month.

Selecting Weekly brings up a collection of
check boxes, one for each day of the
week.

Monthly brings up a field that takes a
numerical value, based on the day of the
month (that is, a date) on which to activate
the Profile.

Enter it manually, or click on the arrow of the
combo box to select from a list

Day of Month has check boxes for both
the days of the week and the weeks of the
month.

To activate a Maintenance Profile for the
second and last Fridays of every month,
select Friday in the upper group of
checkboxes, and 2nd and Last in the
lower group.

The following example assumes Weekly
maintenance, to take place from
10:00-11:30pm on Fridays.

TO CREATE MAINTENANCE PROFILES:

Open the Advanced ServerWatch
database by either:

double-clicking the workspace icon, or

going to File > Database > Open >
[Name of Server where database
resides] > [Name of IntelliWatch data
directory] > iwasw.nsf.

Go to Create > Maintenance Profile via
the drop-down menus. This opens a new
Maintenance Profile document.

Enter a Profile Name that’s short,
unique, and meaningful.

Populate the Server Group field using
the drop-down, or filling in groups/servers in
by hand.

Multiple entries put in by hand should be
comma-delimited.

Check Friday in the Day(s) of the Week
field.
Enter 22:00 as the Down at time.

A 24-hour clock is assumed, unless you add AM
or PM.

Enter 90 in the Duration field (value in
minutes).
Save the document, in one of two ways:

press Escape and click the Yes button (the
default)

go to File > Save via the drop-down
menus

New Maintenance Profiles take effect
as of the next ASW monitoring cycle,
or when the scheduled Maintenance
cycle begins, whichever is later.

10.3.3.2  Editing Maintenance Profiles
Once you set up the Maintenance Profiles
required for your environment, most cases of
adding servers, or of changing Maintenance
parameters, can be handled by editing an
existing Maintenance Profile, rather than
creating a new one.

TO EDIT MAINTENANCE PROFILES:

Open the Advanced ServerWatch
database by either:



double-clicking the workspace icon, or

going to File > Database > Open >
[Name of Server where database
resides] > [Name of IntelliWatch data
directory] > iwasw.nsf.

In the left-hand pane, expand Profiles,
then select Maintenance Profiles, to display
available documents.

Double-click the Profile to be edited, or
go to File > Open via the drop-down
menus.

Make the desired changes.

Save the document, in one of two ways:

press Escape and click the Yes button (the
default)

go to File > Save via the drop-down
menus

10.3.4.0 Action Profiles
This section discusses the creation and
editing of Action Profiles via a Notes client.
For more details on Action Profiles, see
under “Maintenance and Action Profiles” on
page 174.

Creating Action Profiles
Editing Action Profiles

10.3.4.1  Creating Action Profiles
Action Profiles allow you to tailor
Notification options to the needs of a given
Hub or set of monitored servers. In addition,
using Start Program Commands, other
programs/batch files can be launched to
allow ASW’s response to be customized to
fit the needs of the environment.

While most Action Profile fields are
self-explanatory, the following fields bear a
few additional comments:

ACTION PROFILES
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Number of retries

The number of times you want ASW to
re-attempt the connection before
deciding the server is down. If retries is
set to zero, ASW executes the selected
actions upon the first failed monitoring
attempt.

Treat BUSY as responding

When ASW pings a server, it receives
one of four responses:

RESPONDING
NOT_RESPONDING
BUSY
RESTRICTED.

The Treat BUSY as responding option
concerns the last two of these: BUSY
and RESTRICTED.

If this option is set to True, BUSY and
RESTRICTED are treated the same as
RESPONDING, that is, no actions are
taken.

If the option is set to False, BUSY and
RESTRICTED are treated the same as
NOT_RESPONDING, that is, actions are
taken.

Start Program

Selecting this option activates an
additional field, where you enter the
name of a Program or Batch File you
want to run whenever actions are taken
by ASW.

10.3.4.2  Practical example
Assumptions:
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employ all notification methods except NT
Event Log

have ASW make one additional attempt
before taking actions

do not Treat BUSY as Responding

run batch file custom.bat whenever
actions are taken

send e-mail notification to one additional
address, Notes_help @ company.com

If e-mail notification is selected, a
message is automatically sent to the
Notes Admin specified during Setup.

TO CREATE ACTION PROFILES:

Open the Advanced ServerWatch
database by either:

double-clicking the workspace icon, or

going to File > Database > Open >
[Name of Server where database
resides] > [Name of IntelliWatch data
directory] > iwasw.nsf.

Go to Create > Action Profile via the
drop-down menus.

This opens a new Action Profile document.

Enter a Profile Name that’s short, unique
and meaningful.

Populate the Server Group field using
the drop-down, or filling in groups/servers in
by hand.

Multiple entries put in by hand should be
comma-delimited.

Set the Number of Retries to one (1).

Set the Treat BUSY as Responding
option to False.

Select all Actions except NT Event Log.

Enter Notes_help @ company.com in the
E-mail Address List.

Enter custom.bat in the Program to Run
field.

Save the document, in one of two ways:

press Escape and click the Yes button (the
default)

go to File > Save via the drop-down
menus

10.3.4.3  Editing Action Profiles

TO EDIT ACTION PROFILES:

Open the Advanced ServerWatch
database by either:

double-clicking the workspace icon, or

going to File > Database > Open >
[Name of Server where database
resides] > [Name of IntelliWatch data
directory] > iwasw.nsf.

In the left-hand pane, expand Profiles,
then select Action Profiles, to display
available documents.

Double-click the Profile to be edited, or
go to File > Open via the drop-down
menus.

Make the desired changes.

Save the document, in one of two ways:

press Escape and click the Yes button (the
default)

go to File > Save via the drop-down
menus

Newly created Action Profiles take
effect as of the next ASW monitoring
cycle. The same is true of changes
made to existing profiles.

10.4.0.0 PM
10.4.1.0 Statistics

All configuration of Pinnacle Performance
Manager via a Notes client is done in the



iwpmstat.nsf database, located in the same
folder as the IntelliWatch MAs.

The following operations can be performed
at via the iwpmstat.nsf database:

Creating Statistic Definitions
Editing Statistic Definitions
Deleting Statistic Definitions

10.4.1.1  Creating Statistic Definitions
The configuration parameters for PM
statistics can vary considerably by type,
making it overly complicated to produce a
set of procedures that covers all statistics.
Nevertheless, there are basic steps common
to all types, and they will be set out here,
using as an example the Mail.Domain type.

TO CREATE A PM STATISTIC DEFINITION:

Open the IntelliWatch statistic database
by going to File > Database > Open >
[Name of Server where database
resides] > [Name of IntelliWatch data
directory] > iwpmstat.nsf via the
drop-down menus.

Go to Create > Statistic > Mail Domain
via the drop-down menus; alternatively, go
to the Statistics by Type folder in the
left-hand pane, and click on the Malil
Domain View.

A toolbar button is now displayed that allows you
to create a statistic of this type.

If necessary, expand the Basic Statistic
Information section by clicking on the green
arrow to the left.

Give the statistic a unique Name, ideally,
combining concision with a clear indication
of the statistic’s purpose in your
environment.

CREATING STATISTIC DEFINITIONS

In this example, you might call it Mail. All.Org to
generate data for all domains with the.org
suffix.

Remember ...

The Name is what PM assigns to the
generated data, and what Analyzer
must subsequently use to retrieve it.

Give the statistic a description that
complements the information provided by
the Name.

If necessary, expand the Statistic
Collection Information section by clicking on
the green arrow to the left.

Select the servers/groups for which to
generate data, or leave blank for all.

Select the True radio button to make
generated data available to Analyzer, or
False if data need not be collected for
reporting purposes.

Select the True radio button to make
generated data available for in-memory
monitoring by Triggers, or False if the
statistic data need not be available for that
purpose.

In this example, you might want to use Analyzer
to report on the data, but may not need to
have the statistic monitored by IntelliWatch
Triggers.

Select the radio button for the applicable
Notes version(s).

If necessary, expand the Details section
by clicking on the green arrow to the left.

Enter the org suffix for which this
statistic is to generate data.

Save the document by doing one of the
following:

press Escape

— Adialog is displayed asking you if you
want to save your changes (Yes is the
default). The document then closes
without further actions.
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click on the @ Sa¥E  toolbar button

go to Actions > Save via the drop-down
menus

— Saving documents in either of the last
two ways requires you subsequently to
close them, either by pressing Escape, by
going to File > Close via the drop-down
menus, or by clicking on the

toolbar icon. [ Close

10.4.1.2  Editing Statistic Definitions
The statistic that will be edited in this
example is Mail.Incoming.Exceeds.OneHour
(of the Mail.Incoming. Delivery type).

You want to change the statistic’s time
interval from one hour to thirty minutes.

TO EDIT A PM STATISTIC DEFINITION:

Open the IntelliWatch statistic database
by going to File > Database > Open >
[Name of Server where database resides]
> [Name of IntelliWatch data directory] >
iwpmstat.nsf via the drop-down menus.

Go to the Statistics by Type folder in the
left-hand pane, and click on the Mail
Incoming Delivery View.

In the right-hand pane, select the
statistic to be modified, and click on the
toolbar button to put it into edit mode;
alternatively, go to Actions > Edit Statistic
via the drop-down menus.

Several steps from the Statistic Creation
procedure are skipped here, since only two
fields are going to be changed: the Name (to
reflect the new time interval) and the interval
itself.

If necessary, expand the Basic Statistic
Information section by clicking on the green
arrow to the left.

Modify the suffix of the statistic name to
.HalfHour.

If necessary, expand the Details section
by clicking on the green arrow to the left.

Change the Time Over (minutes)
parameter from 60 to 30.

Save the document by doing one of the
following:

press Escape

— A dialog is displayed asking you if you
want to save your changes (Yes is the
default). The document then closes
without further actions.

click on the @ S4%E  toolbar button

go to Actions > Save via the drop-down
menus

— Saving documents in either of the last
two ways requires you subsequently to
close them, either by pressing Escape,
by going to File > Close via the
drop-down menus, or by clicking on the

toolbar icon.
|='—E+! Cloge

10.4.1.3 Deleting Statistic Definitions
All deletions follow the same steps. The
statistic that will be deleted in this example is
of the Difference type.

TO DELETE A PM STATISTIC DEFINITION:

Open the IntelliWatch statistic database
by going to File > Database > Open >
[Name of Server where database
resides] > [Name of IntelliWatch data
directory] > iwpmstat.nsf via the
drop-down menus.

Go to the Statistics by Type folder in the
left-hand pane, and click on the Difference
View.



In the right-hand pane, select the
statistic(s) to be deleted, then do one of the
following:

click on the Delete Statistic toolbar icon

go to Actions > Delete Statistic via the
drop-down menus

press the Delete key
The statistic is now marked for deletion.
Complete the deletion procedure by
doing one of the following:
press Escape
press F9
exit the Notes client

— In all cases, a dialog is displayed
asking you if you want to delete the
selected statistic(s). Clicking on Yes (the
default) completes the deletion.

10.4.1.4  Configuration details by type
More information on configuring individual
statistic types is available in “Chapter 5,
Performance Manager” on pages 216 to
247.

10.5.0.0 ANALYZER
10.5.1.0 Getting started

As discussed in “Chapter 9, Analyzer”,
effective report creation begins at the
statistic level.

Simply put, chart and report generation
cannot succeed unless all of the following
conditions are fulfilled:

location of data

— Statistics to be reported on must
reside on the system running Analyzer
Server (in iwstats.nsf and statrep.nsf).

CONFIGURATION DETAILS BY TYPE

Pinnacle Enterprise’s Analyzer does not
retrieve statistics from databases on other
systems.

statistic Names/Titles

— Analyzer statistic Names must
correspond exactly with the PM/Notes
statistic they are intended to retrieve.

— Statistic Titles (specific to Analyzer),
on the other hand, need not correspond
to the PM name.

MyStat. Test could serve as the Title for the
statistic named Disk.D.Free, for example. As
long as the statistic collected using PM also
has the Name Disk.D.Free, data retrieval will
succeed (assuming all other conditions are
met).

source server(s)
— The relevant statistics must have been
collected for the specified server(s).

If data is present for Srvr1, but not Srvr2,
chart creation will fail if only the latter server is
specified.

date/time
— The relevant statistics must have been

collected for the specified
date(s)/time(s).

If statistics have been collected for the
specified servers for the Current Week, but
not the Previous Week, chart creation will fail
if the latter period is specified.

10.5.2.0 Statistics

The following operations can be performed
via the analyzer.nsf database:
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Creating Statistic Definitions
Editing Statistic Definitions
Deleting Statistic Definitions

10.5.2.1  Creating Statistic Definitions
All Analyzer statistic definitions are created
using the same procedure.

TO CREATE AN ANALYZER STATISTIC DEFINITION:

Open the Analyzer database by going to
File > Database > Open > [Name of
Server where database resides] > [Name
of IntelliWatch data directory] >
analyzer.nsf via the drop-down menus.

Go to Create > Statistic via the
drop-down menus.

Give the statistic a unique Title, ideally,
combining concision with a clear indication
of the statistic’s purpose in your
environment.

A Title such as AllSvrs.DskC.Free might be
useful, for example.

Remember ...

The Title need not correspond in any
way to the statistic Name in either
Analyzer or PM.

Enter the Name of the Pinnacle/Notes
statistic to associate with this Analyzer
definition.

Select the servers/groups for which to
retrieve data, or leave blank for all.

Using the combo box, select the source
database.

Pinnacle statistic=iwstats.nsf; Notes
statistic=statrep.nsf.

Save the statistic definition by doing one
of the following:

press Escape

— A dialog is displayed asking you if you
want to save your changes (Yes is the
default). The document then closes
without further actions.

click on the @ S8¥E  toolbar button

go to Actions > Save via the drop-down
menus

— Saving documents in either of the last
two ways requires you subsequently to
close them, either by pressing Escape,
by going to File > Close via the
drop-down menus, or by clicking on the

toolbar icon.
|='—E+! Close

10.5.2.2  Editing Statistic Definitions
Editing procedures are identical for all
Analyzer statistic definitions.

TO EDIT AN ANALYZER STATISTIC DEFINITION:

Open the Analyzer database by going to
File > Database > Open > [Name of
Server where database resides] > [Name
of IntelliWatch data directory] >
analyzer.nsf via the drop-down menus.

In the left-hand pane, click on the
Statistics View.

In the right-hand pane, select the
statistic definition to be edited.

Put the statistic definition into edit mode
by doing one of the following:

double-click the statistic, then click on the
Edit toolbar button

go to Actions > Edit Document via the
drop-down menus

Make the desired modifications to the
statistic definition.



Save the statistic definition by doing one
of the following:

press Escape

— A dialog is displayed asking you if you
want to save your changes (Yes is the
default). The document then closes
without further actions.

click on the @SEVE toolbar button

go to Actions > Save via the drop-down
menus

— Saving documents in either of the last
two ways requires you subsequently to
close them, either by pressing Escape,
by going to File > Close via the
drop-down menus, or by clicking on the

toolbar icon.
—E! Close

10.5.2.3 Deleting Statistic Definitions
All deletions of Analyzer statistic definitions
follow the same steps.

TO DELETE AN ANALYZER STATISTIC DEFINITION:

Open the Analyzer database by going to
File > Database > Open > [Name of
Server where database resides] > [Name
of IntelliWatch data directory] >
analyzer.nsf via the drop-down menus.

In the left-hand pane, click on the
Statistics View.

In the right-hand pane, select the
statistic(s) to be deleted, then press the
Delete key.

The statistic is now marked for deletion.

Complete the deletion procedure by
doing one of the following:

DELETING STATISTIC DEFINITIONS
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press Escape
press F9
exit the Notes client

— In all cases, a dialog is displayed
asking you if you want to delete the
selected statistic(s). Clicking on Yes (the
default) completes the deletion.

10.5.2.4  Configuration details by type
More information on configuring individual
statistic definitions is available in “Chapter 9,
Analyzer”under “Defining Statistics” on
page 295.

10.5.3.0 Charts
Creating Charts
Editing Charts
Deleting Charts

10.5.3.1  Creating Charts
All Analyzer charts are created using the
same procedure.

TO CREATE AN ANALYZER CHART:

Open the Analyzer database by going to
File > Database > Open > [Name of
Server where database resides] > [Name
of IntelliWatch data directory] >
analyzer.nsf via the drop-down menus.

Go to Create > Chart via the drop-down
menus.

Give the chart a unique Title, ideally,
combining concision with a clear indication
of the chart’s purpose.

The Title appears in two places: 1) in the tree
view, listing created charts; 2) at the top of the
chart when created as a .gif file.

Enter the Name of the Pinnacle/Notes
chart.
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The Chart Name (plus the .gif extension) is the
file created and displayed by the report.

Fill in the remaining chart fields. Refer,
as necessary, to “Chapter 9, Analyzer’,
specifically to section 9.4.2.0 on page 296,
as well the dialog-usage instructions on
pages 306 to 313.

Save the chart by doing one of the
following:

press Escape

— A dialog is displayed asking you if you
want to save your changes (Yes is the
default). The document then closes
without further actions.

click on the @ Sa¥E  toolbar button

go to Actions > Save via the drop-down
menus

— Saving documents in either of the last
two ways requires you subsequently to
close them, either by pressing Escape, by
going to File > Close via the drop-down
menus, or by clicking on the _

toolbar icon. [ Close

10.5.3.2  Editing Charts
Editing procedures are identical for all
Analyzer charts.

TO EDIT AN ANALYZER CHART:

Open the Analyzer database by going to
File > Database > Open > [Name of
Server where database resides] > [Name
of IntelliWatch data directory] >
analyzer.nsf via the drop-down menus.

In the left-hand pane, click on the Charts
View.

In the right-hand pane, select the chart
to be edited.

Put the chart into edit mode by doing
one of the following:

double-click the chart, then click on the
Edit toolbar button

go to Actions > Edit Document via the
drop-down menus

Make the desired modifications to the
chart.

Save the chart by doing one of the
following:

press Escape

— A dialog is displayed asking you if you
want to save your changes (Yes is the
default). The document then closes
without further actions.

click on the @ S4¥E  toolbar button

go to Actions > Save via the drop-down
menus

— Saving documents in either of the last
two ways requires you subsequently to
close them, either by pressing Escape,
by going to File > Close via the
drop-down menus, or by clicking on the

toolbar icon.
|='—E+! Close

10.5.3.3 Deleting Charts
All deletions of Analyzer charts follow the
same steps.

TO DELETE AN ANALYZER CHART:

Open the Analyzer database by going to
File > Database > Open > [Name of
Server where database resides] > [Name
of IntelliWatch data directory] >
analyzer.nsf via the drop-down menus.

In the left-hand pane, click on the Charts
View.



In the right-hand pane, select the
chart(s) to be deleted.

In the right-hand pane, select the
chart(s) to be deleted, then press the Delete
key.

The chart is now marked for deletion.

Complete the deletion procedure by
doing one of the following:

press Escape
press F9
exit the Notes client

— In all cases, a dialog is displayed
asking you if you want to delete the
selected chart(s). Clicking on Yes (the
default) completes the deletion.

10.5.4.0

10.5.4.1  Creating Reports
All Analyzer reports are created using the
same procedure.

Reports

TO CREATE AN ANALYZER REPORT:

Open the Analyzer database by going to
File > Database > Open > [Name of
Server where database resides] > [Name
of IntelliWatch data directory] >
analyzer.nsf via the drop-down menus.

Go to Create > Report via the
drop-down menus.

Give the report a unique Title, ideally,
combining concision with a clear indication
of the report’s purpose.

The Title appears in two places: 1) in the tree
view, listing created reports; 2) at the top of the
report when created as an .html file

Enter the Name of the Pinnacle/Notes
report.

REPORTS

The Report Name (plus the .html extension) is
the file created and displayed.

Fill in the remaining report fields. Refer,
as necessary, to “Chapter 9, Analyzer’,
specifically to section 9.4.4.0 on page 299,
as well the dialog-usage instructions on
pages 314 to 319.

Save the report by doing one of the
following:

press Escape

— Adialog is displayed asking you if you
want to save your changes (Yes is the
default). The document then closes
without further actions.

click on the @ S4%E  toolbar button

go to Actions > Save via the drop-down
menus

— Saving documents in either of the last
two ways requires you subsequently to
close them, either by pressing Escape,
by going to File > Close via the
drop-down menus, or by clicking on the

toolbar icon.
|='—E+! Cloge

10.5.4.2  Editing Reports
Editing procedures are identical for all
Analyzer reports.

TO EDIT AN ANALYZER REPORT:

Open the Analyzer database by going to
File > Database > Open > [Name of
Server where database resides] > [Name
of IntelliWatch data directory] >
analyzer.nsf via the drop-down menus.

In the left-hand pane, click on the
Reports View.

In the right-hand pane, select the report
to be edited.
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Put the report into edit mode by doing
one of the following:

double-click the report, then click on the
Edit toolbar button

go to Actions > Edit Document via the
drop-down menus

Make the desired modifications to the
report.

Save the report by doing one of the
following:

press Escape

— A dialog is displayed asking you if you
want to save your changes (Yes is the
default). The document then closes
without further actions.

click on the @ Sa¥E  toolbar button

go to Actions > Save via the drop-down
menus

— Saving documents in either of the last
two ways requires you subsequently to
close them, either by pressing Escape, by
going to File > Close via the drop-down
menus, or by clicking on the

toolbar icon. [ Close

10.5.4.3 Deleting Reports
All deletions of Analyzer reports follow the
same steps.

TO DELETE AN ANALYZER REPORT:

Open the Analyzer database by going to
File > Database > Open > [Name of
Server where database resides] > [Name
of IntelliWatch data directory] >
analyzer.nsf via the drop-down menus.

In the left-hand pane, click on the
Reports View.

In the right-hand pane, select the
report(s) to be deleted.

In the right-hand pane, select the
report(s) to be deleted, then press the
Delete key.

The report is now marked for deletion.
Complete the deletion procedure by
doing one of the following:
press Escape
press F9
exit the Notes client

— In all cases, a dialog is displayed
asking you if you want to delete the
selected report(s). Clicking on Yes (the
default) completes the deletion.

10.6.0.0 LOADING PRODUCTS
AT THE ADMIN
CONSOLE

The following procedure assumes you have
all necessary rights to issue remote server
commands on the machines concerned. If
you follow these steps but encounter
connection errors, please consult with the
manager of your Notes team to obtain the
required access privileges.

TO LOAD PRODUCTS:

Go to File > Tools > Server
Administration via the drop-down menus.

Fill in the Choose a server to administer
field.

Click on the Console button, which
brings up a Remote Server Console.

Select Live console if you want to see
server activity in real time.

Enter the desired Command in the
Server console command text box.
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Don't forget to use “load”, “tell”, and so
on, as required by the Command. For
example, to stop iwagent, type in tell
iwagent q[uit].

6 Click the Send button.
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Console Utilities 1 1

Monitor Enterprise offers you several custom utilities
that are accessed via the Pinnacle Console. These
utilities do everything from remotely configuring your
servers to sending SNMP traps.

Chapter Contents
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11.1.0.0 PARAMETER CONFIGURATION
UTiLITY

11.1.1.0 Overview
On NT, local IntelliWatch settings are stored in the registry
database.
On UNIX, these settings are found in a number of .ini files.
Which files are present depends on the components installed.
They include:

iwasw.ini (Advanced ServerWatch)

iwanlyzr.ini (Analyzer)

iwmon.ini (Monitor)

iwpinn.ini (general settings)
iwperfmn.ini (Performance Manager)
iwtracer.ini (Tracer)

The Parameter Configuration Utility provides administrators
more convenient remote access to these settings.

Using the Parameter Configuration Utility instead of accessing
settings directly in their repository offers administrators
another advantage: it’s impossible to inadvertently change the
configuration of other programs, since access is granted to
IntelliWatch settings only.

JEHe View Solutions Help

[senver FietTestieliwatn

ELdE IEER

| Name alue

B | Pinnacle

i) " | Maritor

B _\| Performance Manager

i ) Cumert state

Ny Tracer

Client Tracer

Cument State

Detault
hwork,

Server Tracer

; Socket Interface
B | Analyzer

11.1.2.0 Using the

Configuration
Utility
Click on the % Parameter
Configuration toolbar icon.
This brings up the interface
displayed below.
Use the combo box at the

upper left to select the server.
With the correct server

specified, click on the g icon
(to the right of the combo box).

This brings up a list of folders for
installed components.

Access settings for
components you want to
configure by clicking on the +
next to the folder. If there are
sub folders, keep clicking the +'s
until you see a list of current
settings.

In the left-hand pane, select
the parameter whose value is to
be changed.

A value table is displayed in the
right-hand pane (see the figure
above, where the Network timeout
parameter is currently selected).

In the right-hand pane, click
on the parameter whose value is
to be changed.

The background of the parameter

changes from white to blue, and
the edit icon is activated.



The parameter is not yet editable. To
launch the Edit Parameter dialog,
proceed with the following Step.

To change the parameter’s value, click

onthe [F icon; alternatively, double-click
the parameter in the right-hand pane of the
Console.

An Edit Parameter dialog is displayed, allowing
you to enter a new value/values. For details,
see “Chapter 11, Edit Parameter dialogs”,
below.

Enter the new value(s) and click OK.

11.1.3.0 Edit Parameter dialogs
The dialog displayed differs according to the
setting being changed.

For settings such as the boolean Show Server
List[?], the dialog in Figure 11-1is displayed. A
single value is required (here, true or false).
FIGURE 11-1: Edit Parameter dialog 1

Edit Parameter: Show Server List x|

Explanation: Mo description available

W alue:
Ok I Cancel |

For a parameter like that governing the sender
of Pinnacle e-mail messages, a dialog with two
fields is displayed. Both the sender, and the
server(s) on which that parameter should be set,
are available for editing in Figure 11-2.

EDIT PARAMETER DIALOGS
347

FIGURE 11-2: Edit Parameter dialog 2

MEdit Parameter: Send From

'
Explanation: The name of the individual sending the Maotes mail
meszage.
Full Hame

Walue: |

Enter "Local' to set it to the server that the value was loaded
from or enter a comma delimited list of servers and/or server
groups to set it on (Mote: Thiz actually sets it for the specified

servers in iwParams). Enter # for all.

Server |LD cal

Ok | Cancel

There are three options for the server field:
Local

— The Mail parameter is changed only in
the iwparam.nsf of the server from
which the value was loaded.

Comma-delimited list

— The Mailvalue is changed in the
iwparam.nsf of all listed servers.

Wildcard ()

— The Mailvalue is changed in the
iwparam.nsf of all known servers.

11.1.4.0 When Changes Take

Effect

Configuration changes take effect the next time
those settings are read by the relevant
IntelliWatch component. If settings for Monitor
(IWAGENT) or Advanced ServerWatch
(IWASW) Add-in tasks are changed, they must
be stopped and restarted before changes take
effect. This can be done via the Notes Admin
client (File > Tools > Server Administration >
Console > etc.).
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11.2.0.0 INTELLIWATCH PAGING

11.2.1.0 Overview

IntelliWatch Paging (which is handled by the Message Center
Gateway) adds a powerful notification feature to Monitor. As
with SNMP messaging, it allows you to be notified of a Notes
crash with no Notes dependencies.

Although the Message Center Gateway runs on
both AIX and NT, IntelliWatch Paging is available
only via a Gateway running on NT. However, as
long as the Gateway is running on NT, pages can
be sent from all platforms, either as a Command
invoked by a Trigger, or as a commanad-line utility.

IntelliWatch Paging handles requests sent to the Message
Center Gateway from the following Monitor components:
Triggers and Commands

Advanced ServerWatch
Send Page Utility (see interface, below left)
Command-line Paging Utility

IEiIe Yigw Solutions  Help

E®H Y8 a

r3end SHMP Trap or Pag

[ the: page is sent by A% or a Trigaer. any message inchuded here wil be appended to the natification sent by the
application.

Send

& Pager

 SNMP

rFiemote Fecycle

Chile/0sprey
China/Dsprey
China2/0sprey
Iraq/Ospiey
Ireland/Dsprey
Maine/0sprep
epal/Ozprey
Fome/Osprey
Tanzania/Osprey

Fecycle

11.2.2.0 System

Requirements
Windows NT 4.0 workstation
or server

modem (connected to a
landline)

TCP/IP network connection

11.2.3.0 Modem Speed

Modem speed is not critical, since
pager messages are relatively short
and do not take long to transmit. Far
more important is modem quality
and reliability.

11.2.4.0 Supported
Paging
Protocols

TAP (Telocator Alphanumeric

Protocol)

SMS (Short Messaging
Service). This European
protocol routes messages to
mobile phones which are
capable of receiving them.

Remember ...

Check with your paging
service to see what
protocols they support, and
to obtain the dialup
numbers for data-paging
transmissions.



Does IntelliWatch
Paging require Notes?
No. However, on a machine with Notes installed
(whether a Domino server or just a Notes client),

you can install the Pinnacle Console and use
the Parameter Configuration Utility to access
and modify the registry settings for the
IntelliWatch Paging.

These settings can also be accessed via the
machine’s NT registry. The advantage of using
the Parameter Configuration Utility is that you
are accessing IntelliWatch settings only, and
cannot change registry settings for another
application by accident.

11.2.5.0

11.2.6.0 Before installing the
Message Center
Gateway

Before installing the Message Center Gateway,
please have on hand the following information.
pager number
(phone number of paging company)

Remember ...

Your voice number won’t work for
sending pages. If a prefix must be
dialed to get an outside line, be sure
to enter that number—followed by a
comma—before your pager number.

pager IDs
(comma-delimited, if more than one)

confirmation from paging company that
they have a modem pool, and can accept
data messages

DOES INTELLIWATCH PAGING REQUIRE

NOTES? 349

11.2.7.0  After installing the

Message Center
Gateway

Verify that Paging has been selected
where appropriate in your Notification
Profiles in Advanced ServerWatch.

Test Paging, using the command-line
version of the Paging Utility (see “iwpage
on page 367).

”

Where to install the
Message Center
Gateway

IntelliWatch Paging is part of the Message

Center Gateway, and, as such can be installed

on an NT Workstation without Notes. However,

the configuration of the machine where you
install the Message Center Gateway influences
how easily you can access Paging Server
settings. Please note the advantages/disadv
antages of the following locations:

11.2.8.0

11.2.8.1  System WITHOUT a Notes

Client (Not Recommended)
NT Workstation or Server,
No Notes installation
All configuration must be done on the Message

Center Gateway itself, by accessing the

following registry key on NT:
HKEY_LOCAL_MACHINE\SOFTWAR
E\Candile\IntelliWatch\Pinnacle\Pagin
g Server

On UNIX systems, see the corresponding entry
in iwpinn.ini (located in the Domino data
directory).

11.2.8.2 System WITH a Notes client
NT Workstation or Server,

Notes Workstation installed
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Pinnacle stand-alone client installed

— Configure the settings (locally) using
the Pinnacle Console.

11.2.8.3  On a machine running Domino
Server (Recommended Setup)

NT Workstation or Server,
Domino Server installed

— If the server is running, you may
access the Paging Server settings
remotely (or locally) using the
Parameter Configuration Utility.

Configuration settings take effect after
the IntelliWatch Messaging Center
(NT Service) has been stopped and
restarted. This can be done through
the NT Service Control Panel, or by
rebooting the machine.

11.2.9.0 IntelliWatch Paging:

Configuration Settings

The following settings can be configured on all
platforms via the Parameter Configuration Utility
by going to Pinnacle > Paging Server (see
“Chapter 11, Parameter Configuration Utility”):

Comm Port

— COM port for paging modem
Paging Number

— paging central telephone number
Pager ID

— pager ID

Init String

— initialization string for pager (default =
empty string)

Termination String

— string that tells modem to hang up
(usually ATH)

Dial Type
— tone or pulse

Password

— any password required to access
paging service

Dial Attempts

— number of times to retry paging
command, if unsuccessful

Port Speed

— baud rate of paging modem (default =
1200)

TCPIP Port Number

— TCP/IP port of NT system running
Message Center Gateway

Max Page Length

— maximum character length of page
(default = 160 characters). Must not
exceed 240 characters with spaces (a
limitation imposed by the TAP
protocol).

Timer

— amount of time to wait before moving
messages with a new paging number
to top of queue

Once the Message Center Gateway connects to a
paging number, as long as there are messages
for that number, they take priority over messages
to be sent to other paging numbers. Pages are
sent to the other numbers only after the modem
hangs up from the current number.

The Timer parameter forces the modem to
hang up after a certain number of seconds.
Pages are then sent to alternate numbers
for the amount of time specified by the



Timer parameter, at which point the
Message Center Gateway cycles through
any additional numbers (or back to the
numbers dialed earlier).

Debug

— If enabled, prints debugging
information to iwpage.log in the
Candle log directory.

ENABLED=1; DISABLED=0

11.2.10.0 Paging vs Paging
Server Settings
Earlier versions of IntelliWatch sent
alphanumeric pages via a so-called Paging
Server (that ran as an NT Service).
Although Pinnacle Enterprise encorporates
paging functionality into the Message Center
Gateway, and there is no longer a separate
Paging Server, certain configuration settings
still refer to Paging and the Paging Server.
This not only offers the advantage of familiarity,
it also makes clear which Message Center
Gateway settings relate to paging.
What's intended by Paging and Paging Server
settings, respectively?
In short, Paging Server settings govern the
Message Center Gateway itself. That is to say,
these settings are the defaults used to send
pages, unless they are overwritten by Paging
settings on individual paging-client systems.

Paging settings should be thought of
as local, that is they are relevant only
for the system on which they reside.

These local settings override the
settings on the Paging Server (NT
system running the Message Center
Gateway).

PAGING VS PAGING SERVER SETTINGS

11.2.10.1 Parameter Configuration Utility

On all platforms, Paging and Paging Server
settings can be configured using the Parameter
Configuration Utility, accessed via the Pinnacle
Console..

Paging settings are accessed by
navigating toMonitor > Paging

Paging Server settings are accessed by
navigating to Pinnacle > Paging Server

11.2.10.2 Configuring via the NT registry
On NT 4.0 and Windows 2000, these settings
can be accessed via the registry, at:
HKEY_LOCAL_MACHINE\SOFTWARE\Candl
e\IntelliWatch\Monitor\Paging and
...\Pinnacle\Paging Server, respectively.

11.2.10.3 Configuring via .ini files on
UNIX

Paging settings are located in iwmon.ini

Paging Server settings are located in iwpinn.ini

11.2.10.4 Example of Paging settings:
Changing the Message
Center Gateway

Server_456 has served as the Message Center

Gateway for pages sent from ServerGroup1.

You now want those pages sent to Server_789.

TO CHANGE THE DESTINATION PAGING SERVER:

Click on the ®g, toolbar icon;
alternatively, go to Solutions > Parameter
Configuration via the drop-down menus.

Using the combo box at the upper left of
the interface, select one of the servers in
ServerGroup1.

Click on the @ icon (to the right of the
combo box).

Current settings for installed components are
retrieved and displayed in the left-hand pane.
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In the left-hand pane, navigate to
Monitor > Paging > Paging Server.
Click on the +'s to expand folders until you see
the list of current settings.
In the left-hand pane, select the Paging
Server parameter.

A value table is displayed in the right-hand pane
In the right-hand pane, select the
parameter.

The background of the parameter changes from
white to blue, and the edit icon is activated.

To change the parameter’s value, click
onthe [F icon; alternatively, double-click

the parameter in the right-hand pane of the
Console.

An Edit Parameter dialog is displayed, with fields
for both the name of the Paging Server and the
list of servers for which the value should be
changed. For an example of the dialog, see
Figure 11-2 on page 347.

In the first field, enter Server_789 as the
new Paging Server.

In the bottom field, enter ServerGroup1.

Click OK.

This changes the parameter’s value in

iwparam.nsf on all servers in that group.
Unless and until this parameter is changed for
these servers, pages sent from ServerGroup1
will be routed to Server_789, instead of
Server_456.

11.2.10.5 Example of Paging Server
settings: Changing the COM
port

Server_123 is the Paging Server for the ABC

Company.

The modem used to send pages has always

been attached to COM1 of Server_123, but in

future will be attached to COM2 on that system.

In this case, settings must be changed on the
Paging Server itself (under Pinnacle > Paging

Server > Comm Port).

Click on the % toolbar icon;
alternatively, go to Solutions > Parameter
Configuration via the drop-down menus.

Using the combo box at the upper left of
the interface, select Server_123.

Click on the @ icon (to the right of the
combo box).

Current settings for installed components are
retrieved and displayed in the left-hand pane.

In the left-hand pane, navigate to
Pinnacle > Paging Server.

Click on the +'s to expand folders until you see
the list of current settings.

In the left-hand pane, select Comm
port.

A value table is displayed in the right-hand pane

In the right-hand pane, select the
parameter.

The background of the parameter changes from
white to blue, and the edit icon is activated.

To change the parameter’s value, click
on the E('[’ icon; alternatively, double-click
the parameter in the right-hand pane of the
Console.

An Edit Parameter dialog is displayed. In this
case, the dialog has only one field, since the
parameter being changed is effectively local.
For an example of the dialog, see Figure 11-1
on page 347.

Enter COM2 in the dialog field.
Click OK.

This changes the parameter’s value in

iwparam.nsf on the Paging Server only.

Stop and restart the IntelliWatch
Messaging Center service to read in the
new settings.

Until the IntelliWatch Messaging Center service
is stopped and restarted, pages continue to be
sent to COM1!



Unless and until this parameter is changed on
the Paging Server, pages will be sent via COM2
instead of COM1.

11.2.11.0 Sending a page

Click on the “§j toolbar icon at the
Pinnacle Console.

The interface used to send pages and SNMP
traps, and for recycling servers is displayed.
Select the Pager radio button (to the
right of the text box).
Type in your message in the text box.
Click the Send button.

11.2.12.0 Debugging Paging

To access iwpage.log, go via the Start menu to:

Start > Programs > IntelliWatch > Monitor >
Messaging Center Log
Q: When should | leave Debugging off?
If you’re consistently receiving your pages,
leave Debugging off (the default), as this limits
the growth of iwpage.log.
With Debugging disabled, only essential
information is logged:

time the page was sent

client (originating the page)
telephone number
pager ID
message
routing info (the pager ID)
Q: When should | turn on Debugging?

Should problems arise, turn Debugging on (set
the value to 1). You can do this via the
Parameter Configuration Utility (discussed
above), or via the NT registry at:

HKEY_LOCAL_MACHINE\SOFTWARE\Candl
e\lntelliWatch\Pinnacle\Paging Server\Debug

Disabled=0; Enabled=1.

SENDING A PAGE

Enabling Debugging causes the following
additional fields to be published:

dial type (tone or pulse)

initialization string

comm port

port speed

modem retries

session retries

termination string

“Transmitting” and “Received” information
With Debugging on—and if the page is
successfully sent by the Message Center

Gateway—iwpage.log information is published
under the headings:

Initializing Session: DEBUG

Transmitting Page Request
With Debugging on—and if the page is NOT
successfully sent by the Message Center
Gateway—iwpage.log information is published
under the headings:

Initializing Session: DEBUG

Could Not Fulfill Page Request, Check

Settings

To view a complete list of pager error
messages, see “Paging Error Messages”
on page 387.

11.2.13.0 Stopping and
Restarting the
Message Center
Gateway

As noted above, changes made to the Message

Center Gateway’s Paging Server settings take

effect only after the corresponding NT Service

has been stopped and restarted. To do this

without rebooting the machine:

Select Start...Settings...Control Panel.
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Click on Services.

Select the IntelliWatch Messaging
Center from the list.

Click on the Stop button.

Make any desired configuration
changes.

Click on the Start button.

11.3.0.0 REMOTE RECYCLE
UTiLITY

11.3.1.0 Overview

Occasionally, Notes administrators need to
recycle a server remotely. The Remote Recycle
Utility was designed for just that purpose.

In fact, the Remote Recycle Utility allows you to
simultaneously recycle several servers.

11.3.2.0 Requirements

For Remote Recycle to work, both of the
following must be true:
You currently have TCP/IP connectivity to
the servers to be recycled.

IntelliWatch Monitor is installed on the
selected servers.

11.3.3.0 Procedure

Click on the &%, toolbar icon at the
Pinnacle Console.

The interface used to send pages and SNMP
traps, and for recycling servers is displayed.
Select the server(s) you want to recycle
from the list.
Click the Recycle button.

11.3.4.0 Steps in process
Remote Recycle takes the following progressive
steps:

STEP 1: attempts to shut down the
Domino server and all add-in tasks, then
restart the server.

STEP 2 (if STEP 1 fails): attempts to kill
the Domino server process and restart it.
STEP 3 (if STEP 2 fails): reboots the

operating system and brings up the Notes
server.

11.4.0.0 REPLICATION CHECK
11.4.1.0 Overview

Replication Check searches for replica
databases on two servers, then checks the
databases selected for New Documents,
Differences and Errors.

Use Replication Check to verify and
troubleshoot replication.

11.4.2.0 Requirements and

preconditions
Replication Check is available only at the
stand-alone Pinnacle client. The Solution does
not appear when the Pinnacle Console
(console.nsf) is accessed via a browser.

The Replication Check user interface
is supported on NT 4.0 and Windows
2000, but not on Windows 95/98.
(See also Table 1-2 on page 23.)
For each Source Server in the list, there
must be:

— an entry for the Source Server in the
Servers view of the NAB

— aconnection document in the
Connections view of the NAB with either:



— the Source Server as source, and
replication set up such that changes can
flow from the Source Server to the
Destination Server (that is, the replication
direction is one of Push-only, Push-Pull,
or Pull-Pull), or

— the Source Server as a destination,
and replication set up such that changes
can also flow from the Destination Server
to the Source server (that is, the
replication direction is one of Pull-only,
Push-Pull, or Pull-Pull).

Similarly, for each Destination Server,
there must be:

— an entry for the Destination Server in
the Servers view of the NAB

— aconnection document in the
Connections view of the NAB with either:

— the Source Server as the source, the
Destination Server as destination, and
replication set up such that changes can
flow from Source to Destination (that is,
the replication direction is one of
Push-only, Push-Pull, or Pull-Pull), or

— the Destination Server as source, the
Source Server as destination, and
replication set up such that changes can
also flow from Source to Destination (that
is, the replication direction is one of
Pull-only, Push-Pull, or Pull-Pull).

For all connections, the following must be true:
Replication is one of the tasks to be
performed on that connection.

The replication schedule for the above
connection is enabled.

With bi-directional replication, the set of notes
compared per direction can be different due to
different settings for each of the replicas.

11.4.3.0 Console

Selecting the }_“j toolbar icon brings up the
Replication Check user interface.

CONSOLE
355

11.4.3.1 Combo boxes
Select Source Server

Select Destination Server

The list of available servers is
retrieved from the local NAB, and is
the same in both combo boxes.
Databases are recovered only if
connection documents are present.

11.4.3.2

View > Show Note ID
ID in the context of the database.

Menu items

View > Show Unique ID menu option
ID consistent across all replicas.

11.4.3.3 Check boxes

Retrieve Extended Information

The Note ID, followed by the document
title (New and Different documents).

Deselect to return the Note ID only
(which may speed up processing).

Use Replication Formula

If selected, the subset of documents
returned is governed by applicable
replication formulae.

11.4.3.4 lIcons

}_“j icon initiates replica search

(See Figure 11-3to view search results.)

fal icon compares found replicas

(See Figure 11-4 to view the results of a
comparison.)
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FIGURE 11-3: Results of replica search
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11.4.4.0 What documents are
returned?
Replication Check does not return documents it
deems identical. (See “Replication settings” on
page 358 for the basis of that determination.)
Documents are returned if—and only if—they
fall into one of the following categories (reported
individually by database):

New documents

New Documents are found in the replica
on one server or the other—but not both.

A New Document in one replica
database has a Unique ID (UNID) that is
not shared by any documents in the other
replica examined by Replication Check.

Administrators can use the list of New
Documents returned by Replication
Check to fine-tune replication settings for
the databases in question.

Different documents

Different Documents are found in both
replica databases.

WHAT DOCUMENTS ARE RETURNED?
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Errors are also reported if the current
operation is cancelled. While no actual
error may have been found in a
document, partial results are not
returned as they may be inaccurate.

11.4.5.0 Understanding the

display

11.4.5.1  Color-coding

Replication Check uses color-coding to make
clear the three possible outcomes of the
comparison.

Replicas in sync

If no Differences and no Errors were
found by Replication Check, replicas are
deemed to be in sync.

No documents are displayed, and the
color of the corresponding entry changes
to green.

The set of documents compared
depends on the Notes replication
settings. Databases are considered
'in sync’ if the documents compared
are deemed identical. Documents
which are not compared may NOT be

A Different Document in one replica has
the same UNID as the corresponding
document in the other replica.

Their having the same UNID means that,
at one time, the two documents were
identical. Over time, however, changes

were made to one or both documents. in sync.
Only the one modified most recently is Differences between replicas
displayed. Lo

The most recent version is displayed
Errors (reported individually by database).

May show up in only one window (with The color of the corresponding entry

the opposite window displaying a
corresponding Error stub), or in both the
Source and the Destination windows,
depending on the particular error
condition detected.

changes to yellow, and becomes a folder
with descendant nodes displaying the
different document(s).

Errors
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The color of the corresponding entry
changes to red, and becomes a folder
with descendant nodes displaying the
error message(s).

11.45.2 Note ID vs UNID

The drop-down menus allow you to display
returned documents based on either the Note ID
or the UNID. What is the significance of these
two identifiers?

A document’s Note ID is a unique identifier, but
only within the context of that copy of the
database. Note IDs are not consistent across
replica copies of a database.

This is true even immediately after a document
has been replicated from, say, ReplicaDbA to
ReplicaDbB (and before any changes have
been made to either copy of the document).
Although the two copies in this example have
different Note IDs, their UNID is identical. And
that remains true, even afterchanges have been
made to one or both copies of the document.
You may want to display documents in
Replication Check by Note ID, however, if you
work with returned documents in a view that
includes that identifier.

To switch to displaying documents by UNID,
simply go to View > Show Unique ID via the
drop-down menus.

11.4.6.0 How document identity

is determined
Since replica copies of a document maintain
their UNID, how does Replication Check
determine document identity (or establish
precedence between copies of the document
exhibiting differences)?
Document identity is determined by a third
identifier, called the Originator ID (or OID, also
known as the Document Version ID).

11.4.6.1  What makes up the OID?
The OID includes the UNID, but adds a

Sequence Number and a Sequence Time/Date.
Replica documents are considered to be
different if their Sequence Number and/or
Sequence Time/Date are different.

For information on the details of
Replication, including the various ID
types, please see your Notes
documentation.

11.4.7.0 Replication settings

Replication Check can take into account
some—nbut not all—Notes replication settings:
The following menu references assume you have
already accessed your replication settings via
a Notes client. (... > stands for File >
Replication > Settings.)

Formulas and document categories

go to ... > Advanced (button) >
Replicate (group) > etc.

Purge interval

go to ... > Space Savers (button) >
Remove documents not modified in
the last: (field).

Cutoff time

go to ... > Other (button) > Only
replicate incoming documents saved
or modified after: (field).

Replication Check does not take into account
settings configured at ... > Advanced (button) >
Replicate a subset of documents: (area).



11.4.8.0 Performing a

Replication Check

TO PERFORM A REPLICATION CHECK:

Select the ' toolbar icon to bring up

the Replication Check user interface.
Select the Source server from the
drop-down list on the left-hand side of the
Replication Check window.
Select the Destination Server from the
drop-down list on the right.

Click the 4. icon.
A list of databases with the same replica ID on

the two servers is created. While retrieval is
taking place, a progress bar is displayed.

FIGURE 11-5: RepCheck progress bar

Loading D atabases [ X}
Loading kunait/ TestdAnteliv atch

Status: 12 of 45 [at Bzec)

Time Left 00:00:05

(LLLLLLLL] &z
Loading Mepal/Test/ntell atch

Status: 8 of 37 [at 3/zec]

Time Left 00:00:09

[LLLILL]] 2%

From the generated list (for an example,
see Figure 11-3), select the database(s)
whose replicas you want to check for
differences, errors, and so on.

Click the @ toolbar icon to compare
databases.

Selecting the database in either pane of the user
interface causes its counterpart on the other
server to be selected in the opposite pane.

Examine the created list for New
Documents, Differences and Errors.

See Figure 11-4 for the results of a sample
comparison.

PERFORMING A REPLICATION CHECK
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11.5.0.0 SEND SNMP TRAP
UTiLITY

11.5.1.0 Overview

SNMP (Simple Network Management Protocol)
allows you to communicate with network
devices, to gather information, or to change
settings for that device.

The IntelliWatch Send Trap Utility allows you to
send traps from your Admin workstation to your
SNMP Network Management Station.

11.5.2.0 Interface

The user interface is the same one used by both
Paging and Remote Recycle.

11.5.3.0 Prerequisites

For the IntelliWatch Send Trap Utility to function
properly, SNMP must be properly configured
both on your workstation and at the Network
Manager.

For assistance, please contact your local SNMP
support team, or the software manufacturer of
the Network Manager in use at your company.

11.5.4.0 Procedure

Click on the &%, toolbar icon at the
Pinnacle Console.
The interface used to send pages and SNMP
traps, and for recycling servers is displayed.
Select the SNMP radio button (to the
right of the text box).
Type in your message in the text box.
Click the Send button.

11.5.4.1  Trap priority

The Priority field is optional. If left blank, the
value is taken from the registry setting on the
Admin workstation:
HKEY_LOCAL_MACHINE/SOFTWARE/
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Candle/IntelliWatch/Monitor/SNMP/Defaul
t Priority)

Since the Pinnacle Console does not run on

UNIX systems, there is no corresponding setting

on Solaris and AlX.
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Command-line Utilities 1 2

Pinnacle Enterprise includes several command-line
utilities that can be launched from a command
prompt, or in a batch file.

To obtain usage information for a utility, type the
name of the executable at a command prompt:

> jwconcmd

All IntelliWatch command-line utilities make use of
the same conventions:

<>designate a required parameter
[] designate an optional parameter

Quotation marks (“*) must be used for any
argument containing spaces. For example, if the
parameter in question is the name of a server,

NAME_OF_SERVER need not be enclosed in
quotes; NAME OF SERVER requires them.
Remember ...

Commands entered at the server console must be
prefaced with “lfoad]”. The examples in this chapter
assume utilities are being launched at a command
prompt (as they must be on UNIX).
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12.1.0 IWALERT
Sends messages to ASW Hub Server(s), for viewing at the Pinnacle (or ASW) Console.

iwalert <“/M: Message”> [/H: HubServer] [/P:Priority]

12.1.1  Variable definitions:

Variable | Definition

message | message to be sent

HubServer | name of Advanced ServerWatch Hub

priority | message priority

12.1.2 Example:
To send the priority 2 message "Srvr Not Responding” to HubServer, enter:

iwalert “/M:Srvr Not Responding" /P:2 /H:HubServer

<CR>



IWCONCMD

12.2.0 IWCONCMD

Used to execute a Notes server console command in a batch file or from a command line:

iwconcmd [command] [server]

12.2.1  Variable definitions:

Variable | Definition

command | command you want to be executed

server | name of server on which to execute the command

12.2.2 Examples:

To load the Router task on NOTES_SERVER, enter:
iwconcmd "load router" NOTESSERVER
<CR>

To show Domino server tasks currently running on NOTESSRV1, enter:

iwconcmd "show tasks" NOTESSRV1

<CR>
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12.3.0 IWEVENT
Used to send Events (notifications) to IW Message Center Gateway.
Events can be of three types:

SNMP

NTLog (NT only)

Tivoli TEC Event

iwevent <[EventType]> </m:Message> [type-specific parameters]

12.3.1  Variable definitions:

Variable | Definition

EventType | one of three types: SNMP, NTLog, TEC

Message | string to be sent with the Event

type-specific | type-dependent parameters may or may not be required (type "iwevent [EventType]" for
parameters | help)

12.3.2 Example:
To send an SNMP trap to your Network Manager from ServerABC, with a priority of 6 and including
the message string "ServerABC needs SP update”, enter:

iwevent snmp “/m:ServerABC needs SP update” /f:serverabc /p:6

<CR>

In this example, the /f: and /p: parameters are type-specific. Type “iwevent SNMP” to
obtain usage for the SNMP event.

The same events listed above can also be sent via the Message Center Gateway by using the
following type-specific utilities:

iwsnmpevt (see also 72.9.0, below)

iwntlogevt (see also 72.5.0, below)

iwtecevt (see also 12.71.0, below)
Use these latter utilities as you would iwevent; just eliminate the Event Type.
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12.4.0 IWMAIL

iwmail <“Message”> [/F: From] [/T: To]
[/P: Password] [/CC: To]

[/S: Subject] [/A: Attached File Name]
[/I: Imported File Name]

12.4.1  Example:

To send Frank Smith the message "Remember the meeting at 2pm", Mark Jones would enter:

iwmail “/M:Remember the meeting at 2pm" /F:Mark Jones /T:Frank Smith

<CR>
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12.5.0 IWNTLOG
iwntlog <“Message”> [-t Type] [-c Category] [-n Computer Name]

12.5.1 Example:

To send the NT Event Log the message "Potential database corruption on Svr123", enter:

iwntlog “Potential database corruption on Svr123»
<CR>
Usage: IWNTLog "Message" [-t Type] [-c Category] [-n Computer Name]

Example: IWNTLog "Access denied" -tF -cA

Options:
-t Type is one of | (Information)
W (Warning)
E (Error)

S (audit Success)

F (audit Failure)
-c Category is one of G (General)
U (commUnication)
C (Corruption)
D (Database)
B (Database Corruption)
O (dOcument Corruption)
X (full Text Corruption)
M (Mail)
R (Replication)
E (rEsource)
S (Server)
A (server Access)
T (Template)

-n Computer Name is the name of a computer in UNC format.
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12.6.0 IWPAGE

Current settings for the parameters in parentheses are contained in the registry of the
paging server. These arguments should be included on the command line only if you
want to override them. For that reason, they are listed below in parentheses rather than
between ’<>’s or ’[]’s.

iwpage (/C:computer) (/W:timeout) (/L: TCPIP_port) (/R:Retries) (/P:port)
(/B:baud_rate) (/N:number) (I:pager _id) (/S:init_string) (/T:dial_type)
<“/M:message">

12.6.1

Variable definitions:

Variable

Definition

computer

paging server computer name (default = local host)

timeout

timeout in seconds for connecting to paging server

TCPIP_port

TCP/IP port of paging server

retries

how often to retry paging command if unsuccessful

port

COM port of paging modem

baud_rate

baud rate of paging modem (default =1200)

number

paging central number

pager_id

pager ID

init_string

initialization string for pager (default = empty string)

dial_type

specifies tone or pulse dialing

message

message to send to pager, enclosed in quotes

12.6.2

Example:

To send a "Test page" message to the Paging Server (pserver), enter:

iwpage /C:pserver “/M:Test Page”

<CR>
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12.7.0 IWRECYCL

g

The standard method for obtaining usage help for an IntelliWatch command-line utility is
to type in the name of the utility without arguments.

Do not do this with the iwrecycl Command!

At an Admin workstation, typing in iwrecycl results in a “command not recognized”
message; on a server, typing in iwrecycl launches the utility and recycles the local
server!



IWRECYCL

iwrecycl [/T:frequency] [/R:retries]

[/W:stop_time] [/P:start_time]

[/M: 1 Or 0] [/S:server_name]

[/D:data_directory] [/B:batchfile] [/F: batchfile_timeout]
[/L:trap_priority]

[/V:notification_level] [/A:Notes_API_tasks] [/Z: 1 or 0]

12.7.1

Variable definitions:

Variable

Definition

frequency

interval at which to check for server response

retries

number of times to check before deciding server is down

stop_time

how long to wait for Notes server to stop
Same as Terminate Notes Time in Recycle section of NT registry/iwmon.ini.

start_time

how long to wait for Notes server to start
Same as Wait for Server to Restart in Recycle section of NT registry/iwmon.ini.

M

enables/disables paging
1=paging enabled, which sends a page before rebooting. 0O=paging disabled.

server_name

name of server

data_directory

path to Domino data directory

batchfile

batchfile to run

batchfile_timeout

maximum time, in seconds, to wait for batch file to complete

notification_level

verbose, limited, or none
‘Limited’ notifies you whether the server was successfully restarted or not.

Notes_API_tasks

list of add-in tasks to recycle with server
Same as the Notes Programs listing in Recycle section of NT registry/iwmon.ini.

1z

indicates machine should/should not be rebooted if Notes server cannot be restarted

1=reboot, 0=do not reboot.

Notification Level options are set in the Recycle section of:

— the registry (NT) at

HKEY LOCAL MACHINE/SOFTWARE/Candle/IntelliWatch/Monitor/Recycle/Notification Level

— iwmon.ini (UNIX) at

[Recyclel

Notification Level
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None means Recycle sends no notifications.

Limited means Recycle uses the enabled forms of notification to inform you whether or not the
server was successfully restarted.

Verbose means Recycle uses the enabled forms of notification to inform you at each significant
stage of the Recycle process.

"Enabled forms of notification" refers to the options listed in the Recycle section referred
to above.

vﬁr

[[®]]

(@
Do not use the Verbose setting unless instructed to do so by IntelliWatch Customer
Support, since it produces a significant number of notifications.

12.7.2 Example:
The following command line loads Recycle on MYSRV, checks for server response every five
minutes (300 seconds), and launches the backup.bat file:

iwrecycl /s:MYSRV /b:backup.bat /£:300

<CR>



12.8.0 IWRUNAGT

iwrunagt </D:database> </A:agentName>

12.8.1  Variable definitions:

IWRUNAGT

Variable | Definition

database | filename of database containing agent

agentName | name of agent to run

12.8.2 Example:

To run the "Release Dead Mail" agent on mail.box, enter:

iwrunagt /D:mail.box “/A:Release Dead Messages”

<CR>
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12.9.0 IWSDTRAP

iwsdtrap <"trap_string"> [/P:trap_number] [/E:enterprise_id] </S:server>

12.9.1  Variable definitions:

Variable | Definition

trap_string | message to be sent with trap, enclosed in quotes

trap_number | trap priority (default = 4)

enterprise_id | enterprise ID of SNMP trap

server | name of server sending trap

12.9.2 Example:

To send a "Srvr Not Responding" message from MYSRYV to the SNMP Network Manager, enter:

iwsdtrap "Srvr Not Responding" /S:MYSRV

<CR>

12.9.3 IWSNMPEVT

In addition to iwsdtrap, IntelliWatch provides another utility for sending SNMP traps, namely
iwsnmpevt. The difference between these two utilities is that iwsdtrap sends traps via local SNMP
functionality, whereas iwsnmpevt sends the trap to the system running the IntelliWatch Message
Center Gateway.

Parameter usage is the same for both utilities, with one exception:

The “trap_string” must be preceded by /M: when using iwsnmpevt.




IWSLEEP

12.10.0 IWSLEEP

iwsleep <time>

12.10.1 Variable definitions:

Variable

Definition

time

number of seconds to wait before executing next action

12.10.2 Example:

For a 20-second pause, insert the following line in the batch file:

iwsleep 20
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12.11.0 IWTECEVT

iwtecevt </C:eventClass> </M:Message> [/H:hostname] [/S:severity]
[/T:status] [/U:subSource] [/N:<slothame>=<value>;...<slothame>=<value>;]

12.11.1 Variable definitions:

Variable | Definition

eventClass

Message | Message to be sent should be in quotes if it contains spaces.

hostname | IW Message Center hostname (example: MyServer.MyCompany.com).

severity

status

subSource

slotname

12.11.2 Example:
To send a generic test message to Tivoli:

iwtecevt /C:IW GENERIC EVENT “/M:This is a test”
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In the Latest
Maintenance Release 1 3

This chapter covers features and fixes included in
the latest maintenance release of IntelliWatch
Pinnacle, 6.00.27.37.

Depending on the version of IntelliWatch Pinnacle
running in your environment, the information in this
chapter may supersede product information in other
sections of the manual.

Chapter Contents
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13.1.0.0 FUNCTIONALITY UPDATE

13.1.1.0  Blackberry servers
Though no product changes were involved, we’re pleased to pass on the news that some customers
have—starting with Pinnacle 99!—been using IntelliWatch Monitor Triggers to monitor Blackberry
servers.

13.1.2.0  Solaris on Domino 6 and above
Due to a non-IntelliWatch issue, the product could not be installed on Solaris systems running
Domino 6 and higher. In cooperation with IBM, a workaround for the issue was developed. For
details, see “On Solaris systems running Domino 6 and above” on page 35.

13.1.3.0  Product fixes
For a list of product fixes in this maintenance release (by component), see the update.txt file which
can be found on the installation media.
This file also may be found at the default location of c:\Candle\IntelliWatch\Common\update.txt on
Windows systems, and in the directory where IntelliWatch installation files are unpacked on UNIX.
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Definitions of PM
Statistics Variables A

The following table contains definitions for the
variables used with PM statistics.

You can obtain similar information by placing the
mouse cursor over the field in question.
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Table A-1. Statistic Variable Definitions (Sheet 1 of 2)

Statistic Type Element Definition

Add-in/View Performance | Add-in task Notes Add-in task for which you want to
calculate a performance statistic.

Add-in/View Performance | Database Notes database for which you want to

calculate a performance statistic.

Add-in/View Performance

Performance Type

Enter Performance Type you want to count
to enable the correct fields below.

Add-in/View Performance | User Notes User for whose actions you want to
generate performance statistics.
Add-in/View Performance | View Database view for which you want to
calculate a performance statistic.
Average | Add Add statistics not in the list.
Average | Select Statistics Select statistics to be averaged.
Delta | Add Add statistics not in the list.
Delta | Select Statistic Statistic to be reset.
Difference | Add Add statistics not in the list.
Difference | Select First Statistic Statistic from whose value you want to
subtract.
Difference | Select Second Statistic Statistic whose value is to be subtracted

from First Statistic.

Mail Delivery Threshold

Threshold

Occurrence threshold (count instances in
excess of this number).

Mail Size

Maximum/Average

Statistic based on maximum and average
size of all mail routed/delivered.

Mail Size

Report Threshold

Minimum size reported (not valid for
Maximum/Average).

Mail Size

Server Level Report

Statistic based on maximum and average
size of mail routed/delivered. (Broken
down by destination server (local server
excepted).

Mail Size

User

User whose mail attachment size you want
to count.

Leave blank for all users




DEFINITIONS OF PM STATISTICS VARIABLES

Table A-1. Statistic Variable Definitions (Sheet 2 of 2)

Statistic Type

Element

Definition

Mail Size

User Level Report

Statistic based on maximum and average
size of mail routed/delivered. (Broken
down by user.)

NT Performance Counter | Counter Object component to be counted.

NT Performance Counter | Instance Specific instance of object to be counted.

NT Performance Counter | Object NT Counter object for which to generate a
statistic.

NT Performance Counter | Unlisted Add instances not in list.

Replication Delay

Replication Database

Database for which to count replication
time.

Server Event Count | Add-in Task Notes Server Add-in task whose actions
are to be counted.
Server Event Count | Database Database against which counted actions

are taken.

Server Event Count

Internal Server Events

Event you want to count.

Server Event Count | User Notes User whose actions you want to
count.
Summation | Add Add statistics not in list.

Summation

Select Statistics

Select statistics to be summed.
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Appendix

IntelliWatch Keywords B

Usage:

IntelliWatch keywords can be passed 1) as
arguments to a Start Program Command (to set a
variable); 2) in the message field of Triggers.

In either case, enclose the keyword in angle
brackets <>.

Case-sensitivity: UNIX vs NT

On NT, keywords are not case-sensitive; on UNIX,
however, they are. On UNIX systems, therefore,
DATABASE and database are not the same.

The same is not true for flags. On both Windows
and UNIX systems, /m: is the same as /M:, for
example.

Compound Triggers and Keywords

For compound Triggers you must append 1 or 2 to
the keyword depending on the associated condition.
(See “Compound Trigger” on page 81.)
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Table B-1. IntelliWatch keywords (in alphabetical order) (Sheet 1 of 4)

Keyword

Trigger Type

Description

APPLICATION

Application

Name of the application being
monitored.

ACTIVITY_CONDITION

Database Activity

>,<, Range, increases by.

ACTIVITY_SCOPE

Database Activity

Activity for last day, week, month.

ACTIVITY_TYPE

Database Activity

Uses, Reads, or Writes.

ACTIVITY_VALUE

Database Activity

Actual number of times database
was used, read, or written to.

ACL_CONDITION | ACL History Search for any changes made by
listed users or groups, or changes
made by users or groups not in the
list.

ACL_USER_LIST | ACL History List of users, servers, and groups to
watch for in the ACL history.

ACL_VALUE | ACL History The actual events added to the ACL
history which match the condition.

APP_INSTANCES | Application Number of instances of the
application which are running.

APPLICATION_STATE | Application < or > the specified number of
instances.

AVAIL_ERROR_MSG | Availability If the port or database did not
respond, this variable contains an
error message explaining it in more
detail.

AVAIL_TYPE | Availability Notes DB or TCP application.
DATABASE | Database, Database Activity, ACL Name of the database named in the

History, Availability, Document
Count, Document Timeout, White
Space, Replication Integrity,
Replication Readiness

Trigger.

DATABASE_CONDITION | Database Contains, Does not contain, <, >,
<>, =.
DATABASE_FIELD | Database Name of the field in the database.
DATABASE_OCCURRENCES | Database Number of occurrences on the

Condition tab of the Trigger.
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Table B-1. IntelliWatch keywords (in alphabetical order) (Sheet 2 of 4)

Keyword Trigger Type Description
DATABASE_OCCURRENCES_FOUND | Database Number of occurrences

encountered during a given
monitoring cycle.

DATABASE_SCOPE | Database Replaced with NEW, ALL, or
BETWEEN (which requires
specified begin and end times).

DATABASE_VALUE | Database Actual event from the database that

matched the Trigger.

DEST_ADDITIONAL_COUNT

Replication Integrity

Number of documents which exist in
the replica server’s database but
not in the source server’s database.

DEST_ADDITIONAL_IDS

Replication Integrity

IDs of documents which exist in the
replica server’s database but not in
the source server’s database.

DEST_MODIFIED_COUNT

Replication Integrity

Number of documents which exist in
the replica server’s database and
exist in the source server’s
database, but which are not
identical (some fields differ).

DEST_MODIFIED_IDS

Replication Integrity

IDs of documents which exist in the
replica server’s database and exist
in the source server’s database, but
which are not identical (some fields
differ).

DOC_COUNT_CONDITION

Document Count

<, >, <>, =, Range.

DOC_COUNT_VALUE

Document Count

Number of documents in database.

DOCUMENT_ID

Document Timeout

Returns IDs of documents
exceeding the specified timeout.

DOC_TIMEOUT_CONDITION

Document Timeout

Contains, Does not contain, <, >,<>,

ESCALATION_INDEX | All Returns current Trigger Escalation
stage.

EXPLANATION | All Causes the explanation field from
the Trigger to be inserted into the
message.

FILE | File Name of the file in the file Trigger.
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Table B-1. IntelliWatch keywords (in alphabetical order) (Sheet 3 of 4)

Keyword Trigger Type Description
FILE_CONDITION | File =, <>, <, >, Range.

FILE_TRIGGER_TYPE | File Condition type of the File Trigger:
Date/Time, Size, Exists, or Does not
exist.

FILE_VALUE | File Date/Timestamp or Size in bytes.
(Applies to Date/Time and Size
condition types.)
MAILUSER | Document Count File user of the specified mail

database.

MAIL_PROBE_REPLY_TIME | Availability Time it took for an echo or response
to come back from the address on
the Internet.

MAIL_PROBE_SEND_TIME | Availability Time it took mail probe to get to an
SMTP server.
MESSAGE | All Causes message specified in
message field to be displayed.

NOTES_DB1 | Database All information matching the Trigger
event field from the database.
Useful in detecting which database
is corrupt.

NOTES_DB2 | Database All information matching the Trigger
event field from the second
database. Useful in detecting which
database is corrupt.

PROTOCOL | Database Set to TCP/IP, NetBIOS, etc.
PORT | Database, Availability The TCP application to monitor.
RANGE_FROM | Database Range from value, if used.
RANGE_TO | Database Range to value, if used.

READINESS_CONDITIONS

Replication Readiness

List of all errors that prevent
replication between a source and
replica server.

REPLICA_SERVER

Replication Readiness, Replication
Integrity

Name of server on which replica
database resides.

SERVER

Database

Name of the server.
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Table B-1. IntelliWatch keywords (in alphabetical order) (Sheet 4 of 4)

Keyword

Trigger Type

Description

SOURCE_ADDITIONAL_COUNT

Replication Integrity

Number of documents which exist in
the source server’s database, but
not in the replica server’s database.

SOURCE_ADDITIONAL_IDS

Replication Integrity

IDs of documents which exist in the
source server’s database, but not in
the replica server’s database.

SOURCE_MODIFIED_COUNT

Replication Integrity

Number of documents which exist in
the source server’s database and
exist in the replica server’s
database but are not identical.

SOURCE_MODIFIED_IDS

Replication Integrity

IDs of documents which exist in the
source server’s database and in the
replica server’s database, but are
not identical.

STATISTIC | Statistic Name of the statistic.
STATISTIC_CONDITION | Statistic =, <>, <, >, Range, Contains, Does
not contain.
STATISTIC_VALUE | Statistic Value of the statistic.

THRESHOLD | Application, Database, File, The threshold value of the Trigger.

Statistic, White Space, Document

Count, Document Timeout,

Database Activity, Availability

TIMEOUT | Availability Actual time the database or port
took to respond. (Zero does not
always indicate success. Check
avail_error_mesg to find out.)
USER | Database Name of the user.
USER_EXIT_STATUS | User Return code from a user

application.

VALUE

Database, File, Statistic, White
Space, Document Count, Database
Activity, Availability

The actual value that was found
(can be used in place of file_value,
statistic_value, etc.)

WHITE_SPACE_CONDITION

White Space

=, <>, >, <, Range.

WHITE_SPACE_VALUE

White Space

Amount of white space (for
example., 20%).
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Paging Error Messages C

The following table lists IntelliWatch Paging
messages by error code.
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Table C-1. Paging error messages (Sheet 1 of 2)

Code Explanation

12 Unable to open COM port.

14 Unable to set baud rate on COM port.

16 Unable to set ASCII protocol parameters on COM port.

24 DosDevIOCtl Return code.

26 Unable to check receive queue.

36 Unable to write to COM port.

44 Failure detected by wait function.

54 Failure while closing COM port.

99 Modem not responding.
Check modem connections. This message is presented after all attempts (2) have failed.
Check that the modem is turned on, and properly connected to the configured PC COM port.
Verify that serial port speed has been properly configured.

100 Unable to CONNECT after dialing.
The local modem dialed out to paging central, but was unable to establish a connection with their
modem. This failure occurs after three attempts to connect to paging central.

108 Invalid login prompt received from paging central.

116 No login prompt received from paging central.

124 Forced Disconnect received on login.
For some reason, paging central has rejected or not replied to your login. Generally reflects a
problem at paging central.

132 No reply received to login request.
Generally reflects a problem at paging central.

140 Message “GoAhead” not found in response.
If this happens more than once, speak with someone at your paging service; it is their
responsibility to respond within a documented time interval.

164 Transaction abandoned by paging central.
You likely supplied an invalid target pager ID.

172 No response received to message transmission.

When this error occurs, IntelliWatch Monitor cannot determine whether or not the message was
successfully delivered to the target pager. Something may have happened to the connection
between the modems during or after transmission.




PAGING ERROR MESSAGES

Table C-1. Paging error messages (Sheet 2 of 2)

Code Explanation
180 Previously ACK'd data were later rejected.
188 No response received after Disconnect.
It is possible (but not likely) that the page was not delivered.
196 Transaction aborted by paging central.
Call your paging service provider.
200 Invalid number of parameters on invocation.
211 Invalid communications port name passed.
212 Message text too short.
223 Too many digits in dial number for paging central.
224 Too many digits in dial number for pager ID.
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Appendix

IntelliWatch Databases:
Template Usage and D
Replication

The following overview of template usage and
replication is provided to assist you in the efficient
management of IntelliWatch databases.

D.1.0 FROM MEDIA OR VIA A TEMPLATE?

When Setup is run on the first server in a new
environment, all IntelliWatch databases have to be
created. Databases are either:
directly copied from the media
— all MAs
— Command database
— PM statistic definitions
— Pinnacle Wizard
or created via a template on the media

— all other IntelliWatch databases

Two caveats must be mentioned:
These guidelines apply with certainty only to
the first installation in an environment.

Whether they apply to subsequent
installations depends on factors discussed
at D.1.1.
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Table D-1. IntelliWatch Databases: template usage and replication

From Media/

Filename Description Template? Template Name(s) Replicates?
analyzer.nsf Analyzer Configuration template analyzer.ntf no
console.nsf Pinnacle Console template console.ntf yes
iwadvsrv.nsf Advanced Server MA media yes
iwasw.nsf Advanced ServerWatch Configuration template iwasw.ntf no
iwaswbk.nsf Advanced ServerWatch Archiving template iwasw.ntf no
iwemd.nsf Command Database media yes
iwcorrpt.nsf Database Corruption MA media yes
iwmail.nsf Temp Mail template mail45.ntf, mail46.ntf, mail50.ntf no
iwmscc.nsf Mail, Scheduling and CalConn MA media yes
iwnet.nsf Internet MA media yes
iwparam.nsf Parameters template iwparam.ntf yes
iwpmstat.nsf Statistic Definitions media yes
iwreplca.nsf Replication MA media yes
iwreport.nsf Analyzer Report Repository template iwreport.ntf no
iwserver.nsf Core Server MA media yes
iwsmtp.nsf SMTP/MTA MA media yes
iwstats.nsf Pinnacle Statistics Repository template iwstats.ntf yes
iwstatus.nsf Alternative Repository for some statistics template iwstatus.ntf yes
pinWizrd.nsf Wizard media yes

Custom MAs template iwmon.ntf yes




D.1.1 Environment-specifics
One factor more than any other influences
whether the guidelines at D. 1.0 apply to your
environment: the list of Pinnacle
components installed on your Primary
Server.

Consider the following example.

Assume an environment where all Pinnacle
components have already been installed on
YourPrimarySvr/YourCompany—with the
following exceptions:

Mail, Scheduling & CalConn MA
SMTP/MTA MA

These databases were not installed on
YourPrimarySvr because the associated
server tasks do not run on that system.

You now want to install Pinnacle on
YourSpokeSvri/YourCompany.

Since both CalConn and SMTP are to run on
YourSpokeSvr1, install the above-named
databases on that system. Monitor can then
efficiently detect and correct issues involving
those tasks.

D.1.2 Here’s the rub...
When presented with the option of creating
IntelliWatch databases on YourSpokeSvr1
from the media or via replication from
another server, you would normally choose
the latter option, and name
YourPrimarySvr/YourCompany as the replica
server.

The two MAs that weren’t installed on
YourPrimarySvr cannot be replicated to

ENVIRONMENT-SPECIFICS
393

YourSpokeSvr1, however. Therefore, when
copies of these databases are not found on
YourPrimarySvr, the Setup copies them
directly from the media.

So far, there is still no issue. However, if you
have additional servers running those tasks,
an issue will arise.

Let’s say you want YourSpokeSvr2 also to
run CalConn and SMTP (and hence to have
copies of the IntelliWatch MAs customized
for these tasks). If you replicate IntelliWatch
databases from YourPrimarySvr during the
Setup, these two databases on
YourSpokeSvr2 will have different Replica
IDs than the corresponding copies on
YourSpokeSvrl.

Remember ...

They can'’t be replicated from
YourPrimarySvr because they don’t
exist there. The Setup, when unable
to replicate them, defaults to the
copies on the media.

Theoretically, these two databases could be
created on YourSpokeSvr2 (post-setup) by
replicating them from YourSpokeSvr1. To
maintain them, however, would involve using
a second replica server for these two MAs,
unnecessarily complicating (and perhaps
compromising) efforts to maintain database
consistency across your environment.

D.1.3 A simple solution
Three simple measures can be taken that
eliminate issues like those in the above
example:
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install all Pinnacle components on the
Primary Server

— This applies even if certain of the
associated add-in tasks will not be
running there.

This guarantees that you have a Master Set
of all IntelliWatch databases that can be
replicated to other systems on subsequent
installs.

replicate IntelliWatch databases from this
one server only

— This ensures that all IntelliWatch
databases that do replicate will have the
same Replica ID.

do all editing of databases on the Master
Set

— This replication can be set up as
PUSH-only, preventing changes made in
databases on Spoke Servers from
contaminating the Master Set.
The first of these recommendations is not
self-evident, since installing software
components on a system where they will not
be used should usually be avoided.
Nevertheless, the advantages gained as
regards the relative simplicity (and
consistency) of your replication regimen for
IntelliWatch databases makes it well worth
implementing.
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NT Setup Dialogs E

This discussion of Setup dialogs is supplemental to
the “Installation Guide” on page 31.

Please note that the following dialogs are in the
order in which they are displayed during a full
installation. Depending on your installation choices,
however, the Setup may skip certain dialogs.

Dialogs that are displayed only during an upgrade
are discussed after the main series. For all dialogs
in the upgrade path, start with E-7 through E-6, then
follow the Upgrade Path links toward the bottom of
the respective pages. (See also “Upgrade
Applications” on page 435.)

The Back button behaves as expected, and is not
discussed below.

The Cancel button has two behaviors: On a main
dialog, it allows you to exit (or resume) the
installation. On a sub-dialog (launched by the
Browse button, for example) it returns you to the
main series of Setup dialogs.
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FIGURE E-1: Location to Save Files

Location to Save Files
Where would vou like ko sawve wvour files?

Please enter the Folder where wou wank these files saved, IF the folder does not
exist, it will be created For wou,  To continue, click Mext,

Save files in Folder:
CADOCUME~13[your profile nameiLOCALS~ 1) TempiPinnadle Enterprise

Browse for Fol Il s | Change. .. |

EI@ My Compuber ﬂ Cefault
[-=3 Local Disk (Z:)
(=3 Local Disk (D)

&%) Audio €D (E2)

H-=2 cf on 'Rome' (F:)

H-=2 shared on 'Mel1' (&)

H-52 Documentation on 'Me01}Shareditesting < Back Mext = Cancel
[

[

[

[

&

=2 Home an ‘Me01' (1:)
= id Files on ‘Canga' (1)
]% source on ‘Me-nokes' (1)
- e on ‘irag (L)

HA=D rf AnCican' () T
1| | »

(4 | Cancel |

Purpose of dialog:
Allows you to accept the default file-extraction location, or to customize it.

Click Next to accept the default.

Click Change to modify the location. This brings up the dialog in the foreground. Use this dialog to
navigate to the desired location, then click OK.

The new location appears in the text box. Click Next to proceed.
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FIGURE E-2: Extracting Files

A" Pinnacle Enterprise - InstallShield Wizard

Extracting Files
The contents af this package are being extracked,

Flease wait while the Installshield Wizard extracts the files needed bainstall Pinnacle
Enterprise on your computer, This may take a Few moments,

Reading contents of package. ..

I

Installshield

< Back. I Mext = I Cancel

Purpose of dialog:
Allow you to follow the progress of file extraction.

When file extraction has completed, the dialog on the following page is displayed.

Cancel is the only button enabled while files are extracting.
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FIGURE E-3: Overwrite Protection

Overwrite Protection

The Following File is already on wour computer:
CADDCUME 11 [your profile name]iLoCaLS- 1 TemplPinnacle EnterpriselSetup, exe
Do wou wish bo overwrite this file?

Yes Yes ko Al R o ko all

Purpose of dialog:
The Overwrite Protection dialog appears only if a version of the Pinnacle Enterprise Setup is
detected on your system.

The dialog buttons function as follows:
Yes

— Click this button to overwrite--one-by-one--Pinnacle Enterprise Setup files already on the
system.

Yes to All

— Click this button to overwrite--all at once--Pinnacle Enterprise Setup files already on the
system.

No

— Click this button to keep--one-by-one--Pinnacle Enterprise Setup files already on the system.
No to All

— Click this button to keep all Pinnacle Enterprise Setup files already on the system.

If you selected any of the above four buttons, the Setup will proceed with the dialog at Figure E-4
once all files have been processed.
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FIGURE E-4: Choose Setup Language

Choose Setup Language 5'

Select the language for thiz inztallation from
the choices below.

| Eniish |

[3erman

T T [ T T

Purpose of dialog:
Currently, there are two options: English (the default) and German:

English

— The standard, all-English-language version of the product is installed.

German

— The standard, all-English-language version of the product is installed, with two exceptions:
— most text on the Setup dialogs is displayed in German
— search strings of Database Scan Triggers are in German

All other features of the installed are in English, including IntelliWatch databases, on-screen help
texts, menu items, and so on.

Once you have made your selection, click OK to proceed.
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FIGURE E-5: IntelliWatch Pinnacle Enterprise Setup

Intelliw/atch Pinnacle Enterprise Setup x|

1 Thiz will ingtall Intelied atch Pinnacle Enterprise.
Pleaze shut down the Maotes Server before installing.

Do pou wigh to continue?

[t iz gtrongly recammended that you exit all Windows progranms
before running thiz Setup program.

Click Cancel ta quit Setup and then cloze any programs poul
have running. Click Mest to continue with the Setup progran.

WARMIMG: Thiz program iz protected by copyright law and
international treaties.

Unauthorized reproduction or diztibution of thiz program, or any
portion of it, may result in zevere civil and ciminal penalties, and
will be progecuted to the mawimum extent poszible under law.

Caticel |

Purpose of dialog:
To advise you to do the following before proceeding with the Setup:

shut down the Notes server

close all Windows programs

To remind you to respect all applicable copyright laws when installing or distributing this program.
Click Next to proceed.
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FIGURE E-6: IntelliWatch Pinnacle License Agreement

IntelliYfatch Pinnacle License Agreement

Pleaze read the following license agreement. ze the scroll bar boview
the rest of thiz agreement.

“_iu:ense Agreement

OPEMNIMG THE PACKAGE OR DOWMLOADIMNG, INSTALLING OR USING THE
FRODUCT. DOING THESE THINGS INDICATES vOUR ACCERPTAMCE OF THIS
SGREEMEMT. IF%0U DO WNOT AGREE WITH THIS AGREEMENT. EITHER HALT
IMSTALLATION AND RETURM THIS PACKAGE TO YOUR SUPPLIER WITHIM
THIRTY [30) DAYS OR HALT THE DOwhLOAD PROCESS.

gtring or ather authonzation code [MAuthorization Code"'] from Candle, in which caze the
Product will fat run without the Authorization Code. [F thiz iz the caze, the Aduthorization
Code will be provided by Candle with shipment or arder of the Product, and will enable

=

FLEASE READ THIS LICEMSE AGREEMEMNT ["AGREEMEMNT") CAREFULLY BEFORE

The Product may contain a time limitation feature which requires that 'ou obtain a icensze

hd

Do pou accept all the terme of the preceding license agreement’? If 2o, click on the es puzh

buttan. [F wou select Mo, Setup will close.

< Back ez Ho

Purpose of dialog:
To display the license agreement.

Click Yes to accept all terms of the displayed license agreement and proceed to the next dialog.

Click No if you do not accept these terms. The Setup will close.

Assuming all Pinnacle 99 components were installed on the system in question, go to E-10.
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FIGURE E-7: IntelliWatch Setup Options

Intelliwatch Setup Options x|

Do you want ko create a Silent Installation Scnipt file for
unattended inztallation on another machine?

< Back I Hemt » I Cancel

Purpose of dialog:

Gives you the option of installing the product immediately, or recording a Silent Setup Script to be
used for future installations in your environment.

If you elect to record a Silent Setup, your choices are recorded in a file, iwsetup.ini. For more
information on this latter option, see “Silent Setup” on page 38.

Make your selection and click Next to proceed.
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FIGURE E-8: IntelliWatch Setup.INI File

X
Setup waz unable to locate vour zetup defaults file [iwsetup.ini).
Please check the box below if the file exizts in another location.
Then, specify that location.
If the file does not exist, simply click "Hext'
W Check here if your file iz in another location.
Choose Folder | n
Fleaze choose the inztallation folder. Browze. .. |
Path:
=
Drirectories: < Back MHext > I Cancel |
B oot - ok I
3 Acrobatd
. ADOBEAPP Cancel |
1 ATH
0 Candle
£ cbtiib hd |
Dirivees:
I = =3 j Metwaork... |

Purpose of dialog:
To allow you to select a Silent Setup Script (iwsetup.ini) as the source of IntelliWatch
configuration settings.
The Setup looks for this file in the directory from which Setup.exe was launched. To access an
iwsetup.ini file in a different location, select the checkbox in the middle of the dialog, then click
Browse to bring up the foreground dialog. Navigate to the desired location, then click OK.
Finish this step of the Setup by clicking Next.
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FIGURE E-9: IntelliWatch Setup Types

Intelliwatch Setup Types

Drezcription

The cuzgtom option alloves wvou to zpecify the zetup options
during the installation proceszs, Thiz option alzo allows for
inztallation of the configuration of the local machine as an
Advanced Servelwfatch Hub.

< Back I Mewt > I Caricel

Selecting Standard causes the following Pinnacle server components to be installed:

Monitor
Performance Manager
Tracer
Among the options disabled by default are the following:
Monitor Availability Stats
Tivoli TEC Event (Command option)
NT Event Log (Command option)
sending Paging (from the Ul)
sending SNMP traps (from the Ul)
Custom must be selected to install the Advanced ServerWatch Hub task.

A Standard installation continues with dialogs: F-13-16; F-22-23; F-33-37.
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FIGURE E-10: Active NT Services

Active NT Services _ |

The NT Services that appear Checked in this izt must be stopped before [ntelibafatch
Pinnacle Enterprize can be installed.

Al zelected Services will be stopped and restarted by zetup. Before selecting additional
Services, make sure they are not ezzential system services,

Event * = & -

,‘ ] Computer Brawser {Browser} 4 j

[ DHCP Cligrt {Dhcp DK

[ Distributed Link Tracking Client {Trkiwks) 0k

[ DMS Client {Dnscachet 0k

[ Event Log {Eventlog}h Nk

[ FTP Publizhing Service {MSFTPSYC) 0k

[ Humminghird [netd {HCLInetd} (IF4 ﬂ

Sekotdl | Ceartt |

< Back | et I Cancel |

Purpose of dialog:
The Setup detects NT Services installed on the system, and stops and restarts them as needed.

Should you have an NT Service installed on your system that is not detected by the Setup, stop it
manually, before continuing.

When you have confirmed that the appropriate Services have been selected, click Next to
proceed.

Assuming all Pinnacle 99 components were installed on the system in question, go to E-40.
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FIGURE E-11: Select IntelliwWatch Components

Select IntelliWatch Components X|

Select the components you want to install, clear the components vou do not want to install.

Components

m Doming Moritor dgeet™
.. Ikl atch Meszaging Center
Advanced Serverwfatch Server 8704 K
Performance b anager 2439 K
Tracer Server 1990 K.
Analyzer Server 1367 K

Dezcription

Thiz compaonent includes the Motes Add-in and Databazes which contain tiggers and
commands for server monitaring.

Space Required: 28143 K Space Available: 2097420 .

< Back I Mest » I Cancel

Purpose of dialog:
To allow the selection of individual IntelliWatch components.

If you selected Standard as the Setup Type (at Figure E-9), this dialog is not displayed.

o S

=

——

A medium-sized Notes environment (30 servers) usually runs only one instance of
Analyzer Server, two instances of Advanced ServerWatch and one IntelliWatch

Messaging Center.
For details, see “Sample architecture” on page 32.

Once you have made your Pinnacle component selections, click Next to proceed.

Assuming all Pinnacle 99 components were installed on the system in question, go to E-41.
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FIGURE E-12: Installation Server Type

Installation Server Type x|

Are you installing Intelty atch Pinnacle on a Standard Darmino
Server or a Partiioned Domino Sever?

% Standard Domino Server

™ Partitioned Doming Server

Setup can install Intelita atch Pinnacle components an
Fartitioned Doming Servers.

If your are inztalling Intelibaatch Pinnacle onto a Partitioned
Doming Server, select "Partiioned Doming Server” before
continuing.

< Back I Hemt » I Cancel

Purpose of dialog:
To allow you to select between server types. On Domino 5.0, the Setup checks for Notes
partitioning in the system registry (under Lotus); on R4, the Setup looks in the Notes data
directory for a batch file containing the string Set NOTESPARTITION=[number].

)

|
—
.

If this server is partitioned, yet this is not detected by the Pinnacle Setup--or vice
versa--we suggest you verify your system configuration before proceeding.

Occasionally, the nserve.bat file remains on a system that formerly was partitioned at
the Notes level, but now is running a standard Domino server. (The contents of this file
set the Notes partition number.) If you encounter such a file on a standard Domino
server, verify your Notes configuration before proceeding.

Once the server type is confirmed, click Next to proceed.
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FIGURE E-13: Choose Location of Install Directories

Choose Location of the Install Directories x|

Setup will inztall filez inta the fallowing directaries. Tainstall ta a
different directary, click Browsze and select another directary. If
Mates iz nat installed an thiz maching, select Destination
Drirectary and chick Hest.

— Program Directony
C:ACandlehlntelity atch Browse..

— Mates Directory

d:Mlotussdaming Browse...

— Motes Data Direchary

d: Lotz D arminosD atal, Browse...

< Back Cancel

I

Purpose of dialog:
The Candle directory displayed above is the default. Do nothing to keep the default. Click Browse
if you want to customize this directory.
The Notes directories displayed above were detected by the Setup. If these locations are not
correct, change the location(s) by means of the dialogs brought up by clicking on the Browse
buttons.
Once the desired install directories are displayed, click Next to proceed.

The executables that launch the IntelliWatch server tasks are located in the Notes
directory.
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FIGURE E-14: Choose Destination Location

Choose Destination Locat |

Fleaze wenfy the location of your Motez 1M file.

Id:'xlu:utus'xdu:uminu:u'mu:utes. il

X
Browsze... |
Dhirectaries:
(= dn N ok, |
[=> latus
= domino Cancel |
£ Data
£ lib ¢ Back, Mest = Cancel
Dirives:
I = d j Metwark. . |

Purpose of dialog:
To allow you to verify the location of the notes.ini detected by the Setup.

To select a notes.ini other than the one detected by the Setup, click the Browse button, which
brings up the foreground dialog. Navigate to the file, then click OK to return to the main dialog.

When the correct location is displayed in the text box of the original dialog.
Once the location of the notes.ini has been verified, click Next to proceed.

Assuming all Pinnacle 99 components were installed on the system in question, go to E-17.
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FIGURE E-15: IntelliWatch Pinnacle Registration

Intelliv/atch Pinnacle Registration x|

Fleaze enter pour name, the company pou work, for, and pour Suthorization
code [enter ‘Trial far a 30 day tial).

Fleaze call 1[888] BE2-3739 to contact a Candle zales reprezentative if
wou need an authorization code.

M arme: INn:-tes Adrmin
Compar: IYu:uurI Corporation
Buthonization Code; ITfi-3|

< Back I Memt = I Cancel

Purpose of dialog:
To allow you to enter a the name of the relevant Admin, as well as the name of the company.

If you have purchased the product, enter the authorization code you received in the bottom text
box. If this is a product trial, enter “Trial” (without quotes) in the textbox.
Once you have entered all registration information, click Next to proceed.

The Next button remains disabled until all three fields contain a value.

This and the following dialogs will not be displayed with maintenance release 27.37.
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FIGURE E-16: IntelliWatch Pinnacle Authorization Code

Intelliw/atch Pinnacle Authorization Code x|

The statuz of your Authorization Code iz az follows;

Standard Trial:

“'ou are authorized for a 30 day trial. At the end of thiz trial period,
Intelltafatch Pinnacle will expire and you will need to contact a
Candle 5ales Representative for an authorization code.

< Back

Caticel |

Purpose of dialog:
To allow you to verify your authorization code.

If you made an error on the previous dialog, click Back to correct it. Otherwise, click Next to
proceed.

This and the previous dialogs will not be displayed with maintenance release 27.37.
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FIGURE E-17: Database Target Subdirectory

Database Target Sub Directory x|

Fleaze enter the target sub-directon for MA's and ather
Intelitwatch databazes. The directon pou specify will be created
in pour noteshdata directony [unless it already existz]. Click Mesxt
to accept the default,

Target Directony:

< Back I Hemt » I Cancel

Purpose of dialog:
To allow you to customize the name of the subdirectory that contains IntelliWatch databases.

The directory will be created beneath your Notes data directory. If that latter directory were called
D:\NotesData, for example, and you entered OurlWDbs as a target directory, IntelliWatch
databases would be located in D:\NotesData\OurlWDbs.

Once you have made any desired changes in the name of the target directory, or simply to accept
the default, click Next.

Assuming all Pinnacle 99 components were installed on the system in question, go to E-18.
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FIGURE E-18: Database Source Selection

Database Source Selection x|

Select the source for your Finnacle databases:

% |nstall new databasze templates

™ Replicate databaszes from another server,

Finnacle databazes and templates can be installed or replicated
frarm anather Doming Server. On the first nstallation, install
databases from the installation media.  Replicate databases from
the initial zerver on additional installations.

< Back I Hemt » I Cancel

Purpose of dialog:
Use to select the source of IntelliWatch Pinnacle databases for installation on this system.

|

.

Install IntelliWatch databases the media on the first server only, then replicate them
from that server to the system on which IntelliWatch is currently being installed. (See
also “Installation guidelines” on page 32, and “MA Deployment” on page 43.)

For specifics regarding IntelliWatch databases and replication, see “IntelliWatch
Databases: Template Usage and Replication” on page 391.

Once you have selected the source of IntelliWatch databases, click Next to proceed.

Assuming all Pinnacle 99 components were installed on the system in question, go to £-24.
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FIGURE E-19: IntelliWatch Trigger Selection

Intelliw/atch Trigger Selection x|

1 Select the desired tigger configuration

/&S ‘ " Dizable &/l Triggers

0 lze Defaul Triggers

Uze Default Triggers iz recommended for new users.

< Back I Hemt » I Cancel

Purpose of dialog:
To allow you to disable all Triggers, or enable selected Triggers during the installation process.

Select “Disable All Triggers” when installing on production systems. Crash Detection will
be active (see page 277), but no Triggers will be monitoring server activity. Activate
Triggers on your Primary Server, then replicate MAs as per your system architecture.

Select “Use Default Triggers” when doing a Trial installation on test systems. A number
of Triggers that have proven useful in many environments will be activated, and you will
be able to see firsthand how IntelliWatch detects and corrects server issues.

Once you have selected the desired Trigger configuration, click Next to proceed.
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FIGURE E-20: Select Replication Server

Select Advanced ServerWatch Server x|

To configure Monitor and the Advanced Servers’atch Client
comectly, zetup needs to know where vou have installed the
Advanced Serverdfatch Server.

Setup provides two methods of refrieving the Advanced
Serversfatch Server fram yoL,

™ Select a Server from a list generated by Maotes

€% Enter a Server Mame manually

If you are on a large network, or have cugtomized the design of
your Motes Mame and Addresz Book, we recommend that pou
enter the name of the Server manually,

< Back I Hent » I Cancel

Purpose of dialog:
To allow you flexibility in selecting the Replication Server.

As noted on the dialog, above, if the design of your Domino Directory has been customized, or if
your network is particularly large, we suggest you enter the server name manually.

Once you have made your selection, click Next to proceed.
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FIGURE E-21: Select Replication Server

Select Replication Server Eq

Select the server to replicate from by highlighting the server name
i the list below,

Fleaze enter the Mates Higrarchical Mame of the server that pou
want bo uze for Pinnacle databaze replication.

Server Mame: tustraliad01dPart

< Back I Mext = I Cancel

Purpose of dialog:

To allow you either to select the Replication Server from a list generated by Notes, or to enter the
server name manually.

If you selected the first option, the dialog in the background, above, is displayed. Click on the
server to select it.

If you opted to enter the server name manually, the dialog in the foreground is displayed. Enter the
server name in the text box.

In either case, click Next to proceed.
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FIGURE E-22: Replication Source Subdirectory

Replication Source Sub Directory x|

Fleaze enter the source sub-directary where Pinnacle databaszes
rezide an the zource zerver. Thiz zub directon must be relative
to the MotezhData directory. Enter a penod [] to replicate from
MoteshData, Click "Mest" to accept the default.

< Back I Hemt » I Cancel

Purpose of dialog:

To allow you to customize the subdirectory where the Setup should look for IntelliWatch databases
that are to be replicated.

Normally, this will be the same as the location specified at Figure E-17, and no editing should be
needed.

Once the text box contains the correct source directory, click Next to proceed.
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FIGURE E-23: IntelliWatch Pinnacle Network Parameters (Server)

Intelliw/atch Pinnacle Network Parameters x|

Fleaze werify the Mates Higrarchical Mame of thiz zerver and the
default monitaring frequency for all tiggers.

k aritaring frequency controls howe often a tigger checks the
zervar. After ingtallation, maonitaring frequency can be zet on any
trigger individually.

Server Mame: IYDurS erver/EmoupdCompany

Frequency [in minutes]: |3

< Back I Hemt » I Cancel

Purpose of dialog:
To allow you to verify the name of the Domino server on this system, and to customize the
monitoring frequency for IntelliWatch Triggers (the default is 15 minutes). (Under normal
circumstances, the Server Name displayed should be correct. If it isn’t, please verify your Notes
configuration.)

o 3

—
=N

Consider carefully the ramifications of the Frequency parameter. Every active Trigger
uses this default frequency, unless a different interval is specified for that Trigger.

Also, bear in mind that certain Trigger types (such as Replication Integrity, for instance)
use a considerable amount of system resources when they evaluate. You may wish to
adjust either the frequency or the time of day at which they evaluate--or both.

Once the text boxes contain the correct information, click Next to proceed.
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FIGURE E-24: IntelliWatch Pinnacle Network Parameters (Admin)

Intelliw/atch Pinnacle Network Parameters x|

Flzaze enter the name of the adminiztratar of thiz zerver and the
email addrezz af the Mates Adminiztratar(z) that need to be
notified. Once inztalled vou can further cugtomize which admins
will be niotified for zpecific problems.

The ACL's on the Pinnacle D atabazes will be set up with the
write access of the zpecified adminiztratorz).

Mame of Motes Admin: I otes Adrmin
[ACL Entry]
Mates Emall Address: M ates Adrin

To add multiple e-mail names, separate each entry by a comma.
Ewxample: John Doe, Jane Smith

Setup suggests that a group name be entered in both fields,

< Back I Hemt » I Cancel

Purpose of dialog:

To allow you to specify the name and e-mail address of the Notes Admin(s) who will have

administrative authority over this server.

Note that the top text box should contain the name of the Admin(s) as you want them to be created

in the ACL of IntelliWatch databases.

Separate multiple entries by commas. Use of groups rather than individual names is

recommended.

Once the text boxes contain the correct information, click Next to proceed.

Assuming all Pinnacle 99 components were installed on the system in question, go to E-25.
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FIGURE E-25: Notification Mechanisms

Motification Mechanisms x|

b oritor Agent offerz alpha-numernc paging [via TCPAP], SMMP, and a zpecialized
meszaging service. |n addition to Email, Advanced Servertfatch can notify pow by
alphanumenc paging [via TCPAP] and SHMP. Email iz configured automatically.

The SHMF optionz are available if SMEP iz installed on this systen.

Select the options you want [ntellitsdatch Monitor and Advanced Serveradatch to
suppoark:

— bonitor Optionz
¥ Enable Meszaging Client for Maonitor Agent

W Send Messages to Advanced Serversatch
[T Enable SHMP Sub dgent for Maonitar Agent

—Advanced Serveraatch
[V Enable Meszaging Client for Advanced Serversfatch

[T Enable SHMP Sub dgent for &dvanced Serverw/atch

¢ Back I Mest » I Cancel

Purpose of dialog:
To allow you to customize the notification mechanisms used by Monitor and Advanced
ServerWatch.

While e-mail notification is configured automatically, alphanumeric paging and SNMP traps from
Monitor and Advanced ServerWatch must be selected here, or they will not be available.

If the appropriate protocols/resources are not available on (or from) a system, certain
options will be unavailable. SNMP was not installed on the machine running the Setup
for this dialog, for example, and SNMP options are therefore grayed out.

Once you have made your selections, click Next to proceed.

Assuming all Pinnacle 99 components were installed on the system in question, go to E-28.
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FIGURE E-26: IntelliWatch Analyzer Options

Intelliw/atch Analyzer Options x|

Intelitafatch Analvzer can automatically zend generated reparts ta
an Emall addrezz, and save reportz bo a specific directany, Please
chooze which options pou would ke to enable:

¥ Send Reports by Emait
¥ 5ave Reports to a Databasze

< Back I Hemt » I Cancel

Purpose of dialog:
To allow you to send Analyzer reports via e-mail, as well as save them to a database.
E-mail will be sent to the address(es) listed in the NT registry under
HKEY_LOCAL_MACHINE\SOFTWARE\Candle\IntelliWatch\Analyzer\Preferences\Send To. (The
registry key in question is populated by the Notes E-mail Address field on dialog E-24.) This
parameter may be a comma-delimited list.
Reports will be saved to the database listed in the NT registry under
HKEY_LOCAL_MACHINE\SOFTWARE\Candle\IntelliWatch\Analyzer\Preferences\Report
Storage Database.
Once you have made your choices, click Next to proceed.
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FIGURE E-27: Analyzer Report Options

Analyzer Report Options 5[

Analpzer can place a cugtam URL link and URL title an the

bottom of each generated report. Pleaze specify pour options
bl

(IR | kel atch Homepage

URL link:  Jhttp:/ Aanana inteliveatch, com

< Back I Hemt » I Cancel

Purpose of dialog:

To allow you to place a custom URL title and/or link at the bottom of each report generated by
Analyzer. Both fields are optional.

The URL Title can be whatever you choose.

For the link to work properly, the address must be correct, and the server where the
reports are located must be running HTTP.

Once you have made any desired entries, click Next to proceed.
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FIGURE E-28: IntelliWatch Messaging Client

Intelliw/atch Messaging Client x|

Fleaze enter the TCF/IP name of your Meszaging Center server.
If the kel atch Mezzaging Center will be inztalled on thiz
machine, pleaze enter "localhost'.

beszaging Center: I[Name of Mezzaging Center Server]

< Back I Hemt » I Cancel

Purpose of dialog:
To allow you to specify the system running the IntelliWatch Messaging Center Gateway. (This
service is available on both NT and AIX. For details, see “IntelliWatch Messaging Center Gateway”
on page 271.)

The IntelliWatch Messaging Client requires that the Messaging Center Gateway be
installed on a system accessible (over TCP/IP) from the machine on which the Setup is
running.

Once you entered the TCP/IP name of the system running the Messaging Center, click Next to
proceed.

Assuming all Pinnacle 99 components were installed on the system in question, go to E-29.
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FIGURE E-29: Messaging Center Options

Messaging Center Options 5[

kezzages sent from the Mezsaging Center Gatewan server may
be placed into the bwo destination queues below.

The SHP option iz available only if SHEP iz inztalled on this
spztem,

Fleaze zelect which lype of meszage queue(z] o enable;

¥ Enable Paging Queus

I Enable SHMF Queue

< Back I Hemt = I Cancel

Purpose of dialog:
To allow you to enable queues for SNMP, alphanumeric paging, and Tivoli TEC Events.

If the appropriate protocols/resources are not available on (or from) a system, certain
options will be unavailable. SNMP was not installed on the machine running the Setup
for this dialog, for example, and the SNMP option is therefore grayed out.

Once you have made any desired entries, click Next to proceed.

Assuming all Pinnacle 99 components were installed on the system in question, go to E-30.
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FIGURE E-30: IntelliWatch Messaging Center Information

Intellivtatch Messaging Center Information

Please enter pour Meszaging Center infarmation.

Pager Murnber: I[prefi:-:],[number of paging service]

Pager ID: (Fintf)  |Fin#]

COk Port

Diial Type

& Tone
" Pulze

< Back I Mewt = I Cancel

Purpose of dialog:
To allow you to configure the Paging portion of the IntelliWatch Messaging Center.

Remember ...
Don’t forget to include any required prefix in the Page Number field, following by a
comma.
Once Paging settings are verified, click Next to proceed.

Assuming all Pinnacle 99 components were installed on the system in question, go to E-317.
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FIGURE E-31: Tivoli Server Location

Tivoli Server Location x|

Since the TEC queus was chosen for the Meszaging Center, thiz
inztallation needs to know the TCPAP name of your Tivall zerver.

Tivali Server: IL'.Jl:lur Tivali zeren]

< Back I Hemt » I Cancel

Purpose of dialog:
To allow you to enter the TCP/IP name of your Tivoli server.

This dialog is displayed only if you elected to enable the TEC Event queue at Figure
E-29).
Once you have entered the name of your Tivoli server, click Next to proceed.

Assuming all Pinnacle 99 components were installed on the system in question, go to E£-35.
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FIGURE E-32: Select Advanced ServerWatch Server

Select Advanced ServerWatch Server x|

To configure Monitor and the Advanced Servers’atch Client
comectly, zetup needs to know where vou have installed the
Advanced Serverdfatch Server.

Setup provides two methods of refrieving the Advanced
Serversfatch Server fram yoL,

€ iSelect a Server from a list generated by Motes

£ Enter a Server Mame manually

If you are on a large network, or have cugtomized the design of
your Motes Mame and Addresz Book, we recommend that pou
enter the name of the Server manually,

< Back I Hent » I Cancel

Purpose of dialog:
To allow you either to select the Advanced ServerWatch Server from a list generated by Notes, or
to enter the server name manually.

Once you have made your selection, click Next to proceed.
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FIGURE E-33: IntelliWatch Pinnacle: Advanced ServerWatch Hub Server

Intellifatch Pinnacle: Advanced Serverw atch Hub Server Hame E

Select the Advanced Servers/atch Server Hub by highlighting
the zerver name in the lizt below.

Click. Mest to continue.

; ||
nter Advanced Serverw atch Server Hub Hame

Fleaze enter the Motes Hierarchical Mame of the Advanced
Serveraatch hub server that you want to uze.

Server Mame: tztraliad0ldPort

< Back I Mest » I Caricel

Purpose of dialog:

To allow you either to select the Advanced ServerWatch Hub Server from a list generated by
Notes, or to enter the server name manually.

If you selected the first option, the dialog in the background, above, is displayed. Click on the
server to select it.

If you opted to enter the server name manually, the dialog in the foreground is displayed. Enter the
server name in the text box.

In either case, click Next to proceed.



FIGURE E-34: Set Program Folder

NT SETUP DIALOGS

Select Program Folder

Setup will add pragram icons ta the Pragram Falder listed belaw,
Y'ou may type a new folder name, or zelect one from the E sisting
Falders ligt. Chok Mest o continue.

Program Folder:

|ntellis atch

Exizting Folders:

Ancezsones -
Adrinistrative Toolz

Adobe

Adobe Acrobat 4.0

Excesd

[l atch

K.enzington kouseworks

Lotuz Applications

Microzoft Developer Metwaork, j

< Back I Hemt » I Cancel |

Purpose of dialog:

To allow you to customize the name of the Program Folder, or to select an existing folder. Program

icons are added to the folder of your choice. (Click Next to accept the default of IntelliWatch.)
Once the correct Program Folder is displayed in the text box, click Next to proceed.
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FIGURE E-35: Copying Program Files

Copying pragram files..
chdocurme ™ thurdlocals™yemph_istrmpl bdit_istmpl.difconsole ntf

Cancel

Purpose of dialog:
To allow you to follow the progress of the installation of program files.

If you want the installation to complete, do nothing. When all files have been copied, the next
dialog will be displayed.

Assuming all Pinnacle 99 components were installed on the system in question, go to E-36.
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FIGURE E-36: IntelliWatch Product Updates

Intelliwatch Product Updates x|

Fleaze zelect e if pou would like to receive periodic email
abiout [ntelliwdatch product updates.

Emnail Addrezs for Inteltyatch Updates:

Fress the Mest button to complete the installation.

< Back I Hest » I Cancel

Purpose of dialog:
To allow you to request IntelliWatch product updates, as they become available.

If you want to receive product updates, select the checkbox with the mouse, then type your e-mail
address into the text box.
Once you have completed your entries--or to accept the default of no e-mail updates--click Next.

Assuming all Pinnacle 99 components were installed on the system in question, go to E-37.
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FIGURE E-37: IntelliWatch Configuration Wizard

Intelliw/atch Configuration Wizard x|

The Intelliwf atch Configuration “wizard will fine tune Pinnacle
Enterprize for your zerver bazed on the responzes vou provide to
questions azked by the Wizard. Custom statishicz and tiggers wall
be created by the Wizard to provide a custon fit for your unigue
ervironment,

Check. the bow below o run the Configuration sizard after pour
apgtem reboots,

™ ez, | would ke to mn the Wizard after my system reboats.

Fress the Mest button to complete the installation.

< Back

Cancel |

Purpose of dialog:
To allow you to launch the IntelliWatch Configuration Wizard after the system reboots.

If you want to run the Wizard, select the checkbox with the mouse.
Once you have made your selection, click Next to proceed.

Assuming all Pinnacle 99 components were installed on the system in question, go to E-38.
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FIGURE E-38: IntelliWatch Pinnacle Setup Complete

Intellifatch Pinnacle Setup Complete ﬂ

Thank. pou for instaling Intelfséatch Finnacle Enterprize. “when your Domino server restarts,
Firnacle will begin waorking behind the scenes to monitor the availability and performance of
wour environment.

To access the Pinnacle Consale, uze the Motez client or Interet Explarer to open up the
"' Pinnacle Enterprize Console" database application.

For further details please refer to the Readme and Quick Start links that have been created
in your Intelliwatch program aroup.

The following components were instaled:

Doring Maonitor Agent
Advanced Serverwfatch Server
Intelief atch bMessaging Center
Perfarmance Manager
Analyzer Server

Tracer Server

< Back I Finizh I Canicel

Purpose of dialog:
To display a list of the Pinnacle components that were installed by the Setup.
To complete the Setup, click Finish.

Assuming all Pinnacle 99 components were installed on the system in question, go to £-39.
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FIGURE E-39: Restart Windows

Restart Windows

The =ystem path was modified or zuztem files were updated. “ou
izt restart vour machine before these changes will take effect,

% ez, | want o restart my computer now.

€ Mo, | will restart my computer later,

Purpose of dialog:
To allow you to select when the system reboots.

Because of changes to the system path made by the Setup, you must reboot the system
before running IntelliWatch.

Once you have made your selection, click OK to complete the Setup.
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FIGURE E-40: Upgrade Applications

Upgrade Applications

Setup haz detected Intellivwfatch Pinnacle werzion 5.00.27.70 an
thiz syztem.

The following applications will be upgraded by this installation:

Advanced Servers’atch Server
Analyzer Server

Drarning Manitar Agent
Perfarmance kanager

Tracer Server

Chizk. the Mest buttan to continue.

le _. ........ HEHt> ......... .\_ I:ar_":el

Purpose of dialog:

To display a list of the Pinnacle 99 components (version 5.00.21.10 only) that were upgraded by
the Setup.

Assuming all Pinnacle 99 components were installed on the system in question, go to E-7117.

Which Setup dialogs are displayed during an upgrade, as well as the order in which they

are presented, depends on which Pinnacle 99 components were installed on the
system being upgraded.

Assuming that all Pinnacle components were installed on a given system, dialogs are
presented in the following order:

E-1 through E-6; E-10; E-40; E-11; E-41; E-14; E-17 and E-18; E-24 and E-25; E-28
through E-31; E-35 through E-39.
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FIGURE E-41: Location of Directories

Location of Directories 5[

Setup will upgrade the files in the fallowing directonies.

Chick Mest o continue.

— Program Directony

C:ACandlehlntelity atch Browsze...

— Mates Directory

d:Mlotussdaming Browse...

— Motes Data Direchary

d: Lotz D arminosD atal, Browse...

< Back Cancel

I

Purpose of dialog:
To inform you of the location of the Pinnacle files that will be upgraded by the Setup.

Unlike a new installation, certain choices are not available when upgrading Pinnacle
components, due to decisions made during the previous installation (file locations, for
instance).

You may configure products not previously on the system, however.

Assuming all Pinnacle 99 components were installed on the system in question, go to E-14.
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Appendix

IntelliWatch Pinnacle
Configuration Wizard F

The Setup gives you the option of running the
IntelliWatch Pinnacle Configuration Wizard
immediately after the system reboots.

The Wizard first detects the function of the local
server in your Notes environment. Based on your
answers to a series of questions, it then tailors
Pinnacle components to most effectively manage
your Domino servers. Server-function options are:
Application

Hub

Mail

Web

Please bear in mind, however,...

that the primary purpose of the Configuration
Wizard is as a tool to be used by on-site SEs (to
automate product demonstrations).

Therefore, be aware that running the Wizard as part
of a normal installation creates a significant
likelihood that you will want (or need) to later disable
(or modify) much of what the Wizard generates.
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FIGURE F-1: IntelliWatch Pinnacle Configuration Wizard

=101 x|

Thiz tool will inteligently configure the Intelivwatch Pinnacls suite for pour Domino
enterprize.  The Configuration wizard will examine vour gerver to determing what
rezponzibilities are handled: mail, web, application, and/or bub, Bazed on the
rezponzibilities covered by the server, you will be asked a zenies of questions about wour
environment. The \Wizard will uze the answers ta these questions to create custon Lobus
MHotes statiztice and [ntellisfatch bMonitor tiggers to optimize the perfarmance and
avallability of your zerver.

Help Canicel <4 Back | Memt s I
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FIGURE F-2: Configuration Wizard: Server Responsibilities

=101 x|

The Pinnacle Configuration izard has determined that the lozal zerver handles the Lotus
Mates rezponzibilities for the checked items. Bazed on the rezponzibilities checked on thiz
panel, the wizard will next azk pou a zenes of questions about vour environment. The
anzwers to these questions will be uzed to tailor the Finnacle suite of products to best
manitar and mainkain vour Maotes environment, o may override the responzibilig settings
below by checking/unchecking the appropriate boxes.

¥ application

Help Cancel << Back | MRt » I
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FIGURE F-3: Configuration Wizard: Trigger Notification

i}‘!lntelliWatch Pinnacle Configuration Wizard - Trigger Notification % i e i .: : ) =10l x|

The “Wizard will create Intelliaatch kMonitor tiggers that will notify wouw of potential problems
with your Hotes environment. [ntellftadatch Maonitor tiggers can notify you in a vanety of
wanz, and uge different notification mechanizms az a problem recurz. Use the fizlds below
to specify how wou would like to be notified for the first, second, and third [or more]
occumences: of a problam,

M atification methiod for first occurence of problem:
[Send mail to administrator Select

M atification rmethod for zecond occurence of prablen:
|Send mail to administratar Select

M atification method for additional occurences of problen:
[Send mail to administrator Select

Help Cancel << Back
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FIGURE F-4: Server: Database Performance and Availability

Server - Database Performance and Availability _ =10l x|

The Pinnacle Configuration “izard will configure the Pinnacle 33 Suite of products to
monitor the databases you specifty for perfarmance and availability, Custorn Motes
shatizticz will be created to track the performance of views in these databazes. An
Intelltadateh Monitar tigger will be created to notify youw if access time for any critical
databaze fallz below the zpecified waluie.

Critical D atabases; |narn gs.nsf

Select |

Moty if rezponze threzhold exceeds I 120 zeconds on any of the critical
databazes.

[¥ Maintain Wiews Performance custom notes statistic for each critical
databaze.

Help Cancel << Back | MRt » I
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FIGURE F-5: Server: Database Activity and Security

Server - Database Activity and Security _ =10l x|

The Pinnacle Configuration “wizard will monitor the critical databaszes vou have specified,
zending notification if activity Falls below the specified value, The Wizard will alzo naotify
o of ACL changes by non-admin users.

Matify if accesses for any crtical database iz less than I 1 per
Day -~

¥ Matify if ACL change made to specified critical databases by non-admin
Lzl

Help Cancel

MRt » |
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FIGURE F-6: Mail Server: Availability and Performance

Mail Server - Availability and Performance _ =10l x|
The Pinnacle Configuration “wizard will notify vou if access time for POP3 or SMTP

exceeds specified levels. The Wizard will alzo natify wou I the rezponze time of the
Perzon view in the Public &ddress Book. exceeds the specified value.

F atifw if time to connect to POP3 excesds I A0 zeconds.

I atify if time to connect to SMTP exceeds I B0 zecands.

Matify if average responze time of People wview in Mame and Address Book ercesds
I B0 zeconds.

Help Cancel << Back
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FIGURE F-7: Mail Server: Availability and Maintenance

Mail Server - Availability and Maintenance _ =10l x|

The Pinnacle Configuration “izard will create triggers bo notify pou if the age of documents
it the SMTP ar mall queue exceeds the specified value. Additionally, the wizard wall
create tiggers to notify wou if any user mail databazes exceed the specified zize.

[ Moify if time that any document remainz in the SMTP quewe exceeds

| 5 |Hours -] .

[ Motify if time that any document remaing in the b ail bos database exceeds
| 5 |Hours -] .

I atify if the zize of any uzer mailbox exceeds | a0 IMEI ;I

Help Cancel << Back




FIGURE F-8: Mail Server: Availability

Mail Server - Availability

PLEASE BEAR IN MIND,

HOWEVER,...

=101 x|

The Pinnacle Configuration izard will create tiggers bo notify wou if bourly dead mail
count or mail delivery failures exceed the zpeciiied values.

Motify if the count of new dead mail meszages exceeds I 10 per hour.

F atify if the number af new mail deliveny failures exceeds I 10 per hour.

Help

Cancel

<< Back
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FIGURE F-9: Web Server: Availability and Performance

E}SWEIJ Server - Availability and Performance _ - |I:I|5|

The Pinnacle Configuration wizard will create a trigger to notify you if the HT TP task
cannot be acceszed in the specified amount of tme. The “Wizard will alzo create and
maintain cuztom Motes statiztics to track the CPU wtilization and working zet uzage for the
HTTP tazk.

I atify if time to connect to HT TP excesds I A0 zeconds.
¥ taintain working set custom notes statistic for HTTP task.

[¥ taintain process utilization custom notes statistic for HT TP task.

Help Cancel << Back
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FIGURE F-10: Hub Server: Database Replication

Hub Server - Database Replication _ =10l x|
The Pinnacle Configuration “izard will create a trigger to notify you if the number of
running replhicator tazks fall: below the specified value, A custorn Motes statiztic will be

created to track the hourly replication failures for the zerver. |F the number of ko
failures exceeds the specified value, vou will be notified.

I atify if number of replicator tasks running iz less than I a .

Matify if the count of replication failures exceeds I g per hour.

Help Cancel << Back
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FIGURE F-11: Hub Server: Database Replication (continued)

Hub Server - Database Replication {continued} _ - |I:I|5|
The *izard will maintain replication delay statiztics for each server that iz configured for

replication. |f the time since replication for any critical databasze to any configured server
ewceeds the specified number of minutez, you will be natified.

Moty if the time zince crtical databaszes have been sent exceeds IEEED minutes.

I atify if the time zince chtical databazes have been received excesds IEBEEI
rninLke s,

Help Cancel << Back




FIGURE F-12: Application Server: Workflow

PLEASE BEAR IN MIND,
HOWEVER,...

E}!ﬂpplitatiﬂn Server - Workflow

L =10 x|

The flow of documents through a warkflow envinonment zhould be timely to ensure that
the overall rezponze of the application iz meeting expectationz.  The Wizard will create
[rtellia atct b onitar Triggers bo monitor the age of documents in these databases. Yoo
will be notified if the age of any document in wour workflow databazes excesds the
zpecified time period.

WhorkFlaw Applicationg
I Select |

[ Motify if time that any document remainz in a specified workfaow application
enceeds | 2 |Days ;I .

Help Cancel << Back
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FIGURE F-13: Configuration Wizard: Server Groups

=101 x|

The custom Mates statistics and Intelivwatch Monitor tigaers that the wWizard creates are
configured to run for specific Motes zerver groups. These server groups are based on
functional responzibilities that a zerver iz zet up to handle [Application, Mail, Web, Hub].
I order for the custom statistics and tiggers to operate, the appropriate server groups
izt be created in the Public Address: Book. Check the bow to have the \Wizard create
theze server groups for you, 1f pou would ke to create the server groups vourself, leave
the box unchecked.

¥ 'wizard will create required server groups in Public Address Book

Help Cancel << Back
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FIGURE F-14: Create Triggers and Statistics

Create Trigers and Statistics? 5'
@ Do pou want to create Triggers and Statistics based on the data vou enterad??

Mo | Ear‘n::ell
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FIGURE F-15: Configuring System

=101 x|

S aving configuration infarmatiar. .

Help Cancel << Back | Finizh I
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FIGURE F-16: Configuration Wizard: Completion Screen

i}‘!lntelliWatch Pinnacle Configuration Wizard i = ||:||5|

Thank you far uzing the Intelivwatch Pinnacle Configuration *wizard. “our system has now
been configured bazed on our analyziz of vour server, and vour responzes to the questions
azked by the Wizard, You can uze the Finnacle Conzole bo view and make ary dezired
modifications to the triggers and statistics that the “Wizard has just created.

Help Cancel ¢ Back | E it I




454

PINNACLE ENTERPRISE
USER’s GUIDE




I 455

Appendix

Data Returned by PM
Statistic Types G

As discussed in “Chapter 5, Performance Manager”
(under 5.1.0.0), each PM statistic type returns very
specific data.

As an aid to understanding what is returned by each
type, the following table is provided.Data returned
by PM statistic types.
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Table G-1. Data Returned by PM Statistic Types

PM Statistic Type

Returned (in addition to Statistic Name)

Average No additions to statistic name.
Delta No additions to statistic name (including time interval)
Difference No additions to statistic name.

File System Information

UNIX only: [mount point].Free
[mount point].Size

Mail Domain

incoming.[domain name].Count
incoming.[domain name].Size
outgoing.[domain name].Count
outgoing.[domain name].Size

Mail Incoming Delivery

[server name].CountOver
and/or

[server name].Max
[server name].Avg
[server name].Min

Mail Outgoing Attachment Types

[extension].Count
[extension].Size

Mail Outgoing Server Attachment Percentage

No additions to statistic name (for overall percentage)
Overall percentage broken down by:
[destination server name]

Mail Outgoing Server Volume

[server name].Count
[server name].Volume (in bytes)
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Table G-1. Data Returned by PM Statistic Types

PM Statistic Type

Returned (in addition to Statistic Name)

Mail Size

USER LEVEL:
Sent.[User, i.e. sender].Max
Sent.[User, i.e. sender].Avg
Sent.[User, i.e. sender].Count
Received.[User, i.e. recipient].Max
Received.[User, i.e. recipient].Avg
Received.[User, i.e. recipient].Count
SERVER LEVEL:
Outgoing.[server name].Max
Outgoing.[server name].Avg
Outgoing.[server name].Count
MAXIMUM/AVERAGE SUMMARY:
Sent.Max
Sent.Avg
Sent.Count
Recv.Max
Recv.Avg
Recv.Count

NT Performance Counter

No additions to statistic name.

Replication

Pulled.KBReceived.[server name]
Pulled.KBSent.[server name]
Pulled.Documents.Transferred.[server name]
Pushed.KBReceived.[server name]
Pushed.KBSent.[server name]
Pushed.Documents.Transferred.[server name]
Time.[server name]

TotalMissed.[server name]
TotalSuccesses.[server name]

Replication Delay

[server name].MinutesSince.Recv
[server name].MinutesSince.Send

Server Event Count

No additions to statistic name.

Summation

No additions to statistic name.




DATA RETURNED BY PM STATISTIC TYPES

Table G-1. Data Returned by PM Statistic Types

PM Statistic Type

Returned (in addition to Statistic Name)

View Performance

SERVER AND DATABASE SUMMARIES:
Avg
Count
Max
PercentUnder[SLA threshold from Type Information
tab]

BY VIEW:

[View].Avg
[View].Count
[View].Max
[View].PercentUnder[SLA threshold from Type
Information tab]

BY VIEW (WHEN VIEW IN A FOLDER):
[Folder].\[View].Avg
[Folder].\[View].Count
[Folder].\[View].Max

[Folder].\[View].PercentUnder[SLA threshold from
Type Information tab]
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Appendix

Ports Used by IntelliWatch H

Port basics (non-partitioned servers):

IntelliWatch port usage on non-partitioned Domino
servers is relatively straightforward. Although users
are free to customize certain port settings, most
users simply accept the defaults, which are listed in
the following table. (For information on what may
and may not be customized, see the section Port
customization, below.):
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Table H-1. Ports used by IntelliWatch

Port usage Port #
IWASW Server Task 22576
IWINFO Server Task 23576
Message Center Gateway (paging requests) 21370
Message Center Gateway (all other requests) 21371
Portmapper (running as NT Service on Windows, and 24576

as a process on UNIX)

Tracer Server Task (This task uses the first available 15130

port from the following list.) 16150
17380
18930
19390
20580
21630
22510
23930
24780

Message Center Gateway
The Message Center Gateway listens on ports 21370 (paging) and 21371 (other notifications).

Any Pinnacle component or utility that sends something via the Message Center Gateway does so
via these ports (iwpage, iwevent, iwasw, iwagent paging, etc.).

ASW and the Notes ping:

ASW checks server connectivity by means of a Notes ping. ASW does not necessarily use port
1352 for this purpose, but instead issues a command using the Notes API--which causes Notes to
talk to the other server by means of some underlying Network protocol.

This protocol might be TCP/IP (which by default uses port 1352), or some other network protocol,
depending on how Notes is configured in a given environment. (In the default situation, port 1352
would need to be open to the ASW Hub system on all servers that the Hub will be monitoring.)

In short, iwasw’s pinging of the server depends on underlying Notes communication.
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Port basics (partitioned servers):

Portmapper:

Portmapper exists for the purpose of coordinating communication between the Pinnacle Console
and IntelliWatch tasks running on partitioned servers.

Running as an NT Service on Windows or as a process on UNIX, Portmapper listens on port
24576. When the Pinnacle Console connects to a server via this port, communication proceeds as
follows:

The Pinnacle Console connects to port 24576 on the desired host (server short name or the
hostname specified in the Ul).
Portmapper accepts the connection(s) and reads from the socket.
The Console sends the name of the server it wants to talk to.
Portmapper reads the server name from the socket and looks up its partition number in the NT
registry or in the iwglobal.ini file on UNIX:
NT registry: (HKEY_LOCAL_MACHINE\SOFTWARE\Candle\IntelliWatch\[Server Name]\Partition=[#])
iwglobal.ini: [Server Name]
Partition=[#]
Portmapper sends the partition number down the socket.
The Pinnacle Console reads the number and disconnects.
Portmapper disconnects as well, performs some cleanup and then goes back to waiting for
someone to connect.
The Console adds the number it is given to the base port for the task in question, then
establishes a connection with the task, whereupon it carries out the required action(s).

IWINFO and ASW

On partitioned servers, the port numbers in the above list are used by default, and are then
incremented by the partition number.

IWINFO, running on the second partition of a system, for example, would listen on 23576 + 2, or
port 23578.

Note: IWINFO doesn't initiate communication with any other process (except the Message Center
Gateway, when sending a page).

IWTRACE

Tracer listens on the first port it finds to be available from the above list, then offsets it by the
partition number in the same fashion as IWINFO and IWASW.
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The part of Tracer installed on the Notes client listens on the same set of ports, and a partition
number of 0 is assumed. The Enterprise console must be able to connect to the port Tracer is
listening on, on both the server and the client. After the initial connection is made, the OS opens a
new port (not currently in use), and the Pinnacle Console reconnects to that port.

Port customization:

ALL ports above can be set to just about anything above 1024 via either the NT registry (on
Windows systems) or in the *.ini files (on UNIX). There are two exceptions:

Tracer ports
The TCP/IP Notes port (which is governed by a setting in the notes.ini file)

Server NIC key:

In tandem with the above port settings, all IntelliWatch Pinnacle components use the following
Server NIC setting to determine which network interface to listen on:

NT registry: HKEY_LOCAL_MACHINE\SOFTWARE\Candle\IntelliWatch\Pinnacle\Network\Server NIC=[ip address]
iwpinn.ini: [Network]

Server NIC=[ip address]
If this setting is not present (please note that it must be created manually), Pinnacle attempts to
listen on all interfaces. In some environments, however, the server components are only allowed to
listen on one interface. On systems with multiple NICs, this can lead to connectivity issues. Adding
this key resolves most, if not all, such issues.
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Appendix

Getting More Help I

Candle Corporation offers comprehensive
maintenance and support to ensure you realize the
greatest value possible from your Candle software
investments. More than 200 technicians worldwide
are committed to providing you with prompt
resolutions to your support requests.

Customer Support operates between 5:30 A.M. —
5:00 P.M., Pacific Time. After-hours or on weekends,
Candle's computerized call-management system

Chapter Contents
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ensures that a technician returns
your call within one hour. Outside
North America, after-hours and
weekend support is provided by
Candle Customer Support
locations in the United States.

1.1 Support via the
Internet

Candle provides information and support
services through

Candle's homepage at www.candle.com.

You can use the Candle Worldwide Web
Site to

— open problem records

— access maintenance information

— order products or maintenance

— access IBM compatibility information

— download fix packs for distributed
products

— read news and alerts

— scan a list of scheduled Candle
education classes

1.2 Electronic support

Candle Electronic Customer Support
(CECS), an electronic customer support
facility. You can access this facility using
the IBM Global Network. You can use
CECS to:

— open problem records

— search our database for solutions to
known problems

— look for answers to commonly asked
questions

— read news and alerts

— scan a list of scheduled Candle
education classes
Both CECS and the Candle Worldwide Web
Site are available 24 hours a day, 7 days per
week.

1.3 Telephone support

Our support network consists of product
specialists who work with you to solve your
problem.

Candle uses an on-line problem
management system to log and track all
support requests. Your support request is
immediately routed to the appropriate
technical resource.

When you call to report a problem, please
have the following information:
your Candle personal ID (PID) number
the release level of the Candle product

the release level of IBM or other vendor
software

identifying information and dates of
recently applied maintenance to your
Candle product or IBM product

a detailed description of the problem
(including the error message) and the
events preceding the problem

a description of any unusual events that
occurred before the problem

.4 Locations and
Numbers

To contact a Customer Support
representative, refer to the following list.
While these phone numbers were accurate


http://www.candle.com

at the time this document was published, the current numbers can be found on the Candle Web site,

LOCATIONS AND NUMBERS

www.candle.com, under Customer Support.

Table I-1. Customer support phone humbers

Office

Telephone

FAX

North America

(800) 328-1811
(310) 535-3636

(310) 727-4204

Europe

Belgium/Luxembourg

+32 (0) 3 270 95 60

+32 (0) 3 270 95 41

France +33 (0) 1 53 61 60 60 +33 (0) 1536106 16
Germany/Switzerland/ +49 (0) 89 54 554 333 +49 (0) 89 54 554 170
Austria

Italy — Freephone

800 80992

Netherlands

+31 (0) 30 600 35 50

+31 (0) 30 600 35 10

Scandinavia

+46 (0)8 444 5940

+46 (0)8 623 1855

United Kingdom

+44 (0)161 437 5224

+44 (0)161 437 5225

(Southern Europe, Middle East and South Africa Agents call United Kingdom)

Asia Pacific — English Hub

+61 29954 1818

Australia +612 8912 9898
Hong Kong 800 908 457
India +612 8912 9898
Indonesia 0018 03061 2061
Malaysia 1800 803 459
New Zealand 0800 449 596
Philippines 1800 1612 0096
Singapore 800 616 2075
Thailand 0018 00612 1045

Asia Pacific — Japanese Hub

+81 3 5562 6992

+81 3 5562 6995

Asia Pacific — Korean Hub

+82 2 552 8744

+82 2 552 8746

Asia Pacific — Mandarin Hub

+88 62 2739 3223

+88 62 2378 5993

Asia Pacific — e-mail address: ap_support@candle.com
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When your local support office is
unavailable, you can contact Candle's North
America support center. If USADirect®
service is available in your country, use the
800 telephone number. If USADirect®
service is not available, ask your
international operator for assistance in
calling Candle's local (310) number.

.5 Incident
Documentation

You may be asked to send incident
documentation to the Candle Customer
Support Center. On the outside of all
packages you send, please write the incident
number given to you by the Customer
Support representative.

Send tapes containing the incident
information to the following address, unless
directed otherwise by your Customer
Support representative:

Candle Customer Support

Candle Support Center, Incident number
100 N. Sepulveda Boulevard

El Segundo, CA 90245

Send all other relevant documentation, such
as diskettes or paper documentation, to the

address provided by your Customer Support
representative.

1.6 Ensuring Your
Satisfaction

Candle Customer Support is committed to
achieving high customer satisfaction ratings
in all areas. These include

connecting you to a support

representative promptly

providing you with the appropriate fixes

answering support questions

filling your shipping orders

supplying documentation
If you have a concern that has not been
resolved to your satisfaction, you can open a
complaint ticket. All tickets are logged and
tracked to ensure responsiveness and
closure. Using the ticket information, a
manager will contact you promptly to resolve
your problem.



A

acl_condition
see under IntelliWatch keywords
acl_user_list
see under IntelliWatch keywords
acl_value
see under IntelliWatch keywords
action profiles
see under Advanced ServerWatch
profiles
activity_condition
see under IntelliWatch keywords
activity_scope
see under IntelliWatch keywords
activity_type
see under IntelliWatch keywords
activity_value
see under IntelliWatch keywords
Adobe Portable Document Format 28
printing problems 28
PDF
see Adobe Portable Document Format
printing problems
see under Adobe Portable Document
Format
Advanced ServerWatch 153—185
‘| am alive’ messages from Monitor 183
architecture 154
configuring via Notes client 329-334
activate/deactivate monitoring 330
add a hub 329
delete a hub 330
profiles
action
create 333
edit 334
maintenance
create 331
edit 332
treat BUSY as responding 333
connection status 165, 168
connection symbol 166

Index

console
layout 161
message panel 167
no messages 185
server information bar 168
toolbar 169
database
replication 181
formula 182
method 181
FAQs 185
IWAlert housekeeping 183
iwalert messages
color 166, 167
message pairing 167
viewing by server 167
managed servers 166
add 172
via the menus 172
adding
Enable Monitoring checkbox 172
deleting 173
disappear 185
viewing messages 167
message panel
color of messages 167
detail 167
disappearing messages 167
message pairing 167
viewing messages by server 167
Monitor ’l am alive’ messages 183

profiles
action 174, 177
editing 180
maintenance 174
create 175
editing 176
interval 174

subinterval 174
see also Advanced ServerWatch
configuring via Notes client
profiles
server information bar 168
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enabled 168
load index 168
response time 168
toolbar
deleting hub server 169
deleting selected messages 169
deselect all messages 169
select all messages 169
update messages from selected
server 169
treat BUSY as responding 181
Analyzer 285-319
accessing
Pinnacle Console in browser 21, 22
charts
advanced information 299
basic information 298
creating 298
left-axis information 298
right-axis information 298
common dialog fields 295
configuration 287
accessing 21, 22
configuring via Notes client 337—342
basics 337
chart
create 339
delete 340
edit 340
report
create 341
delete 342
edit 341
reports 341
creating 341
statistic
create 338
delete 339
edit 338
statistics 337
creating charts 296
creating reports 299
data sources 287

defining statistics 296
dialogs
chart
advanced 312
basic 306
left axis 308
right axis 310
report
advanced 318
basic 314
data 316
statistic definition 304
editing reports 300
graph vs legend 297
initial connection to Console 287
launching manually 287
legend size 297
overview 286
reporting guidelines 290
reports
advanced information 299
archiving 301
basic information 299
creating 299
data information 299
overwriting 301
reasons for failure 292
configuration 292
order 292
server 287
statistic names 294
statistics
compared to PM stats 291
creating 295
defining 295
generating data (in PM) 291
one to many 296
retrieval and customization 286
what to collect 293
wildcard usage 294, 296
troubleshooting reports 302
incorrect dates 302
mis-spellings 302



wildcard usage 296

working with statistics 295
app_instances

see under IntelliWatch keywords
application keyword

see under IntelliWatch keywords
application_state

see under IntelliWatch keywords
ASW client 154
ASW console

see under Advanced ServerWatch
ASW server 154
avail_error_msg

see under IntelliWatch keywords
avail_type

see under IntelliWatch keywords

C
CECS (Candle Electronic Customer
Support) 464

client, ASW

see ASW client
command line utilities 361-372
Commands

copying via Pinnacle Console 56
Compound 82
Configuration Wizard

dialogs 33, 437

should | use it? 33, 437

configuring Pinnacle via Notes 321-343

connection status
see under Advanced ServerWatch
connection symbol
see under Advanced ServerWatch
console utilities 345—359
paging server 348—354
accessing parameters
on Notes server 350
with Notes client 349
without Notes client 349
debugging 351
modem speed 348

INDEX

Notes required? 349
NT service 353
overview 348
parameters 350
comm port 350
debug 351
dial attempts 350
dial type 350
init string 350
max page length 350
pager ID 350
paging number 350
paging vs paging server 351
password 350
port speed 350
TCP/IP port 350
termination string 350
timer keyword 350
stopping/restarting service 353
supported protocols 348
system requirements 348
parameter configuration utility 346—347
overview 346
using 346
remote recycle 354
overview 354
procedure 354
Replication Check 354—359
send SNMP trap
overview 359
prerequisites 359
procedure 359
registry settings 359

Crash Detection 277—283

actions 281

notify only 281

reboot 281

recycle, do not reboot 281

recycle, reboot if necessary 281
additional wait time 281
configuration

using CD Ul 282
configuration methods 282
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database monitored 278
database unavailable 278
idle time
configure 280
drawbacks of using 279
purpose 279
initial wait time 280
launch program
options 281
notification
options 281
wait time adjustment 283
wait times
Increasing
drawback of 279
customer support
electronic (CECS) 464
internet 464
locations 465
numbers 465
satisfaction 466
telephone 464

D

database keyword

see under IntelliWatch keywords
database_condition

see under IntelliWatch keywords
database_field

see under IntelliWatch keywords
database_occurrences

see under IntelliWatch keywords
database_occurrences_found

see under IntelliWatch keywords
database_scope

see under IntelliWatch keywords
database_value

see under IntelliWatch keywords
Databases, IntelliWatch 391-394
dest_additional_count

see under IntelliWatch keywords
dest_additional_ids

see under IntelliWatch keywords
dest_modified_count

see under IntelliWatch keywords
dest_modified_ids

see under IntelliWatch keywords
doc_count_condition

see under IntelliWatch keywords
doc_count_value

see under IntelliWatch keywords
doc_timeout_condition

see under IntelliWatch keywords
document_id

see under IntelliWatch keywords
documentation, incident

where to send 466

documentation, ordering additional 29

E
escalation_index keyword
see under IntelliWatch 383
explanation keyword
see under IntelliWatch keywords

F
FAQs
Advanced ServerWatch 185
file keyword

see under IntelliWatch keywords
file_condition

see under IntelliWatch keywords
file_value

see under IntelliWatch keywords

G
getting more help 463—466

H

help, additional 463—-466
hub server

see Advanced ServerWatch
hub
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Installation
partitioned server 36
Pinnacle browser client 37
Pinnacle stand-alone client 37
upgrade 35

assumptions
see underinstallation guide

installation guide
assumptions 15
ordering additional documentation 29
system requirements 16

IntelliWatch databases
replication 391-394
template usage 391-394

IntelliWatch keywords
acl_condition 382
acl_user_list 382
acl_value 382
activity_condition 382
activity_scope 382
activity_type 382
activity_value 382
app_instances 382
application 382
application_state 382
avail_error_msg 382
avail_type 382
database keyword 382
database_condition 382
database_field 382
database_occurrences 382
database_occurrences_found 383
database_scope 383
database_value 383
dest_additional_count 383
dest_additional_ids 383
dest_modified_count 383
dest_modified_ids 383
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doc_count_condition 383
doc_count_value 383
doc_timeout_condition 383
document_id 383
escalation_index 383
explanation 383

file 383

file_condition 384
file_value 384
mail_probe_reply_time 384
mail_probe_send_time 384
mailuser 384

message 384

notes_db1 384

notes_db2 384

port 384

protocol 384

range_from 384

range_to 384
readiness_conditions 384
replica_server 384

server 384
source_additional_count 385
source_additional_ids 385
source_modified_count 385
source_modified_ids 385
statistic 385
statistic_condition 385
statistic_value 385
threshold 385

timeout 385

user 385

user_exit_status 385

value 385
white_space_condition 385
white_space_value 385

Introducing Pinnacle 15—-28
IW databases

replication 391-394
template usage 391-394
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L SNMP trap 146
loading Intelliwatch add-ins at Notes server start program 148
console 342 TEC Event 150
Loading products at admin console deployment 38
configuring via Notes client 342—343 triggers
compound types
application 84
M availability (database) 85
mail_probe_reply_time availability (service) 86
see under IntelliWatch keywords database activity 87
mail_probe_send_time database scan 88
see under IntelliWatch keywords document count 89
mailuser keyword document timeout 90
see under IntelliWatch keywords replication integrity 91
maintenance profiles replication readiness 92
see under Advanced ServerWatch statistic 93
profiles user 94
managed servers white space 95
see under Advanced ServerWatch condition fields 54
Management Agents 41-151 VALUE keyword 54
command sections copy
configurable parameters 43 Triggers
program or batch file 43 copying via Pinnacle Console 54
commands create 52
copy 56 delete 53
create 56 edit 52
delete 56 enable/disable 53
edit 55 types
types ACL History 72
ACL changer 116 application 74
IWAlert 118 availability (database) 78
IWMail 122 availability (service) 76
IWNTLog 120 compound 80
kill process 124 edit condition 82
move file 126 database activity 98
move/remove document 128 database scan 96
new replica 130 document count 100
pager 132 document timeout 102
reboot 134 file 104
recycle 136 replication integrity 106
restart add-in 138 replication readiness 108
run agent 140 statistic 110
server console 142 user 112

sleep 144 white space 114
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creating new MAs 328
MAs
see Management Agents
MCG-only installation 275
Message Center Gateway 271-276
alphanumeric pages 274
architecture 272
iwevent 272
in batch files 273
NT Event Log, and 274
platform-specific considerations 275
SNMP traps, and 274
TEC Event
default 273
Trigger messages 274
message keyword
see under IntelliWatch keywords
message panel

see under Advanced ServerWatch
console

Monitor
last evaluation messages 183
changes to ASW 183

N
notes_db1 keyword
see under IntelliWatch keywords
notes_db2 keyword
see under IntelliWatch keywords

(o)

ordering additional documentation 29

P

paging error messages 387—389

parameter configuration utility
see under console utilities

Performance Manager 187—247
Analyzer, and 195
architecture 194
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basic information tab 210
built-in types 189, 196
categories 195
compared to Analyzer stats 190
what is returned 189
configuring via Notes client
delete statistic 336
edit statistic 336
statistic
create 335
edit menu
add-in list 200
adding 200
removing 201
report interval 199
statistics list 199
adding 199
removing 200
edit menu, customizing 198
in-memory stats
use with Triggers 194
long-term data management 193
Space Saver settings 193
managing growth of iwstats.nsf 190
ACL settings 190
Monitor, and 194
monitoring information tab 212
overview 188
server lists
type vs monitoring 204—205
statistic architecture 189
statistic definition
help tab 214
statistic types
average 216
delta 218
difference 220
mail.incoming.delivery 226
mail.outgoing.attachment.types 228
mail.outgoing.server.attachment.percent
age 230
mail.outgoing.server.volume 232
mail.size 234
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NT performance counter 236
replication delay 240
server event count 242
summation 244
view performance 246
statistics
categories vs types 195
common dialog fields 209
configuring multiple 202
copying 207
creating 206
deactivating 208
deleting 208
editing 207
fields by type 209
monitoring 202
monitoring interval 202
reporting 201
user interface
basic information
example 206
usage 210
monitoring information
example 207
usage 212
type information
example 207
working with statistics 206
Pinnacle Configuration Wizard
dialogs 33
should | use it? 33
Pinnacle Enterprise
configuration 18
quick tour 17
Pinnacle Performance Manager
configuring via Notes client 334—-337
port keyword
see under IntelliWatch keywords
Ports, used by IntelliWatch 459
ASW 460
Message Center Gateway 460
partitioned servers 461
customization 462

IWINFO and ASW 461
portmapper service 461
Server NIC key 462
Tracer 461
PPM
configuring via Notes client 334—337
protocol keyword
see under IntelliWatch keywords

Q

quick tour, see under Pinnacle
Enterprise. 17

R
range_from
see under IntelliWatch keywords
range_to

see under IntelliWatch keywords
readiness_conditions

see under IntelliWatch keywords
replica_server keyword

see under IntelliWatch keywords
Report Interval 199
requirements, system 16
requires 336

S

Security Mechanism 23
access levels
MANAGER 25
NO ACCESS 25
READ/WRITE 25
READER 25
ACL check 23
Security mechanism
access levels 25
MANAGER 25
NO ACCESS 25
READ/WRITE 25
READER 25
ACL check 23
browser-level 23



Internet password 23
more secure format 25
server keyword
see under IntelliWatch keywords
ServerWatch
see Advanced ServerWatch
Short Messaging Service
see under console utilities
paging server
supported protocols
Silent Setup 38—39
how it works 38
response file
creating 38
editing 39
running 39
what it won’t do 39
SMS
see under console utilities
paging server
supported protocols
source_additional_count
see under IntelliWatch keywords
source_additional_ids
see under IntelliWatch keywords
source_modified_count
see under IntelliWatch keywords
source_modified_ids
see under IntelliWatch keywords
statistic keyword
see under IntelliWatch keywords
statistic_condition
see under IntelliWatch keywords
statistic_value
see under IntelliWatch keywords
Statistics
editing 207
Statistics database
default 58
Statistics database, new
iwstatus.nsf 18, 57
status, connection
see under Advanced ServerWatch
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system requirements 16

T
TAP
see under console utilities
paging server
supported protocols
Telocator Alphanumeric Protocol
see under console utilities
paging server
supported protocols
Templates, IntelliWatch
usage 391-394
threshold keyword
see under IntelliWatch keywords
timeout keyword
see under IntelliWatch keywords
Tracer 249—269
architecture 250
components 251
console
color coding 258
selection dialogs 266
toolbar 258
zoom in 258
zoom out 258
filters 254
types
client-server 251, 262
server-server 251, 264
single server 251, 260
Tracer console 251
Traces
interpreting 255
running 251-254
client-server 253
server-server 253
single server 252
saving 254
treat BUSY as responding
see under Advanced ServerWatch
trigger sections
see under Management Agents
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U

user keyword

see under IntelliWatch keywords
user_exit_status

see under IntelliWatch keywords

\'}

value keyword
see under IntelliWatch keywords

w

white_space_condition

see under IntelliWatch keywords
white_space_value

see under IntelliWatch keywords
Wizard, Configuration

dialogs 38, 437

should | use it? 33, 437
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