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This presentation will cover Diagnostic Providers in WebSphere® Application Server V6.1.
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This presentation will give you an overview of the Diagnostic Provider framework, and will 

also discuss the ways you can use Diagnostic Providers.
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This section will introduce Diagnostic Providers.
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The Diagnostic Provider framework is a new feature in WebSphere Application Server 

V6.1. Diagnostic Providers are JMX MBeans that provide diagnostic data for individual 

components within WebSphere Application Server processes. They enable you to ask a 

selected component to dump its configuration data, current state data, or to run a self-

diagnostic test routine. Components that are instrumented with Diagnostic Providers can 

log their Diagnostic Provider ID, which is a JMX ObjectName to log files when they write 

error messages. This allows you to directly query the component that generated the error 

message. You can also query a component at any time by selecting it from a tree view.
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Since this framework is new in version 6.1, Diagnostic Providers have not been 

implemented for all components. A few major components, including the Web Container 

and the Connection Manager have implemented Diagnostic Providers in this release.



WASv61_DiagnosticProviders.ppt Page 6 of 18

This section will discuss how to use Diagnostic Providers.
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To view the data generated by Diagnostic Providers in the administrative console, click the 

“Diagnostic Provider” link under the “Troubleshooting” menu. You can also query 

diagnostic provider MBeans directly using wsadmin or a JMX client of your choice. The 

DiagnosticService MBean is also available, providing a simpler interface to diagnostic data 

than querying Diagnostic Providers directly. You can save diagnostic data to the file 

system from the administrative console, and the data will be written to the “logs” directory 

of the profile that is running your administrative console, which would be the Deployment 

Manager’s profile in a Network Deployment configuration.
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Some components have implemented self-diagnostic test routines using the Diagnostic 

Provider framework. These tests are simple tests that verify the basic functionality of a 

component. A single component can have several such tests. Some of the self-tests 

included in this release include the ability of the Deployment Manager to “ping” node in a 

cell to verify connectivity, a test of the node synchronization capability, and the ability of 

the Runtime Performance Advisor to test for a memory leak.
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When asked for a configuration data dump, an instrumented component will display both 

its startup configuration values and the configuration values currently in use. The names of 

the displayed values are distinguished by prepending the words “startup” and “current”. A 

configuration data dump can be a very useful troubleshooting aid, because it presents all 

of the configuration values being used by a component in a single place, and you can see 

the values that are currently in use at a given time. The amount of information displayed 

can sometimes be daunting, because some components can display hundreds of 

configuration values. When viewing data in the administrative console, the data can be 

filtered using the standard console filtering buttons, and configuration data can also be 

dumped to a text file, which you may find easier to browse.
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This example shows a few of the many configuration values dumped by the Web container 

Diagnostic Provider, including the host aliases defined for use by the “default_host” virtual 

host, and the fact that Servlet caching was not enabled at server startup time. If the 

current values for these items are different than the startup values, those may also be 

found in this configuration data dump. The “Save” button is used to save the configuration 

data to a file in the “logs” directory.
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A state data dump displays data about the current state of the component being queried, 

such as the Servlets that are currently cached in the Web container, or the number of 

threads waiting for an available connection from a particular JDBC™ connection pool. By 

default, only state data that is readily available as part of the component’s normal 

operation is displayed, meaning that there is no overhead involved with providing this 

information. Components can be configured to track additional state information by 

changing the “state collection specification”.
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A state collection specification is a string that specifies whether or not components should 

keep track of additional state data during runtime that would not ordinarily be available as 

a part of the component’s normal operations. This data collection does have some 

performance impact. It can be enabled on-the-fly using the “runtime” tab in the 

administrative console, so you can enable it only when you need it, without requiring a 

restart. The string is specified in the format shown here; you list the name of a Diagnostic 

Provider, the name of a particular value that can be collected by that provider, and a 

collection level, which is either “1” or “0”. Both the provider name and the data name are 

processed as regular expressions, so you can use patterns or wildcards. You can provide 

multiple specifications with a single string by separating them with semicolons.
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Some sample state collection specification strings are shown here. The default 

specification is “dot-star, colon, dot-star equals zero” which disables all extra data 

collection, meaning data that is not readily available will not be collected. The second 

example uses a wildcard to specify that all data that can be collected for the 

WebContainerDP should be collected. The third example explicitly states that the total 

number of connections for a particular data source should be collected, but no other 

values. Names of specific data can be browsed and selected in the administrative console. 

The last example shows how you can combine multiple collection specifications using a 

semicolon.
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To view a demonstration of how to use Diagnostic Providers in the administrative console, 

click the “pause” button on this presentation, and then click the “show me” link shown 

here. 
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This section will present summary and reference information.
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In summary, the Diagnostic Provider framework is a new framework in WebSphere 

Application Server V6.1 that enables individual components to provide useful diagnostic 

information upon request. Components can provide state data, configuration data, and can 

run self-diagnostic test routines. At this point, only a few major components implement 

Diagnostic Providers.
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You can find some useful information about the Diagnostic Provider framework in the 

WebSphere Application Server information center.
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