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Centralized Management for Windows®-based Systems
secondary site upgrade
Microsoft® Systems Management Server environments have both primary and secondary sites.  Typically, when a new version of Systems Management Server is installed at the primary site, the secondary sites reporting to the primary are automatically updated to this new version. The purpose of this paper is to explain how to block this automatic upgrade and to allow for a manual upgrade in those situations where an automatic upgrade is not appropriate; such as when many secondary sites are reporting to a single primary site across a slow link.
Upgrading Secondary Sites
Normally, a primary site automatically upgrades secondary sites; once a primary site gets a new version of Systems Management Server, all of its child secondary sites are upgraded. This is the supported method of upgrading the sites, as it will guarantee that all sites are running the same version of Systems Management Server. The suggestions in this paper explain other upgrade mechanisms to be used in unusual circumstances.

The standard upgrade process is designed to be quick and efficient such that all versions of the Systems Management Server environment share the same version level. However, sometimes a secondary site is at the end of a slow link, causing the automatic upgrade to take a long time. When multiple secondary sites are being upgraded concurrently, network bandwidth can be impacted.  

The purpose of this paper is to explain how to gain more control over the secondary site upgrade process. This is particularly beneficial when slow links are involved; however there are likely to be other occasions when such control is preferred. This document describes two associated tools:

· a modified setup.exe

· a new Upg2site.exe

These utilities are available in the same directory location as this paper, and are required before upgrading secondary sites. You will also need to use the preinst.exe utility, which is included as part of the standard Systems Management Server product.

The next version of Systems Management Server will address this issue in a more formal fashion. However, this paper has value in explaining the process for sites moving from versions 1.0 or 1.1 to version 1.2.
Controlled Upgrade of Secondary Sites

There are two steps to the controlled upgrade of a secondary site:
· Step 1:  Blocking the automatic upgrade

· Step 2:  Controlling the upgrade
NOTE: The second part of the process has two options: Step 2a) a controlled upgrade across the network or Step 2b) a controlled upgrade from CD.
Step 1: Stopping the Automatic Upgrade of Secondary Sites

The first step of this process is to block the automatic upgrade. This is done with the aid of a modified executable, setup.exe (this file can be found in the same directory as this document).

The standard process which occurs when you upgrade a Systems Management Server primary site is the invocation of an automatic upgrade process for all of the secondary sites which report to that primary. The process needed to upgrade those secondary sites produces a number of jobs, which in turn download the new files required by the secondary and cause the upgrade to take effect. The total size of the downloaded images is approximately 10MB. This load is inappropriate in environments which have very slow links or which have many secondary sites attached to a single primary across a slow link.

The first step is therefore provided to stop this automatic upgrade so that the secondary sites can be upgraded in a more controlled fashion. The process is very simple: it requires the use of a modified setup.exe with a command line switch to block the automatic secondary site upgrade. This setup.exe replaces the one found on the standard SMS-CD in the SMSSETUP\X86 directory. This executable needs to be run from the command line, and also needs to be passed additional parameters to tell it the location of the SYSTEM.MAP file. The command line is:

% setup /SYSMAP:<system Map Path>\SYSTEM.MAP /NOAUTOUPGRADE
This will cause the primary site to be upgraded normally, but blocks the request to upgrade the secondary sites that report to the primary.

Once this blocking operation is completed, there are two options as to how the secondary sites are upgraded:

· upgrading across the network

· upgrading from CD

The first option allows you to selectively upgrade a single secondary site. This is useful if there are no administrative staff at the site, or if the site server cannot get access to a CD drive on its local LAN.  However, this first option will not reduce the network traffic; rather it will control when the bandwidth is used and allow upgrades to happen singly to reduce the overall load.

The second option allows you to upgrade the Secondary Site using either a CD drive in the secondary site server, or one that it is able to mount remotely. It has the advantage of removing the network load but requires that the secondary servers have a CD drive, that the CD is sent out to the sites, and that someone is available to insert the CD in the caddy.
Step 2a: Upgrading Across the Network

To upgrade a selected secondary site from the primary site, use the preinst.exe utility, which can be found in the $SMS/site.srv/x86.bin directory of the standard Systems Management Server product. It takes a single parameter, which is the Secondary Site’s site code:


% preinst /UPGRADE:<SiteCode> 

This will initiate an upgrade of the secondary site, which will cause the site to be upgraded in a normal fashion, i.e., the 10MB of upgrade files will be downloaded to site over the network. Please note that for slow links this will still take some time.
For sites with large numbers of secondary sites, it is advisable to start multiple upgrades that run over night in order to reduce the time required to upgrade the entire hierarchy. It is worth experimenting on a test network to ascertain the number of secondary sites, which can practically be upgraded at any one time in a particular environment. 

Step 2b: Upgrading From a CD

The alternative method of upgrading the secondary sites is to use a new utility called upg2site.exe (this can be found in the same directory as this document). It allows the upgrade to be run from the SMS-CD either resident in or mounted on a Secondary Site server. This method is preferable for networks where the secondary sites are connected to their primary sites through very slow WAN links. 

The utility takes a number of parameters:

UPG2SITE [/CD:path] [/SS:site-server] [/PDO] [/SDO] [/CEO]

  /CD:path  Specifies a path to the root of the SMS release CD-ROM;
            otherwise the local machine's drives are searched.

  /SS:site-server

  
    Specifies the machine name of the site server; otherwise

            the local machine is assumed to be the site server.

  /PDO      Purge directories override; default is to remove directories

            marked as purge-able in the system map file.

  /SDO      Shutdown site override; default is to require a successful

            site shutdown prior to starting the upgrade.

  /CEO      Critical error message-box override; default is to let the

            operating system display a message-box for all critical

            errors, such as the CD-ROM removed from the drive.
For general use the only parameter which needs to be supplied is the CD path.

For More Information
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