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IBM Tivoli Security Solutions

= IBM delivers innovative security solutions to help you meet the challenges of
staying a step ahead of fast-evolving threats and compliance requirements
though smart, strategic solutions that help you to secure your business:
— Real-time, risk-based insight into the state of your IT security defenses
and compliance posture
— Adaptive solutions that can be seamlessly integrated within the enterprise
to meet your evolving needs
— Confidence that your organization's data, applications and infrastructure
are protected and used only by the right people, at the right time, and in
the right way
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Compliance Challenges

Companies face increased pressure to achieve and
maintain compliance — all with limited resources, time
and budget

= “Through 2010, public companies that do not adopt a
compliance management architecture will spend 50
percent more annually than their peers to achieve
Sarbanes-Oxley compliance.”

— Gartner Group

= “As companies look to make SOX compliance more
efficient and repeatable and improve controls reliability,
technology is becoming a key enabler of these
efforts...Corporate governance, including Sarbanes-Oxley,
remains one of the top five priorities for North American IT

organizations in 2006.” :
data protection

— Forrester Research

CFO Survey: Current state & future direction,
IBM Business Consulting Services

IBM Service Management Market Needs
Study, March 2006
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Who Causes Security Breach Incidents?

= Malicious or unintentional insiders
— 87% of insider incidents are caused by privileged or technical users
— Many are inadvertent violations of:
— Change management process
— Acceptable use policy
— Others are deliberate, due to:
— Revenge (84%)
— “Negative events” (92%)
— Either way, too costly to ignore:
— Internal attacks cost 6% of gross annual revenue
— Costing $400 billion in the US alone
= Sophisticated outsiders

— Efforts to penetrate corporate defenses through their high-level employees’
information are on the rise

— Phishing, Whaling, etc.

Sources: Forrester research, IdM Trends 2006; USSS/CERT Insider Threat Survey 2005; CSI/FBI Survey, 2005; National Fraud Survey; CERT, various documents.
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Security Breach Risks
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— Employee error

— Data stolen by
partner/employee

— Insider Sabotage

= Insider driven fraud costs US
enterprises over $600 Billion
annually

How to handle:

= Get better visibility into activity
of privileged user accounts and
access

= Improve identity controls

= Automate monitoring and audit
to more easily flag threats
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French Bank Rocked by Rogue Trader
Société Giwérale Blames
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PARIS = The rogues’ gallery of banking has a new
candidate for membership: 31-year-old trader Jéréme
Kerviel.

In cne of the banking world's most uzsettling recent
disclesures, France's Société Géndrale 54 zaid Mr.
Kerviel ad cost the bank €4.9 billion, equal to 57.2
billion, by neaking hiee mavterized rades that he hid for
momths by hacking into computers, The combived trading
positions he built up over recent months, say people closs
to the simation, totaled some €50 billion, or 373 billien,

The loss - dwarfing the $1.2 billion Mick
Leeson cost British bank Barings in 1995
== has forced Société Generale fo seck a
capital infusion. It is expected to ry 1o
raise €55 billion, chiefly feom its existing
shapelolders.
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Results of a Security Breach
« InfoWorld

HOME  NEWS TEST CENTER OPINIONS

Lawsuit filed over CardSystems data breach
Class action suit says campany was negligentin maintaining cansumer credit data

By Robert Merillan, IDG News Service
June 28, 2005

exposed as many as 40 million credit-card numbers to fraud

Info

BUSINESS INNOVATION POWERED BY TECHNOLOGY

Massive Insider Breach at DuPont
February 15, 2007 - A research chemist who worked
for DuPont for 10 years before accepting a job with a
competitor downloaded 22,000 sensitive documents
and viewed 16,706 more ...

SAN FRANCISCO - A class action lawsuit has been filed in California over the CardSystems Solutions security breach, which may have

InformationWeek

BUSINESS INNOVATION POWERED BY TECHROLOGY

By Larry Greenemeier, InformationWeek InformationWeek
March 29, 2007

T.J. Maxx Parent Company Data Theft Is The Worst Ever

The intrusion hands the retailer the dubious honor of surpassing the 40 million stolen customers
record mark, something that only CardSystems had been able to achieve.

TIX Co., the parent company of T.J. Maxx and other retailers, on Wednesday dropped a bombshell in its ongoing investigation of
a customer data breach by announcing in a security and exchanges commission filing that more than 45 million credit and debit
card numbers have been stolen from its IT systems. Information contained in the filing reveals a company that had taken some

measures over the past few years to protect customer data through obfuscation and encryption. But TJX didn't apply these policies
uniformly across its IT systems and as a result still has no idea of the extent of the damage caused by the data breach.

As aresult, TIX is a company under siege. The company recorded a fourth-quarter charge of about $5 million to cover the costs
of containing and investigating the breach, as well as improving the security of its IT systems, communicating with customers,
and paying legal fee. The U.S. Federal Trade Commission has launched an investigation of TJX. While the FTC wouldn't reveal
the nature of the investigation or when it began, it's likely the result of the data breach. And lawsuits have begun to fly, including
one by the Arkansas Carpenters Pension Fund, which owns 4,500 shares of TJX stock.
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Why Should You Care?

= Your auditors care
— Industry and government regulations (e.g. PCI, SOX, etc)
— Fines and penalties for non-compliance

= Your CEO cares
— Brand and corporate image and integrity
— Customer retainment / attrition

= Business risks:
— Intellectual Property
— Legal and Regulatory Exposures
— Your Customer Information
— Customer Confidence
— Cost of Remediation
— Business Disruption
— Your Job
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Consequences of a PCI-Related Security Breach

= Financial Risk
— Average cost of data-loss
incident = $197 per record
— Merchant banks may pass on h .
substantial fines /

~ Up to $500,000 per incident /
from Visa alone

— Civil liability and cost of
providing ID theft protection

= Compliance Risk

— Exposure to Level 1 validation
requirements

= Operational Risk

— Visa-imposed operational
restrictions

— Potential loss of card

AN processing privileges
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Security Landscape

Control Objectives for Information and
related Technology (COBIT)

Figure 15—The CoBIiT Cube
The IBM Security Framework

Business Requirements
Security Governance, Risk Management

and Compliance

\

People and Identity

DOMAMNS ’ ‘E 5 Data and Information
PROCESSES. E =
E Application and Process
g
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&
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Physical Infrastructure

IT Processes

Source: IT Governance Institute, Control Objectives for Information
and related Technology (COBIT) 4.0.

Common Policy, Event Handling and Reporting

Delivered by... professional | Managed
Services Services

Hardware
& Software

rporation
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The IBM Security Framework
Enabling collaboration while mitigating risk

= IBM delivers:
— Timely visibility into business continuity risks and compliance posture
— More effective control over utilization of sensitive business assets
— Efficient automation of the identification and iati
compliance mandates 7

The IBM Security Framework

Security Governance, Risk Management
and Compliance

People and Identity
Data and Information

Application and Process

Network, Server, and End-point

Physical Infrastructure

Common Policy, Event Handling and Reporting
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System z as the security hub for the enterprise

Leverage the maiirame securily policies and
processes that have been developed over many
years in yolir enterprise

= Security-rich holistic design to help protect system from
malware, viruses, and insider threats

= Granular access controls integrated across the platform

= Network security features to help address outside
threats

= Encryption solutions to help secure data from theft or O :

compromise B\ B ©
= Tivoli tools allowing you to address administration and
compliance needs with more confidence

© IBM Corporation
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Tivoli Enterprise Security Hub Overview

Tivoli Identity Manager

Tivoli zSecure Family

_ & Administration -

Tivoli Federated
Identity Manager

: - Tivoli Identity
Encryption Facility D e

for z/0OS 3 8 /, Ac M_ana_ger

Tivoli Key Lifecycle ata Securi Authorization, & Iﬂl‘a’rc::gzgc:as;ily
Manager ape

Tivoli Directory
Integrator

Tivoli Directory
Server

Tivoli zSecure Family

Tivoli Security Information and Event Manager
z/0S Comm Server and NetView for z/0S
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IBM Security Management
From reactive security to risk aware enterprise

The IBM Security Framework

Security Governance, Risk Management

Strategy and Compliance

[ ——

Risk Aware

Event Management

Common Policy, Event Handiing and Reporting
Consolidated
Identity and Access
Management
Change and Configuration
Management Compliant

Reactive

Intelligence

Tactics

Visibility
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CIO’s Top Priorities Are to Deliver
Business Agility/Innovation While Retaining a Resilient Business

Complexity Rising Cost of Inability to
EE——increased complexity Operations Innovate

management much
harder

= ‘ I |
Changing regulatory 200! 2m! m|7 o I I I

environment reqiiires B

security, privacy and

ongoing audit The cost of Increased focus on

capabililies operations development
continues to project spend due
increase at 10% to higher % of cosis

Change CAGR .. twice the going 1o Keeping
Increased competitive rate of the IT the lights on ..

. e o budget .
Companies an increasing role in f?CUS Of doing the
every business right thing and

5 _ process doing things well

o8 o
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Your Conflict: Regulation versus Reality

— Regulation -_ Reality q

= Change management = Separation of duty impractical
~Clearly defined process with with small teams
approval and reporting = Highly authorized ids necessary
—Ability to identify changes for final go-to technician

= Security management = Mainframe installations often rely on
—Separation of duties “system special” and “uid(0)”
—Identification of exposures and = Red-tape bypassed for high-impact
mis-configurations problem resolution
—Clear audit trail and accountability = Manual monitoring impractical

= Data security due to volume of data
—Data confidentiality and integrity = Human mistakes cause service outages

—Prevent improper access to financial, . Gleanup projects are long running and
medical or personal data expensive

—Monitor access to data by technician,
administrator, outsiders
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IBM Solutions Help to Address Potential Audit Concerns

Do you know if
f,;:‘,’,lfl:a me administrators are
security abusing privileges?

How do you prevent fow do you configured
unauthorized access? now your properly? Can you T
private y
prove that know only
Z:?an;g' - LA authorized
data :
encrypted? Can your b users are given
Do you know if DB2 or IMS up and user accounts?
anyone auditors recoverable?
attempted an get at the .
attack on the information How did you
P they need? protect your
mainframe? sl
applications?

RACF z/0S Data and DB2 and IMS Tivoli Tivoli Security Tivoli Tivoli
Communications Network Audit zStorage Information Identity Federated

Server Encryption Management Data and Event Manager Identity
Options Expert Security Manager Mgr

Platform «————Data Privacy«——>Compliance «+———— Extended Enterprise
Infrastructure and Audit

|
A 4l

*It is the customer's responsibility to identify, interpret and comply with any laws or regulatory requirements that affect its businesg |BM Corporation
IBM does not represent that its products or services will ensure that the customer is in compliance with the law.
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Tivoli zSecure suite addresses today’s challenges

Is your mainframe security
How much time correctly configured and
Are your security do you spend audited?
administrators creating reports
really RACF from SMF?
administrators?
Are your CICS
;sAecri_ el Do you know if
:Are Vel Era 52 your IT staff are
. abusing their
users forced system
,’;’A’g",'_.’;' privileges?

zSecure zSecure Visual zSecure zSecure zSecure Audit & zSecure zSecure zSecure Manager
Admin CICS Toolkit Audit Command Audit Alert For RACF z/VM
Verifier

RACF is now +— Simplify +——— Compliance
User Friendly Mundane Tasks and Audit
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IBM Tivoli Service Management Center for System z
Enabling clients to strategically use their System z as an integrated, enterprise-wide,
hub for the efficient management of business and IT services

IBM Tivoli Service Management
Center for System z

Incident & Problem Change & Release Business Continuity Business Service
Management Management Management Management
Best Practices and Services

Process Management
Discovery & Relationship Federated Configuration Process Automation
Mapping Archive Engine
Service Management
Platform

Operations &
Monitoring Production
Control

Financial
Management

Operational Management Security

Optimized Infrastructure

=Built on process management standards — ITIL V3 / PRM-IT
—Delivers maximum value and flexibility

= Built on SOA foundation
—Better integration with IBM and non-IBM applications

—Seamless version to version upgrades of customizations
=ISV product integration support
—Operational, Service and Process products
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End-to-End Solution — Security Management

= Business Challenges

— Accountable for validating and demonstrating
audit and compliance capabilities without tools

= IBM Tivoli Service Management Center for
System z Solution

— Comprehensive audit and compliance
management

— ldentity and access management

— Automatic detection, collection, analysis and
alerting of security-related events and threats
from RACF, applications, data and systems

= Business Benefits

— Improved security administration and audit
compliance

— Improved overall IT efficiency
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Automating compliance
certification and reporting

Users

Internal Mandates and
.= External Regulations

Business Applications

Middleware, Data,
Systems and Networks

© IBM Corporation

Security Management Best Practice Details

RACF / SMF Business and Operational
Dashboard

TBSM/OMNiBus/TEC
=

I

zSecure Alert

\

Invalid logon

event

1 zSecure detects Invalid
login; sends
to RACF to suspend

user and send event to

TSOM. Security Operational Dashboard

IT Ops see port

3 closure impact on
business applications
and notifies security
operations team via
email.

‘\ ZNetView detects
2 interface flood

TEC port event; closes port;

closure event n sends event to

due to IDS zNetView TSOM and

automatically emails
> security operations.

DS | DS
interface interface
flood event flood

/ event

z/0S
Communications
Security IT Ops Server
investigates the
security incidents
and ensures they .
are audited. IDS = Intrusion
Detection
System
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IBM Tivoli zSecure Suite

Tivoli zSecure
Manager for
RACF z\M
Tivoli zSecure g Tivoli 28ecure
Audit* Admin

Tivoli
28ecure
Visual

Key Features

= The zSecure suite improves the efficiency of LTy p——

. P . o Command :
mainframe administration and enhances the ability Veriir | €108 Toolkit
for the mainframe to be the hub of enterprise
security.

= Administration and provisioning: )
. *Also available for ACF2™ and Top Secret®
— zSecure Admin enhances user management **Also available for ACF2

— zSecure Visual offers a Microsoft® Windows® GUI
— zSecure CICS Toolkit for simplified RACF security

management = Administration and provisioning:
— zSecure Manager for RACF z/VM provides — Reduce administration time, effort and cost
combined audit & admin for VM environment ~  Reduce training time needed for new
= Audit, monitoring and compliance: administrators
— zSecure Audit provides event detection, analysis & = Audit, monitoring and compliance:
reporting and system integrity audit & analysis — Helps to pass audits more easily
— zSecure Alert provides intrusion detection and — Can improve security posture
alerting — Save time and costs through improved security
—  zSecure Command Verifier offers automated and incident handling
security monitoring — Can increase operational effectiveness

© IBM Corporation
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Security Compliance
Aligning IT security to business priorities

. - User Activity Compliance
G oy Collect Monitoring Dashboard
| & Store \ Y
outsourcersy - acti
] Investigate
= & Retreive
-
g "ﬁ Log Contindi 7
Report™ )
9, E
- Real Time Security Event 7 Security
Collection Correlation Operations
\ Dashboard
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A Cornerstone for Tivoli’'s Mainframe Security Strategy

IBM Tivoli zSecure Suite

Tivoli 28ecure
Manager for
RACF VM
Tivoli 25 Tivoli 2Secure
Aud Admin

ecure
it .WF i
Tivol 2Secire
Tivoli 2Secure
Command !
Verifier CICS Toolkit

Enterprise Security Enterprise Identity

Monitoring and ) and Access
N . *Also available for ACF2™ and Top Secret®
Audit Reporting Ao avaiabl fr ACF2 Management
Tivoli Compliance Tivoli Security Tivoli Identity Tivoli Federated Tivoli Directory  Tivoli Directory
Insight Manager Operations Manager (TIM) Identity Manager  Server (TDS) Integrator (TDI)
(TCIM) Manager (TSOM) for z/0S (TFIM) for z/0S for z/0S for z/0S
* Also available for ACF2 and Top Secret
** Also available for ACF2
23 © IBM Corporation
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Aviva — Norwich Union
Improving mainframe user management in a complex environment

Challenge

= Norwich Union needed to facilitate compliance with identity
and access management initiatives by implementing
preventative, detective and corrective controls within its IT
environment

= With several RACF tools to maintain various RACF databases
— most homegrown, Norwich Union needed a strategic, robust
solution to keep up with high demand for security and audit
reports, and with often-complex security requests

Solution

= |BM Tivoli zSecure Admin, which enables efficient RACF
administration with fewer resources

= IBM Tivoli zSecure Audit for RACF and ACF2, which NORWICH UNION
automatically analyses and reports on security events and an AVIVA compal
exposures

=1BM Tivoli zSecure Alert for RACF to enable quick response to
RACF and z/OS events through real-time alerting

Benefits

= Simplifies mainframe security administration tasks, improving
efficiency and reducing errors

= Enables quick, proactive response to security events

= Supports robust audit and compliance reporting

= Helps maintain high levels of security automation for system
security management

= Provides a consistent and uniform approach to security
management across the System z environment

24 © IBM Corporation
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ING Group

Challenge

As the number of industry regulations increased and the complexity of
its operating environment grew, ING needed to reduce the time and
cost of providing its 113,000 employees with secure access to data
and services.

Solution

= IBM Tivoli Identity Manager, IBM Tivoli Directory Integrator,
IBM Tivoli Access Manager for e-business,
IBM WebSphere Application Server, IBM eServer pSeries
IBM Global Services

Benefits

= Projected savings of total €15 million (US $20 million) a year
through process improvements.

= Projected 50% reduction in number of staff needed to manage
identities.

= Decrease in turn-on time for new users from one week to less than
24 hours.

= Anticipated 25% savings in help-desk costs through self-service of
password resets.

= Reduction in time and cost of regulatory compliance.

25 © IBM Corporation
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Philips International BV
Securing company assets and strengthening compliance

Challenge 5 H I'.I ps

= Ensure total control of global funds network

= Comply with regulations such as Sarbanes Oxley and
Tabaksblat, the corporate governance code for Netherlands

Solution

= Implemented IBM Tivoli Compliance Insight Manager to
protect company assets and comply with regulations

Benefits
= Total control of all data activities and traffic

= Constant control and evidence of commercial payment
processes

= Established complete protection against manipulation of
information

© IBM Corporation
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Pay by Touch
Building a retail payment system that provides total security

Challenge

Pay By Touch had put together two existing capabilities —
biometric recognition and electronic financial transactions — to
create a groundbreaking new retail payment service. The
company needed a highly scalable, secure and easy-to-
integrate platform to support its rapidly growing operations.

Solution

A service-oriented architecture (SOA) approach that provides
the ability to integrate IT assets and capabilities while
remaining rapidly scalable as well as secure. The underlying
platform is built on WebSphere and Tivoli software for process

choreography, integration and high availability.

Benefits

= 25 percent reduction cost of integrating acquired companies
= 30 percent increase in the productivity of IT staff

= 15 percent reduction in total cost of ownership

= Provides secure, positive identification of shoppers

= Eliminates the possibility of credit/debit card fraud due to theft

27 © IBM Corporation

IBM Software Group | Tivoli software

While many security companies can help you with the crisis of the day, IBM
offers security solutions that address the full range of security challenges
from core to perimeter...

The IBM Security Framework

with planning and
implementation of
identity and access

Security Governance, Risk Management

N " and Compliance
electronic collaboration

while protecting data at People and Identity
rest, in motion, in use

LIOU \/ a dade
monitor and audit

Data and Information

Application and Process

video surveillane and
security solution that
can include industry-

Network, Server, and End-point

vulnerability
Physical Infrastructure management across
networks, servers and

Common Policy, Event Handling and Reporting

Delivered by...

© IBM Corporation
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CIOs with effective mainframe security...

Enhance business

= Maintain visibility of en
ensure service quality

= Improve time to value
initiatives

Improve business r

= Reduce risks and prot
property

= Minimize and control il
unplanned disruptions

Achieve complianc

= Create alignment with
and regulations

= Effectively prioritize an
investments
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WORLD | US. N.¥./REGION BUSINESS TECHNOLOGY SCIENCE HEALTH SPORTS OPINION
POLTICS  WASHINGTON _ EDUCATON

Sept. 15 — After ing the hands-off & et
doctrine of the Bush administration, some of the nation’s biggest
industries are pushing for something they have long resisted: nesw
federal regulations.

B setzpace
@ rerants
% swane

For toys and cars, antifreeze and
fireworks, popcorn and produce and
cigarettes and light bulbs, among other
~ products, industry groups or major
‘manufacturers are calling for federal health, safety and

i date of those industri
‘abandoning years of efforts to block such measures, often
in alliance with the Bush administration, which pledged to

it vie ‘unnecessary rules.
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In Closing...

v'on all of your computing systems
v'across security disciplines

v'with active research and innovation in security
v'across the enterprise

v Tivoli zZSecure suite

v Tivoli Security Information and Event Manager
v Tivoli Identity Manager

v Tivoli Federated Identity Manager

v'And more!

= |IBM is uniquely positioned to address security and compliance needs

v'using a combination of offerings available today

= Tivoli’s end-to-end System z security management solution includes:

© IBM Corporation
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Trademarks and disclaimers

Intel, Intel logo, Intel Inside, Intel Inside logo, Intel Centrino, Intel Centrino logo, Celeron, Intel Xeon, Intel SpeedStep, Itanium, and Pentium are trademarks or registered trademarks of Intel
Corporation or its subsidiaries in the United States and other countries./ Linux is a registered trademark of Linus Torvalds in the United States, other countries, or both.
Microsoft, Windows, Windows NT, and the Windows logo are trademarks of Microsoft Corporation in the United States, other countries, or both.

IT Infrastructure Library is a registered trademark of the Central Computer and Telecommunications Agency which is now part of the Office of Government Commerce. ITIL is a registered
trademark, and a registered community trademark of the Office of Government Commerce, and is registered in the U.S. Patent and Trademark Office. UNIX is a registered trademark of The
Open Group in the United States and other countries. Java and all Java-based trademarks are trademarks of Sun Microsystems, Inc. in the United States, other countries, or both. Other
company, product, or service names may be trademarks or service marks of others. Information is provided "AS IS" without warranty of any kind.

The customer examples described are presented as illustrations of how those customers have used IBM products and the results they may have achieved. Actual environmental costs and
performance characteristics may vary by customer.

Information concerning non-IBM products was obtained from a supplier of these products, published announcement material, or other publicly available sources and does not constitute an
endorsement of such products by IBM. Sources for non-IBM list prices and performance numbers are taken from publicly available information, including vendor announcements and vendor
worldwide homepages. TBM has not tested these products and cannot confirm the accuracy of performance, capability, or any other claims related to non-IBM products. Questions on the
capability of non-IBM products should be addressed to the supplier of those products.

All statements regarding IBM future direction and intent are subject to change or withdrawal without notice, and represent goals and objectives only.
Some information addresses antici future ilities. Such i ion is not intended as a definitive statement of a commitment to specific levels of performance, function or delivery

schedules with respect to any future products. Such commitments are only made in IBM product announcements. The information is presented here to communicate IBM's current investment
and development activities as a good faith effort to help with our customers' future planning.

Performance is based on measurements and projections using standard IBM benchmarks in a lied envi The actual or performance that any user will experience will
vary depending upon considerations such as the amount of multiprogramming in the user’s job stream, the IO ion, the storage fon, and the workload processed. Therefore,
no assurance can be given that an individual user will achieve throughput or performance improvements equivalent to the ratios stated here.

Contact your IBM representative or Business Partner for the most current pricing in your geography.
Photographs shown may be engincering prototypes. Changes may be incorporated in production models.

© IBM Corporation 1994-2008. All rights reserved.
References in this document to IBM products or services do not imply that IBM intends to make them available in every country.

Trademarks of International Business Machines Corporation in the United States, other countries, or both can be found on the World Wide Web at hitp: ibm. shtml.
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Learn more about zSecure

= Upcoming webcast:
— System z security — Educational webinar for state and local government and education

— Register at: http://www.ibm.com/software/systemz/telecon/31jul

= Links to recent webcasts and teleconferences available for replay
— The System z Security Hub: RACF Administration — zSecure suite
—  http://www-306.ibm.com/software/os/systemz/telecon/14feb/
— Enforce Policy Compliance on RACF — zSecure Command Verifier

— http://www-306.ibm.com/software/os/systemz/telecon/19jun/index.html
—  Optimizing RACF Security for VM — zSecure Manager for RACF z/VM
—  http://www-306.ibm.com/software/sw-events/webcast/X659588E45662G80.html

= SHARE, Aug 10-15, 2008
— Demos at z security pedestal at Expo booth
— Lunch and Learn session on Tuesday, 8/12 @ 12:15pm
— Education sessions and hands-on labs for zSecure
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Resource Center

zSecure online customer forum
= http://www-128.ibm.com/developerworks/forums/forum.jspa?forumiD=1255

CCR2 Newsletter Article
= http://www.ibm.com/software/tivoli/features/ccr2/ccr2-2007-09/innovative-
mainframe.html

zSecure data sheets, solution sheets, and white papers
= http://www-306.ibm.com/software/tivoli/products/zsecure/

zSecure Manuals

= http://publib.boulder.ibm.com/infocenter/tivihelp/v2r1/index.jsp ?topic=/com.ibm.zsec
ure.doc/welcome.htm

= Some manuals are restricted to licensed customers

Redbooks & Redpapers
= http://www.redbooks.ibm.com/

IBM Tivoli Security and System z Redpaper
= http://www.redbooks.ibm.com/redpieces/abstracts/redp4355.htmI?Open
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