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�
Overview


The evolution of networking technology is certainly quick-paced. Organizations are continuously put in a position of needing to rapidly evaluate new products and solutions. The goal for organizations is to determine which offerings will provide the highest return in terms of personal computing productivity, thereby improving the profitability or success of the organization. 


Microsoft is at the forefront of the recent Windows 95 technological evolution. Windows 95 and the myriad of complementary products offer to significantly change the way large numbers of end users perform their daily tasks, which in turn offers to improve personal productivity on the job. For instance, one such offer of improved productivity and profitability is to employ Windows 95 as a client operating system, combined with Windows NT Server and Microsoft SNA Server as the mainframe and AS/400 access conduit. This combination holds the potential to improve the productivity of both end users and administrators to a degree not before realized. The complete solution promised by these products is substantially more than just terminal emulation. See Figure 1 for a contrast between terminal emulation and using ODBC from Excel to query a host database. When you consider the multi-tasking capability of the client operating system and the number of data sources that SNA Server can simultaneously access, both programmatically and interactively, it becomes apparent that long sought-after enterprise-wide networking profitability may be at hand.





Much has been written about the features and benefits of Windows 95. Much more is being discovered by end users and administrators as they work with the product. This white paper does not attempt to cover Windows 95 in any depth. The focus of this paper is to discuss specific benefits of SNA Server in conjunction with Windows 95, which make SNA Server the platform of choice for building enterprise-wide connectivity solutions.


Figure 1
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�
Advantages of Windows 95�as an SNA Client Platform


Windows 95 offers many advantages to end users and administrators. Specific advantages become more evident when Windows 95 is used as an SNA client platform for accessing IBM mainframes and AS/400s.


Benefits to the End User


The advantages of Windows 95 that benefit end users requiring host access include: (1) Ease of Use; and (2) Connectivity.


Ease of Use


The Windows 95 user interface, with folder metaphor, explorer view, and task bar, provides end users with a more intuitive and easy to use Windows platform. The Windows Setup program has been simplified and includes the intelligence to auto-sense PC peripherals. Plug and Play technology lets users add hardware automatically, while dynamically reconfiguring the system. Pre-emptive multi-tasking, faster performance, and better graphics team up to offer real improvements in end user productivity. 


Connectivity


All popular LAN protocols are supported, including TCP/IP, IPX/SPX, and NetBEUI. Remote LAN connectivity, through RAS, is provided. Internet access and on-line access are available as add-ons. The concept of “getting connected” is a major theme running throughout many of Windows 95’s features.


Benefits to the Administrator


The advantages of Windows 95 that benefit administrators needing to connect users to IBM host systems include: (1) Networking; (2) Compatibility; (3) Performance; (4) and Reduced Support Costs.


Networking


32-bit protect mode networking is seemlessly integrated into the operating system, offering PC-to-LAN and peer-to-peer networking, over most popular protocols: TCP/IP, IPX/SPX, and NetBEUI. Remote Access Service is built-in, providing both PPP and SLIP connections, supporting TCP/IP, IPX/SPX, and NetBEUI protocols. 


An open networking architecture provides the choice of network clients, transports and drivers. Extensibility is built-in allowing for future support of third party networking drivers and applications as they become available. 


Compatibility


Windows 95 supports the majority of popular Win3x applications and existing Intel x86 hardware. Many of today’s PC peripheral devices can operate under Windows 95 using their existing device drivers and TSRs. 


Performance


Pre-emptive multitasking, Win32 application support, and OLE 2 capabilities offer improvements in performance over the Windows 3.x environment. 


Reduce Support Costs


Administrator can obtain more control over the users’ desktops, which offers to significantly reduce customers’ overall support costs. Administrators can exert control in two main ways: (1) security, using the pass-through security of Windows 95 and SNA Client; and (2) registry, using the remote registry capabilities of Windows 95 to administer end users’ configurations. We will discuss these benefits in further as we look closer at SNA Server and the Windows 95 Client for SNA Server. 


�
Advantages of SNA Server�and SNA Gateways


�


SNA Server is a flexible LAN-to-SNA gateway that provides SNA communications for LAN-based services and multiple platform PC workstations running a variety of network protocols. SNA Server employs a client-server architecture that is tightly integrated with, and leverages the strengths of, Windows NT Server. SNA Server can be configured as an IBM PU 2.0, PU 2.1, APPN LEN node or support multiple DSPU devices. LU services provided are LU 0, 1, 2, 3 and LU 6.2. SNA API support is comprehensive with the inclusion of APPC, CPI-C, CSV, LUA/RUI, LUA/SLI, and EHNAPPC. SNA Server supports direct TN3270 access to host applications through a Windows NT Server-based TN3270 service. Advanced features offer high speed file transfer through support of APPC File Transfer Protocol ( AFTP), as well as interactive host data access with the StarSQL ODBC/DRDA client. See Figures 2 and 3.
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Figure 2


Figure 3





End users, LAN administrators and host administrators can leverage SNA Server’s and Windows 95’s capabilities when implementing an “SNA gateway” approach to host connectivity. In this section, we will explore SNA Server’s capabilities, focusing on those strengths that make the most of Windows 95 as a client platform. But first, we will define and contrast an SNA gateway approach to host connectivity compared to a direct connect approach.


Direct Connect vs Gateway Approach


There are two basic approaches to connecting desktops to IBM mainframes and AS/400s. Historically, IBM terminals and printers were replaced by MS-DOS® and Windows-based terminal emulation and printer emulation software. Early emulation products were invariably directly connected to controllers on the SNA network by means of coaxial or twinaxial cabling. See Figure 4, scenarios 1 and 2.


With the growth of PC networking, emulation products evolved to include connectivity over Token Ring and Ethernet LANs using IBM’s LAN Support Program (802.2 DLC protocol). In the past five years or so, a more flexible approach  to connecting client PCs to IBM hosts has emerged--the split stack SNA gateway approach. Today, the majority of client desktops are still connected to IBM mainframes and AS/400s through one or the other form of direct connect method--mostly DLC over Token Ring or Ethernet. The evolution from (1) coax-connected terminals and printers, to (2) coax-connected PCs running emulation, to (3) DLC-connected PCs, to (4) split stack SNA gateways is shown in Figure 4. 


�


Figure 4


Throughout this section, we will look closer at the detriments of the direct connect approach to host connectivity, compared to the benefits of the SNA gateway approach. The SNA gateway approach came about to solve the problems of integrating various different PC desktops, LAN operating systems, physical LAN media, and LAN protocols into a cohesive LAN-to-SNA solution. The strengths of the SNA gateway approach, and of SNA Server in particular, can be seen by examining the benefits of this approach to the end user, LAN administrator, and host administrator. 


Benefits to the End User


From the end user’s perspective, the combination of Windows 95 and SNA Server improves stability and memory usage, reduces complexity, and increases productivity at the desktop. 


Improve Stability and Memory Usage


The DLC protocol is a terminate-and-stay-resident (TSR) program and thus requires a real mode NDIS or ODI driver. In contrast, SNA Server supports host connectivity using the existing LAN protocol. Eliminating TSRs and drivers not only saves real mode memory, but can improve the stability of the desktop—most hangs in Windows 3.x environments occur during the interaction between real and protected modes. 


Reduce Complexity


IBM’s DLC protocol only works with certain adapters and protocol stacks. In many cases, users need to run two LAN adapters: one for DLC over Token Ring; and one for LAN protocol(s) over Ethernet. Selecting compatible products and maintaining configurations that provide concurrent SNA and LAN protocol support is complex.


Increase LAN Protocol Choice


An SNA Server user can select the LAN protocol that best suites their needs. Windows 95 and SNA Server support three common, popular LAN protocols: TCP/IP, IPX/SPX, and NetBEUI. Additionally, remote access to host resources is provided through RAS. Compatible emulation products are written to the SNA Server client-server API and take full advantage of the protocol independence designed into the SNA Server client and server software. 


Ease of Use


Much of the end user’s “ease of use” is realized in the capabilities of the Windows 95 Client for SNA Server, which is discussed in the last major section of this white paper. 


�
Benefits to the LAN Administrator


SNA Server is designed to provide configuration flexibility, scalable growth, greater security, easier administration, and multiple licensing options. These strengths can aid the deployment of Windows 95 desktops and the migration from Win3x products to Win32 solutions. 


Configuration Flexibility


SNA Server allows LAN administrators to configure and implement a variety of host connectivity options. SNA Server can be positioned at remote locations and utilize leased line or dialup SDLC or X.25 connectivity to the host. This scenario is depicted in Figure 5. Optionally, SNA Server can be located at or close to the host by employing direct channel attachment, Twinax, DFT, Token Ring, or Ethernet connections. This scenario is depicted in Figure 7.


Platform for Growth


Since SNA Server is an application integrated with Windows NT Server, it can grow with organizations as they increase the number of users connecting through the gateway, the number of host connections, or the types of applications that use gateway services.


�


SNA Server provides the highest capacity of any SNA gateway. Each SNA Server can support up to 2,000 users and a total of 10,000 sessions. Each SNA Server can connect to up to 250 mainframes, or downstream devices.


SNA Server can take advantage of the newest hardware platforms for best performance: Intel® x86, Pentium™, MIPS®, Alpha AXP™, and PowerPC™. SNA Server is also architected to take advantage of multi-processor versions of each of these systems. Running SNA Server on a multiprocessor system can dramatically improve performance in cases of high load or heavy traffic.�


Figure 5


Extra Layer of Security


The LAN administrator can control access to the host by using the integrated security features of Windows NT Server and SNA Server. In contrast, direct connection allows each end user to access the host by simply knowing the applicable host parameters. A gateway adds an extra layer of flexible security.


�
Local and Remote Administration


�


A single Windows NT Workstation or Windows NT Server, located anywhere in the corporate network, can configure and manage all of the SNA Servers in the network using graphical tools that are included with the product. SNA Server Admin is the central graphical program from which the LAN administrator configures and monitors all host connections, sessions and users. 


Figure 6


When all host-bound traffic is concentrated through SNA Server, the LAN administrator can use the performance monitoring, event logging, and tracing capabilities of the server platform. An individual desktop problem is easier to work around by simply assigning a new LU, while the administrator performs tracing and debugging at the server without interrupting other users or restarting the server. See Figure 6.


Administrating and monitoring all host access can also be accomplished from an IBM host console because of the integration of SNA Server with NetView® facilities. 


SNA Server can be configured to provide custom alerts to NetView in addition to informational messages and alerts to any Windows NT Server in the domain .


NetView RunCmd support enables the NetView operator to directly control all functions on the Windows NT Server running SNA Server. The SNA Server RunCmd service runs on the server extending access of the Windows NT command line to NetView.


�


Multiple Licensing Options


SNA Server 2.11 offers both Per Seat and Per Server licensing.


In the Per Seat model, you purchase as many server licenses as you want SNA Servers, and a client access license for each desktop which can access any of the SNA Servers in your network. On a large network with multiple servers for high session capacity, backup and load balancing, this model provides substantial cost savings. Any additional cost is accrued through the addition of the server license, not additional client licenses. A common scenario for Per Seat licensing is depicted in Figure 7.


Figure 7


In the Per Server model, you purchase an SNA Server license and as many client access licenses as there are concurrent desktops accessing the server. To add additional desktops, simply purchase additional client access licenses. Since the clients can be purchased in as small a quantity as one, there is no requirement to purchase “packs” of licenses beyond what you need.


Windows NT Server 3.51 includes tools that assist LAN administrators in managing Client Access Licenses for Windows NT Server and Microsoft BackOffice applications, including SNA Server. The License Manager supports the concurrent licensing options of  SNA Server and allows the system administrator to view the number of Per Server licenses installed on any given server. To assist in detecting licensing irregularities, the NT Server Event Viewer will collect and post licensing related error messages. Unlicensed usage is also noted in the License Manager. 


Benefits to the Host Administrator


SNA Server provides a number of benefits to the host administrator as well.


Higher Reliability-- Load Balancing and Hot Backup


In any organization, an individual gateway can be viewed as a single point of failure. For mission-critical use, Microsoft recommends a minimum of two SNA Servers to provide fault tolerance. Up to 50 SNA Servers can be grouped together to provide load balancing and hot backup, allowing sessions to be automatically rerouted to a backup gateway should the primary gateway or host link fail. The load balancing and hot backup features work both for mainframe and AS/400 connections and both for dependent and independent LUs. For highest speed mainframe connectivity, SNA Server supports direct channel attachment. 


Secure Host Configuration Information


With the NT File Systems (NTFS), system administrators can lock down sensitive data files with a C2 level of security--this is the same minimum level of security required by most U.S. Government agencies. By placing the SNA Server installation on an NTFS drive, the system administrator can take advantages of the C2 level security to better protect the host resource definitions listed in the SNA Server configuration file.


�





Connectivity


SNA Server provides support for all popular host connections. Its object architecture and open SNA Device Interface Specification (SNADIS) allow SNA Server to incorporate new host connection methods as they become available. See Figure 8.


Figure 8





Consolidate VTAM Redefinitions


SNA Server is designed to minimize (re)definition work on the host. With SNA Server, hundreds of users can be supported by defining a single PU or controller. On mainframe systems, VTAM gens must be scheduled in advance with little margin for error due to the high costs and inevitable down time. Host administrators can rely on the end user definitions on the SNA Servers to minimize downtime and allow for more flexible changes at the gateway as demanded.


Reduce Host Memory Usage


With other host access models, hundreds of end user definitions are typically stored in resident memory on the host system and front-end-processor (FEP), consuming expensive host resources. By assigning individual user accounts to host resources on the SNA Server machine, SNA Server allows memory savings to be realized on the host system, which can result in hardware savings and in improved host performance. Many large enterprises reach a point where they are forced to start using SNA gateways because they run out of physical address space for definitions in VTAM or NCP.


�
Focus Host CPU on Running Applications


If there are direct connections to the host, each of these connections must be managed individually by the host’s control software, consuming expensive CPU cycles. Some studies have shown that up to 30% of an AS/400’s CPU can be liberated simply by switching from direct connections to a gateway approach. In the mainframe environment, IBM invented the FEP because host performance was substantially degraded maintaining a large number of network connections. In fact, a FEP can be considered a gateway and a channel-attached SNA Server can augment FEP hardware. 


�


Figure 9


Save Network Bandwidth


When using a gateway, the host system can support a large number of sessions over a single connection. This is in sharp contrast to other connection schemes where the host may be required to poll each desktop individually to maintain connections (even when there’s no activity). The ability of SNA Server to provide a single gateway-to-host connection can dramatically reduce network traffic and allow better network performance. See Figure 9.





�
Advantages of�Windows 95 Client for SNA Server


Many of the strengths of the Windows 95 Client for SNA Server come from Windows 95, Windows NT Server, and of course SNA Server. The Windows 95 Client for SNA Server offers specific advantages to end users and administrators when accessing IBM mainframes and AS/400s.


Benefits to the End User


The advantages to end users offered by the Windows 95 Client for SNA Server include improved ease of use and providing the required connectivity.


�


Improved Ease of Use


Figure 10


SNA Server utilizes a client-server architecture, where the SNABASE module on the Windows 95 client machine communicates with the SNABASE module on the SNA Server machine. See Figure 2. The SNABASE component on the client machine is configurable from the Windows 95 Taskbar or Windows 95 Client for SNA Server icon. In the Win3x and Windows NT versions, this component was configurable only from the Windows 95 Client for SNA Server setup or from the ISV emulator. Easy access to the configuration allows users to change target servers more easily. Additionally, the user can obtain status information on the SNA Server connection by viewing the ToolTip displayed over the icon. The Windows 95 Client can be started and stopped from the Taskbar or Start menu. Further, the user can set the client component to automatically close after the user disconnects all host connectivity products. See Figure 10.


Required Connectivity


The Windows 95 Client for SNA Server will ship as part of all major 3rd party ISV 3270 and 5250 applications designed for the Windows 95 platform, including products from Attachmate, Eicon, NetSoft, and Wall Data. Further, mobile users can easily obtain host access by leveraging the built-in RAS support in the Windows 95 desktop. 


Benefits to the Administrator


The advantages to administrators offered by the Windows 95 Client for SNA Server are numerous.


Enhanced Networking


The Windows 95 Client for SNA Server currently supports all host access methods and APIs over four LAN transports: TCP/IP, IPX/SPX, NetBEUI, and RAS. 


Just like Windows 95 itself, the SNA Client architecture allows for built-in extensibility. As new LAN transports become available for Windows 95, such as Banyan VINES IP, the Windows 95 Client for SNA Server will support them. 


SNA connections between remote Windows 95 machines and SNA Server can take advantage of RAS’ built-in compression to improve throughput. Windows NT Server 3.51 supports 256 RAS sessions (up from 64 sessions in 3.5). As such, SNA Server can support more RAS-connected SNA Clients on a single server.


�
Compatibility


The Windows 95 Client for SNA Server is compatible with the current SNA Server version 2.11 and backwards compatible with SNA Server 2.1. 


�


Windows 16-bit 5250 and 3270 client applications, ODBC and other API solutions are supported under Windows 95 by installing the Window (3.x) Client for SNA Server. An example would be connecting IBM CA/400 through SNA Server.


Figure 11


The Windows 95 Client for SNA Server is compatible with Windows NT Workstation version 3.51. Users can run the Windows 95 Client for SNA Server under Windows NT 3.51 and gain all of the features of the Windows 95 client. APIs included with the Windows 95 Client for SNA Server are for Win32 only. Supported APIs include WOSA versions of APPC, CPI-C, LUA/RUI, and LUA/SLI. See Figure 11.


Performance


The Windows 95 Client for SNA Server is based on the multi-threaded, Win32 SNA Client for Windows NT. All APIs are exposed in Win32 DLLs.


Simplified, Integrated Configuration


The Windows 95 Client for SNA Server is configured by running the Win95 Client Config program, which is a standard Windows 95 property dialog. See Figure 10. The SNA Client properties dialog can be loaded from the Start menu or from the SNABASE icon running on the Taskbar. 


Better Administration


The Windows 95 Client for SNA Server is installed using an intuitive, standard Windows 95 setup program. The end user is lead through configuring a typical, custom, or complete setup by wizard-like dialogs. Context-sensitive help is available throughout setup and the client dialogs by pressing the F1 key or by choosing the question mark icon. Further, the Windows 95 Client for SNA Server setup program can be used to add, reinstall, or remove all or part of the client software. The user has the option of installing the 3270 or 5250 applets, the ODBC/DRDA driver, and the AFTP client.


The Windows 95 Client for SNA Server includes a graphical Win32 trace applet. The trace program can be executed from the SNA Client Taskbar icon or the Start menu to trace all client-side objects, including: all running SNA applications, all SNA APIs, and all SNABASE internal messages. 


Reduced Support Costs


TCP/IP, IPX/SPX, NetBEUI and RAS support full seamless pass-through security. When a user requests a connection to an SNA Server, the Windows 95 Client for SNA Server obtains the USERID and password that the user entered when they logged into Windows 95 and passes this information to the SNA Server for validation.


The Windows 95 Client for SNA Server makes extensive use of the Windows 95 registry, eliminating INI file references. Because all settings are saved to the registry, administrators can access the users’ PCs remotely to alter the user’s SNA configuration. 


�
Advanced Capabilities


�


Figure 12


�


The Windows 95 Client for SNA Server includes the StarSQL ODBC/DRDA driver to allow users running Windows 95 desktops to access mission critical data residing on host-based databases, including DB2 for MVS, DB2 for VSE (SQL/DS), DB2 for VM/CMS (SQL/DS), and DB2/400. The StarSQL driver supports Open Database Connectivity-aware Windows 95 desktop applications, such as MS Query in Microsoft Office 95. With this driver, the user can interactively query, create, delete, or update tables on the listed host databases. See Figure 12. ODBC supports the issuance of any SQL query to the host database, retrieving only the data required at the client end. DRDA is an IBM interface and architecture, therefore it supports all relevant security mechanisms on IBM host systems: Resource Access Control Facility for MVS (RACF); passwords for all systems; database administration security (limitations on accessibility to certain data views); and operating systems boundaries. Note: SNA Server 2.11 provides a single license of the StarSQL driver for one (1) client machine per SNA Server. For additional StarSQL client licenses, contact StarWare, Inc.. (See SNA Companion Product Catalog for vendor information.)


Figure 13


Users on a Windows 95 platform need a simple, familiar means to transfer files between their PC and an IBM host system. Many users know the TCP/IP command line File Transfer Protocol (FTP). The Windows 95 Client for SNA Server provides APPC File Transfer Protocol (AFTP) to allow users to access files on IBM mainframes and AS/400s through a familiar FTP command line. IBM’s APPC Suite is required on the host end to provide an AFTP server. APPC Suite is available for MVS, VM, and OS/400. See Figure 13. Competing solutions include: IBM IND$FILE transfer protocol; FTP over TCP/IP, which requires IBM TCP/IP Suite on the host system; and Proginet’s Fusion Transfer Management Suite (FTMS) for Windows NT. (See SNA Companion Product Catalog for vendor information.)





�
Summary


The combined capabilities of SNA Server and Windows 95 offer the potential for organizations to improve their networking infrastructures. This combination provides a breadth of  features designed to meet the needs of a wide range of users and administrators, making SNA Server the platform of choice for building enterprise-wide connectivity solutions











Product Availability:


Microsoft released the Windows 95 Client for SNA Server on August 24th to independent software vendors for inclusion with their Windows 95 products. For a list of third-party software products that are compatible with Microsoft SNA Server, see the SNA Server Companion Products Catalog, located on the SNA Server 2.11 product CD-ROM, CompuServe, Microsoft’s FTP and WWW servers, and on Microsoft’s FAX Service. 


Additionally, the Windows 95 Client for SNA Server will be made available on the following electronic forums for download: 


Microsoft Developers Network (MSDN).


Microsoft’s SNA Server forum on CompuServe: MSSNA.


Microsoft’s FTP server: ftp.microsoft.com.


Microsoft’s World Wide Web server: HTTP://www.microsoft.com.


Microsoft BackOffice forum on MSN.


Microsoft TechNet.


Note: Customers may use the Windows 95 Client for SNA Server only if they have a valid SNA Server client access license for SNA Server 2.1 or 2.11. Usage is limited by the SNA Server Software License Agreement. For more information, consult the Windows 95 Client for SNA Server Release Notes.


For More Information:


The information contained in this document represents the current view of Microsoft Corporation on the Microsoft issues discussed as of the date of publication. Because Microsoft must respond to changing market conditions, it should not be interpreted to be a commitment on the part of Microsoft, and Microsoft cannot guarantee the accuracy of any information presented after the date of publication.


Microsoft’s support services are subject to Microsoft’s then-current prices, terms, and conditions, and are subject to change without notice.


© 1995 Microsoft Corporation. All rights reserved. This document is for informational purposes only.


MICROSOFT MAKES NO WARRANTIES, EXPRESS OR IMPLIED,  IN THIS SUMMARY.


Microsoft, Windows, MS-DOS are registered trademarks and Windows NT is a trademark of Microsoft Corporation.


IBM, OS/2, OS/400, AS/400, and NetView are registered trademarks and MVS, VTAM and ES/9000 are trademarks of �International Business Machines Corporation. 


Intel is a registered trademark and Pentium is a trademark of Intel Corp.


MIPS is a registered trademark of MIPS Computer Systems Inc.


UNIX is a registered trademark in the United States and other countries, licensed exclusively through X/Open Co. Ltd.


Banyan and VINES are registered trademarks of Banyan Systems Inc.


Macintosh is a registered trademark of Apple Computer, Inc. 


NetWare is a registered trademark and IPX is a trademark of Novell, Inc. 


All other trademarks or registered trademarks are the properties of their respective owners.


0895 Part No. 098-62083


Contact your local Microsoft office or a Microsoft Solution Provider near you. In the United States, call (800) 426-9400 for product information or to locate a Microsoft Solution Provider. In Canada, call (800) 563-9048. Outside the United States and Canada, call your local Microsoft subsidiary or (206) 936-8661.
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