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1.1 OVERVIEW OF ULTIMATE'S VIRTUAL MEMORY SYSTEM

The Ultimate operating system is designed to run on a virtual
machine, in which the virtual memory (on disk) is directly
addressable as if it were in main (RAM) memory. The system
architecture comprises, depending on the implementation, a
combination of hardware, firmware, and software. This
architecture is designed to optimize the data base and data
manipulation capabilities and to implement a virtual memory
management system at the machine level.

The virtual memory of an Ultimate system resides on disk.
The disk is organized into blocks of 512 bytes each, called
"frames". Frames are identified by frame-id (FID) numbers,
from 1 to the maximum FID (MAXFID); the value of MAXFID
depends on the size of the disk(s). Figure A shows the
typical layout of a disk subsystem immediately after a file
restore; that is, in an initialized condition.

ABS Section

The first 1024 frames of the disk are reserved for the
Ultimate operating system and user assembly code. This
section is the ABS section of the disk; it consists of
executable assembly object code supplied by Ultimate. Users
may modify only the frames reserved for user assembly code.

PROCESS Workspace Section

The initial PROCESS workspace section follows the ABS section
in virtual memory. The size of this section depends on the
number of ports (terminals) on the system. Each terminal
line requires a separate workspace, as do the Spooler and
Warmstart Processes, and the two UltiNet Processes (see
Figure B). This allows multi-programming, whereby multiple
programs can run at the same time, sharing CPU resources.
Each Process workspace is initially allocated 416 total
frames (32 contiguous frames of primary workspace plus 384
linked frames of secondary workspace), as shown in Figure C.

Additional Process workspaces are obtained as needed from the
Available Space (Overflow) pool, such as for processing
system commands that have a BASIC EXECUTE statement. The
total disk space allocated to Process workspaces is dependent
on the system configuration. For example, systems with
UltiNet have one or two additional phantom process workspaces
allocated. (Space is reserved on all systems, but not used
unless UltiNet is installed.)

FILES Section

The FILES Section follows the (initial) PROCESS section. The
first file is the SYSTEM file. The frame at which the SYSTEM
file begins is called SYSBASE. The SYSTEM file is followed
by the account master dictionaries, the file dictionaries,
and the data file areas.
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Available Space (Overflow) Section

The disk space between the last user file and the maximum
frame-id (MAXFID) is the Available Space or Overflow section.

Figure D shows the virtual memory FID layout and contents of
the major sections of the disk. Frames 1-399 and 600-1023
are reserved for Ultimate system software. Frames 400-599
are available for user-written assembly language programs.
Initially (at logon time), frame 1024 (400 hex) is normally
the first frame of line 0's Primary Workspace (32 contiguous
frames). The first workspace frame contains the line's
Process Control Block (PCB). PCBs for succeeding processes
are at 32-frame intervals; line 1's PCB is at frame 1056 (420
hex), line 2 is at frame 1088 (440 hex), etc. The linked
secondary workspaces begin at the frame called WSSTART:

1024 + (#processes * 32) = WSSTART

and continues until all Processes have been allocated their
Secondary Workspaces (384 frames each).

NOTE: Once a user logs onto a line, software may cause a
transfer to different workspace frames, depending
on the processing required. When a user logs off,
the system resets the line to use the reserved
initial workspace for that line.

The FILES section begins at the frame called SYSBASE, the
base of the SYSTEM file. Its frame-id (FID) can be
calculated as follows:

1024 + (#processes * 416) = SYSBASE

For example, a system with 16 communications lines plus the
UltiNet File Server and Communications Server, the Phantom
line and the Spooler line (20 total Processes) will have as
the starting FID of its FILES section:

1024 + (20 * 416) = 9056 (SYSBASE)

On a newly regenerated or restored system, all other files on
the system immediately follow the SYSTEM file. Also, the
Available Space frames are a contiguous block which continues
to the last usable FID (MAXFID). On a running system, the
Available Space "pool" becomes fragmented into a series of
linked as well as contiguous blocks, as frames are taken from
and returned to the pool.
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1.2 SOFTWARE COMPONENTS

The Ultimate system typically comprises hardware, firmware,
and software running a multi-user virtual memory operating
system. In most configurations the Ultimate system controls
the computer, and requires no host software. In other cases,
such as on the DEC VAX computer, the Ultimate system runs in
conjunction with a host operating system.

The Ultimate system software can be divided into two main
components: virtual code (such as the ABS code), and monitor
code, called the Kernel.

Virtual code is executed by virtual Processes. A Process may
be defined as an ongoing task that executes a sequence of
instructions, and is typically associated with a particular
terminal or line. Monitor code is not associated with a
particular line; it manages the execution of the virtual
Processes, and interacts with the computer hardware (or host
operating system).

Virtual code resides in virtual memory and is brought in from
disk as needed, whereas monitor code resides permanently in
main memory. Figure A shows a diagram of the main memory
layout.

The monitor code (Kernel) is the program responsible for
Process scheduling, memory management, disk scheduling,
input/output, interrupt handling, and execution of Monitor
calls. A Process makes Monitor calls when the Process does
not have the capability of performing a certain small task on
its own. Then it calls on the Monitor to perform the task,
such as getting the current time or current status of the
tape drive.

A Process Identification Block (PIB) is an element in the
fixed portion of Main Memory. PIBs contain the current
status of a Process, the FID of its Primary Control Block
(PCB), and pointers to its Terminal I/O Buffer.

The Buffer Table is an element in the fixed portion of Main
Memory. It identifies which frames are currently in the
Virtual portion of Main Memory and their memory address
location.

A Terminal I/O Buffer is an element in the fixed portion of
Main Memory. Input Buffers hold the characters that a user
types on the keyboard of a terminal. Output Buffers hold the
characters to be displayed prior to the actual screen
display.
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The Virtual portion is divided into 512-byte buffers (each
equal to one disk frame). When a Process begins executing,
the disk frames containing its Process workspace are
accessed, as needed, and copied into the Virtual buffers.
Such access is made possible by a "frame fault", which alerts
the system that a Process has attempted to use a frame which
is currently not in main memory (see Figure B). Once a frame
is in main memory, it is accessible to all Processes; no
Process is given its own copy.
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1.3 FRAME FORMATS AND THE ALLOCATION OF AVAILABLE SPACE

As data areas are needed to perform system operations and
user tasks, virtual memory space is allocated frame-by-frame
to the Process requesting the space. Each 512-byte frame has
either a linked or unlinked format, depending on its use. A
frame is always referenced by its frame-id (FID).

Frames may have a linked or unlinked format. Figure A shows
these two formats and their associated address register
format (address registers are discussed below). Linked
frames are used to define data areas which may be greater
than one frame in length. The data bytes in a frame (of both
types) have no pre-defined format.

Frames in the ABS section of the disk subsystem have an
unlinked format and may contain object-code programs. Frames
in the PROCESS section are linked and unlinked; an example of
a Process workspace format is shown in Figure B. The first
frame in the workspace is the Primary Control Block (PCB),
shown in Figure C.

The PCB maintains all address registers for the Process.
These registers function as pointers to other specific bytes
within frames throughout the main and virtual memory systen,
thereby controlling the Process operations. The address
register field format is shown in Figure D.

All frames in the FILES section are in the linked format. A
set of linked frames in a file is called a "group". Groups
may expand as data files expand. When the end of a frame is
reached, another frame is obtained from the Available Space
pool and linked to the end of the group. The first 12 bytes
of a linked frame contain (in hexadecimal):

Byte O Reserved byte.
1 (NNCF) Number of Next Contiguous Frames; the count
of frames whose FIDs are sequentially linked
forward from this one.

2-5 FID of next (logically) forward linked frame.

6-9 FID of previous (logically) backward linked frame.

A (NPCF) Number of Previous Contiguous Frames; the
count of frames whose FIDs are sequentially linked
backward from this one.

B Reserved byte.

The first frame of a linked set of frames has an NPCF value
of zero (0), and zero as the backward link FID. The last
frame of such a set has an NNCF value of zero (0), and zero
as the forward link FID.
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The NNCF and NPCF fields are normally zero, except in the
linked workspace allocated to each Process, and in files that
have a separation greater than one. (A file's "separation"
is the number of frames per group, which is usually one.)

NOTE: After a file restore, there is one principal block
of contiguous Available Space. As the system
obtains and releases frames from the Available
Space pool (and as files are created and deleted)
the Available Space becomes fragmented into blocks
of contiquous frames and chains of linked frames.

Available frames will be placed in the linked
Available chain only when there are 31 sets of
contiguous Available Space (representing the
maximum that the system space management routines
can maintain).

For suggested procedures for checking the system's Available

Space pool, see Sections 3 and 4 of this manual, which cover

system restore procedures and user account and file creation

procedures. See also the POVF command in the System Commands
Guide.
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Address Register Fields

| Main Memory Address | | Reserved | Disp | Flags | FID |

| | valid | Valid |Where| No. | |
| Register Field | when | when | Loc-| of | Range |
| |Attached |Detached| ated|Bits | |
| FID | Yes | =* | PCB | 24 | 1 to |
| | | | | [16777215 |
| === e I
| Flags | Yes | Yes | PCB | 8 | k%% |
| === e oo |
| Displacement | No | Yes | PCB | 16 | =-32768 |
| | | | | |to 32767 |
| === oo |
| Main Memory Address | Yes | No | ** | ** | 0 to *% |
* FID not valid when register is Linked and

Displacement is less than 0 or greater than 500.

*% Location, Size, and Bit Configuration of the Main
Memory Address is dependent upon the specific hardware.

**% Flags field of X'80' indicates Unlinked format;
Flags field of X'00' indicates Linked format.

Figure D. Address Register Field Format
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1.4 HARDWARE COMPONENTS: CPU AND PERIPHERALS

The Ultimate system hardware includes the CPU(s) and
peripheral equipment such as printers, terminals, and tape
drives. The system Spooler can support up to 40 printers (4
may be parallel). Up to 250 terminals and multiple tape
drives may also be configured (depending on hardware model).

Figure A shows a typical Ultimate machine implementation.
The upper portion of the diagram is implemented in hardware
and firmware; the lower portion is software.

An Ultimate system may be configured with two or three CPUs.
In such installations, usually one CPU is used for the
monitor code (Kernel) operations and one or two CPUs are used
for the virtual Processes.

Terminals are attached to system ports or channels (lines)
and defined to the system via system (TCL) commands such as
SET-TERM, SET-BAUD, and TERM. An item in the ACC dictionary
file can also be used to define terminal type and baud rate
on a per-line basis, as well as the location of the terminal.
See the Ultimate System Commands Guide for details on using
the commands. Section 1.10, THE ACCOUNTING HISTORY (ACC)
FILE, in this manual discusses the format of the ACC
dictionary items, and Section 4, PROCEDURES FOR SECURITY,
USER ACCOUNTS, TERMINALS, AND PERIPHERAL EQUIPMENT, discusses
terminal set-ups.

The line or letter quality printer(s) are controlled by the
Spooler software. Printers are attached to the Spooler and
defined to the system via system (TCL) commands beginning
with the letters SP (for example, SP-ASSIGN, SP-LPTR, etc.).
The SYSPROG Main Menu also allows selection of commonly used
Spooler procedures. Section 4.22, SPOOLER SET-UP AND
MAINTENANCE, discusses printer set-ups. Also see the System
Commands Guide for details on using the commands.

An Ultimate system may have multiple tape units, which are
used primarily for system backup and restore procedures.

Tape units are handled by the Tape commands. Section 4.23,
OVERVIEW OF TAPE CONTROL COMMANDS, gives a summary of the
Tape commands; the System Commands Guide details each command
as a separate topic.
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1.5 ULTIMATE SYSTEM SYS-GEN TAPES

An Ultimate system SYS-GEN tape must be used to generate an
Ultimate system. A SYS-GEN tape must contain all three basic
software components of the system: the bootstrap section with
the monitor code (Kernel) and Configurator, the ABS section,
and the FILES section. One, two, or all three of these
components may be saved to tape via a file-save, depending on
the type of save specified. Only the SYS-GEN proc, however,
creates a SYS-GEN tape that may be used to bootstrap
(generate) and restore an Ultimate system.

A current system release level SYS-GEN tape must be available
at all times to generate an Ultimate system from scratch, if
necessary. A SYS-GEN tape is provided when a new system is
installed and started up (bootstrap and coldstart). With
each new release of the Ultimate system, a new SYS-GEN tape
is provided to users.

Users may create backup SYS-GEN tapes by using a special
file-save proc: the SYS-GEN command. The SYS-GEN tape may
then be used to recover from system failures, restore after
system maintenance, or transfer data to another system.

An Ultimate system can be generated from a SYS-GEN tape by
using the Boot button on the CPU or by entering appropriate
system (TCL) commands (or a combination of both). Booting,
coldstarting, and creating backup SYS-GEN tapes are explained
in Section 2, PROCEDURES FOR STARTUP AND SHUTDOWN OF SYSTEM.

A SYS-GEN tape contains five sections, each delimited by an
end-of-file mark (EOF):

1 & 2. SYSTEM BOOT 1 and SYSTEM BOOT 2. Bootstrap section
(one for DEC-based systems, one for Honeywell-based
systems) with Configurator.

3. COLD LOAD. Monitor and some virtual program frames
needed to boot the system, which are also loaded
into Bootstrap section of virtual memory.

4. ABS LOAD. ABS section (system software). This
section is preceded by a tape label that states the
system release level, and is terminated by an
end-of-file (EOF). The ABS section software makes
up the bulk of the Ultimate operating system, the
system software (BASIC, EDITOR, RECALL, PROC,
ASSEMBLY), and the system utility programs.

5. DATA. FILES section containing at least the
minimum set of Ultimate files. 1Included are the
SYSTEM dictionary, a SYSPROG account, and system
files ACC, SYSTEM-ERRORS, ERRMSG, etc. Several
additional files are T-DUMPed after the system
files; these are used for the selective upgrade
method and updating the Word Processing (WP)
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account. User accounts, if present in the FILES
section, are preceded by a tape label containing
the account name and are terminated by an
end-of-file (EOF). The last account on the tape is
terminated by an end-of-data (EOD) mark, which is
two EOFs.

Note that normal file-save tapes contain only the FILES
section, and have neither Bootstrap nor ABS sections. A Boot
tape, on the other hand, contains only the Bootstrap and ABS
sections, and has no FILES section.

Figure A summarizes the Ultimate system commands that are
associated with creating or using a SYS-GEN tape.  Each
command is detailed in the Ultimate System Commands Guide. A
SYS-GEN tape can also be created from the SYSPROG Main Menu
and loaded from the CPU front panel button(s).

NOTE: The SYS-GEN command saves the system as it stands
at the time SYS-GEN is executed. It is not
guaranteed to produce a standard SYS-GEN tape as
would be supplied by the Ultimate Corp. T-COPY
could be used to copy a standard SYS-GEN tape, if
the hardware includes two tape drives. (Only if you
restore a system from a SYS-GEN tape (including
files) and immediately execute the SYS-GEN command,
will the resulting tape be a duplicate of the
original.)

Figure B summarizes the files on a standard SYS-GEN tape.

SYSTEM COMMAND PURPOSE

:FILELOAD Loads FILES section from SYS-GEN
tape or other file-save tape;
allows loading additional data
tapes, if needed. Does not reload
ABS, monitor code, or other parts
of the Bootstrap section.

SYS-GEN System-save. Dumps Bootstrap, ABS,
and FILES sections, creating a
SYS-GEN tape.

SAVE (D,F,G,S,T,Z) Full file-save. Dumps FILES
section only.

Figure A. System Commands Using SYS-GEN Tape
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The first five "files" of a SYS-GEN have the following
format; each is delimited by an EOF mark:

File 1 SYSTEM BOOT 1

File 2 SYSTEM BOOT 2

File 3 COLD LOAD

File 4 ABS LOAD

File 5 FILE DATA (including the following accounts):
and up SYSTEM

SYSTEM-ERRORS
BLOCK-CONVERT
PROCLIB

SYSLIB

SYSTEM (Synonym)
SYSPROG

ERRMSG

SPSYM

GAMES

ACC

SYSTEM (Q Pointers, etc.
T-DUMP of STAT-FILE

Several files are T-DUMPed at the end of the SYS-GEN tape.
These files are used for the selective upgrade method and
updating the WP account. The FILES section is subject to
change with each release, as new system accounts may be
added. Refer to the release documentation for the exact
number. To position the tape at the first file, do an
appropriate number of T-FWDs from Load-point. The files are
dumped as follows:

SYSPROG MD DOCUMENT

DICT NEWAC DOCUMENT , DELTA
ERRMSG DOCUMENT , UPG

DICT SYSLIB DOCUMENT , SYSTEM
SYSLIB DICT UFOS

DICT TERMDEF UFOS

CONVERSION, DOC DICT REALLOC-FILE
CONVERSION, PGM WP Master Dictionary (MD)
CONVERSION, PROC DICT WP-PROGS
CONVERSION, TABLE WP-PROGS, TABLES
OSYM DICT SPSYM

PSYM SPSYM

DICT STAT-FILE SPSYM, DF

DICT BLOCK-CONVERT account save of WP
USER-MODES ULTINET MD

USER-MODES, SOURCE ULTINET BP
DICT SYSPROG-PL

DICT ACC

DICT SYS-ERRS

DICT DOCUMENT

Figure B. Format and Contents of SYS-GEN Tape
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1.6 THE ULTIMATE FILE STRUCTURE AND SYSTEM FILES

The Ultimate system has a hierarchical file structure
composed of four levels of files: the System Dictionary
(SYSTEM), the user Master Dictionaries, the file level
dictionaries, and the data files. '

Figure A shows the four-level Ultimate file structure. 1In
this hierarchy, the files at each level point to multiple
files at the next lower level. For example, the SYSTEM file
contains user account names and other system-level pointers.
The user Master Dictionaries contain file names, command
names, and other user-level pointers. The file dictionaries
contain data definitions and other file-level definitions.
Lastly, the data files themselves contain no pointers, just
data items (commonly known in other systems as "records").

In Ultimate systems, the "dictionary" concept has special
meaning. The data in a file must be accessed via the
dictionary associated with it; the dictionary is 1like an
index to the file. Since the dictionary is itself a file, it
contains items just like a data file does. But the items in
a dictionary serve to define lower level dictionaries or data
files.

The system can contain any number of files, and files can
contains any number of items. Files can expand to any size.
Items are of variable length and can contain any number of
attributes (commonly known in other systems as "fields") and
characters--but the total length of an item may not exceed
the maximum of 32,267 bytes (or characters).

Level 0: The SYSTEM Dictionary

The highest level dictionary is called the SYSTEM file. It
contains all‘valid user Logon names and other information
relevant to each user account. Each user account is a
separate item (that is, file definition item) that points to
the user's Master Dictionary.

Level 1: User Master Dictionaries

Each user account has a user Master Dictionary (abbreviated
"MD" or "M/DICT"). It contains the definitions of the
account's "vocabulary" (system command verbs, PROCs, etc.) as
well as pointers to the files which the account may use.

When an account is created, a standard set of "vocabulary"
items is stored in its Master Dictionary. Users may create
synonyms to, and abbreviated forms of, these vocabulary
elements by creating copies of the elements. New procedures
(PROCs) may be added. New data files may be created, and
pointers to existing files may be added.

Level 2: File Dictionaries
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Each data file, or logical group of files, has a file
dictionary that describes the structure of data within the
associated data file(s) and items. In some cases, such as
the UltiWord dictionary, WP-DOCUMENTS, multiple user or data
file names may share the same dictionary. (These are known
as "shared dictionary" files, and have the filename format
DICT,FILE; for example, WP-DOCUMENTS, GREG).

Some dictionaries do not have an associated data file. These
are known as "single-level" files, where the data is stored
within the dictionary itself.

Level 3: Data Files

Data files contain the actual data, which is stored in
attributes (fields) and items (records) of variable length.
Each item has a name, which is known as the "item-id" and
serves as a key to retrieving the item's data. Special
delimiters are used to separate values in an attribute and
attributes in the item. Values themselves can be composed of
multiple sub-values instead of a single value. File items can
be accessed sequentially (all items) or directly (specified
items, using the "item-id" as the key). Items can also be
"selected" for processing, optionally in a sorted sequence.

Level O SYSTEM DICTIONARY One per system
| Account names with |
| passwords, file access |
| codes, accounting data |

Level 1 USER MASTER DICTIONARY One per account

| Vocabulary items such |
| as verbs, modifiers, [
| etc., and filenames |

—— — ———————————— —————— ——————

Level 2 FILE DICTIONARY One per data-file(s)

| Data definitions and [
| inter-relationship |
| definitions |

Level 3 FILE DATA

Figure A. Four-Level Ultimate File Hierarchy
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1.6 THE ULTIMATE FILE STRUCTURE AND SYSTEM FILES (cont.)

The FILES section of an Ultimate-supplied SYS-GEN tape
contains the essential system files. These include the
SYSTEM dictionary file, some system maintenance files, and
the SYSPROG and SECURITY accounts and their files.

Figure B shows typical files included on the SYS-GEN tape,
and the file hierarchy levels in which they belong.

SYSTEM Dictionary File

The SYSTEM dictionary is the highest-level file in the
Ultimate file hierarchy, the master cross-reference to all
system and user data. It contains the file pointers to every
account in the data base, as well as pointers to the
system-level files such as ACC, PROCLIB, etc.

The initial entries in the Ultimate-supplied SYSTEM file
define the special system-level files necessary for the

“ Ultimate software. As user accounts and files are created,
the system adds to the SYSTEM dictionary the appropriate
pointers to the user's Master Dictionary (MD). These pointer
items are also known as user identification items.

User identification items are either file definition (D) or
file synonym (Q) items. When a user account is created, a
D-pointer item is stored for that user name. The item-id is
the account name that the user will enter to log on to that
account. When a new user name is defined as synonymous with
another existing user account name (via the EDITOR or a COPY
command), a Q-pointer item is created with the new user name
as its item-id.

The format of user identification items is discussed in
Section 1.7, USER IDENTIFICATION ITEMS. Before attempting to
change any items in the SYSTEM file, consult this topic.

A SYSTEM dictionary item with the item-id "LOGON" contains
the request to log on to the system (typically, "Logon
please"). An item in the ERRMSG file with the item-id
"LOGON" may contain a user-defined message that is displayed
after a user has logged on to an account.

ACC (Accounting History) File

The ACC files have a tri-level structure, with an ACC
account, an ACC dictionary and an ACC data file section.

The ACC account is a user identification item in the SYSTEM
file. The account points to the ACC dictionary file. The
ACC dictionary (DICT ACC) contains two types of items: (1)
those that define the data file attributes (fields), and (2)
those that define the system lines (ports). These formats
are detailed in Section 1.10, THE ACCOUNTING HISTORY FILE.
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The ACC data section has two types of items: (1) those that
indicate the actively logged-on users, and (2) the accounting
history data items that keep track of the usage statistics of
each user Process. These formats are detailed in Section
1.10, THE ACCOUNTING HISTORY FILE.

BLOCK-CONVERT File

The BLOCK-CONVERT file is a single-level file that contains
two unrelated types of items:

1. Items that define the format used in the characters
displayed when the BLOCK-PRINT verb is used.

2. Items used to print a descriptive message on the
compile listing when a BASIC program is compiled
with the 'A' (assembly code) option.

These formats are detailed in Section 1.11, THE BLOCK CONVERT
FILE.

ERRMSG File

The ERRMSG file is a single level file that contains all
system message numbers (error and informative messages) and
the message text associated with them. Each account's Master
Dictionary has a Q item called ERRMSG that points to this
system file; the Q item is created by the CREATE-ACCOUNT
command. This format is detailed in Section 1.12, THE ERRMSG
FILE.

PROCLIB File (Standard System PROC Library)

The PROCLIB file is a single-level file that contains
commonly used PROCs, such as CT (Copy to Terminal), LISTU
(List active users), etc. Each account's Master Dictionary
has a Q item called PROCLIB that points to this system file,
and command name items (CT, LISTU, etc.) that call the
corresponding PROCs in PROCLIB. :

SYSPROG Account and Files

The SYSPROG account and files are designed to control access
to certain system commands and thereby protect system
integrity. This account is described in Section 1.8, THE
SYSPROG ACCOUNT, MENUS, AND FILES.
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SECURITY Account and Files

The SECURITY account and files are designed to protect the
system as well as specific terminal lines against
unauthorized access, and to ensure user account security.
This account is described in Section 1.9, THE SECURITY
ACCOUNT, MENU, AND FILES.

SYSTEM-ERRORS File

The SYSTEM-ERRORS file is a tri-level file reserved for
logging system/program messages or errors encountered when
accessing data from disk.

SYSLIB File

The SYSLIB file contains object code for system routines
implemented mainly in BASIC, such as CREATE-FILE.

SPSYM File

The SPSYM file is used by the UltiPlot commands: PIE, SPIE,
PLOT, SPLOT.

LEVEL FILENAME FILE TYPE
0 SYSTEM dictionary
1 ACC account
ERRMSG dictionary
BLOCK-CONVERT dictionary
PROCLIB dictionary
SYSPROG account
SYSTEM-ERRORS account
2 ACC dictionary
SYSTEM-ERRORS dictionary
3 ACC data
SYSTEM-ERRORS data

Figure B. System Level Files
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1.7 OVERVIEW OF USER IDENTIFICATION ITEMS

Each system file and user account has a user identification
item stored in the System Dictionary (SYSTEM). This set of
user-id items defines the user account names that may be used
to log on to the system. User identification items are of two
types: file/account definition (D) items or file synonym
definition (Q) items.

A dictionary may have any of three types of items:
file/account definition (D) items, file/account synonym (Q)
items, and (for file dictionaries only) attribute (A) items.
The item-ids of file/account definition items are the
filenames of the files to which they point. Filenames must
start with a non-numeric character, may be any length, and
may contain any character except a comma (,) or a semi-colon
(). The difference between D and Q items is that a D item
defines the physical extent of a lower level file while a Q
item points to files in other accounts.

File/Account Definition (D) Items

The system files and accounts are pre-defined by Ultimate in
the SYSTEM Dictionary. As user accounts are added to a
system, file/account definition items (D pointer items) are
created via the CREATE-ACCOUNT system command. (For details
on creating user accounts, please see Section 4, PROCEDURES
FOR SETTING UP NEW USERS.) These items may subsequently be
updated via the Editor.

Figure A shows the format and example of a file/account
definition (D) item. Each attribute is summarized below:

Attr#/* Name Purpose and Values

1* D/CODE Identifies the D item. May be D, DV, DW,
DX, DY; secondary code is used for file
save procedures.

2% F/BASE Base frame-id (FID) of file; this is
inserted by the systenm.

3% F/MOD Modulo of file; this is the number of
groups or "buckets" allocated for file.
Account dictionaries are normally
defined with 29 groups, file
dictionaries with one (1).

4% F/SEP Separation of file; this is the number
of sequential frames per group. Both
dictionaries and data files normally
have one frame per group.

5 L/RET Names of other accounts that may access
(retrieve) this account/file; null means
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10
11
12
13
14

L/UPD

V/CONV

V/CORR

V/TYPE

V/MAX

F/REALLOC

Names of other accounts that may update
this account/file; null means "all".

Password for this account; null means
"no password".

Privilege level for this account; may be
null, SYS1l, or SYS2 (See Figure C.)

Account update codes:
U = update account item in ACC file
at logon/logoff times
restart at LOGON PROC
from "END" at DEBUG (!) 1level
inhibit BREAK key at LOGON
left justify (ignored)

R

I
or L

Not used.

Not used.

Not used.

Reallocation codes.

Lines that may logon to this account;
null means "all'".

Starred (*) attributes are required; the others may be null

or absent.

System privileges determine the account's capabilities in
regard to full system usage. The value is null for level O,
SYS1l for level 1, and SYS2 for level 2 (see Figure B).

File Synonym Definition (Q) Items

File synonym definition items (Q pointer items) may be
created by the SET-FILE system command, or by the EDITOR.
Figure C shows the format and example of a file synonym

definition (Q) item.

Attr#/* Name
1% D/CODE
2 F/BASE
3 F/MOD
4 F/SEP

Each attribute is summarized below:

Purpose and Values

Identifies the Q item. Must be Q.

Account name in which file is found;
null for user's own account.

File name to be retrieved by specifying
the Q item-id; null for Master
Dictionary.

System name (for UltiNet users); null
for the local system.

Starred attributes are required; the others may be null or

absent.
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item SYSPROG in SYSTEM Dictionary

001 D <=—=————mmmmmmmmmme - D/CODE
002 9837 <=—=-—---—m—meo—m— e Base FID
003 17 <-======-——s—so————————— Modulo
004 1 <=—=—--——m—m—m—mmme——— e Separation
005 mm = — Retrieval Code (L/RET)
006 <————mmmmm— e Update Code (L/UPD)
007 Gttt bbb Password
008 SYS2 <==—=-——mmmm—e—e—e— e System Privilege Level
009 U Cmmm e Update Account File
010 10 <========---oo—o———————— Not used

Figure A. Sample File Definition (D) Item For SYSPROG Account

FACILITY LOWEST PRIVILEGE LEVEL REQUIRED
Updating of M/DICT SYS1
Use of magnetic tape SYS1
Use of DEBUG (other than P, SYS2

OFF, END and G commands).

Use of

DUMP command SYS2

Use of Assembler and Loader SYS2

Use of

FILE-SAVE and SYS2

FILE-RESTORE commands

Figure B. Some Required System Privilege Levels

item MYACCOUNT in SYSTEM Dictionary

003
004

Q <—==mmmmmmem— e D/CODE

Youracct <-------emmeooe———- Account name
S e File name

NJ <===--mmmomemmm e System name

Figure C. Sample Synonym Definition (Q) Item for MYACCOUNT

System
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1.8 THE SYSPROG ACCOUNT, MENUS, AND FILES

The System Programmer (SYSPROG) account is included on an
Ultimate SYS-GEN tape. Users must be logged onto SYSPROG in
order to perform a number of system management and
maintenance functions.

The SYSPROG account provides an Ultimate system with a
pre-defined account designed to be used only by responsible
system personnel. By selecting a unique SYSPROG password and
restricting the password to authorized users, the responsible
personnel can maintain a level of control over certain system
procedures and thereby protect system security and integrity.

To log on to the SYSPROG account, use the following formats:

Logon please: SYSPROG
Password: PASSWORD

>LOGTO SYSPROG
Password: PASSWORD

Logon please: SYSPROG,PASSWORD (not recommended)

The SYSPROG Main Menu is displayed (see Figure A). This menu
allows you to initiate commonly used procedures by selection,
without entering the equivalent system level (TCL) command.
It also allows printing of additional system documentation
(see Figure B). After the selected task is completed, the
system returns to TCL, not the Main Menu. (Enter "SYSPROG"
to redisplay the menu.)

The SYSPROG account is supplied with a number of files in the
account. To list the files in an account, use the LISTFILES
command. T¢ list the items in any file, use the LIST command
(for a list of item-ids), or the CT command with the "*" (all
items) option (for item-ids and contents). For details on
using these commands, refer to the command name, listed
alphabetically in the System Commands Guide.

The SYSPROG account files include:

NEWAC File

The New Account (NEWAC) file is a prototype master dictionary
used in creating new accounts. It contains verb (TCL
command) definition items, pointers to system files like ACC
and ERRMSG, and other master dictionary items used by system
software such as RECALL and UPDATE. A new account's Master
Dictionary is built from the NEWAC prototype to allow access
to these essential files and system commands.

SYSPROG-PL File

The SYSPROG-PL file contains definition items for system
commands and PROCs that are meant to be executed from the
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SYSPROG account. These commands are used primarily for
creating accounts, system startup, and system maintenance.

STAT-FILE File

The STAT-FILE file is designed to log file statistics for the
File Statistics report generated after a file-save.

CONVERSION

The CONVERSION file is used when upgrading an account created
on certain old or non-Ultimate operating system releases,
using the ULT command.

DOCUMENT File

The DOCUMENT file contains the SYSPROG Main Menu as well as
various on-line documentation available from the menu, such
as notes about the current software revision.

SYM Files (OSYM, PSYM, TSYM)

The SYM files are used by the Assembler and Assembly Debugger
software. Only OSYM and PSYM are supplied on the SYS-GEN
tape. TSYM is used to store the variable names associated
with an account's assembly programs; this file must be
defined on a user account via the CREATE-FILE command.

POINTER-FILE

In order to use RECALL commands such as GET-LIST and
SAVE-LIST, a POINTER-FILE must be defined on the user
account. The dictionary section of this file contains the
pointers to select-lists stored by the SAVE-LIST and
EDIT-LIST commands; no data section is required.

REALLOC-FILE

The REALLOC-FILE is used for file reallocations.

RECEIVED-MSGS File

The RECEIVED-MSGS file is used to receive messages via the
bisync (binary synchronous) communications software (RECEIVE
command) .

TERMDEF File

The TERMDEF file contains definitions for terminals and
printers supported by the Ultimate system. Information such
as function key code sequences and cursor positioning codes
is loaded from this file into system tables at coldstart time
or via the SYSPROG LOAD-TERMDEF command.

UFOS
The UFOS file is used to hold temporary operating system
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patches from Ultimate support personnel.

USER-MODES File

The USER-MODES file contains standard assembly code user
routines supplied in an Ultimate base system. Those routines
in frames 400-599 may be altered by the user. All routines
in USER-MODES are automatically loaded on a coldstart or
file-restore. Another data section called USER-MODES, SOURCE
contains reference assembly language routines, but these are
never automatically loaded.

SYSPROG MAIN MENU
(MFGR NAME-based Systems)

1. File Save
2. ALL-UPDATE-SAVE

3. PART-UPDATE-SAVE

4, Documentation Menu

5. Spooler Menu

6. Automatic File Reallocation Menu
7. Load WP Account from SYS-GEN tape
8. Create Boot tape

88. Logoff
99. Go to TCL

ENTER SELECTION -

Figure A. SYSPROG Main Menu

DOCUMENT DIRECTORY
(MFGR. NAME-Based Systems)

Features Procedures & Utilities
1. Update Save & A. Delta Document
Transaction Logger B. Upgrade Procedure Document
2. Supplemental Manual C. Auto. File Reallocation
3. Bisync Document Document
4. Binary Save Document D. WP Delta Document
5. Diags Document E. User Exit Document
6. Term Def Document F Boot Tape Creation Document
7. PC Async Document

88. Logoff
99. Go to TCL

ENTER SELECTION -

Figure B. Document Directory Menu (SYSPROG Menu Option 4)
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1.9 THE SECURITY ACCOUNT, MENU, AND FILES

The Security (SECURITY) account is included on an Ultimate
SYS-GEN tape. Users must be logged onto SECURITY in order to
perform a number of system security and user account
functions.

The SECURITY account provides an Ultimate system with a
pre-defined account designed to be used only by responsible
system personnel. By selecting a unique SECURITY password
and restricting the password to authorized users, the
responsible personnel can maintain control over system
security, user file access capabilities, and account access
capabilities for each terminal.

To log on to the SECURITY account, use the following formats:

Logon please: SECURITY
Password: PASSWORD

>LOGTO SECURITY
Password: PASSWORD

Logon please: SECURITY,PASSWORD (not recommended)

The SECURITY Main Menu is displayed (see Figure A). This
menu allows you to initiate commonly used procedures relating
to system, terminal, and account security by selection,
without entering the equivalent system level (TCL) command.
It also allows printing of the security system documentation
to the terminal screen or printer. After the selected task
is completed, the system returns to TCL, not the Main Menu.
(Enter "SECURITY" to redisplay the menu.)

The SECURITY account is supplied with a number of files in
the account. To list the files in an account, use the
LISTFILES command. To list the items in any file, use the
LIST command (for list of item-ids), or the CT command with
the "*" (all items) option (for item-ids and contents). For
details on using these commands, refer to the command name,
listed alphabetically in the System Commands Guide.

The SECURITY account files include:

OLD-LOCKS File

The OLD-1LOCKS file contains file access lock information
generated by the SECURITY REMOVE-OLD-LOCKS command.

LOGONH File

The LOGONH file is used with logon monitoring. It contains
one item per logon failure. These items are printed via the
"Display Terminal Logon Failures" option on the SECURITY
menu.
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NOTE: The recommended procedures for using the SECURITY
account are explained in Section 4, PROCEDURES FOR
SECURITY, USER ACCOUNTS AND PERIPHERAL EQUIPMENT.

khkhkkkkkkkkkkkhkhkkkkkhhkkkkkhhhkhkdkkhkkdkhkhkkkkk

* The ULTIMATE Accounts Manager *

* Version #.# Date *
R R R R X R R R X R R R X R R R R R R R R R R R R R R R XX XX

1. System Security Specifications
2. Terminal Security Specifications
3. Create/Update an Account

4. Rename an Account

5. Account Save to Tape

6. Account Restore from Tape

7. Delete an Account

8. Display Terminal Logon Failures
9. Security System Documentation

Enter Selection, 'TCL', or 'OFF'

Figure A. SECURITY Main Menu
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1.10 USER ACCOUNTS AND FILE HIERARCHY

All user accounts and their associated files are maintained
in the FILES section of an Ultimate system. As new users and
accounts are defined, their programs, PROCs, dictionaries,
and data files are added to the FILES section of the system.

Each user account name has a separate user identification
item in the SYSTEM dictionary that points to the account's
Master Dictionary (M/DICT or MD). Only valid account names
may log onto an Ultimate system. Each user account can be
protected by security features built into the system, and may
use standard or customized logon messages and PROCs.

Users create their own user account files, as desired. Each
user account may contain program files, PROC files,
dictionary files, and data files. 1In order to save a select
list via the SAVE-LIST command, the user account must have a
POINTER-FILE created for that account. For details about
setting up new user accounts, see Section 4, PROCEDURES TO
SET UP AND MAINTAIN USER ACCOUNTS.

During system operation, the SYSTEM dictionary file is opened
by the Ultimate operating system. When a user attempts to
log on, the system searches the SYSTEM file for the entered
account name. If the account name is found (and the
appropriate password is entered), the account-defining item
points to the first frame of the user's Master Dictionary (in
the FILES section of virtual memory). This Master Dictionary
is then opened, the user is logged on, and the stored logon
program or PROC (if any) is executed. If the account name
and/or password are not found, the user must attempt the
logon procedure until valid entries are made.

Once a user account is logged on, the user may perform any
tasks authorized on that account, work with any file to which
the account has access, and log off the account when
finished. While the account is logged on, the system
automatically keeps statistics such as the connect time,
charge-units, pages printed, and line (port) used. After
logoff or logging to another account, the Accounting History
(ACC) file is updated with these statistics, if the account's
Accounting Option is set.

At logoff time, a logoff message normally displays the
statistics of the current session (logon to logoff), such as
connect time, charge-units, pages printed.

File Hierarchy

Figure A shows a sample file hierarchy of two user account
Master Dictionaries, each with pointers to three file
dictionaries. Two of the file dictionaries have multiple
data files associated with them. These are known as "shared
dictionary" files. When the diictionary file is not shared,
it has the same item-id as the data file, as in BARB. The
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BARB dictionary contains an item also called "BARB", which is
the pointer to the BARB data file. With shared dictionaries,
there are as many D-items as there are data files; each
D-item points to one of the data files. The DEPT dictionary
contains an item called "ACCT" and an item called "MAINT",
each pointing to their respective data files.

For more details, see Section 4, PROCEDURES FOR SECURITY,
USER ACCOUNTS, TERMINALS AND PERIPHERAL EQUIPMENT. Refer also
to the Recall manual for background on user file retrieval
and update capabilities.

| SYSTEM |
| Dictionary |
/ \
/ \
| File | | Master | | Master | File |
| Dictionary| | Dictionary| | Dictionary| | Dictionary|
| BARB | | for BAM | | DCW | | DONNA |
I | | | I I
—mmmmmmmmeeee | | | —mmmmmoeme
| Data File | | | [ | | Data File |
| BARB | | | | [ | DONNA |
------------- o | | B
_________ I | —————
I I I I
......____.:. _______ I l _.___...:. _________
| File | | | | File |
| Dictionary | | | | Dictionary |
| LETTERS | | | | MEMOS |
______________ | I - —————————
I I | I
---—----T _____ | | -.....__-....._... _____
| Data File | | | | Data File |
| LETTERS | | | | MEMOS |
______________ ' | —— o — —————————
I I
| File | | File |
| Dictionary| | Dictionary|
| DEPT | | JOBS |
| I
| I I I
|Data File| | Data File| | Data File] | Data File]
| ACCT | | MAINT | | EDIT | | GRAPHICS |
Figure A. File Hierarchy
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1.11 THE ACCOUNTING HISTORY (ACC) FILE AND USER ACCOUNTS

The basis for Ultimate system accounting history and
statistics is the individual user account. The Accounting
History (ACC) file is a mandatory system file. This file
contains both the history of system usage and the current
system status of logged on user accounts. It may also
contain items that define the terminal types and baud rate
currently associated with each system line (port).

The ACC file is a tri-level system file, with an ACC account
level, a dictionary level, and a data level.

The ACC Account Level

The System dictionary (SYSTEM) contains the file definition
item (item-id 'ACC') for the Accounting History File. This
item is included with the Ultimate base system and has the
standard D pointer item format (see Section 1.7, OVERVIEW OF
USER IDENTIFICATION ITEMS).

The ACC Dictionary Level

The DICT ACC file contains attribute definition (A) items and
may contain line definition items. The A items define the
attributes associated with the ACC data file items so that
they may be examined and listed via system commands. The
item-id of each A item is the attribute name. They have the
format shown in Figure A.

Users may create additional items in the DICT AcCC file to
define the terminal type and baud rate for each line (port)
in the system. These items also specify the location of the
terminal, which is displayed by the LISTU command. The
item-id of each line definition item is the 3-digit line
number. These items have the format shown in Figure B.
Attribute 1 is the string describing the terminal location.
Attribute 2 may be null, or contain 1-7 parameters
(r,c,s,p,e,%X,t) defining the baud rate (r=baud rate; c=char
length; s=stop bits; p=parity; e=echo; x=xon/off;
t=typeahead); see the SET-BAUD command in the System Commands
Guide for the permissible values. Attribute 3 may be null,
or contain the single-character TERM type, or may contain all
parameters accepted by the TERM command; see the TERM or
SET-TERM command in the System Commands Guide for the
permissible values. For set-up procedures, see Section 4,
PROCEDURES FOR SETTING UP NEW USERS AND TERMINALS.

The ACC Data Level

The ACC data file has two types of items: (1) active user
statistics for logged-on user Processes, and (2) user Account
Name/Line# accounting statistics. These items have the
format shown in Figure C. They are maintained by the system
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via the logon and logoff procedures.

ACC Active User Items

Active user items are created when a user logs on to a
Process line, and are deleted at logoff. The item-id of an
active user item in the Accounting History File is the
four-character hexadecimal FID of the PCB of the user's
Process. If the PCB's start at FID=1024, (they proceed in
steps of 32 frames from there on), we see that a user logged
on to process zero will have an entry with an item-id '0400'
(1024), while a user logged on to process one will have an
entry with an item-id '0420' (1056), and so on. Attribute
one of an active user item contains the name of the user
(i.e., the item-id of the user identification item),
attribute two contains the date logged on, and attribute
three shows the time logged on.

ACC Accounting History Items

Accounting history items are created the first time a user
logs onto a particular line, and are updated (if required;
see NOTE below) after each logon session. The item-id of an
accounting history item is the name of the user account
(i.e., the item-id of the user identification item), with the
line number concatenated by a "#". For example, if user
'SMITH' logs on to line 12, when he logs off, the item whose
item-id is 'SMITH#12' in the ACC file will be updated. This
allows one to keep track of system usage by user-id as well
as line number. If multiple logoffs occur in the same day,
the times, charge-units, and printer pages are stored for
each logoff as subvalues.

Attributes 1, 2, and 3 are not used. Attribute 4 contains
the date(s) logged on; each unique date is a value stored in
Ultimate date format. Attribute 5 contains the logon time(s)
represented in seconds past midnight (24-hour clock).
Attribute 6 contains the connect time(s) as the number of
seconds between logon and logoff. Attribute 7 is the charge-
units, representing CPU usage. Attribute 8 is line printer
pages (routed to printer during session).

Attributes 5, 6, 7, and 8 are control-dependent values which
are controlled by attribute 4. (The RECALL manual discusses
the control-dependent data set format.)

NOTE: The accounting history items are not automatically
created or updated. The SYSTEM dictionary item for
the user must have a 'U' in attribute 9 if the user
is to have these items created and updated. This
is indicated by requesting the Accounting Option in
the CREATE-ACCOUNT or UPDATE-ACCOUNT menu.

If the SYSTEM dictionary data has been changed since logon or

the history item to be updated is too large for the
work-space, the message number 338 will be printed.
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To avoid overflow, the account history items should be
periodically cleared. For this procedure, see Section 4,
PROCEDURES FOR NEW USERS AND SYSTEM MAINTENANCE.

Figure D shows a sample sorted listing of the active users
via a LISTU command. Figure E shows a sample listing of the
accounting history item for user SMITH via a LIST command.

DATE Attribute Name
001 A <K=—=—mmemmmcemcmce— e Attribute Definition Code
002 2 <Ke==—mmmmmmmem——e— e Attribute number
003 e Heading or Tag
004 - Structure Code
005 mmm e ————— Reserved
006 o —————————————— Reserved
007 e e e Conversion specifications
008 o ——————— Correlative specifications
009 I <Ke=m-memecemmmccmemc e Justification code
010 12 <=====- ———————————————— Reserved

One item per defined attribute, as follows:

Attr#0 LINE or LOCATION. Used in LISTU Command
Attr#l NAME Used 1in Active User Item

Attr# 2 DATE. " n n n n

Attr#3 TIME. " " " n "

Attr#4 DATE Used in Accounting History Item
Attri#5 TIME " " " " n
Attr#e CONN " " " " "
Attr#7 UNITS " " n n "
Attr#8 PAGES " " " " n

Figure A. Format and Example of Attribute Definition Items
for DICT ACC

001 e Line number

001 LINE 1 AT BARBARA'S DESK <---Location of terminal
002 1200 <-==-=—=———m————m—————————— Baud rate parameters
003 V <=—memmmmmmmmmee e e - Terminal type or parameters

Figure B. Format and Example of Line Definition Items
for DICT ACC
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Active User Items

342A | FID of User Process PCB (hexadecimal)
001 DONNA <=====—————e—ecoo——————- User name
002 6449 < Date logged on
003 10394 <mmmmmmm e Time logged on

Accounting History Items

SYSPROG#1 Account*Line
001 D ettt Not used
002 e e e e Not used
003 <——————— Not used
004 6449 <K-==—=----o-mmme——so————— Dates logged on
005 10384\32178 <=—-=-—=—==———————- Times logged on
006 21790\17 <-——-————————————————— Connect times
007 241\4 <-——=——-————————————————— Charge-units
008 \| <===———mm—mmmmmmm e Number of printer pages

Figure C. Format of ACC Data Items

>LISTU <CR>

CH# PCBF NAME...... TIME... DATE.... LOCATION..:¢eceoes. . o
000 0200 CM 11:02 03/22/86 CM's DESK
001 0220 SYSPROG 12:10 03/22/86 COMPUTER ROOM
002 0240 ELROD 09:11 03/22/86 LINE 2 IN WAREHOUSE
003 0260 ILC 06:59 03/22/86 LC's DESK
*006 02CO0 CM 11:25 03/22/86 LINE 6
007 O2EO BUGEYE 01:29 03/21/86 BUGEYE'S BENCH
Figure D. Sample Sorted List of Active User Items (via LISTU)
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>LIST ACC = "SMITH]"

PAGE 1

ACC...... DATE. TIME...

*

SMITH#0  01/13
01/14

02/06
02/09
02/23
03/09

SMITH#5 01/13

01/16

2 ITEMS LISTED.

16:56
10:13
10:15
17:02
10:21
07:58
11:35
16:05
12:48
15:20
15:25
15:28
16:20
19:15
09:41
15:55

(selects items with item-ids
starting with the string "SMITH")

CONN...

*
00:04
00:00
00:01
00:18
00:17
00:01
01:57
00:22
02:25
00:05
00:00
00:17
02:55
00:00
06:13
00:12

12:17:22 22 MAR 1986

UNITS..

343
41
690
27
378
94
160
14

110
2575
13
1853
15

PAGES

16

Figure E. Sample List of Account History for User "SMITH"

System Management
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1.12 THE BLOCK-CONVERT FILE

The BLOCK-CONVERT dictionary file defines all characters that
can be printed with a BLOCK-PRINT command. It also contains
items that correspond to the BASIC opcodes generated by the
BASIC compiler, which are used when BASIC generates a listing
of a program's object code.

The BLOCK-CONVERT file supplied in an Ultimate base system
contains an item for each printable ASCII character (see
Appendix B for a list of ASCII Codes). It also contains an
item for each BASIC opcode (that is, all used codes in the
range 00-FF).

Figure A shows an example of the two types of items from the
BLOCK-CONVERT file. The first example is the item that forms
the letter "S" in block-printing. The item-id is the letter
itself. All block-printed letters have a height of 7
characters (there are 7 vertical rows of characters). The
width is variable. The format for the attributes is:

1 n{c}
2-9 B/Cn{,n,n}

In attribute 1, 'n' is the width of the character matrix (the
number of horizontal characters). The optional 'c' is a
character to print instead of the specified letter in
building the block print output; that is, a block print "s"
is normally made up of S's, a "G" of G's, etc.

Attributes 2-9 specify the character layout of each of the 8
vertical rows of characters, top to bottom. The layout
assigns either a blank (B) or a character (C) to each cell in
the row, left to right. The 'B' or 'C' specifies filling the
leftmost cell with a blank or a character. The 'n' specifies
how many blanks or characters to print contiguously. A comma
(,) switches from B to C or vice versa, and the 'n' specifies
how many to print. The sum of 'n's must equal the character
width defined in attribute 1. For example, to print a string
of 7 S's and no blanks, the attribute would contain "C7" and
to print 1 S, 5 blanks, and 1 S, the attribute would contain
"c1,5,1".

The second type of data in the BLOCK-CONVERT file has a
two-hexadecimal-digit item-id, corresponding to the BASIC
opcode generated by the BASIC compiler; attribute 1 is the
symbolic name for the opcode. These entries are used by the
"A" option of the BASIC compiler to generate a listing of the
BASIC object code.

Figure B is an example of BLOCK-PRINT command output.

Figure C contains a sample listing from a BASIC compiler
command with the "A" option (Assembled code listing).
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>COPY BLOCK-CONVERT S 8A (T) <CR>

Attribute

001
002

003
004
005
006
007
008
009

001

s
7
B1,5,1

c2,3,2
c2,5
B1,5,1
B5,2
c2,3,2
B1,5,1
B7

8A
STOP

Meaning

Item-id; defines format for character "s"
Defines character width as 7

Specifies string " SSSSS " (1 blank, 5 S's,
and 1 blank)

Specifies string "SS ss"

Specifies string " SSSSS "

Bottom row is all blanks

Item-id (BASIC object-code byte)
Identifies object-code (STOP opcode).

Figure A. Sample Items from BLOCK-CONVERT File

>BLOCK-PRINT S <CR>

SSSSS
SS SS
SS

SSSSS

SS
SS SS
SSSSS

Figure B. Output Using BLOCK-PRINT Command

SOURCE CODE LINE

BASIC OBJECT CODE PSEUDO ASSEMBLY CODE

001 01 EOL

002 03 LOADA I

003 FD LOAD. 1

004 20 ONE

005 2D SUBTRACT

006 5F STORE

Figure C. BASIC Compiler - Assembled Code Listing
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1.13 THE ERRMSG FILE

The ERRMSG dictionary file supplied with the Ultimate system
contains the standard system error messages generated by the
system software, such as TCL commands, RECALL, BASIC, PROC,
etc. System users may change these messages, add new
messages, and create custom ERRMSG files for user accounts.

LOGON Item and Message

When a user logs onto an Ultimate system at a terminal, the
system displays the message specified by an item called
"LOGON" in the ERRMSG file supplied with the base system.
However, this message may be replaced with any other message
which should be received by all users on the system
immediately upon logging on.

NOTE: This item must exist on file even if no general system
message is displayed (that is, the item is null).

This item should be changed only when there are no
users logged on to the systemn.

In addition, a user account may define an ERRMSG file
specifically for that account. The account's ERRMSG file may
also contain an item called "LOGON", which may contain any
message which should be received by all users logging onto
that account. The account's logon message will be displayed
after the system's logon message.

The LOGON item in the ERRMSG file should not be confused with
the LOGON item in SYSTEM, which contains the 'Logon please'’
message in ERRMSG format.

ERRMSG Item Format

The item-ids of the standard items in ERRMSG consist of the
message number or name that identifies the error message
contained in the item. Each line in an ERRMSG item must
conform to a general format:

C{text}

where 'C' is a code that specifies an operation associated
with the message. The valid options for 'C' are:
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Code Meaning

A Inserts into the error message the next
parameter in the list of parameters passed
(along with the error number) to the error
message program. The parameters may be
specified by a BASIC program via a PUT, STOP
or ABORT statement, or by other system
software reporting a system-generated error
message.

A(n) Inserts the next parameter as above, but left
justified in a field of 'n' blanks.

D Places the current date in the output buffer.

H Places the text following the 'H' in the
output buffer, without a <CR> or line feed.

H+ Used at the end of the ERRMSG item only; same
as 'H' and also suppresses the final <CR> and
line feed that is normally output.

L Prints the output buffer, with <CR> and line
feed.

L(n) As above, followed by n-1 blank lines.

R(n) Inserts the next parameter as A (above), but

right justified in a field of 'n' blanks.

S(n) Sets the output buffer pointer to location
'n'.

T Places the current time in the output buffer.

X Skips a parameter in the parameter list passed

to the error message progran.

Connect Time Messages

The ERRMSG items "335" and "336" contain the connect time
messages that are displayed when a user logs on or off the
system (in the standard LOGON item). The connection times
are retrieved from the Accounting History (ACC) data file.

To display an error message in the ERRMSG file, use the
PRINT-ERR system command. (See the PRINT-ERR command, listed
alphabetically in the System Commands Guide.)

Figure A shows some examples of error message processing.
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Use of ERRMSG items in a BASIC Program

In a BASIC program, these lines:

FILE = "BP" ; ID = "1006"
OPEN FILE ELSE STOP 201,FILE
READ ITEM FROM ID ELSE STOP 202,ID

specify two possible error conditions and their associated
message numbers in ERRMSG. An error condition could cause
the program to stop with either of the following:

[201] 'BP' is not a file name.

'1006' not on file.

Use of the LOGON item in ERRMSG file defined in user account

If the item "LOGON" in the ERRMSG file for an account looked
like:

HHello out there!
L

HIt's now

T

H and all's well!

then logging on to that account would display this message:

Hello out there!
It's now 11:22:33 and all's well!

Figure A. Sample Usage of the ERRMSG File
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SECTION 2

PROCEDURES FOR STARTUP AND SHUTDOWN OF SYSTEM

2.1 Bootstrapping the System

Figure A. Sample Front Panel on DEC-Based Systems
Figure B. Sample Front Panel on Large Honeywell-

Based Systemns

Figure C. Sample Front Panel on Small Honeywell-

Based Systems

Figure D. Sample Bootstrap Completion Message

2.2 Coldstarting the System

Figure A. Coldstart Initialization Message

Figure B. Sample ABS-LOAD Messages

Figure C. Sample COLDSTART Procedure Messages

2.3 Warmstarting the System

Figure A. Sample Conditions and Warmstarting Feature

2.4 Bringing Up Ultimate on a DEC VAX System
2.5 Bringing Up a Virgin System

2.6 Upgrading From a Previous Release

2.7 Creating SYS-GEN or Boot Tapes

2.8 Duplicating SYS-GEN Tapes

2.9 Formatting and Duplicating Disks

2.10 Using the Diagnostics Monitor

2.10.1 Diagnostic Procedures on DEC Systems
2.10.2 Diagnostics on Honeywell Systems

2.11 Using the Utilities Monitor

2.12 Shutting Down the System
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2.1 BOOTSTRAPPING THE SYSTEM

Bootstrapping an Ultimate system usually requires using a
SYS-GEN or Boot tape/disk to load the Bootstrap program into
the computer. If the system was halted via a warmstop, it
can be booted from stored memory on the disk. After booting,
the system can then be started up (coldstart) or restarted at
the current processing point (warmstart). Each
manufacturer-based system initiates the bootstrap process
from its front panel in a distinct way.

Bootstrapping must be done to bring up a new system, to
update a system to a new release level, to restart after a
warmstop for scheduled maintenance, to restart after system
failure (crash), etc.

In order to bootstrap an Ultimate system, you must have a
SYS-GEN and/or Boot tape/disk at hand to boot from. All boot
dialogue is via the terminal on line zero. Bringing up the
system requires three general steps:

1. Power on the CPU.
2. Press the appropriate buttons on the CPU.
3. Mount the SYS-GEN (or Boot) tape; wait until the

tape is loaded and ready and press <CR>. Or, boot
from disk, if a warmstop has been used and you wish
to warmstart, or reboot, or enter the Diagnostics
or Utilities Monitors.

4. Wait (the system may display the message "Wait")
while the system boots itself until the System
Startup Options are displayed. Then select the
appropriate option to bring up the system.

The System Generation (SYS-GEN) Tape/Boot Tape

A SYS-GEN tape is supplied by the ULTIMATE Corp. or dealer
for new installations, new release levels of the operating
system, and when requested by a user. Ultimate-supplied
SYS-GEN tapes contain everything needed to start up a system,
but nothing the user has stored on the system (for example,
user data files).

0ld SYS-GEN tapes may deteriorate in time, so it is a good
practice to create extra copies of the system for immediate
restarting capability.

A Boot tape contains only the system programs necesary to
boot the system (Bootstrap section) and coldstart (COLDSTART
and ABS sections) or warmstart the system. It does not
include a FILES section, which contains system accounts (for
example, SYSPROG) and system files (for example, ERRMSG).
(For more about the format of SYS-GEN tapes, see Section 1.5,
ULTIMATE SYSTEM SYS-GEN TAPES.)

Users may create a Boot tape from the SYSPROG Main Menu (the
Create Boot Tape option) or from the CREATE-BOOT system
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command. A SYS-GEN tape with all user data files can be
created by the SYS-GEN system command. Procedures for
creating and duplicating SYS-GEN tapes can be found in
Section 2.7, CREATING A SYS-GEN OR BOOT TAPE, and Section
2.8, DUPLICATING SYS-GEN TAPES. (Also refer to the System
Commands Guide for details on CREATE-BOOT and SYS-GEN
commands.)

Booting a DEC-Based System

Most DEC-based systems have front panel switches that
resemble the ones shown in Figure A.

The Boot button will bootstrap the system from tape. The
system displays the message:

PUT TAPE ON-LINE, PRESS <CR>
Bring the SYS-GEN tape to load point and press <CR>. Or, to

boot from disk after a warmstop, enter <CTRL/D>. The booted
system then displays the System Startup options.

Booting a Honeywell-based System

The panel buttons for the larger (Models 6800 and up) systems
resemble the one shown in Figure B. The smaller (Models 6000
to 6600) systems have only an Initialization lock similar to
the one shown in Figure C. However, the Honeywell terminal
has function keys that correspond to the panel buttons (also
shown in Figure C).

In addition, Ultimate has a System Console Facility (SCF),
used on line 0 on Honeywell systems without full control
panels (that is, 6000, 6200, 6400, 7000, 7200, 7400). There
are several operational modes; the Maintenance Mode can be
used to boot as if from a full control panel. To use
Maintenance Mode on line 0, do the following:

1. Enter <ESC> <ESC> # (where <ESC> = ESCAPE key) to
get into the Command Mode. The screen will display
the first mode: # ENABLE PANEL.

2. Enter # to step through the mode selections until
Maintenance Mode appears: # ENABLE MAINTENANCE.

3. Press <CR> to select Maintenance Mode. Then the
SCF boot commands (listed below) may be used.

4, To exit Maintenance Mode, enter # to return to
Command Mode; step through the modes using # until
Console Mode (# ENABLE CONSOLE) is displayed.
Press <CR> to return to normal terminal use.
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2.1 BOOTSTRAPPING THE SYSTEM (continued)

To boot from the panel buttons or SCF, press in sequence:

Full Control Panel SCF
S Step H Halt
CLR Clear ~ Clear (~ = up arrow)
L Load L Load
R Ready G Go
E Execute X Execute

Then wait for the traffic light to go out and again press:
E Execute X Execute
The system then displays the System Startup options.

The small systems can be booted from disk or tape, initiated
from the terminal or panel. Turning the key to UNLOCK
enables the terminal function keys to be used as '"panel
buttons" in the sequence given above. Turning the key to ON
(or UNLOCK) boots the system from disk (used only for
warmstarts or diagnostics). For 6000 systems, to boot from
tape, first turn the key to INITIALIZE, then ON, then press
the EXECUTE function key to bring up the System Startup
options. The 6200 and 6400 systems must go to Maintenance
Mode and use the SCF 'X' (Execute) command.

Honeywell-based system users can boot the system from a
user-specified disk channel address via the (B)oot option.
This option is designed to allow users to boot a system from
a channel address different from the default boot address
(0400, hexadecimal).

To use this eoption, initialize the system with the SYS-GEN
tape/pack mounted. Then, at the System Startup Options, type
in "B". The system will ask for DISC CHANNEL to boot from.
Mount the desired disk pack (for example, Honeywell TACPAC)
on the appropriate disk drive and enter the corresponding
channel address.

Booting a DEC VAX-Based System

On a DEC VAX system, the Ultimate operating system is
transported to the VAX through a combination of hardware and
software. The capability to run Ultimate is handled through
VMS, the VAX's native operating system, and therefore the
bootstrapping is done as a part of booting VMS.

In addition, coldstart procedures must be run to prepare the
Ultimate system for users to logon. Please refer to Section
2.4, BRINGING UP THE ULTIMATE OPERATING SYSTEM ON A VAX, for
VAX startup procedures.
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The System Startup Options

The initial bootstrap process loads the software that
displays the System Startup Options:

(B) oot

(C)oldstart (omitted if boot is from disk)
(D) iagnostics Monitor

(F)ile Restore (omitted if boot is from disk)
(0) ff-line Monitor (Honeywell-based systems only)

(U)tilities Monitor
(W)armstart

Enter Option(s) or ? for help:

To select an option, enter the appropriate letter code and
press <CR>. To display a Help screen that summarizes the
options, type a question mark (?) and press <CR>.

The System Startup options do the following tasks:

B

Boot system - allows booting again from a different
tape or disk, if another one has been loaded. It
loads the BOOT SYSTEM 1 and BOOT SYSTEM 2 (first
two files of SYS-GEN tape) into the CPU. Then it
displays the Startup options again.

COLDSTART - loads the COLDSTART and ABS (third and
fourth files of SYS-GEN tape) into the CPU and
coldstarts system. See Section 2.2, COLDSTARTING
THE SYSTEM, for details.

DIAGNOSTICS MONITOR - is used by customer and field
engineers for formatting disc packs, checking
system configuration, booting other channels,
creating T&V's (Honeywell Test and Verification
procedures), and other diagnostic utilities. If
this option is inadvertently entered, the user may
recover by rewinding the tape and re-booting. (See
Section 2.10, THE DIAGNOSTICS MONITOR for details.)

FILE-RESTORE - performs a coldstart as in 'C!
option above, and then loads the system and user
files saved on a DATA tape (or the FILES section of
the SYS-GEN tape); multiple tapes may be used in
the restore. This is the option to restore an
entire system (same as coldstart plus the :FILELOAD
system command at TCL level.)

See Section 3.7, FILE-RESTORES, for details.

OFF-LINE MONITOR (On Honeywell-based systems only)
- used to create an off-line environment where only
line 0 is activated. Functions such as disk to
disk copy (that is, the DISK-COPY command) can be
performed without endangering an on-line system.
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2.1 BOOTSTRAPPING THE SYSTEM (continued)

U UTILITIES MONITOR. Used for off-line functions
such as binary saving and restoring the system from
tape (or disk) to tape and vice versa. (See
Section 2.11, THE UTILITIES MONITOR for details.)

W WARMSTART - used to reload the Monitor (Kernel)
without virtual system inititalization. Restarts
each user Process without loss of work that was in
progress at the time of a system warmstop. (Same as
the :WARMSTART command at TCL level.)

If a separate software Monitor option is selected, that
software is given control of the system. (See Section 2.10,
DIAGNOSTICS MONITOR, or Section 2.11, UTILITIES MONITOR.)

If a COLDSTART, WARMSTART, or FILE RESTORE is selected, the
configuration software establishes the following parameters:

1. Size of the disc drive
2. The amount of MOS Memory (Main Memory)
3. The number of communication (terminal) lines

These parameters are reported on the terminal (a sample
report is shown in Figure D).

Note: The number of additional (secondary) workspace frames
is fixed at 128 frames per process line.

The Configurator passes control to a virtual Process on line
0 which loads the system software and all of the files.

The Configurator loads the proper disc tables, calculates the
maximum FID (MAXFID), and the SYSTEM dictionary base
(SYSBASE), buffer tables, etc. After the configurator has
finished running, the monitor code (Kernel) is started. This
concludes the bootstrap portion of the system startup. The
coldstart, warmstart, or file restore then begins. (See
Section 2.2, COLDSTARTING, or Section 2.3, WARMSTARTING, or
Section 3.7, FILE RESTORES.)

HALT BOOT LTC POWER ON

l__| || |__I [__I
RUN DC ON ON OFF

Figure A. Sample Front Panel on DEC-Based Systems
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CONTROL  |CLR| EXECUTE | E |

Figure B. Sample Front Panel on Large Honeywell-Based Systems

ON
UNLOCK | | INITIALIZE

From UNLOCK position, the terminal function keys that
correspond to the panel buttons are:

CRT Type
I A | L | | H | | G | X | non-Hon.
| CLEAR | F1 | | F4 | | F6 | F7 | Honeywell
 clear Load step Ready Execute

Figure C. Sample Front Panel on Small Honeywell-Based Systems

Disc Configuration

chan set name # of
FF20 ULTIMATE LSI 1 2

Disc Configuration

chan set name # of
FF20 ULTIMATE LSI 2 2

Memory = 512KB
16 Comm. Lines

The date and time must be reset!!!

Figure D. Sample Bootstrap and Warmstart Completion Message
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2.2 COLDSTARTING THE SYSTEM

If a system fails, or if any maintenance has been performed
on the system it will be necessary to perform a coldstart.
Coldstarting loads the COLDSTART and ABS sections from tape
but does not load system or user files (FILES section). You
may coldstart after booting the system, or use the COLDSTART
system command (from the SYSPROG account), or logon to a
special COLDSTART account.

The coldstart process is used to load the memory-locked
monitor code (Kernel) and all assembly level virtual system
software code from the SYS-GEN tape. This ensures that the
system software is properly loaded.

Performing a coldstart does not result in the loss of any
Spooler hold files. Also, any print jobs which have not been
spooled will be retained as 'spooler hold file' entries. If
you are coldstarting because the system hung while doing
normal processing, there is a possibility of group format
errors (GFEs) being generated. These must be corrected prior
to doing any more work with the affected file(s). Consult
Section 5.9, GROUP FORMAT ERRORS.

Coldstarting after Booting the System

To perform a coldstart, you must load the system from tape or
disk. (It is not on the option list if you boot from stored
memory, as in after a warmstop.)

1. Mount your current level Ultimate SYS-GEN tape, and
bootstrap the system as described in Section 2.1,
BOOTSTRAPPING THE SYSTEM.

2. When the Startup options are displayed on line 0,
type a 'C' with no carriage return. The system will
output the Disc Configuration message, the label of
the tape being used, the memory size, the number of
communication lines on the system, and the system
serial number stored on disk (see Figure A).

At this point, the boot has already loaded the COLDSTART
section (including the Kernel and some virtual code) and
control has been transferred to the Coldstart program on line
zero. The Coldstart software is ready to load the ABS
section from tape onto the disk; this step is called the
"ABS-LOAD". Line 0 is prompted for an ABS tape:

Mount ABS tape and enter number of files to skip, if any

To load the ABS section from the SYS-GEN tape, just press

<CR> to start the ABS-LOAD. If a different SYS-GEN tape

needs to be loaded, three files must be skipped (Boot 1/2 and

COLDSTART) ; enter "3" and press <CR>. Or, if a different ABS

tape should be loaded, mount that tape before pressing <CR>.
(A tape with only an ABS file, and optionally a COLDSTART
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file, can be created via the ABS-DUMP system command; see
Section 3.2, STANDARDS FOR SYSTEM BACKUP, for details, and
the System Commands Guide.)

Once the operator presses <CR>, the ABS-LOAD will begin with
the message:

'An'

indicating that the ABS-LOAD is starting with frame n. As the
ABS-LOAD continues, each contiguous group of frames is
displayed as it is loaded. The Spooler is started on the
last line of the system. The Process workspace for line 0 is
linked. The logon and Ultimate welcome message are
displayed.

At the end of the ABS-LOAD step in the coldstart procedure,
line 0 has automatically had its secondary workspace linked,
and will be logged onto an account named "COLDSTART".

Figure B shows a sample of all ABS-LOAD messages and the
COLDSTART initial message.

Coldstarting from the COLDSTART Account or Command

The COLDSTART account is simply a Q-pointer to the SYSPROG
account. Ultimate supplies a password, which may be changed
(from the SECURITY account) without affecting the other
methods of coldstarting the system.

The Coldstart Procedure

The COLDSTART logon proc is a Q-pointer to the COLDSTART proc
(system command). This proc is set up to ask the user for
the current time and date. Any other operations which the
user wishes to occur at coldstart time may be included in the
USER-COLD-START proc in DICT SYSPROG-PL; this proc is called
as a subroutine of the COLDSTART proc.

NOTE: The COLDSTART command at the TCL level executes the
COLDSTART proc only, without an ABS-LOAD. (See the
COLDSTART command in the System Commands Guide).

Figure C shows the sequence of messages associated with the
coldstart procedure. The secondary TCL workspaces are linked.
The operator is prompted to enter the current time and date;
a sample operator entry is shown in boldface type. (Pressing
<CR> only will skip resetting these values.) The user modes
and other system software are then loaded, reported, and
verified. The procedure ends with the logoff message (from
the COLDSTART account) and the logon message.

All lines are locked out during this procedure until it
concludes with the Logon please message. The COLDSTART proc
releases these lines by executing the :ACTIVATE-LINES verb
before logging off.
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Users may then log on to any user account and resume work.

Error Reporting During ABS-LOAD

During the ABS-LOAD, checksum or format errors may occur. One
of the following messages will then appear:

Checksum error on frame -- continue (Y¥/N)?
Format error - last frame -- continue (Y/N)?

This normally means that the tape has deteriorated or was
misread in such a way that the format was unrecognizable.
This may especially happen after entering 'Y' in response to
the prompt following a parity error. Entering 'Y' in response
to this prompt will initiate a search for the next ABS frame
segment on tape. If such a segment is found, the ABS-LOAD
will continue with the frame indicated. If no segment is
found, the tape will continue moving until it is stopped or
an end of file (EOF) is reached.

Disc Configuration

chan set name 4 of
FF20 ULTIMATE LSI 1 2

Disc Configuration

chan set name # of
FF20 ULTIMATE LSI 2 2

L 2000#04:54:32 29 JUL 1985 ABS ULTIMATE RELEASE 10*140J COLD LOAD FRAMI
Memory = 512KB

16 Comm. Lines

Tape attached block size: 4000

System serial # is presently TN6969

Enter system serial # or <CR> to accept

Figure A. Coldstart Initialization Message
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Al

A600-646
A648-849
A920-993
A999-1023
Saving Monitor

Spooler started
Linking workspace for line 0

05 FEB 1986 08:22:14 Logon please:

<<<< Welcome to the Ultimate Computer System >>>>

<<<< Copyright July, 1981 The Ultimate Corp.

>>>

<<<< 08:22:19 Release 10 Rev 140J 26 AUG 1985 >>>

This is the Cold-Start Procedure
Enter <CR> to continue

Figure B. Sample ABS-LOAD Messages

Linking secondary TCL workspaces

[294] 1 additional task workspaces initialized

08:43:26 26 AUG 1985

Time:12:30

12:30:02 26 AUG 1985
Date: 06 FEB 1986
12:30:32 06 FEB 1986

[216] Mode 'CURSUR' loaded; Frame = 422
[216] Mode 'ENT 440" loaded; Frame = 442
[216] Mode 'IIKERNEL2' loaded; Frame = 444

<<<--Load terminal definitions-->>>

<L mmm Apply 0OS Patches ------ >>>
UFOS FILE EMPTY
<LLmmm Verifying software------ >>>

[341] Ultimate system software verified.
SP-STARTLPTR 0,0,1,S15
[1118]

Size
Size
Size

The printer control block has been initialized.

The correct paper and LPI settings must have been

previously set to insure proper printing.

187
005
191

Cksum = 5966
Cksum = ED
Cksum = 9FCD

< Connect time= 23659 mins.; CPU=465 units; lptr pages= 0 >

< Logged off at 10:01:55 on 06 FEB 1986

06 FEB 1986 10:01:55 Logon please:

>

Figure C. Sample COLDSTART Procedure Messages
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2.3 WARMSTARTING THE SYSTEM

Warmstarting restarts an Ultimate system without
reinitializing the virtual system. Each user Process
restarts at the processing point at which it was warmstopped.
Warmstarts can occur at any time when the system is
operational, but should only be done after bootstrapping if
the system was brought down via a warmstop.

NOTE: This procedure should not be used after a Disk-copy.
The system should be coldstarted.

A system warmstart can be initiated two ways:

1. When the system is bootstrapped, select the
(W)armstart option.

2. At the system TCL level, enter a :WARMSTART
command.

The WARMSTART process assumes that memory has been flushed
(thereby preserving the state of all active Processes on the
disk). It resets the hardware, reloads all controller
software and the monitor/firmware, and starts execution. On
Honeywell systems, both async and bisync communications
settings, if any, will be preserved. The Processes are
brought back in from disk and execution resumes exactly where
it left off.

Warmstarting after Bootstrapping

After selecting the (W)armstart option at the System Startup
options prompt, the system configuration is displayed, as
shown in Figure D of Section 2.2, BOOTSTRAPPING THE SYSTEM.

The system then displays the following message along with the
system command level (TCL) prompt (>):

The date and time must be re-set!!!

>
In order to log account and file statistics correctly, you
must use the SET-TIME and SET-DATE system commands to set the
current time and date as the system time and date. The time
is expressed on a 24-hour clock, as:

hh:mm{:ss} (example: 08:23)

The date may be expressed as:

dd mmm yy{yy} (examples: 06 SEP 1985 or SEP 06 85)
dd/mm/yy (example: 12/13/85)
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Warmstarting from the System (TCL) Command

The :WARMSTART command first flushes memory and then enters
the warmstart procedures described above.

Warmstopping the System

Warmstopping should be used whenever the system is taken down
in an orderly manner (not via a crash or failure). This
procedure first flushes memory and then halts the system.

Section 2.12, SHUTTING DOWN THE SYSTEM discusses warmstop

procedures. (See also the :WARMSTOP command, listed in the
System Commands Guide.)
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2.4 BRINGING UP ULTIMATE ON A DEC VAX SYSTEM

The implementation of the Ultimate Operating System on a DEC
VAX system is different from other installations. The
Ultimate system and VMS, the native VAX operating system, are
designed to co-reside within the same computer. The booting,
coldstarting, and user logon procedures are, therefore,
special cases of System Management and Support.

Transporting the Ultimate Operating System to the VAX is
accomplished through a combination of hardware, and software.
The hardware comes in the form of an "Ultimate Engine" that
is connected to the Unibus. The Ultimate Engine consists of
an Ultimate CPU and Ultimate Memory (up to 4 megabytes).

The software is made up of the following components:

1. Ultimate Engine Device Driver.
This is a system program that runs under VMS. It
is designed to activate the Ultimate Engine and to
satisfy all the I/O requests of the Ultimate
Engine. These I/O requests (for disk, tape,
printer, and terminal I/O) are passed on to VMS by
this device driver.

2. Ultimate Connection Requestor
This image is run by any user wishing to gain
access to the Ultimate Operating System. It
informs the Device Driver that this terminal wishes
access to the Ultimate Operating System. When this
request for access is granted, the user is prompted
with the Ultimate Logon message. The user then
logs to an Ultimate account. When the user logs
off, the VMS environment is restored.

3. Miscellaneous Detached Processes
These are detached processes that are responsible
for handling Process context requests for the
Ultimate Device Driver.

4. Ultimate Operating System
This is the code that is executed by the Ultimate
Engine. This code is identical for all
implementations of the Ultimate Operating System.

5. File Transfer Utilities
These utilities run under the Ultimate Operating
System and will transfer unpacked ASCII data
between the two operating systems.

6. Ultimate Environment Utilities
These utilities run under VMS and maintain the
Ultimate Configuration files, which contain
parameters defining the Ultimate Environment.
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7. Initialization and Shutdown Utilities
These utilities run under VMS and carry out the
initialization of the Ultimate Control Block and
the Ultimate Engine. They are also responsible for
the orderly shutdown of the Ultimate Operating
Systemn.

On a VAX system, the native operating system is VMS. When
the VMS operating system is booted, the bootstrap process has
been modified to allow loading of the Ultimate Engine Device
Driver and the other Ultimate system programs that run under
VMS (see above).

The command to boot VMS from a VAX console varies, depending
on CPU type; refer to your VAX reference manual.

The Ultimate system programs that will run under the Ultimate
Operating System must be loaded via a coldstart procedure
from the VMS environment. Each time VMS is booted, the
Ultimate system must be coldstarted. The command to do a
coldstart from VMS is:

RUN ULT$COLDSTART

This procedure has similar messages as the bootstrap and
coldstart procedures covered in Sections 2.1 and 2.2. When
the bootstrap process is completed, the System Startup
Options are:

(C)oldstart

(W) armstart
(F)ile Restore
(D) isk coldstart

Selecting (C)oldstart loads the COLDSTART and ABS (third and
fourth files of SYS-GEN tape) into the CPU and coldstarts the
system. (Don't forget to skip 3 files at the "Mount ABS tape
and enter number of files to skip, if any" prompt.) See
Section 2.2, COLDSTARTING THE SYSTEM, for details.

Selecting (W)armstart reloads the Monitor (Kernel) without
initializing the virtual system. It restarts each user
Process without loss of work that was in progress at the time
of a system warmstop. This option is not available on the
VAX at this time.

Selecting (F)ile Restore performs a coldstart as in (C)
above, and loads the system and user files saved on a DATA
tape (or the FILES section of the SYS-GEN tape; multiple
tapes may be used in the restore. This is the option to
restore an entire systemn.

Selecting (D)isk coldstart performs a coldstart as in (C)
above in that all Processes are restarted, but the tape is
not used. The ABS section of the disk is used as is.
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Once the Ultimate system is started up, it remains in the
background until a user requests access to the Ultimate
system. The user must be logged onto a VMS account. The
command to logon to Ultimate is:

RUN ULTIMATE
This procedure uses the Ultimate Connection Requestor
software to allow the user to log onto an Ultimate account.
The Ultimate Logon message is displayed on the terminal:

Date Time Logon Please:

The user must enter an Ultimate user account name (and
password, if applicable) in order to bring up that account's
Logon proc and begin work in the Ultimate environment. Once
the Ultimate Operating System is invoked, it runs identically
to every other Ultimate system.

When the user logs off from the Ultimate system:
>OFF

the system returns to the VMS Operating System environment
(DCL) .

In order to shut down the Ultimate system prior to
maintenance or file save procedures, you must execute the VMS
command to shut down Ultimate:

RUN ULT$SHUTDOWN
Please refer to the Ultimate VAX/VMS Installation and

Operation Guide for a complete reference to the VAX
implementation files, programs, and procedures.
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2.5 BRINGING UP A VIRGIN SYSTEM

When a new system is installed, it is considered a "virgin
system". Each manufacturer-based system has a slightly
different procedure for bringing up a virgin systen.

Bringing Up a New Honeywell System

To bring up a new Honeywell system, it is necessary to format
the disk(s) to Ultimate specifications and then load the
Ultimate system software onto the disk(s). Follow all steps
below.

Bringing Up a New DEC System (other than VAX)

To bring up a new DEC system, it is necessary to load the
Ultimate system software onto the disk(s). Start at Step 5
and follow the steps below.

Each system is "burned in" prior to shipment. This includes
formatting of the disk(s). If you encounter any problems in
bringing up your system, please call Ultimate Support for
assistance.

Bringing Up a New DEC VAX System

Please use the procedures in the document "Installing
Ultimate on VAX/VMS Systems", which is included with your
Ultimate release tape.

Steps to Bringing up a Virgin System

1. On a system that has a tape drive, use step a; on a
disk-only system, use step b.

a) Tape System

Mount SYS-GEN tape and bring to load point and
on-line.

Mount an appropriate disk pack if using removable
disks.

Bring the disk drive(s) to the ready position.
Go to Step 2.

*NOTE - The start and ready lights should be on and
protect light(s) should be out

b) Disk Only System

Mount the SYS-GEN disk and bring the disk drive to
the ready position. Go to step 2.

*NOTE - The start and ready lights should be on and
protect light(s) should be out
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2. Boot the system. The Options message will appear on
line zero.

*NOTE - On DEC systems, the terminal should be at
9600 baud, No parity. On Honeywell systems, it
should be 9600 baud, Even parity.

3. "Enter Option(s) or ? for Help:" Enter 'D' to load
the Ultimate Diagnostics Monitor.

4. Format the disk.

*Note - (See Section 2.10, USING THE DIAGNOSTICS
MONITOR, for disk formatting procedures.) On a
disk-only or any CMD system, format the FIXED disk.

5. Boot the system. The Options message will appear
on line zero.

6. Enter 'F' at the Startup Options prompt. This
initiates a complete File Restore.

7. At the "Enter system serial # or <CR> to accept"
prompt, enter your System Serial Number (i.e., the
'TN', 'GE', or other number of your system.)

Example: TN1234 or GE1234

The system will re-display the number. You may
re-enter the correct number if a mistake was made.
Press <CR> after the correct number is entered.

8. At the "Mount ABS tape and enter number of files to
skip, if any" prompt, press <CR>.

NOTE: For VAX systems, mount the SYS-GEN tape and
enter "3". Press <CR>.

9. At the "Mount DATA tape and press RETURN" prompt,
press <CR>. *NOTE - DO NOT change SYS-GEN
Tape/Disk. Ultimate's base system files will now be
displayed on the left hand side of the terminal
screen.

10. At the "seq # of this data tape 0 0 0 oO"

"Is this the right tape (Y/N)?" prompt, enter 'Y’
and press <CR>. The File Restore will now begin.

11. At the "UPDATE/TRANSACTION TAPES (Y/N)?" prompt,
enter 'N' and press <CR>.

12. At the "This is the Cold-Start Procedure,
Enter <CR> to continue." prompt, press <CR>.
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13. Enter the time and date when prompted

a. "Time=" Enter HH:MM:SS <CR>
Enter time in military format (17:00:00 for 5PM)

b. "Date =" Enter MM/DD/YY <CR>
Enter date as 02/03/86 for Feb 3, 1986)

The system will display several messages. If there
are any error messages such as "System does not
verify" call the Ultimate System Support Group
immediately.

14. At the "Logon Please" prompt, log onto the SYSPROG
account to load UltiWord (the Word Processing
account) .

Mount SYS-GEN tape and bring to load point.

Select the program 'Load WP account from SYS-GEN
tape' from the SYSPROG Main Menu. The program will
search for and load the WP account.

15. Remove the SYS-GEN tape/disk from the drive.

*Note - on a Honeywell disk-only system, replace
SYS-GEN disk with a spare, formatted disk-pack.

16. You may now begin to load your application
software.

17. It is recommended that you create one or more
copies of the SYS-GEN or Boot tape. Or, if you have
two or more tape drives, make one or more copies of
the SYS-GEN tape. This is to ensure that you do not
run into the situation where you need to coldstart
the system for some reason but your only SYS-GEN
tape is missing or has too many parity errors.

Instructions to create or duplicate a SYS-GEN tape
or create a Boot tape are covered in Sections 2.7,
CREATING A SYS-GEN OR BOOT TAPE, and 2.8,
DUPLICATING SYS-GEN TAPES.
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2.6 UPGRADING FROM A PREVIOUS RELEASE

Upgrading an Ultimate system from a previous release involves
three major methods. The actual procedures vary from release
to release.

The three upgrade methods are:

1. File Restore from SYS-GEN tape.
2. File Restore from File Save tape.
3. Selective Upgrade.

The correct method depends on the current release your system
is running on. Please refer to the instructions given in the
Upgrade Procedure Document.

To obtain the Upgrade Procedure Document, from the SYSPROG
Main Menu, select the Documentation Menu. From the
Documentation Menu, select and print the Upgrade Procedure
Document.
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2.7 CREATING SYS-GEN OR BOOT TAPES

A SYS-GEN tape contains the entire system plus the user file
data base. A Boot tape contains the entire system but no
user files. It is recommended that SYS-GEN and Boot tapes be
created to ensure that a current version of the system is
always available for system regenerations, if needed.

Creating a SYS-GEN tape

A SYS-GEN tape with all user data files can be created by the
SYS-GEN system command.

NOTE: This tape cannot be used for Upgrade procedures.

The WP account must be on the system in order to create a
SYS-GEN tape. If it is not found, the message:

WP ACCOUNT NOT ON SYSTEM
CANNOT MAKE SYS-GEN TAPE

will be displayed. If this occurs, you can load the WP
account from the SYSPROG menu and then re-execute SYS-GEN.

If the WP account is present, the SYS-GEN command will
proceed to dump the entire system onto tape. The dump will
be similar to the SYS-GEN tape format, but may have
additional accounts. (See Section 1.5, ULTIMATE SYSTEM
SYS-GEN TAPES for the SYS-GEN tape format.)

The SYS-GEN command is a proc that executes a special form of
the SAVE command with the 'Z' option: SAVE(D,F,G,S,T,Z). The
'Z' option produces a tape with all zeroes in the sequencing
information segment; this distinguishes it from other file
save tapes. For details on the SYS-GEN command, please see
the System Commands Guide.
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Creating a Boot Tape

One or more copies of the Boot tape should be created after
each upgrade to a new system Revision. The procedure is:

1. Mount a new blank tape, with write ring, on the
tape drive and set to load point and on-line.

For Honeywell disk-only systems: Mount a disk
cartridge and put the disk drive on-line and ready.

For systems with more than 2 tape drives: Mount
the tape on tape drive 0.

2. Logon to SYSPROG. Select the "Create Boot Tape"
option on the Main Menu.

(Or, at TCL, enter CREATE-BOOT.)

3. Remove the tape when the program is finished.

4. Affix a tape label to the tape; mark the Revision
number and tape density (800 bpi, 1600 bpi, etc.)
on the label. To find out the current operating
system Revision number, at TCL, enter REV. The

number shown as "Abs.rev" is the System Revision
number.

5. If you wish more copies, repeat steps 1-4.

For details about the CREATE-BOOT system command, please see
the System Commands Guide.
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2.8 DUPLICATING SYS-GEN TAPES

It is recommended that duplicate SYS-GEN tapes be made for
backup. The complete system is required. It is important
that a file save be done, and that you are prepared to do a
File Restore after the SYS-GEN tape duplication.

Duplicating SYS-GEN tapes with the T-COPY Command

In order to use the T-COPY command, your system must have the
following hardware configurations:

1. TWO (2) on-line tape drives (to duplicate SYS-GEN
tapes) OR
2. ONE (1) on-line tape drive and ONE (1) on-line CMD

(Cartridge Module Drive) disk drive (to duplicate
SYS-GEN tapes/cartridges).

If your system does NOT have the required hardware
configurations, see the procedure outlined below (without
T-COPY). Follow these steps if you plan to use T-COPY:

1. Mount a SYS-GEN tape/cartridge, and bring to load
point and on-line.

2. Logon to the SYSPROG account, and go to TCL.

3. Enter the command 'T-ATT n' and press <CR>.
*NOTE - Where n = 'C' for CMD disk drive, or n =
the tape drive number on which the SYS-GEN tape was
mounted.

4. Mount a blank tape, or an Ultimate formatted
cartridge, on the other tape/CMD drive.

5. Enter the command 'T-COPY m (E,U)' and press <CR>.
*NOTE - Where m = 'C' for CMD drive, or m = tape

drive number on which blank tape was mounted.

The contents of the MASTER SYS-GEN tape/cartridge
will be copied to the blank tape/cartridge.

After the T-COPY verb is completed, the cursor will
return to the TCL prompt.

6. Enter the command 'T-REW' and press <CR>.
*NOTE - This will rewind the MASTER tape. Remove
the COPY SYS-GEN tape/cartridge. Mount another

blank tape/cartridge, and repeat Steps 5 & 6 for
any additional copies needed.
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Duplicating SYS-GEN tapes without using the T-COPY verb

Follow the steps given below if your system does not meet the
hardware configuration requirements given above.

1. File-Save the systenm.

2. Mount the SYS-GEN tape.

3. Boot the systenmn.

4, At the "Enter Option(s) or ? for Help:" prompt,
enter 'F'. Complete the file-restore using the

SYS-GEN tape/disk ONLY.

5. Logon to the SYSPROG account.

6. In the SYSPROG Main Menu, select the appropriate
program to load the WP account.

7. Remove the SYS-GEN tape/disk.

8. Mount a blank tape, or Ultimate formatted
cartridge.

9. At TCL in the SYSPROG account, enter 'SYS-GEN' and

press <CR>. When SYS-GEN is complete, the tape
will unload automatically.

10. To make additional SYS-GENs, repeat steps 8 and 9.
11. Upon completion:
a. Mount SYS-GEN tape/cartridge and place on-line.
b: Boot the system.

c. At the System Startup Options prompt, enter 'F!
to start a File Restore.

d. At the "Mount DATA tape and press RETURN"
prompt, mount the first tape/disk of latest
File-Save and press <CR>. This starts a complete
File-Restore with all tape(s)/disk(s), of the
latest File-Save.
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2.9 FORMATTING AND DUPLICATING DISKS

Disks need to be formatted and duplicated only for Honeywell
disk-based systems. The DISK.COPY command allows rapid
backup of a multi-removable-disk system by copying the
on-line disk set to a back-up set of disks.

Hardware Requirements for Disk Copy

1. Two or more disk drives (5 or 10 platter
removable) .

2. At least one set of back-up disks.

3. The set name of the 'copy' set must be different
from the name of the on-line set.

Formatting Disks

To format a disk, the recommended procedure is to boot the
system, and then select the (D)iagnostics Monitor option.

The 'D' option puts the Diagnostics Monitor software in
control of the system. The Diagnostics Monitor is detailed
in Section 2.10, THE DIAGNOSTICS MONITOR.

Features and Recommendations about Disk Copying

Speed DISK.COPY will copy one complete 75MB disk pack in
under 4 minutes. A 288 MB pack takes approximately
15 minutes.

Data Save Only DISK.COPY copies only the data portion of
the disk, and not the empty overflow area. If you
wish to copy the entire disk pack, use the 'L!
option on the DISK.COPY command.

Alternate track handling DISK.COPY handles existing bad
tracks on both read and write (master and copy)
packs.

Disk error handling If DISK.COPY encounters a read or
write error, up to 12 retries are attempted (if
necessary) before a message is displayed. You may
retry, accept, or quit the disk copy at that time.

Before Copying Determine the sequence # of each pack by
using the D-RDLBL verb on the Diagnostics Monitor.
To enter this Monitor, after booting the system
select the (D)iagnostics Monitor option from the
System Startup Options.

Label each pack on the pack 'cover'. Do NOT put a
label on the disk pack itself. If the label comes
off, it can cause a head crash. To label the pack
itself, use a Magic Marker on the pack hub.
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Duplicating Disks (Disk Copy)

1. Stop all activity on the system and wait until the
traffic light becomes only a dim flicker. (This
indicates that memory has been flushed.)

2. Logto SYSPROG and execute a :WARMSTOP command to
bring the system down in a controlled manner.

NOTE: Do not enter "SET-MAX-LINES 1" before
initiating DISK.COPY since another "line" (that of
the Warmstart Process) will be used for the
DISK.COPY, in "off-line" mode.

3. Boot the system. At the System Startup Options,
enter "O,W" to enter the Off-line Monitor and then
do a warmstart.

4. From line zero, logon to SYSPROG and request
execution of the DISK.COPY command. (To copy the
entire pack instead of data only, use the 'L'
option -- DISK.COPY (L).

From this point on, you are effectively running a
memory only system. Only those frames absolutely
necessary to copy disks have been locked into
memory. No further virtual communication with the
disk set is possible.

NOTE: Although you may break into the Assembly
Debugger, the END command will not work. The only
exit from Debugger is to type "G373.1" to restart
the copy routine.

5. At the prompt to "Enter the sequence # to copy or
"o" for a complete backup", use "0" for a multi-
disk backup. To copy a single disk, specify its
sequence nunmber.

6. At the prompt for the 'copy' set name, enter the
set name of the back-up packs.

NOTE: All drives must be ready, since the on-line
(master) set will automatically be verified now.

7. At the prompt to "Mount seqg# 1 master and copy
packs", mount pack 1 of n of the copy set. (Pack 1
of n of the master set is already mounted.) Press
<CR>.
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a. If one of the drives is not ready or the correct
packs cannot be found, the message "Missing
master/copy packs # of n" is displayed.

b. If the 'copy' drive is 'write protected', a message
is displayed.

c. For added safety, you may protect the master pack.

8. The message "Copy in Progress" is displayed. Below
it, an asterisk (*) will be printed for each 16
cylinders that are copied. This gives you a visual
indication that the copy is proceeding.

9. After each copy is complete, you are prompted for
the next set of packs (both master and copy). You
may place the master and copy packs in any drive.
The labels of all packs mounted in 'ready' drives
will be read to locate and set up the proper master
and copy packs for the next copy sequence.

10. After the last pack has been copied, the system
returns to the first message (step 5 above). If
you are finished, place one of the sets back in
your disk drives and perform a normal boot and
warmstart to bring the system back up.

If you need additional details about the DISK.COPY command,
see the System Commands Guide.
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2.10 USING THE DIAGNOSTICS MONITOR

The Diagnostics Monitor is a free standing, memory resident
program designed for off-line system maintenance. The major
uses are disk formatting, boot-loading, configurations
display and restoring T&V's (Test and Verification
procedures) to disk from tape.

The Diagnostics Monitor operates in an off-line environment.
Only line 0 is activated, and the system is not able to run
in the normal mode. On either DEC or Honeywell systems, the
Diagnostics Monitor may be loaded from either tape or disk.

Before Loading the Diagnostics Monitor

Entry to the Ultimate Diagnostics Monitor is made by
selecting the 'D' option at the System Startup options when
booting the system.

Before booting the system, be sure that all users are logged

off, and then do a ":WARMSTOP" from the SYSPROG account.
This ensures that all data in memory is flushed to disk.

Initiating Diagnostics Monitor from Honeywell-Based Systems

Mount the SYSGEN tape and boot the system. The system will
display the following message on line O0:

This is the Ultimate Operating System

System Startup Options:
(B) oot

(C)oldstart

(D) iagnostic Monitor
(F)ile Restore

(0) ff-1line Monitor
(U)tilities Monitor
(W)armstart

Enter Option(s) or ? for help:

Select D. The system automatically displays the tape label.
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Initiating Diagnostics Monitor from DEC-Based Systems

If booting from tape:
1. Toggle the BOOT switch on the front panel.
2. Load a SYS-GEN tape in the tape drive.
3. Press <CR> to display the Startup options.
If booting from disk:

1. Toggle the BOOT switch on the front panel.
2. Enter <CTRL/D> (CONTROL plus D) at the BOOT prompt.

Select D from the Startup options, as above.

The Diagnostics Monitors for DEC and Honeywell Systems

Line zero (0) will be the only active terminal line when
running from Diagnostics Monitor.

The system is now in the Diagnostics Monitor. The Diagnostics
Monitor procedures, commands, displays, etc. are different on
DEC-based and Honeywell-based systems. Each type of system
is documented in a following subtopic:

Section 2.10.1 Diagnostic Procedures on DEC Systems
Section 2.10.2 Diagnostics on Honeywell Systems
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2.10.1 DIAGNOSTIC PROCEDURES ON DEC SYSTEMS

DEC diagnostics are menu-driven. The Formatter Menu contains
the options from which to select a task to perform.

The Diagnostics Monitor Load-Completion Message

The completion of loading the Diagnostics Monitor will be
indicated by a message such as the following on line zero:

khkkhkkkhhkhhkhkhhhkhkhkkkkkhkkkhkkhhhhhhhhhkhhhhkkhkhkhkkkkkkkkkkkkkx*x
5 1/4 inch Disk Formatter

Revision: 9.0

Date: 23 AUG 1985
hkdkkhkdhhkdkdhkhkhkkhhhkkdhhkhhhdhhhhhdhhkhhhhhhhhhkhhkhhhhhkdhhkhksr

kkkkkkkhkkkkhkhkhkkkk,k*kNOTICE*** ) kkkkkkkkhkkkkkkkkkkkkkx*

Cylinder, head, and sector numbers are displayed
in DECIMAL. All required inputs to specify cylinder,

head, and sector must be in DECIMAL.
khkkkkkhkhkhkhhhkhkhhkhkkkhkhkkkhkhkkhkhkkhkhhhkhkhkhkhhkhkkkkkkkkkkkkkkkx

press RETURN to continue
Pressing <CR> causes the Monitor to search for the disk
drive(s) in the system. If no drive is found, the Monitor
displays a message:

Can't find DISC drive!!!
and the system halts.

If the drive(s) are found, the Monitor displays a prompt to
select the drive type:

select drive TYPE:
1 = CMI CM5619
2 = CMI CM6640
3 = CDC 94155-48
4 = CDC 94155-86

enter no.:

Enter the number corresponding to your drive type. If you
are not sure of the drive type for your system, call Ultimate
Support for assistance.

System Management Page 78 System Startup



THE FORMATTER MENU

After the drive is selected, the Monitor displays the
Formatter Menu:

Formatter Menu

Format Disc(s)

Write Boot and Label

Add Alternate Sector

Erase Disc Label

Display Bad Sector Table
Display Alternate Track Table
Erase DISC Label

BOOT System

ONOOLdWN
1| I 1 1 |

enter no.:

To exit from the Formatter Menu, you may reboot the Ultimate
operating system, via the BOOT option: Enter "8" and press
<CR>.

Option 1 is the most commonly used task. Each option is
detailed below.

FORMAT DISC(S) (Option 1)

Normally, formatting your disk(s) will only be necessary
under the following conditions:

1. It is a replacement disk drive being installed.

2. Your existing disk drive has so many random errors
that reformatting your drive is the only
alternative. If you have only a few errors, then
see the option 3, Add Alternate Sector.

3. You are adding another disk drive.

NOTE: If you are reformatting your existing drive(s),
then a file-save must be done first! A file-restore
will have to be done after the format is completed.

The FORMAT routine writes headers. The headers identify
sector, cylinder, and head numbers. The FORMAT routine also
verifies the integrity of the disk media, assigns spare
sectors and alternate tracks when necessary, reconfigures the
disk, and writes the label, disk boot, Bad Sector Table, and
Alternate Track Table. Following are the seven phases that
make up a format operation:

FORMATTING DISK VERIFYING DATA
WRITING DATA VERIFYING DATA
VERIFYING DATA RECONFIGURING DISK

WRITING DATA
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2.10.1 DIAGNOSTIC PROCEDURES ON DEC SYSTEMS (continued)

- ———— ———————— — — — —— — —————— ——— — — —— — ——————————————————————————

Starting the Format Routine

IMPORTANT!!! 1If upgrading from a release prior to R110T, see
'Important Note' in the introduction of the Upgrade
Procedures Document (available from the SYSPROG Documentation
Menu) . )

To start the FORMAT routine, select 'l' and press <CR> from
the Formatter Menu. If your system has two disk drives, you
are prompted for which drive(s) to format:

Format Drive 0,1 (B)oth?:

Enter "0" to format drive 0, or "1" for drive 1, or "B" for
both drives. Press <CR>.

The following message is displayed:
FORMATTING drive #x where: x = 0 or 1

A warning message allows you to exit the Format routine
without performing any formatting on the disk:

This operation will destroy ALL data on disk.
(C)ontinue or e(X)it:

A 'C' response initiates the formatting operation. An 'X'
response exits the routine.

During the formatting operation, bad sector(s) may be
encountered. Normally, the routine automatically assigns the
data to an alternate sector. The operator may choose to
manually assign the bad sector(s). The prompt is:

Assign ALTERNATE sector? (Y/N):

Enter one of these five valid responses:

N no operator entries are to be made
<CTL/C> clear the Bad Sector or temporary table
<CTL/V> display the Bad Sector or temporary table
<CTL/D> delete an entry from Bad Sector or

temporary table.

Y Bad Sector Table entries available

An "N" reply means there are no (more) operator entries to be
made and the formatter process will continue. All other
responses loop back to the same prompt until an "N" is
entered.
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If the <CTL/D> function is entered, the operator is prompted
for the cylinder, head, and sector number to delete:

*<cyl>, <hd>,<sec>:

If a "Y" reply is given, the operator is put in an input
mode. The same prompt for cylinder, head, and sector number
is issued. When the operator specifies a sector, it is added
to the appropriate table and the prompt repeats. The Process
remains in this mode until only a <CR> is entered or an entry
error is made.

Once the "Assign ALTERNATE sector" prompt has been completed,
the formatting process continues through the seven phases
listed above.

Formatting Displays

While each phase is in process, the cylinder and head numbers
of the track that is being written is displayed in DECIMAL.
Message headings are also displayed for sector, disk drive
status, disk error status, and control status. The sector
number will always be zero unless an error is detected. The
status displays are null unless an error is detected; the
error status codes are displayed in HEXADECIMAL.

Writing Headers Display

Disk headers are written a track at a time. The following two
messages are displayed while the headers are being written:

Writing HEADERS for drive #x where: x = 0 or 1

cyl hd sec rksl rks2 rkds rker
nnnnn nnnnn nnnnn hhhh hhhh hhhh hhhh
| | drive error
control status 1 & 2 status status

Verifying the Disk Display

A worst case pattern is written and verified twice to detect
bad sectors on the disk. If any bad sectors are found, they
are entered in the Bad Sector Table. Four complete passes of
the disk are done in this phase. The following messages are
displayed:
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2.10.1 DIAGNOSTIC PROCEDURES ON DEC SYSTEMS (continued)

Writing DATA to drive #x where: x = 0 or 1

cyl hd sec rksl rks2 rkds rker
nnnnn nnnnn nnnnn hhhh hhhh hhhh hhhh
| | drive error
control status 1 & 2 status status

Verifying DATA on drive #x where: x = 0 or 1

cyl hd sec rksl rks2 rkds rker
nnnnn nnnnn nnnnn hhhh hhhh hhhh hhhh
| | drive error
control status 1 & 2 status status

Reconfiguring the Disk Display

Reconfiguring the disk is the process of moving the last
sector flag from the last sector to the last non spare
sector; effectively deleting the spare sectors from the disk.
In order to accomplish this, the headers for every track on
the disk must be rewritten. The following two messages are
displayed during the reconfiguration process:

RECONFIGURING drive #x where: x = 0 or 1

cyl hd sec rksl rks2 rkds rker
nnnnn nnnnn nnnnn hhhh hhhh hhhh hhhh
| | drive error
control status 1 & 2 status status
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Error Messages for Reformatting a Disk

The messages for reconfiguring a disk are:
**%% Header Read Error ***x*

During the reconfiguration process a disk error was
detected while reading a track's headers. An alternate
track is assigned if this should occur and
reconfiguration proceeds as if nothing happened.

Alternate Header Read Error Configuration error - REFORMAT disk

While trying te read the headers of an alternate track
during the reconfiguration process a disk error was
detected. There is no recovery from this error; the
FORMAT routine is aborted.

*%* can't find LAST sector **#* Configuration error - REFORMAT disk
The last sector on the track being reconfigured cannot
be found. There is no recovery from this error; the
FORMAT routine is aborted.

*%*%% Header Write Error **%x
A disk error was detected while trying to write the
reconfigured track's headers. An attempt is made to
assign an alternate track; if successful the
reconfiguration process continues.

-- ALTERNATE track assigned --

An alternate track was successfully assigned to a track
that had a header read or write error.

Error messages for validation of the disk are:

**%%* error track WITHIN Sysbase - REJECT drive *#%%%
There is an alternate track below the Sysbase cylinder.
The drive will still function but system performance can
be seriously impaired.

*%%% MAX bad tracks EXCEEDED - REJECT drive *%%%
The number of alternate tracks assigned exceeds the
number of bad tracks allowed for this disk. The disk

drive will still function, however performance is
seriously impaired.
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2.10.1 DIAGNOSTIC PROCEDURES ON DEC SYSTEMS (continued)

The error messages for Spare Sectors and Alternate Tracks are:
*%%% can't find ERROR sector #*#%xx
While trying to assign a spare sector, the sector
addressed by a Bad Sector table entry could not be
found.
*%%% MAX bad tracks EXCEEDED - REJECT drive **%%
While trying to assign an alternate track, the number of

bad tracks allowed for this drive was exceeded.

WRITE BOOT AND LABEL (Option 2)

This program is used to rewrite the disk BOOT and LABEL on
disk. When selected, the Bad Sector and Alternate Track
tables are read from disk. The BOOT and LABEL are then
rewritten on disk along with the Bad Sector and Alternate
Track tables. This procedure is done for both disks if there
are two disks in the system.

When these have been written, the Formatter Menu is
displayed. The primary purpose for this entry is to enable
updating of the disk BOOT without going through the entire
FORMAT process, which destroys all the data on disk.
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ADD ALTERNATE SECTOR (Option 3)

This entry provides a means of assigning a spare sector or
alternate track to a disk while preserving the integrity of
the data on the disk. Each type of disk has a preassigned
number of cylinders that are reserved specifically for this
purpose. These cylinders are used when an alternate track is
required. Spare sectors are assigned on a track until they
are exhausted, then an alternate track is automatically
assigned if one is available. The Bad Sector and Alternate
Track tables are updated on disk to reflect any changes made.

Only one sector at a time can be specified. If an entire
track has to be replaced, an appropriate number of sectors
must be specified to exceed the number of spare sectors on
that track. The following is the prompt displayed to assign a
spare sector:

*<cyl>,<hd>, <sec>:

Error Messages for Add Alternate Sector

Spare CYLINDERS exhausted CANNOT re-assign sector

The pre-assigned number of spare cylinders for this
drive has been exhausted. There is no more space
for an alternate track. The disk drive should be
reformatted.

MAX bad tracks EXCEEDED
The maximum number of bad tracks that are allowed
have been exceeded. The disk drive should be
replaced.

Header ERROR CANNOT re-assign sector
A header error was detected while trying to

re-assign the bad sector. The disk drive should be
reformatted.
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2.10.1 DIAGNOSTIC PROCEDURES ON DEC SYSTEMS (continued)

ERASE DISC IABEL (Option 4)

This entry is used to erase the disk's LABEL. This routine
is provided to ensure a 'fresh' reformat of a previously
formatted disk.

When there are two disk drives in the system, the labels of
both drives are erased. Before the label(s) are erased, the
following message is displayed to ensure that this is the
operation that was intended:

This operation will ERASE the disk LABEL
(C)ontinue or e(X)it:

If this routine was entered by mistake, enter "X" to abort

the routine without erasing the labels. To erase the labels,
enter a "C".

DISPLAY BAD SECTOR TABLE (Option 5)

The Bad Sector Table display routine displays sectors that
have been flagged as being bad by the operator or FORMAT
routine when the disk was last formatted. The table is
located on disk; every disk in the system has its own Bad
Sector Table.

If there is only one disk drive in the system, the drive
select phase of the table display is skipped. In two-drive
systems, the operator is prompted for the drive:

Drive? (0-1):

For drive 0, enter "0". For drive 1, enter "1". Press <CR>.

If the disk is not formatted or the table is 'null', the
following message is displayed:

table NULL

If there are entries in the table, the following decimal
display format is used:

cyl hd sec
I | |
| | +=--=bad sector number
| Fom———————— head address
e cylinder address

A PAUSE is entered after a maximum of 18 lines or the last
entry is displayed. To CONTINUE press any keyboard key and
the next screen will be displayed or the table display
exited.
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DISPLAY ALTERNATE TRACK TABLE (Option 6)

The Alternate Track Table is a record of tracks that have an
excessive amount of errors and have therefore been assigned
alternates. The table is located on disk; every disk has its
own Alternate Track Table.

If there is only one disk drive in the system, the drive
select phase of the table display is skipped. In two drive
systems, the operator is prompted for the drive number:

Drive? (0-1):
For drive 0, enter "0". For drive 1, enter "1". Press <CR>.

If the disk is not formatted or the table is 'null', the
following message is displayed:

table NULL

If there are entries in the table, the following decimal
display format is used:

| +---alternate cylinder in which
| track is relocated
tom—————— head address

Fommm e cylinder address

cyl hd alt
l
I
I
l

A PAUSE is entered after a maximum of 18 lines or the last
entry is displayed. To CONTINUE press any keyboard key and
the next screen will be displayed or the table display
exited.

READ DISC(S) (Option 7)

This entry allows for checking disk(s) determine if they
contain any disk errors. It reads all tracks on the disk(s)
and reports any errors found.

To start the READ routine, select '7' and press <CR> from the
Formatter Menu. If your system has two disk drives, you are
prompted for which drive(s) to read:

Read Drive 0,1 (B)oth?:

Enter "O" to read drive 0, or "1" for drive 1, or "B" for
both drives. Press <CR>.
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2.10.1 DIAGNOSTIC PROCEDURES ON DEC SYSTEMS (continued)

Displays During the Read Procedure

During this procedure, the cylinder and head numbers of the
track that is being read is displayed in decimal. Message
headings are also displayed for sector, disk drive status,
disk error status, and control status. The sector number
will always be 00000 unless an error is detected. The status
displays are null unless an error is detected; the error
status codes are displayed in hexadecimal.

The following status message is displayed while the disk(s)
are being read. The status columns are used only when a disk
error is found on a particular sector. A new message then
starts on the next display line so that a historical record
of errors is available on the screen.

Reading HEADERS for drive #x where: x = 0 or 1

cyl hd sec rksl rks2 rkds rker
nnnnn nnnnn nnnnn hhhh hhhh hhhh hhhh
| | drive error
control status 1 & 2 status status

BOOT System (Option 8)

This entry allows booting the system from tape or disk
without pressing the BOOT switch on the control panel. It
operates exactly as if the BOOT switch had been pressed. The
following prompt is displayed:

PUT TAPE ON-LINE, PRESS <CR>

To boot from a loaded SYS-GEN tape, press <CR>. If a SYS-GEN
tape is already loaded and beyond the load point, it will
rewind automatically. Or, to boot from disk after a
warmstop, press <CTRL/D>; that is, hold down the CONTROL key
while pressing "D".

After booting, the system displays the System Startup

options. (See Section 2.1, Bootstrapping the System, for
more information about the Startup options.)
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2.10.2 DIAGNOSTICS ON HONEYWELL SYSTEMS

The Diagnostics Monitor is command-driven. The major use of
this Monitor is to format disks. Secondary purposes include
displaying the system configuration and other diagnostic
tasks. Each command is explained in this section.

The Diagnostics Monitor Load-Completion Message

The completion of loading the Diagnostics Monitor will be
indicated by a printout of the tape label and display of the
following message on line O0:

(TAPE LABEL)

This is the Ultimate Diagnostics Monitor
Revision ## (date)

>
To see a list of commands, enter "HELP" and press <CR>.

Diagnostics Commands

The verbs used in Diagnostics Monitor commands are:

AD-ALT IO

BOOT RAT
CERTIF RD-DSK
CONFIG T-ATT
D-RDLB T-DET
D-WTLB T-FWD
DTEST T-REW
DTX T-SIZE
FORMAT T-UNLOAD
HELP XTD

To exit the Diagnostics Monitor, you may use the BOOT verb to
reboot the Ultimate Operating System. During a command
operation, you may exit to the Monitor prompt (:>) by
pressing the <BREAK> key and typing "END".

AD-ALT
Syntax: AD-ALT channel-#

This verb is designed to assign a marginal disk track (one
that is causing disk errors) to an alternate track without
the necessity of a save, format, and restore. AD-ALT can be
used for those errors that consistently repeat in the SYSTEM-
ERRORS file (same cylinder, same track). This command reads
the track and cylinder you specify, one sector at a time,
making up to 10 attempts (if necessary) to read each sector.

Each step is described below:
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1. If you have a Storage Module Drive (SMD), skip to 2. If
you have a Cartridge Module Drive (CMD), you are prompted:

(F)ixed or (R)emoveable?
Enter 'F' for fixed or 'R' for removable.

2. The defective space table will be displayed on the screen.
Do not enter these cylinders and tracks that are displayed.

3. Respond to the prompt for a cylinder number:
Cylinder # (in decimal) :

by entering a 3-digit (decimal) cylinder number. If you
decide not to add an alternate track, you may enter <CR> to
exit the command.

4. Respond to the prompt for a track number with a 2-digit
(decimal) number.

5. Respond to the cylinder # and track # confirmation prompt:
Cyl 350 track 00 sector 00 Is this what you want? (<CR>=Y/N):
with Y or <CR> to proceed, and N to re-enter the parameters.

6. The Monitor attempts to read the bad track one sector at a
time and transfer data to an alternately assigned track. If
an error occurs, you will be given the options to (R)etry the
read again, (I)gnore the error and continue saving the rest
of the track, or (Q)uit, which will not mark the track
defective.

If you (R)etry and do not get an error, all data has been
successfully transferred and the system is all right to use.
If you (I)gnore the error, you should check your files for
group format errors or loss of data. For additional help,
call your dealer or Ultimate for assistance. If you (Q)uit,
you will have to do a file-save, reformat the disk, and then
restore the data.

The message 'Alternate added' means that data was transferred
successfully to the alternate track without error.

7. The command returns to the prompt:
Cylinder # (in decimal) :

You may enter <CR> to exit‘the command, or enter another
marginal disk track to reassign.
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2.10.2 DIAGNOSTICS ON HONEYWELL SYSTEMS (continued)

BOOT Verb

Syntax: BOOT channel-#

This verb allows the operator to boot-load any disk-type
device on the system without the use of a full control panel.
Channel-# is the 3 or 4 hex digit bus address assignment (any
leading zeros may be omitted) as it would be entered in
register 'D1l' on a full control panel.

For example: To boot Honeywell's T&V's from a disk configured
on channel # 600, enter 'BOOT 600°'.

A message will be displayed indicating the type of the device
on channel # 600 and the boot will be synthesized.

Note: Honeywell's T&V's search for a 1200 baud console on the
numerically highest communications channel # configured.

CERTIF Verb

Syntax: CERTIF chan# {chan# ...}

CERTIF operates the same as the FORMAT verb, except that it
makes three passes instead of one on the Data Pattern Write
and Data Pattern Verify formatting phases.

CONFIG Verb

Syntax: CONFIG

CONFIG will display the system configuration. This verb
'walks' the bus and reports the channel address (in hex), the
device-id (in hex), the firmware revision-level of each
controller and the central processor (in hex), and a
description of all devices. The terminal being used as a
console will have an '*' displayed next to its device-id.

D-RDLB Verb

Syntax: D-RDLB (channel-#)

The D-RDLB verb allow the operator to read the label on a
disk created by the FORMAT or D-WTLB commands. You can then
verify the label name and other options selected when it was
created. A breakdown of these options is listed in the
section describing the FORMAT verb.

D-WTLB Verb

Syntax: . D-WTLB (channel-#)

The D-WTLB verb allows the operator to change a disk label
without having to go through a FORMAT. The questions asked
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are the same as in the FORMAT procedure.

DTEST Verb

Syntax: DTEST

This is the Disk Test Program command.
DTX Verb

Syntax: DTX number

The DTX verb converts a decimal number into its equivalent
hexadecimal value and displays the hex number on the screen.

FORMAT Verb

Syntax: FORMAT chan# {chan# ...}

When disks are new or in an unknown state they must be
"formatted" prior to being used. This formatting process
puts address information on each track and checks for
defective tracks.

When disk packs are manufactured it is impossible to insure
that every portion of it is perfect. To compensate for this,
all disks are "mapped" during the formatting process. This
"mapping”" locates a defective spot (defective track), flags
the defective track and assigns an alternate track.

All this information is stored in a "Defective Space Table"
that serves as a cross reference of defective tracks to
alternate tracks that are used in place of the defective
ones.

The FORMAT verb allows you to format from one to eight disks.
Up to eight ‘channels (chan#) can be specified in the verb.
The disks running on those channels will be formatted as one
"disk set".

1. If more than one (1) chan# was specified go to step 4. If
only one channel # was specified, the formatter will respond
by displaying the device type on the specified channel.
If the disk drive is not a Cartridge Module Drive (CMD), then
go to step 2. If the disk drive is a CMD, a prompt is
displayed:

(F)ixed or (R)emovable ?

Enter 'F' or 'R' to format either the fixed or the removable
cartridge.
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2.10.2 DIAGNOSTICS ON HONEYWELL SYSTEMS (continued)

2. Respond to the prompt:
Format for (U)ltimate or (T)VOS/GCOS ?
Enter 'U' only; a 'T' response will display a warning.

A series of questions are now posed, depending on the type of
disk drive and answers to previous questions. These questions
will be used to build a disk label.

3. Respond to the prompt for set name by entering a name of
up to 12 characters. This will identify this set of disks.
All disks in any given set must have the same set name. If

you are formatting a CMD removable cartridge, go to step 6.

4. Respond to the prompt:
Enter # of disks in set:

with the total number of disks in the set. A set may not have
more than 8 disks. If 'l' is entered go to step 6.

5. Respond to the prompt for the sequence # by entering the
sequence number of this pack within the set.(ie. 'l' of 3 or
'2' of 4, etc.) In any one set of 'n' packs, the disk packs
must be labeled consecutively from 'l of n' to 'n of n'.

6. Respond to the prompt:
Save old defective space table (<CR>=Y/N):

with 'Y' or <CR> to save alternate tracks that were marked
defective the last time the disk was formatted. This ensures
that any bad spots on disk will always be marked defective.
An 'N' response cancels the previous markings.

7. The formatter will proceed through four phases: Format,
Verify, Data Pattern write and Data Pattern verify. As each
phase executes, an '*' is displayed when each set of 16
cylinders is completed. If any tracks are found to contain
errors, these are reported on the terminal and marked as
defective.

If a multiple format was selected (more than one chan#), go
to step 9.

8. When the process completes, a message is displayed
indicating the total number of errors encountered:

This pack contains n defective tracks.
Format complete
>

If more than 15 bad tracks are found or if any track within
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the first 8 cylinders is bad the following message is issued:

This pack does not meet the minimum standards
for use with an Ultimate system
- it cannot be used.

Do not attempt to use this disk!

9. On a multidisk format (where more than one chan# is
specified), the formatting of each drive will be done
consecutively and automatically. Prior to the format of each
disk, a label will be displayed indicating the sequence # and
the channel # of the pack being formatted.

HELP Verb

Syntax: HELP

HELP will display on the terminal all verbs in the Diagnostic
Monitor. If two wrong commands are entered at the prompt
(:>), this command is automatically invoked.

IO Verb

Syntax: IO

The IO verb is designed for Ultimate internal testing use.

It builds instructions to read or write to a peripheral. The
operator is prompted for:

Channel: Device-id:

Read or Write:

Function: Data word:
RAT Verb

Syntax: RAT (channel# of disk to verify)

The Read Alternate Track (RAT) verb reads the defective space
table on the disk and displays it on the terminal. If the
verb returns to a prompt with no display, then no defective
tracks are recorded on the disk being tested. If defective
tracks are present, each will be displayed as follows:

CYL xxx TRACK xX SECTOR xX
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2.10.2 DIAGNOSTICS ON HONEYWELL SYSTEMS (continued)

RD-DSK Verb

Syntax: RD-DSK (channel# of disk drive to verify)

This verb performs a non-destructive disk read on the
specified device. If the device is a CMD, you must specify
"Fixed" or "Removable". The RD-DSK verb is actually running
the second phase (Verify) of the FORMAT verb.

NOTE: This verb runs only on "Ultimate" formatted disks.

It will lend considerable assistance to the customer and the
Honeywell field engineer in diagnosing a "suspected" disk
problem. The RD-DSK verb will allow you to safely read each
address on the disk. If it runs clean then there is no
reason to reformat. If it finds errors then the suspicions of
a disk problem are verified. But, even then the pattern of
disk error locations might point to a disk electronics
problem which may be repairable without losing data.

If an error is encountered, the defective space table on the
disk is scanned. Therefore, bad tracks found in the original
formatting and assigned an alternate will not be displayed.
The defective space table on disk can be read with the RAT
verb.

T-ATT Verb

Syntax: T-ATT channel#

T-ATT attaches the tape unit on the specified channel number.
The addressed tape unit will be used for all verbs utilizing
tape. If another drive is already attached, the execution of
this verb will automatically detach that drive before
attempting the attach.

T-DET Verb

Syntax: T-DET
T-DET detaches the tape unit.

T-FWD Verb

Syntax: T-FWD

T-FWD moves the tape forward one (1) file. The tape is spaced
forward to the next tape-mark or the end of reel. The tape
is left positioned immediately following the tape-mark. The
tape unit must be attached.
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T-REW Verb

Syntax: T-REW

T-REW rewinds the tape. The tape is left positioned at the
beginning of tape marker (BOT). The tape unit must be
attatched.

T-SIZE Verb

Syntax: T-SIZE {size}

T-SIZE sets or displays the maximum tape record size. The
size may be in the range 256 to 16384 and specifies the
maximum size of a tape record expressed in bytes. The actual
size used may be smaller, and is determined by the individual
verb's software. If the optional size parameter is omitted
the current maximum size is displayed. The default size is
8192.

T-UNLOAD Verb

Syntax: T-UNLOAD

T-UNLOAD rewinds and unloads the tape. The tape on the
attatched tape unit is first rewound and then unloaded.

XTD Verb
Syntax: XTD hex-number

XTD converts a hexadecimal number into its decimal equivalent
and displays the decimal number on the screen.
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2.11 USING THE UTILITIES MONITOR

The Binary-save Utility System Monitor (UTIL) is a free
standing, memory resident program designed for off-line
backup and maintenance. By using UTIL, the user can save or
restore the entire system in a "binary" format to or from
tapes.

The Binary-save Utility System Monitor (UTIL) is a free
standing, memory resident program designed for off-line
backup and maintenance. UTIL has two processors: Binary Save
Processor and Binary Restore Processor.

The Binary Save/Restore Processors work on TAPE drives only.
(Although the user can load UTIL on a Honeywell disk-only
system, Binary Save/Restore will not work on the removable
packs.)

The UTIL Binary Save Processor saves the data from disk to
tape, "as is", onto tape, starting from frame 1 to the start
of the last contiguous block of overflow. (All frames in
between, regardless of whether data frames or overflow
frames, are saved/restored. Hence, the actual number of
frames saved/restored by UTIL is generally greater than that
by the regular save/restore.)

The Binary Restore Processor does the reverse direction: It
copies the data from tape to disk, starting from frame 1.

UTIL binary save/restore runs at the maximun speed of the
TAPE drive, and, in general, is faster than regqular
save/restore. However, the actual speed depends on the speed
and density of the tape drive and the number of frames to be
saved/restored. (Note again that this number is, depending on
fragmentation of overflow, generally greater than the number
of frames saved/restored by the regular save/restore.)

NOTES OF CAUTION:

(1) Binary save should not be used to replace the regular
file-save completely. One major difference between the binary
save/restore and the regqular file-save/restore is that binary
save does NOT check for GFE's. Data will be saved/restored
"AS IS". If you have any doubt as to the integrity of files,
regular save/restore is recommended. It is further
recommended that if binary saves are used as daily backups,
regular file-saves must be used on a weekly or monthly basis.

(2) A binary restore MUST be attempted ONLY on a system with
the same hardware configuration (that is, THE SAME NUMBER OF
TERMINAL PORTS, AND THE SAME TYPE AND SIZE OF DISK.)

Loading UTIL

UTIL is loaded by booting the system with the SYSGEN tape or
cartridge (or from disk). Before booting the system, be sure
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that all users are logged off, and then do a ":WARMSTOP" from
the SYSPROG account. This ensures that all data in memory is
flushed to disk. It is strongly recommended that a
"VERIFY-SYSTEM" be done here prior to the :WARMSTOP or
booting the system. (For details on the VERIFY-SYSTEM
command, see the System Commands Guide.)

Depending on whether the system does or does not verify, the
utility-warmstart or utility-coldstart (on Honeywell-based
systems) or COLDSTART (on DEC-based systems) must be used.
(See below.)

Initiating UTIL from Honeywell-Based Systems

Mount the SYSGEN tape and iaitialize the system. The system
will give the following message on line O:

This is the Ultimate Operating System

System Startup Options:
(B) oot

(C)oldstart

(D) iagnostic Monitor
(F)ile Restore

(0) ff-1line Monitor
(U)tilities Monitor

(W) armstart

Enter Option(s) or ? for help:

Select U. The system automatically responds by the following
message:

(W)armstart Util from disk or (C)oldstart from tape:

Now you can select either 'W' or 'C' depending on whether a
utility-warmstart or a utility-coldstart is desired. Both
utility-warmstart and utility-coldstart load UTIL into
memory. The utility-coldstart additionally loads the ABS
section prior to loading UTIL. The utility-warmstart will
generally be used on a daily basis when doing a binary save.
(In this case, UTIL is loaded into memory from disk. Nothing
on disk is changed.) However, if there have been mismatches
in the system, the utility-coldstart must be used. See below.

The utility-coldstart will first load the ABS section from
the SYSGEN tape to disk, and then load UTIL into memory from
disk. The utility-coldstart will be used in two instances:

(1) A binary restore is desired.

(2) TIf for any reason the ABS section has mismatches,
the utility-coldstart must be used to insure that a
good ABS is loaded onto disk.
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2.11 USING THE UTILITIES MONITOR (continued)

Initiating UTIL from DEC-Based Systems

If booting from tape or disk, a System Startup message and
options are displayed, similar to the message displayed on
Honeywell-based systems, shown above.

Select U. UTIL is loaded into memory from tape or disk.

The Utility System Load-Completion Message

The completion of loading UTIL will be indicated by the
following message on line O0:

This is the Ultimate Utility System yyyy/mm/dd
(Revision: x dd/mmm/yyyy)

u>

(The second line is on DEC-Based systems only; 'x' is the
revision number of UTIL.) The date format (yyyy/mm/dd or
dd/mmm/yyyy) indicates the revision date of UTIL. Line zero
(0) will be the only active terminal line when running from
UTIL.

Note: When performing a binary restore to a "virgin" disk,
the disk must first be formatted by using the Ultimate
Diagnostics Monitor before booting the Utilities Monitor.
(See Section 2.10, THE DIAGNOSTICS MONITOR.)

Binary Save and Restore

The binary save and restore are done by the SAVE and RESTORE
verbs in UTIL. See below further information on the verbs.

Loading the Ultimate Operating System

When binary save/restore is done, the system can be put back
to normal operation by one of the following methods:

(1) Use the BOOT verb. See below for further
information on the verb.

(2) Boot the system from a SYSGEN tape and select the W
option.

(3) Boot the system from disk and select the W option.
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UTIL Verbs

The UTIL verbs are:

BOOT DISC-ERRORS (DEC-Based systems only)
HELP RESTORE

SAVE T-ATT

T-BCK T-DET

T-ERASE T-FWD

T-REW T-UNLOAD

T-WEOF WHO

NOTES ON USAGE OF UTIL VERBS:

1) For ease of use all UTIL verb syntax is the same as the
system (TCL) level. However, UTIL is a stand-alone systenm.
Do not confuse UTIL with the normal operating system. Only
those verbs documented in the following sections are
available in UTIL.

2) Use of BREAK Key for Honeywell-based systems:

The use of the break key will force UTIL into the
REMOTE PANEL processor. A 'G' or Linefeed will
continue processing; a 'W' will end the current
process and return to UTIL command level.

Use of BREAK key for DEC-based systems:

Pressing the BREAK key enters the Panel Program.
From the Panel Program, the operator can enter the
following commands:

END terminates executing task and returns control to
the Utility System command mode.

ODT halts CPU, putting it in ODT. To reenter the Panel
Program from ODT, enter a 'P'.

<LF> The linefeed character resumes execution of the
interrupted task.

3) If the user makes two or more mistakes (e.g., misspelling
of verbs) consecutively, UTIL automatically does a "HELP"
(see the HELP verb below).

4) For all UTIL verbs utilizing tapes, an implicit attachment
to tape drive 0 will be attempted if an explicit attach was
not previously done.

5) (For DEC-based systems only). The system has two prompts.

The u> prompt indicates the Utility System Command mode; the
p> prompt indicates the Panel Command mode.
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2.11 USING THE UTILITIES MONITOR (continued)

BOOT verb

Syntax: BOOT

The BOOT verb initializes main memory and all controllers and
boots the Ultimate Operating System from the first logical
disk drive in the disk set.

(For Honeywell-based systems): The Options message is
displayed. Select the W option to put the system back to
Ultimate Operating System normal operation.

(For DEC-based systems): The message 'System Auto-Warmstart'
is displayed. Be sure to set the time and date.

DISC-ERRORS verb (DEC-based Systems only)

Syntax: DISC-ERRORS

This verb will list any disk errors encountered during the
Binary Save.

HELP verb

Syntax: HELP
The HELP verb lists all verbs in UTIL on the user's terminal.

If the user makes two or more mistakes (e.g., misspelling of
verbs) consecutively, UTIL automatically does a "HELP".

RESTORE verb

Syntax: RESTORE {L}
The 'L' option displays the tape label on the terminal.

The RESTORE verb invokes the UTIL Binary Restore Processor. A
complete binary restore from the tape to the disk set is
initiated. RESTORE makes the following checks prior to
writing to disk:

1) Verify that the tape to be restored was created by
the UTIL Binary Save Processor - if not then abort
the restore process.

2) Compare the disk capacity of the saved system to
the capacity of the current disk set - if not equal
the UTIL processor will warn the user of the
discrepancy and allow the user to continue the
restore or quit.

RESTORE will now begin a physical copy from the tape to the
disk set. However, if the capacity of the disk set is too
small to restore the system, RESTORE will stop and display an
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error message when capacity of the disk set is reached.

SAVE verb

Syntax: SAVE {options)

The options are 'A' to save all data to MAXFID, and 'L' to
display tape label on screen. On Honeywell systems only: 'E'
estimates tape usage only, and does not proceed with Save.

SAVE initiates the UTIL Binary Save Processor. SAVE will copy
all data from the current disk set to the tape drive.

On Honeywell-based systems only, the SAVE Processor will, if
specified, estimate the number of feet of tape required for
the save based on the number of FRAMES to be saved and the
density of the tape drive.

SAVE first writes a tape label to uniquely identify the tape
as created by UTIL then copies all data, starting from FRAME
1 to the start of the last contiguous block of overflow,
unless the A option is specified.

The tape block size for UTIL save is fixed at:
DEC=based systems: 3600 bytes
Honeywell systems: 8208 bytes (8192 for data and 16
for control information)

Each tape record written has a serial number as part of the
control information to insure restore integrity.

T-ATT verb

Syntax: T-ATT {drive#)}

where drive# is a single-digit number. T-ATT attaches the
tape drive whose number is specified. Default drive
attachment is 0.

NOTE: In UTIL, drives are numbered in order of increasing
channel number, which may be different from the drive number
used in the normal Ultimate operating system.

T-BCK verb

Syntax: T-BCK

T-BCK backspaces the tape one (1) file.
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2.11 USING THE UTILITIES MONITOR (continued)

T-DET verb

Syntax: T-DET
T-DET detaches the tape drive.

T-ERASE verb

Syntax: T-ERASE

T-ERASE erases approximately 2 inches of tape from the
current position.

T-FWD verb

Syntax: T-FWD
T-FWD moves the tape forward one (1) file.

T-REW verb

Syntax: T-REW

T-REW rewinds the tape to load point.
T-UNLOAD

Syntax: T-UNLOAD

T-UNLOAD rewinds and unloads the tape.

T-WEOF

Syntax: T-WEOF

T-WEOF writes an EOF mark (file mark) on tape.
WHO

Syntax: WHO

WHO identifies the system with the following message:

Utilities System
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2.12 SHUTTING DOWN THE SYSTEM

An Ultimate system may be shut down via a warmstop operation
(:WARMSTOP command) .

The :WARMSTOP system (TCL) command flushes memory, then halts
the system. It saves the current Process workspace data to
allow warmstart restarts. It should be used for all
scheduled system shutdowns.

After the command has been executed, the system displays a
message similar to the following:

Memory Flushed

Halt= xxxxxx
RO R1 R2 R3 R4 R5 R6 R7

regs: XXXXXX XXXXXX XXXXXX XXXXXX XXKXXKXX XXKXXK KXXAKXXKX XXXXXX
stack> XXXXXX XXXXXX

XXXXXX
@

where the 6-digit number ('xxxxxx') represents the contents of
the registers at the time of the warmstop. This information is
displayed only in order to assist the System Manager if there is
a problem in bringing the system back up.

At this point, you may turn off the power to the Ultimate system
equipment. After the scheduled maintenance or other operations
are completed, the warmstop allows you to boot the system and
warmstart the system. (See Section 2.3, WARMSTARTING, for
details on the WARMSTART procedure.)

NOTE: Bootstrapping options after a warmstop:

After the power is turned on, you must load a SYS-GEN
tape to boot the system from tape.

Or, to you may boot the system from disk. (For details
on booting, see Section 2.1, BOOTSTRAPPING THE SYSTEM.)
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3.1 SUMMARY OF SYSTEM BACKUP AND RESTORE OPTIONS

An Ultimate system can be be saved (backed up) from the disk
data base to magnetic tape. A variety of commands can be
used to accomplish system backup, depending on what portion
of the data base is to be saved. An Ultimate system can be
restored to the disk data base from backup tapes. A variety
of commands can be used to accomplish system or file
restores, depending on what portion is to be restored.

It is the System Manager's responsibility to establish a
policy for system backups and file saves. A standard date
and time should be set for each procedure. This section
(Section 3) gives guidelines and procedures for a variety of
options regarding backups and restores.

Overview of System Backup Concepts

The major types of system backups are (1) saving the Ultimate
system software, (2) saving all data (system and user files),
(3) saving only updated data, (4) saving data in a specified
account, and (5) saving all parts of the system (a SYS-GEN
tape) .

Figure A shows the system commands and menus that are used to
backup the system, as well as the specific portions of the
system they each save. Topics in this section explain the
procedures; the System Commands Guide details each command.

On a SYS-GEN tape, remember that there are five sections:

1/2. SYSTEM BOOT 1/SYSTEM BOOT 2 (two separate files).
3. COLDSTART section (one file).
4. ABS section (one file).
5. FILES section (multiple system files, depending on
the release). User files are added to this section
as the system is used over a period of time.

A back-up operation, then, refers to any procedure that saves
to tape or disk some or all of the above sections that
comprise an Ultimate system.

Overview of System Restore Concepts

The major types of system restores are (1) restoring
(reloading) the Ultimate system software, (2) restoring all
data (system and user files), (3) restoring only updated
data, (4) restoring a specified account or file, and (5)
restoring all parts of the system.

Figure B shows the system commands and menus used to restore
the system, as well as the specific portions of the system
they each restore. Topics in this section explain the
procedures; the System Commands Guide details each command.
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A restore operation, then, refers to any procedure that loads
from tape or disk some or all of the sections that comprise
an Ultimate system.

== mm———————— SYS-GEN Tape Contents-------- >
Commands BOOT COLDSTART ABS SYSTEM USER
& Options Section Section Section Files Files
CREATE-BOOT+ X X X
SYS-GEN X X X X X**%
ABS-DUMP X* X*

:DUMP-MODULE X

FILE-SAVE+ X X
or SAVE
ACCOUNT-SAVE ' X% Xk *
UPDATE-SAVE+ X X
Honeywell
systenms:
DISK.COPY X X X X X**x*
+ also available on SYSPROG Main Menu
* either/both files are optionally dumped to tape.

*% depends on whether specified account is a system or user
account.

*%% if any

Figure A. System Commands for Backup
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<—==—mmmmmm— e SYS-GEN Tape Contents-------- >

Commands BOOT COLDSTART ABS SYSTEM USER
& Options Section Section Section Files Files

Front Panel:
BOOT or
Initialize X

Startup

Options:

(B) oot X

(C)oldstart X X

(F)ile Restore X X X* X*
(W) armstart**

:FILELOAD X* X*

:WARMSTART * *

ABS-LOAD X X

COLDSTART* *
(proc)

ACCOUNT-RESTORE X+ X+

SEL-RESTORE X++ X++

* %

++

file restore loads all files on the mounted tape(s),
including update/transaction tapes, if specified.

no files are loaded with a system warmstart, or by the
COLDSTART proc. (However, from the System Startup
options, the COLDSTART and ABS sections are loaded
from the Boot or SYS-GEN tape used to boot the system.)

depends on whether specified account is a system or
user account.

depends on whether specified file is in a system or
user account.

Figure B. System Commands for Restores
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3.2 STANDARDS AND GUIDELINES FOR SYSTEM BACKUP

Duplication of the SYS-GEN tape and Boot tape guard against
loss or damage to the Ultimate-supplied SYS-GEN tape used to
generate the systenmn.

Standard file save and update save procedures guard against
loss of data due to system failures or other errors.

System Backup Tapes and Disks: SYS-GEN and Boot Tapes

Always have at least one current release level SYS-GEN and
Boot tape available for emergencies.

An Ultimate system SYS-GEN tape must be used to generate an
Ultimate system from scratch. Users may create backup SYS-
GEN tapes by using a special file-save proc, the SYS-GEN
command. The SYS-GEN tape may then be used to recover from
system failures, restore after system maintenance, or
transfer data to another system. The contents of a SYS-GEN
tape are detailed in Section 1.5, ULTIMATE SYSTEM SYS-GEN
TAPES.

An Ultimate system Boot tape contains only the system
programs necessary to boot the system and coldstart or
warmstart the system. These are the same programs as on the
first four files of a SYS-GEN tape. However, a Boot tape
contains no system or user files. Users may create backup
Boot tapes by selecting the Create Boot tape option from the
SYSPROG Main Menu. Or, use the CREATE-BOOT system command.

For procedures, see Section 2.7, CREATING SYS-GEN OR BOOT
TAPES, and Section 2.8, DUPLICATING SYS-GEN TAPES.

For disk-based systems, a set of backup disks should be
copied. See Section 2.9, FORMATTING AND DUPLICATING DISKS.
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ABS Tapes

The ABS section of an Ultimate disk subsystem contains the
assembly language system software stored in frames 1-1023.
This section of the disk data base can be backed up and
restored via two system commands: ABS-DUMP and ABS-LOAD.

To create an ABS tape, first mount a tape and bring it to
load (ready) point. Then attach the tape (T-ATT command).
Now, from the system (TCL) level, use the ABS-DUMP command:

ABS-DUMP
You are prompted for the ABS tape label:

ABS tape label:
A label string may be specified, or <CR> only to create a
null label. If no tape has been attached, an error message

is displayed and the system returns to the TCL level.

You are then prompted for the ABS frame limits, which are
entered in the format:

ABS limits: Ax(-x} or Cx(-x)

The 'A' must always precede the starting frame number when
creating the ABS section. The 'C' must precede the starting
frame when creating the Coldstart section of a Boot tape;
however, this option should never be needed by a user. One
or more single (x) or groups (x-x) of frames may be saved to
tape. If multiple frame(s) are saved, each parameter is
separated by a comma.

Each parameter is listed as the associated frame(s) are
dumped to tape. When the dump is completed, the system
returns to the TCL level.

To restore from an ABS tape, mount and attach the tape. Then
use the ABS-LOAD command from the system (TCL) level:

ABS-LOAD

Or, you can restore from the ABS tape during a coldstart when
the system displays the message:

Mount ABS tape and enter number of files to skip, if any

However, normally the ABS frames immediately follow the
Coldstart section of a Boot tape.
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File Save Tapes

It is vital that you protect your Ultimate system data base
by adequate file backups. A file save tape contains only the
FILES section of the disk data base; it contains no system
software. Ultimate recommends, as a minimum:

1. Daily saves of files updated during that day. This
is known as an "update save". Procedures are
covered in Section 3.4.

2. Retention of the update save tapes for at least one
week's time before re-using the tape.

3. Weekly full file saves, retained for at least one
month's time before re-using the tape.

4. Monthly full file saves, retained for at least one
year.

In summary, this requires using a separate tape (or tape set
for full file saves) for each day of the week, one for each
week of the month and one for each month of the year. The
longer cycle tape-sets should be stored off premises to
provide protection in the event of physical damage such as
fire.

For procedures, see Section 3.3, FILE SAVE PROCEDURES, and
Section 3.4, UPDATE SAVE PROCEDURES.

For disk-based systems, a set of backup disks should be
copied. See Section 2.9, FORMATTING AND DUPLICATING DISKS.

In addition, for complete protection against lost data, the
Ultimate system provides a transaction logging feature. When
enabled, this feature logs to tape every update made to the
disk data base, in real-time (when it occurs). For more
information on transaction logging, see Section 3.5,
TRANSACTION LOGGING PROCEDURES.
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3.3 FILE SAVE PROCEDURES

The Ultimate system provides several ways of performing a
complete file save of your entire disk data base. You may
select the File Save option from the SYSPROG Main Menu, or
use the FILE-SAVE system command (from the SYSPROG account),
or log onto a special FILE-SAVE account.

Remember that a file save tape contains only the FILES
section of the disk. It does not contain the system software.

File Saving from the SYSPROG Account

File saving should only be performed by responsible system
personnel. Therefore, it is recommended that users execute
file saves from the SYSPROG account only.

From the SYSPROG account, file saves may be performed by:

1. Selecting the File Save option from the Main Menu.
2. From TCL, entering a FILE-SAVE command.

File Saving from the FILE-SAVE Account

You may logon to a special FILE-SAVE account. The FILE-SAVE
logon proc is a Q-pointer to the SYSPROG account's FILE-SAVE
proc, and the File Save procedure is automatically invoked.

The File Save Procedure

The file save operation requires a tape (or removable CMD
cartridge) to be mounted and ready to receive the files. If
the tape is not ready, the system displays:

Tape unit off-line
Ensure that the File-Save tape is mounted with a Write
(enable) Ring, and the Tape drive is ON-LINE and at LOAD
point. Hit 'RETURN' to continue.
If a write-protected tape is mounted, the system displays:
No write-ring (C)ontinue/ (Q)uit?
Either mount a tape with a write ring and enter 'C' to
continue, or enter 'Q' to exit the command. A 'Q' reply

causes the system to prompt:

Place Write (enable) Ring on File-Save tape and
try again. Hit 'RETURN' to continue.

Once a write-enabled tape is loaded and ready, the File Save
operation can begin. If the tape is still off-line when the
user presses <CR> to continue, the system returns to the TCL
level.
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Figure A shows a sample of the messages generated by the File
Save procedure. When it has finished it will rewind the tape
and log itself OFF. Operator intervention is required only
if the data to be saved exceeds one tape reel. File Saves
create a complete backup of the FILES section in your disk
data base (except accounts or files set up to not be saved -
"DX" files, and those requiring a special parameter - V or W
- in the SAVE command).

The File Save procedure normally creates a list on the
terminal of the files it finds as it saves the data base. It
will output error messages if it encounters unusual or
illegal conditions but it will attempt to continue to save
data. If the terminal you run the save on is not a hard copy
terminal, you may want to send the listing to your printer.

If the following options are not specified in the FILE-SAVE
command, the system prompts for them:

Do you want the Console listing to go to the printer?

reply 'Y' to do so. To display the listing, reply 'N'. To
exit FILE-SAVE, reply 'X'.

Enter tape block size (500-8192) -

The File Save generates statistics about the saved data as a
by-product. To receive a printed report, at the prompt:

Do you want to generate File Statistics? (Y/N/X)

reply 'Y'. To ignore the report, reply 'N'. To exit
FILE-SAVE, reply 'X'.

NOTE: The FILE-SAVE command is a proc that performs a
full file save, using a form of the SAVE verb:
SAVE(D,F,G,R,S,T). The SAVE and FILE-SAVE commands
are detailed in the System Commands Guide.

In order to save accounts and files with the 'V!
File Save option, or not save accounts and files
with the 'W' File Save option, users must execute
the appropriate SAVE command (or your own user-
created PROC) at the TCL level.

Note that the 'R' option resets flags that have
been set by Update Save procedures.

Update Saves are file saves of only the updated files in the

data base. See Section 3.4, UPDATE SAVE PROCEDURES, for an
explanation of these procedures.
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3.3.1 FILE SAVING FOR MULTIPLE TAPE REELS OR DISKS

For systems with multiple tapes or removable disk cartridges,
a series of prompts are associated with handling the
additional tapes/disks.

Multiple Reel Tape Procedures

When a tape reel reaches the end-of-tape (EOT) marker, the
tape is automatically rewound, and a prompt message is
displayed on the terminal:

Mount reel # xx:
Label = name time date

where 'xx' is the two-digit hexadecimal reel number. 'Name'’
is the tape label. If unlabeled tapes are being used, the
second line is not displayed. After the tape is mounted,
loaded and ready, enter 'C' to continue the File Save.

All file save tapes are labeled. The reel number and tape
label are checked for agreement with the number and label of
the previous reel. If an error is detected, one of these
messages will be displayed:

Incorrect Reel #
Incorrect Label
Reel #1 was labeled

If the reel # message is displayed, the new reel number does
not match the requested reel number (or the first tape
mounted is not reel #1). Mount the correct reel and enter
'c'.

If the second message is displayed, the first tape was
unlabeled and the second was labeled. Mount the correct tape
and enter 'C'.

If the third message is displayed, the first tape was labeled
and the second was unlabeled. Mount the correct tape and
enter 'C'.

Disk Cartridge Procedures

The disk cartridge procedures and messages are the same as
the multiple reel tape procedures, above.
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Tape attached Block size: 4000

Rewinding...
Block size: 4000

End of file
Block size: 4000

Rewinding...
Block size: 4000
File-Save beginning at 14:37:18 10 FEB 1986
Do you want the Console listing to go to the Printer? (Y/N/X)
Do you want to generate File Statistics? (Y/N/X)

Enter tape label -

Seqg# of this data tape: 1 1 0 0
* 1 SYSTEM

1 2 SYSTEM-ERRORS

1 3 SYSTEM-ERRORS

1 4 SYSTEM-ERRORS

1 5 BLOCK-CONVERT

= e

70 ACC

STAT-FILE being dumped to tape
70 items dumped

Rewinding...
File Save finished at 14:14:30 10 FEB 1986

File Statistics Report

To Lineprinter? (Y/N/X) Y

Detail Suppress ((Y/N/X) N

Now generating statistics report
Count of system errors in past 2 days
To Lineprinter (¥/N/X) - Y

<<Connect time = 72 min; CPU: 1389 lptr pages = 2 >>
<<Logged off at 14:44:59 on 10 FEB 1986 >>

10 FEB 1986 14:45:00 Logon please:

Figure A. Sample File Save Messages
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3.4 UPDATE SAVE PROCEDURES

The Ultimate system provides several ways of performing a
file save on only the disk data base files that have been
changed or updated since the last file save. You may select
an update save option from the SYSPROG Main Menu, or use the
system commands ALL-UPDATE-SAVE or PART-UPDATE-SAVE.

Remember that an update save tape contains only files that
have been flagged as "updated" since the last file save.

The update save feature is designed to provide a fast,
efficient way of protecting the disk data base and minimizing
data loss in case of a power failure or system hardware or
software problems. Instead of saving the complete data base
with every file save (as described in Section 3.3), with
update save you can shortcut the backup procedure and save
only the files that have changed since the last full file
save.

There are two main features in the update save concept:

1. Making an "incremental" file-save. With this
facility, only those file groups that have been
changed since the last file save are saved. The
Incremental File-save is also called the "Update
Save".

2. Logging all transactions (i.e., all updates to all
files) to a secondary medium, magnetic tape.
Transaction logging is explained in Section 3.5,
TRANSACTION LOGGING PROCEDURES.

Two system commands perform procedures associated with update
saving: ALL-UPDATE-SAVE, and PART-UPDATE-SAVE. These
commands are procs that execute specific forms of the SAVE
command. Two options, U and R, are added to the SAVE verb.
The U option specifies that the SAVE command will save only
data that has been changed since the last save. This is done
at the group level of all files in the system.

Associated with each group of each disk file is a flag
indicating whether any item in the group has been updated.
With the U option specified, the SAVE command inspects these
flags, and saves those groups that have the flags set. The R
option is used to reset those flags after the groups are
saved on tape.

The save tape obtained with the U option is called an update
save tape. To restore the system, the latest "full" file-save
tape is first restored, and then the update save tapes are
loaded to update the files. .
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The update save feature and transaction logging can be used
together to provide the greatest possible security for a data
base. See Section "USING UPDATE SAVE AND TRANSACTION LOGGING
TOGETHER" .

NOTE: If the system is not already running on Rev121A or
later, it must be upgraded before the update save
commands can be used.

Follow the appropriate procedure in the UPGRADE
PROCEDURE document to upgrade your system. The
update save commands will not work unless the
appropriate upgrade procedure is followed.

If the system is not upgraded properly, an attempt
to use update save commands will cause the system
to display an error message:

Configuration error; F-restore required

While the update save and transaction logging procedures
provide system flexibility, users are cautioned to carefully
read the sections pertaining to these features before using
them. Failure to follow the appropriate procedures may
result in losing all updates that have occurred since the
last file save.

The Update Save Options Available with the SAVE Command

Two options, U and R, are used with the SAVE command to
specify update save operations. With the U option specified,
the SAVE command inspects the "group-updated" flags, and
saves those groups that have the flags set.

The R option is used to reset each "group-updated" flag after
the associated group is saved on tape. The R option can be
used either with or without the U option to reset the
group-updated flags.

The U and R options must be used in conjunction with other
existing options to do the saves. For example, to do a full
file-save and to reset the "group-updated" bits, the command
"SAVE (D,F,G,R,S,T)" must be used.

In order to minimize operator errors, several forms of the
SAVE command have been stored as procs so that different
"save" operations can be easily requested. These "file save"
procs must be executed from the SYSPROG account; they are:
FILE-SAVE (full file save)
SAVE command format: SAVE (D,F,G,R,S,T)
ALL-UPDATE-SAVE (complete update save)

SAVE command format: SAVE (D,F,G,T,U)

System Management Page 118 Backup/Restore



PART-UPDATE-SAVE (partial update save)

SAVE command format: SAVE (D,F,G,R,T,U)
SYS-GEN (complete SYS-GEN tape)

SAVE command format: SAVE (D,F,G,S,T,2)

These procs provide two methods of using update saves. The
main difference between the two methods is that the PART-
UPDATE-SAVE resets the "group-updated" flags, while ALL-
UPDATE-SAVE does not. This means that a "partial" update
save tape contains only the files changed since the last
update save or file save. However, an "all" update save tape
contains all files changed since the last full file save.

The ALL-UPDATE-SAVE Procedure

The advantage of this method is that only the full file save
tape and the last ALL-UPDATE-SAVE tape are needed to restore
the data base. The disadvantage is that each ALL-UPDATE-SAVE
procedure could require more time and tape since it saves (or

re-saves) all groups changed since the last full File Save.

The suggested procedure would be:

1. A full file-save (via the FILE-SAVE proc) weekly.
2. All update save (via ALL-UPDATE-SAVE) daily.
3. Restore data base, as needed, with most recent File

Save tape and most recent All Update Save tape.

The PART-UPDATE-SAVE Procedure

The advantage of this method is that is may save time and
tape on each PART-UPDATE-SAVE procedure. The disadvantage is
that the full file save tape and all subsequent PART-UPDATE-
SAVE tapes are needed to restore the data base.

The suggested procedure would be:

1. A full file save (via the FILE-SAVE proc) weekly.
2. Partial update save (via ALL-UPDATE-SAVE) daily.
3. Restore data base, as needed, with most recent File

Save tape and all Partial Update Save tapes.

NOTE: If, for any reason, a PART-UPDATE-SAVE is aborted,
the next save must be a full file save, regardless
of whether the proc used contains the SAVE command
with 'U' option. If the 'U' option is present in
the next save, the SAVE command will terminate
prematurely with the following warning message:

[994] Full file save required

Because the last PART-UPDATE-SAVE was aborted, the
update save tape is incomplete and is otherwise
useless. Yet some (but not all) of the
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"group-updated" flags are already reset by the R
option. There is no way for the next update save to
tell which flags were reset by the last aborted
PART-UPDATE-SAVE. In order to save the integrity of
the system, all files must be saved by the next
save procedure. ALL-UPDATE-SAVE does not have the
same problem because the R option is not used in
the proc.

Although it is possible to mix the ALL-UPDATE-SAVE and
PART-UPDATE-SAVE together (e.g., do an ALL-UPDATE-SAVE on
Monday and a PART-UPDATE-SAVE on Tuesday), it makes the
restore procedure undesirably confusing and complex.

Ultimate recommends that the user choose a system back-up
procedure, either the ALL-UPDATE-SAVE or the PART-UPDATE-SAVE
proc, depending on the size, applications and other
requirements of the system, and consistently use only that
one procedure.

Update Save with Re-allocation Parameters

If there is a re-allocation parameter in the definition item
(attribute 13 of the D pointer item) of a file, and if the
re-allocation parameter has different values of modulo and/or
separation from those of the file, the entire file is saved
on an update save even though no items were changed. For
example, assume that a file called AAA was created as 3,1
with a re-allocation parameter (5,1). The entire file AAA
would be saved on an update save.

This is required because the items may be hashed into
different groups at the time of a file restore. In order to
handle item re-hashing correctly, the entire file must be
saved on an update save. When loading the update save tape at
the time of file restore, the program first clears the file
and then re~hashes the items on the update save tape to the
appropriate groups.

With this in mind, Ultimate recommends that you not add
re-allocation parameters to files until you are ready to do a
full file save followed by an immediate full file restore (to
re-allocate the files). It is a waste of time and tape to
save the entire file on multiple update saves.

If you want to change the re-allocation parameters and
continue to do the update saves, never change the
re-allocation parameters back to the current values of modulo
and separation of the file. Otherwise, subsequent update
saves will save only those groups that have the
"group-updated" flags set. (Remember, the entire file is
saved by the update save only if the re-allocation parameter
has a different modulo and/or separation.) Such an update
save tape does not preserve the integrity of the file and
will cause loss of data at the time of full file restore. An
example is given below to illustrate this problem:
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PROBLEM: CHANGING REALLOCATION PARAMETERS

Date & Event File AAA
Mod sep Reallocate parameter

MAR 1: FILE-SAVE 3,1

MAR 2: Change Realloc. Param. 3,1 (3,1)

MAR 2: PART-UPDATE-SAVE 3,1

MAR 3: Full File Restore; load
FILE-SAVE tape 5
PART-UPDATE-SAVE tape 3

File AAA was created as 3,1. On the FILE-SAVE tape, file AAA
had a re-allocation parameter (5,1). But, the parameter was
changed back to (3,1) before the PART-UPDATE-SAVE. Only
those groups in file AAA that had been changed since MAR 1
were saved on the PART-UPDATE-SAVE tape. At the time of the
full file restore, the file was re-allocated to 5,1; all
items were re-hashed and reallocated into the appropriate
groups. However, when loading the PART-UPDATE-SAVE tape,
only the updated groups are present. The items in these
groups would be loaded assuming the original 3,1 mod/sep,
destroying any items that had been reallocated into that
group. Further, some items from the update tape, placed in
the appropriate group for a 3,1 file, would not be in the
appropriate group for a 5,1 file. If an item is in the wrong
group for the current mod/sep, the system will not be able to
find or retrieve it.

A "sequencing information segment" (see below) is written to
each file save or update save tape. This sequencing
information is to insure that, at the time of full-restore,
the file save tape and the update save tapes are loaded in
the correct order.

However, to create a SYS-GEN tape, a different sequencing
information segment must be written on tape. The Z option is
added to the SAVE command for this purpose. The Z option is
to be used for creating a full file-save tape (e.g., a
SYS-GEN tape) for the purpose of transfering data to another
system. The Z option inhibits updating the system sequencing
information, and produces a tape with all zeros in the
sequencing information segment. The Z option indicates that
this file save is not in the usual sequence of file saves for
the particular system, and may be for use on another systen.
The SYS-GEN proc uses the Z option to create SYS-GEN tapes.
The command used in the SYS-GEN proc is:

SAVE (D,F,G,S,T,Z)
Note that neither the U nor the R option is present.

System Sequencing Information

System sequencing information is kept in the system and is
maintained by the operating system to keep track of the
number of file saves, update saves and transaction logging
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sessions. The system sequencing information is updated when a
file save or an update save is done, or when the transaction
logger is activated or restarted. (Transaction logging is
discussed in Section 3.5.)

The SAVE command reads the system sequencing information,
updates it according to whether the U and/or the R option is
present (see below), and writes the updated version of
sequencing information to the beginning of the file save or
update save tape. This version of sequencing information is
also displayed by the SAVE command at the beginning of the
save. The display will be similar to the following:

Seq# of this data tape: 1 1 0 0
* 1SYSTEM

1 2 BLOCK-CONVERT

1 3 SYSTEM-ERRORS

1 4 SYSTEM-ERRORS

1 5 WP

o o o o o

At the end of the file save or update save, the SAVE command
writes the updated version of sequencing information back to
the system. The updated version of sequencing information
becomes the system sequencing information only at the end of
a save procedure. The system sequencing information remains
unchanged until a file save or update save is completed.

If, for any reason, the save is aborted, the tape being
written to is incomplete and useless. Consequently, the SAVE
command does not "count" the save; it does not write the
updated version of sequencing information back to the system.

In a normal save, the sequencing information is updated by
the SAVE command in such a way that at the time of a full
file restore, the system can check the sequencing information
on tapes to make sure that tapes are restored in the proper
order. If, for example, at the time of full-restore, an
attempt is made to restore an update save tape made before
the full file-save tape, a warning message will be displayed,
and the operator will be allowed to mount a different tape.
(The operator is given the option to override the sequence
check, if so intended.)

The system sequencing information is initialized at the
beginning of a full file restore. The file restore software
reads the sequencing information on the FILE-SAVE tape and
writes it to the system as the system sequencing information.

The Four System Sequenice Numbers on a Data Tape

The sequencing information consists of four (4) sequence
numbers. The four sequence numbers are displayed as:

Seq# of this data tape: # # # #
Example: Seq# of this data tape: 1 1 0 0
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The first number is the Full File Save sequence number; it is
the total number of full file saves completed. The second
number is the R (Reset flags) sequence number; it is the
number of times the 'R' option was used in a save procedure.
The third number is the Update Save sequence number; it is
the number of update saves done since the last full file
save. The fourth number is the Transaction sequence number;
it is used by transaction logging (see Section 3.5).

These four numbers are kept in the system and are updated by
the operating system at appropriate times. All four numbers
are written to the beginning of file save, update save and
transaction tapes.

At the time of full file restore, the sequence numbers from
the FILE-SAVE tape are read into the system and become the
system sequencing information. (Generally, a SYS-GEN tape has
a sequencing information of all zeros.)

If, after the FILE-SAVE tape is loaded, the user wants to
load update save tape(s), the system reads the sequencing
information at the beginning of each update save tape and
checks if the tapes are loaded in the proper order and
displays warning messages if necessary.

The File Save Sequence Number

Every full file save (SAVE command without the 'U' option)
increments this number by one (1). This number is never
reset by the system.

The Reset Flags Sequence Number

Every file save that resets the "group-updated" flags (SAVE
command with the 'R' option) increments this number by one
(1) . This number is never reset by the system.

The Update Save Sequence Number

Every update save (SAVE command with the 'U' option)
increments this number by one (1). Every full file save
(SAVE command without the 'U' option) resets this number to
zero (0).

The Transaction Sequence Number

The transaction sequence number is explained in Section 3.5.

Figures A and B illustrate how these numbers are updated by
the operating system.

Format of Sequencing Information on Tape

The four sequence numbers are written as a "sequencing
information segment" in the first tape block at the beginning
of file save, update save and transaction tapes.
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An account save tape will have the same format of sequencing
information segment written at the beginning. A flag will be
set to signify that this is an account save tape, and all
four sequence numbers will be zero in the segment. The
segment is included on the account save tape for
compatibility reasons and is otherwise ignored by the system.

The format of the sequencing information segment on tape is
as follows:

vAxAsAfArAurts
where:
V = the letter V signifies the beginning of the

sequencing information segment

X = (1 digit hex). Value is 0 or 1; 0 if this is a
file save, update save or transaction tape, and 1
if this is an account-save tape.

S = (4 digit hex) system revision number (currently
always 0001).

f = (4 digit hex) full file-save sequence number, or
0000 for account-save tapes.

r = (4 digit hex) R-option sequence number, or 0000 for
account-save tapes.

u = (4 digit hex) update save sequence number, or 0000
for account-save tapes.

t = (4 digit hex) transaction sequence number, or 0000
for file save, update save and account-save tapes.

.

A = attribute mark.

= segment mark.

The maximum value for 'f', 'r', 'u', and 't' is (hex) 7FFF,
after which values will wrap around to 0001. The 's' value is
used for internal purposes and is otherwise ignored.
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EXAMPLE ONE: ALL-UPDATE-SAVE

1. Assume that a system has been upgraded from an older
revision to the current revision. The system has been full
restored via a SYS-GEN tape. All application accounts have
been restored via ACCOUNT-RESTORE from the last file save.
The appropriate steps in the UPGRADE PROCEDURE have been
followed to complete the system upgrade.

2. The System Manager decides to use the ALL-UPDATE-SAVE
method for daily system back-up, with weekly FILE-SAVES on
Friday.

SYSTEM SEQ# SEQ# ON SYSTEM SEQ#
BEFORE SAVE SAVE TAPE AFTER SAVE
frut frut frut

- ————— — —— - ————— ————  —— — ———— — ———

Fri a.m.: system upgrade 00O0O N/A N/A
Fri p.m.: full FILE-SAVE 00O00O 1100 1100
Mon p.m.: ALL-UPDATE-SAVE 1 1 0 O 1110 1110
Tue p.m.: ALL-UPDATE-SAVE 1 1 1 0 1120 1120
Wed p.m.: ALL-UPDATE-SAVE

aborted 1120 1130 1120
Thu p.m.: ALL-UPDATE-SAVE 1 1 2 O 1130 1130
Fri p.m.: full FILE-SAVE 1130 2200 2200
Mon p.m.: ALL-UPDATE-SAVE 2 2 0 O 2210 2210
Tue p.m.: ALL-UPDATE-SAVE 2 2 1 O 2220 2220
NOTE 1: The four numbers shown in each column are the 'f!

(full FILE SAVE), 'r' (Reset option), 'u' (UPDATE
SAVE), and 't' (transaction) sequence numbers.

NOTE 2: Since the sequencing information on the SYS-GEN
tape is "0 0 0 0", the "system" sequencing
information is initially "0 0 0 0" (see first day).

NOTE 3: Wednesday's aborted ALL-UPDATE-SAVE caused the
system sequencing information not to be update.
The update save tape made on that day was
incomplete and could not be used.

NOTE 4: On both Fridays, full FILE-SAVES were completed.
The 'f' and 'r' sequence numbers on the save tapes
were incremented accordingly. (The FILE-SAVE proc
uses a SAVE command with 'R' option.)

NOTE 5: The Update Save ('U') sequence number was reset to
zero by the full file save on Friday (after a week
of update saves).

If, for any reason, the System Manager needs to restore the
system on the next day (Wednesday), he has to use the latest
full file save tape (seqg#=2 2 0 0) along with the latest
update save tape (seq#=2 2 2 0).

Figure A. Sample ALL-UPDATE-SAVE Method
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EXAMPLE TWO: PART-UPDATE-SAVE

1. Assume a similar situation as Figure A, but the System
Manager decides tc use the PART-UPDATE-SAVE method:

SYSTEM SEQ# SEQ# ON SYSTEM SEQ#
BEFORE SAVE SAVE TAPE AFTER SAVE
frut frut frut
Fri a.m.: system upgrade 00O00O N/A N/A
Fri p.m.: full FILE-SAVE 00O00O0 1100 1100
Mon p.m.: PART-UPDATE-SAVE 1 1 0 O 1210 1210
Tue p.m.: PART-UPDATE-SAVE 1 2 1 O 320 1320
Wed p.m.: PART-UPDATE-SAVE
aborted 1320 1430 1320

Thu p.m.: full FILE-SAVE 1320 2400 2400
Fri p.m.: full FILE-SAVE 2400 3500 3500
Mon p.m.: PART-UPDATE-SAVE 3 5 0 O 3610 3610
Tue p.m.: PART-UPDATE-SAVE 3 6 1 O 3720 3720

NOTE 1: On Wednesday, we had an aborted PART-UPDATE-SAVE.
The system sequencing information was not updated
on that day. The update save tape made on that day
was incomplete (and useless).

NOTE 2: A full file-save was done on the next day
(Thursday) even though the System Manager first
attempted a PART-UPDATE-SAVE. Notice that the
sequencing information was changed based on the
actual full file-save.

NOTE 3: The Reset sequence number was incremented on every
day (except Wednesday) due to the fact that the
PART-UPDATE-SAVE proc has the R option. The system
sequencing information was not updated on Wednesday
because the PART-UPDATE-SAVE was aborted.

NOTE 4: The update save sequence number was reset to zero
twice, on Thursday and Friday, by the full
file-save.

If, for any reason, the System Manager needs to restore the
system on the next day (Wednesday), he has to use the latest
full file-save tape (seq#=3 5 0 0) along with the latest two
PART-UPDATE-SAVE tapes (seq#=3 6 1 0 and seq#=3 7 2 0). The
update save tapes must be loaded in the same sequence as they
were made.

Figure B. Sample PART-UPDATE-SAVE Method
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Restoring with Update Save Tapes

To full file-restore the system with update save tapes, the
latest full file-save tape must first be restored. The
following is a step-by-step procedure to restore the system
with update save tapes.

1. Mount the SYS-GEN tape and initialize (i.e., boot)
the system.

2. At the System Startup options, select 'F'. The
system will load the "COLD LOAD" section and then
will display the message "Mount ABS tape and press
RETURN".

3. Press <CR> to load the ABS section. When the ABS
section is loaded, the system will display the
message "Mount DATA tape and press RETURN".

4. Now remove the SYS-GEN tape. Mount the latest full
file-save tape and press <CR>. The system will read
the tape label and the sequencing information
segment on tape and will display them in the
following format:

L OFAO 18:09:10 08 SEP 1983 DATA File-Save
seqg# of this data tape: 2 2 0 0
Is this the right tape (Y/N)? | | | |

| | | Trans#
| | Update
| Reset seq#
File-save seq#
seqg#

The numbers in the above example correspond to the
f, r, u and t sequence numbers of the tape to be
restored. Make sure the correct file save tape is
mounted. Answer 'Y' to initiate the file restore.

5. After the full file-save tape is loaded, you will
be asked if there are update save tapes to load:

Update/transaction tapes (Y/N)?
For ALL-UPDATE-SAVE: If you have been doing

ALL-UPDATE-SAVE's, simply mount the latest update
save tape and answer 'Y' to the above question.

For PART-UPDATE-SAVE: If you have been doing
PART-UPDATE-SAVE's, you have to load EVERY update
save tape since the last full file-save in the same
sequence as they were made. Mount the first update
save tape made after the last full file-save and
answer 'Y' to the above question. (After this tape
is loaded, mount the NEXT update save tape and
repeat this step.)
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After a 'Y' answer has been given, the system reads
the tape label and the sequencing information on
tape and displays them in the following format:

L OFAO 16:00:10 12 SEP 1983 DATA Update Save
Seqg# of this data tape: 2 2 2 0
Seq# of last data tape: 2 2 0 0
Is this the right tape (Y/N)? | I | |
| | | Transaction‘®seq#
| | Update save seq#
| Reset seq#
File-save seqg#

The numbers in the above example correspond to the
f, r, u and t sequence numbers of the last-restored
and about-to-be-restored tapes. Again, the operator
is given an opportunity to verify that the correct
update save tape is mounted.

If an attempt is made to restore any tape in the
wrong order, a message similar to the following
will be displayed:

L OFAO 17:59:11 07 SEP 1983 DATA Update Save
Seq# of this data tape: 1 1 3 0
Seqg# of last data tape: 2 2 0 0
Tape out of sequence; override (Y/N)?

It can be seen from the sequence numbers that an
old update save tape has been loaded. Answering N
will cause the system to ask "Update/transaction
tape (Y/N)?" again. However, you may answer Y to
override the sequence check if so intended.

6. After an update save tape has been loaded, the
system will ask again:

Update/transaction tape (Y/N)?

Load the NEXT update save tape, if any, and answer
'Y'. Or, answer 'N' to complete the file restore.
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3.5 TRANSACTION LOGGING PROCEDURES

The Transaction Logger is a utility that records disk file
updates on magnetic tape as the updates are made. 1In the
event of a system failure, the tape can be used in
conjunction with a file save tape to restore all files to
their state at the moment of failure.

There are two main features in the update save concept:

1. Making an "incremental" file-save. This type of
file-save backs up only those file groups that have
been changed since the last file-save. Incremental
file-saves are also called "Update Saves".

2. Logging all transactions (that is, all updates to
all files) to a secondary recoverable media
(magnetic tape).

The system command called "LOG" performs procedures
associated with transaction logging.

The update save feature and transaction logging can be used
together to provide the greatest possible security for a data
base. See Section 3.5.6, "USING UPDATE SAVE AND TRANSACTION
LOGGING TOGETHER".

NOTE: If the system is not already running on Rev121A or
later, it must be upgraded before the transaction
logging command can be used.

Follow the appropriate procedure in the UPGRADE
PROCEDURE document to upgrade your system. The
transaction logging command will not work unless
the appropriate upgrade procedure is followed.

If the system is not upgraded properly, an attempt
to use the LOG command will cause the system to
display an error message:

Configuration error; F-restore required

While the update save and transaction logging procedures
provide system flexibility, users are cautioned to carefully
read the sections pertaining to these features before using
them. Failure to follow the appropriate procedures may
result in losing all updates that have occurred since the
last file save.

The advantage of using transaction logging is that
up-to-the-minute system updates can be captured on tape. The
disadvantage is that system performance could suffer

in applications that have a high volume of system updates.
Please refer to Section 3.5.4, "CONSIDERATIONS BEFORE USING
TRANSACTION LOGGER".
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What is a Transaction

As far as the transaction logger is concerned, a
"transaction" is any one of the following updates: item
update, item deletion, file creation, file deletion and file
clearing for any disk file on the systenmn.

The transaction logger records all transactions on tape. It
runs as an independent Process, and is transparent to the
user. No re-coding of application programs is required.

NOTE: Writing the same copy of an item back to the file
is considered an "item update". For example, filing
an item by the FI command of the Editor is
considered an "item update" even if no change was
made to the item.

What is Not a Transaction

There are a few types of disk updates which the transaction
logger will not record: account-restores, async and bisync
receive messages, and Spooler print jobs and hold files.

Account-restores are not recorded because of the amount of
overhead required. (Essentially, the account has to be
duplicated in the transaction disk queue, which means that
twice as many frames are needed for account restore. See
below for explanation on the transaction disk queue.)

Ultimate recommends that the user restore application
accounts immediately before a full file-save, and activate
the transaction logger after the file-save.

Async and bisync receive messages are not recorded because of
the timing requirements of the async and bisync protocols.
The timing overhead introduced by the transaction logger may
cause too much delay for the protocols.

Spooler print jobs and hold files are not recorded because
they are separate entities (they are not files or items, and
cannot be saved by a file-save, T-DUMP or transaction
logger).
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WARNINGS

WARNING 1: DO NOT UPDATE ITEMS IN "DX" FILES

By definition, "DX" accounts and files are not to be saved in
File Save procedures. The transaction logger, however,
cannot distinguish distinguish a regular account or file from
a "DX" account or file. All updates are treated as
transactions. Updating any file in a "DX" account or updating
a "DX" file will cause problems at full file restore time.
(See Section "ERROR CONDITIONS WITH TRANSACTION TAPES".)

WARNIN<ns1:XMLFault xmlns:ns1="http://cxf.apache.org/bindings/xformat"><ns1:faultstring xmlns:ns1="http://cxf.apache.org/bindings/xformat">java.lang.OutOfMemoryError: Java heap space</ns1:faultstring></ns1:XMLFault>