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Network is unreachable 

Your tcp_server does not have a gateway entry for the network you're trying to reach. Check the physical 
path to the remote host; then run the program /sys/tcp/makegate. If neither of these actions solves the 
problem, make sure there is a gateway entry for the foreign network in /sys/tep/hostmaplloeal.txt; if not, 
add the entry and run /sys/tcp/hostmap/makehost.sh. 

Operation not supported on socket 

This message is usually caused by a programming error. You've attempted to perform an operation on a 
type of socket that doesn't support that operation. 

Protocol family not supported; Protocol not available; Protocol not supported. 

These three messages are caused by programming errors. Your program has tried to create a socket type 
other than an Internet socket. 

Protocol wrong type for socket 

You specified a protocol which does not support the semantics of the socket type you requested in the 
program. For example, you specified the UDP protocol with type SOCK_STREAM. 

Socket is already connected 

Your program attempted to connect to an already-connected socket, or a BSD4.2 sendto or sendmsg re­
quest specified a destination other than the connected socket. 

Socket is not connected 

Your program attempted to send or receive data to or from a socket that was not connected. 

Socket operation on non-socket 

This message results from a programming error. The program attempted to perform an operation on a file 
descriptor that was not associated with a socket; the attempted operation can only be performed on a 
socket. 

Socket type not supported 

You specified a socket type in your program that isn't supported on this machine. 

Unkown host name for your address 

This is a configuration problem. There is no entry in the foreign host's host table .for your DOMAIN host. 
On a DOMAIN/IX BSD4.2 node, add the DOMAIN host's name to fete/hosts, and be certain that the 
DOMAIN network address is entered in fete/networks. On other hosts, you may have to edit the local. txt 
or equivalent file. 

Unknown host specifier 

This is a configuration problem. There is no entry in your /sys/tep/hostmaplloeal.txt file for this host. On 
a DOMAIN node, add the DOMAIN host's name to /sys/tep/hostmaplloeal.txt. On a DOMAIN/IX 
BSD4.2 node, add the DOMAIN host's name to fete/hosts, and be certain that the DOMAIN network 
address is entered in /ete/networks. 

Unknown service 

This message could result if the destination network is down, or if the DOMAIN/IX BSD4.2 /etc/services 
file on either machine has been deleted or corrupted. See the DOMAIN/IX Programmer's Reference for 
BSD4.2 for information about /etc/services. 
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Glossary 

Address 

Address Mapping 
Table 

Address Resolution 
Protocol 

Administrative Node 

Alias 

ARP 

ARPANET 

Bridge 

Configuration 

daemon 

DARPA 

DARP A Internet 

Destination Address 

DOMAIN Address 

A series of numbers that uniquely identifies a node on a network. Each 
network and protocol family has its own address format. See DOMAIN 
Address. 

A table that TCP/IP uses to convert Internet addresses to and from 
local addresses. 

CARP) The protocol used by TCP/IP hosts and gateways to maintain 
their address mapping tables. ARP updates the table whenever a host 
cannot find the local address that corresponds to the Internet address of 
a host or gateway on its local network. 

See TCPIIP Administrative Node and DOMAIN/IX Administrative 
Node. 

A secondary name for a TCP/IP host. You can use a TCP/IP host alias as 
if it were the host name. 

See Address Resolution Protocol. 

The Department of Defense Advanced Research Projects Agency Net­
work. The ARPANET is one of the largest nationwide networks that uses 
TCP/IP protocols. 

A device that physically links two or more networks. For example, a 
bridge can connect a token ring network to an ETHERNET network. In 
DOMAIN internets, network controllers and their associated software 
perform bridge functions. See also, Router and Routing Node. 

The arrangement of a computer system or network as defined by the na­
ture, number, and chief characteristics of its functional units. More spe­
cifically, the term configuration can refer to a hardware configuration or 
a software configuration. 

A DOMAIN/IX BSD4.2-specific server process. 

The Defense Advanced Research Projects Agency of the U.S. Depart­
ment of Defense. 

1. A TCP/IP Internet consisting of all networks listed in the hosts. txt 
file. 

2. See Internet, definition 1. 

The field· in a packet that identifies the intended recipient of the packet. 

A DOMAIN node ID is a 20-bit node address, expressed in hexadecimal 
numbers, for a single DOMAIN network. In some contexts, a 32-bit 
DOMAIN network number precedes the node ID. DOMAIN network 
numbers are assigned by Apollo Computer Inc. 

Glossary-1 



DOMAIN/IX 
Administrative 
Node 

DOMAIN Network 

DOMAIN Token Ring 
Network 

Dumb Gateway 

ETHERNET 

ETHERNET Address 

File Transfer 
Protocol 

FTP 

ftpd 

ftp_server 

Gateway 

Hop 

Host 

Host Number 

hosts. txt File 

inetd 

The DOMAIN/IX BSD4.2 node that contains the fete directory. Other 
BSD4.2 nodes gain access to the contents of this directory through 
soft links. 

A network consisting of nodes that use DOMAIN protocols. At present, 
DOMAIN nodes can use the DOMAIN token ring network or the 
ETHERNET 802.3 media. 

A local area network that uses coaxial cable as its transmission medium 
and operates at 12 megabits per second. 

A gateway that does not perform routing. See also Prime Gateway. 

A local area network that uses coaxial cable as its communications me­
dium and operates at 10 megabits per second. ETHERNET is a registered 
trademark of the Xerox corporation. 

A 48-bit number that identifies a device on an ETHERNET network. 
ETHERNET addresses are expressed as six hexadecimal octets. ETHER­
NET addresses are assigned by the Xerox Corporation. 

(FTP) A protocol for transmitting files between host computers. FTP is 
defined by the Defense Advanced Research Projects Agency. FTP uses 
TCP and IP as underlying protocols. 

See File Transfer Protocol. 

The daemon process that accepts incoming FTP requests on DOMAIN/ 
IX nodes. 

The server process that accepts incoming FTP requests on AEGIS 
nodes. 

A device or set of devices that connects usually unlike networks, such as 
DOMAIN and ETHERNET, by providing protocol translation. (In con­
trast, a bridge connects two like networks and so requires no protocol in­
formation). See also TCP/IP Gateway. 

A packet's passage through a routing node on its way to its final destina­
tion. The number of hops in a route is the same as the number of gate­
ways a packet passes through. 

A computer or workstation that communicates over a network. A host 
can both initiate communications and respond to communications that 
are addressed to it. 

The portion of a TCP/IP Internet address that uniquely identifies the 
host on its local network. 

A file containing information on the networks, gateways, and hosts that 
make up the ARPANET and other DARPA Internets that are supported 
by the Network Information Center (NIC). 

The daemon process that listens for incoming requests for programs 
listed in the /ete/inetd.eonj file. When a request for a certain program 
listed in this file arrives, inetd forks the desired program. 
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Internet 

Internet Address 

Internet Gateway 

Internet Protocol 

IP 

LAN 

Local Address 

Local Area Network 

Local Network 

Local Node 

Network 

Network Address 

Network Information 
Center 

Network Number 

NIC 

Node ID 

Node Specification 

Packet 

1. Two or more connected networks that mayor may not use the same 
communication protocol. The device that connects the networks may 
perform routing and/or gateway functions. 

2. A DARPA Internet conforms to a set of protocols defined by the 
Defense Advanced Research Projects' Agency that include the In­
ternet Protocol and Transmission Control Protocol. 

1. An address that conforms to the DARPA-defined Internet 
protoocol. A unique, four-byte number that identifies a host or 
gateway on the Internet, consisting of a network number followed by 
a host number. The host number can be further divided into a 
subnet number. Internet addresses are expressed as four decimal 
numbers, ranging between 0-255 and separated by periods. 

2. An address that uniquely identifies a destination on an internet. 

See Gateway. 

(IP) A protocol defined by the Defense Advanced Research Projects 
Agency for connecting networks through gateways. 

See Internet Protocol. 

See Local Area Network. 

An address that uniquely identifies a destination within a single network. 

(LAN) A communications network linking a number of devices that are 
located within a relatively short distance, typically less than a mile. 

The network to which a node is directly attached. 

The node executing the commands. For example, the processes created 
by the DOMAIN crp command execute on the node specified in the -on 
option. For contrast, see remote node. 

Transmission media and software that links nodes and peripherals. 

An Internet address created by appending zeros to the network number. 
For example, 205.3.1.0 is a Type C network address. 

(NIC) A centralized information resource managed by SRI International 
(Menlo Park, CA). The Network Information Center assigns DARPA In­
ternet network numbers, and maintains the master hosts. txt table and 
copies of the DARPA Internet specifications. 

The component of an Internet address on an internet that uniquely 
identifies the network. See Internet Address, Network .Address. 

See Network Information Center. 

The unique 20-bit identifier for a DOMAIN node. 

An operating system identifier for a node. A node specification can con­
sist of a node ID, the DOMAIN address, Internet address or the node 
name. 

A sequence of binary digits that is transmitted as a unit in a computer 
network. A packet usually contains control information plus data. Pack­
ets are transferred as a single unit over a packet-switched network. 
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Packet-Switched 
Network 

Physical Layer 

Physical Layer 
Interface 

Prime Gateway 

Protocol 

Remote Network 

Remote Node 

Request for 
Comment 

RFC 

RIP 

rip_server 

Route 

routed 

Router 

Routing Information 
Protocol 

Routing Node 

Routing Server 

Routing Table 

A network that transmits data in the form of packets. Each packet is 
transmitted separately over the network; they are dynamically routed 
from source to destination. The DARPA Internet is a packet-switched 
network. 

The lowest communications layer. It provides the mechanical, electrical, 
functional, and procedural means to provide communications over a 
physical medium. 

The interface between TCP/IP and the physical layer software that 
sends messages over a particular transmission medium. Each physical 
layer interface identifier indicates a particular network to which the host 
is attached. For example, drO specifies the DOMAIN token ring. 

A gateway that maintains up-to-date information about routes to destina­
tions on the TCP/IP Internet. A prime gateway uses a protocol such as 
RIP to dynamically maintain its routing tables. 

A set of rules that governs the procedures used in exchanging information 
between two communication processes. 

A network not directly connected to a node. A node must send packets 
through a router or gateway to communicate on a network. 

A node other than the node executing commands. 

(RFC) A specification or proposed specification that applies to the 
DARPA Internet. You can obtain copies of any RFC from the Network 
Information Center. 

See Request for Comment. 

See Routing Inforl1}ation Protocol. 

The server process that maintains the routing table on DOMAIN gate­
ways. 

1. To determine the path by which a packet will reach its destination, 
when the packet is being transmitted through an internet. 

2. The path a packet takes from its source to its destination. 

The daemon process that maintains the routing table on DOMAIN/IX 
BSD4.2 gateways. 

1. The software process that controls the transmission of packets between 
networks. A router manages data transfer across a bridge. 
2. A node that runs routing software. See Routing Node. 

(RIP) A protocol used by the rip_server and routed processes to 
dynamically maintain the routing tables on gateways and, in some (non­
DOMAIN) cases, hosts. 

A node that runs the routing process and transmits packets between dif­
ferent networks, especially through a bridge. A node that transmits pack­
ets between dissimilar networks is called a gateway. 

Same as router. 

A table maintained by hosts and gateways that indicates the next gateway 
in the route to a destination. 
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Server 

Software Loopback 
Interface 

Subnet Number 

TCP 

TCPIIP 

TCP/IP 
Administrative node 

TCP/IP Gateway 

tcp_server 

Telnet 

telnetd 

telnet_server 

Topology 

Transmission Control 
Protocol 

Type A Address 

Type B Address 

Type C Address 

A process that is dedicated to managing a certain function. A variety of 
servers support TCP/IP communications. See also daemon. 

A physical layer interface simulator within TCP/IP software that directs 
messages to be received within the node without transmitting them to the 
physical layer software. 

The portion of the Internet Address that identifies networks within an 
internet. A network number identifies a single internet while subnet 
numbers identify networks within that internet. 

See Transmission Control Protocol. 

Transmission Control Protocol/Internet Protocol. An acronym used to re­
fer to the TCP and IP protocols and related Internet protocols, such as 
FTP and Telnet, defined by the Defense Advanced Projects Agency. 

A node on which the DOMAIN TCP/IP /sys/tcp/hostmap directory and 
the /sys/tcp/hosts.hst and /sysltcp/gateways files are located. The TCP/IP 
administrative node for DOMAIN/IX BSD4.2 TCP/IP contains /etc/ 
hosts, /etc/gateways, /etc/neworks, /etc/hosts.equiv. 

A gateway that routes information on a TCP/IP internet. A TCP/IP gate­
way usually translates protocols for unlike networks. However, TCP/IP 
gateways are required on DOMAIN routing nodes to maintain TCP/IP 
services across the physical link between two DOMAIN networks. 

The server process that manages TCP/IP communications on all DO­
MAIN nodes. 

A remote terminal emulation protocol defined by the Defense Advanced 
Research Projects Agency for internetwork communications. Telnet uses 
TCP and IP as underlying protocols. 

The daemon process that accepts incoming Telnet requests on DO­
MAIN/IX nodes. 

The server process that accepts incoming Telnet requests on AEGIS 
nodes. 

The arrangement of networks and systems on those networks. 

(TCP) A protocol for sending data grams from one network to another. 
It was defined by the DefenseAdvanced Research Projects Agency for in­
ternetwork communications. 

An Internet address where the network number is represented by a sin­
gle byte with a leftmost ° bit, and the local address consists of three 
bytes. 

An Internet address where the network number is represented by two 
bytes with the leftmost two bits having the value 10, and the local address 
consisting of two bytes. 

An Internet address where the network number is represented by three 
bytes with the leftmost three bits having the value 110, and the local ad­
dress consisting of one byte. 
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The letter I means "and the following page"; the letters II mean "and the following pages". Symbols are 
listed at the beginning of the index. 

Symbols 

# Comments 4-5 
; Comments 3-9 
127.0.0.1 

loopback address 7-5 

A 

Access Control List (ACL) 4-2 
Accommodating network sizes 2-3 
Address Glossary-1 

tcpstat -i 7-10 
Address already in use TCP/IP error 

C-1 
Address mapping files 

host B-2f 
how to update 6-16f 
tcpstat -h 7-8f 

Address mapping table A-3, A-4, 
Glossary-1 

changing 6-15 
creating B-6f 
example of A-Sf 
updating B-8 

Address Resolution Protocol 3-2, 
6-16f, B-8, A-2f, A-4, 
Glossary-1 

changing 6-15 
debug information 7-4 
host_addr 5-6 
listing non-ARP hosts 3-13 
maphost 5-11, 5-13 
tcpstat -h 7-8f 

Administrative nodes 3-1£, 5-1, 
6-3, 6-12, 7-2 

DARPA hosts 3-8 
getting hosts. txt 6-9ff, Glossary-1 
having one or more 3-2 

links to 3-3 
procedure for 5-4ff 
TCP/IP and BSD4.2 3-2 
updating 5-8, 6-6 

AEGIS 
TCP/IP servers required 4-1 

Alias 3-12, Glossary-1 
host names 2-12 
list with host B-2 

All network ports in use TCP lIP 
error C-1 

Anonymous guest 6-10 
anyhost tcpstat -c 7-7 
ARP 

See Address Resolution Protocol 
ARPANET 1-6, 2-5, 3-8, 6-9ff, 

Glossary-1 
DARPA Internet 1-4 
tcpstat -h 7-9 

Assigning Internet addresses 2-12 
Associating Internet addresses with 

physical interface B-12f 
Associating networks and gateways 

B-4 

B 

Bolt Baranek and Newman (BBN) 
1-4 

Bourne shell, login 5-14 
Bridge 

assigning Internet addresses 2-7 
DOMAIN product 1-4, 

Glossary-1 
Broadcasts, tcp_server in debug 7-4 
BSD4.2 UNIX 1-2, 1-4 

configuring TCP/IP hosts 5-23f 
Buffer pools tcpstat -m 7-11 
Buffers insufficient tcpstat -s 7-12 
Bufs tcpstat -m 7-11 

Index-1 
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C shell, login 5-14 
Can't assign requested address 

TCP /IP error C-2 
Cad't send after socket shutdown 

C-2 
Case sensitive 3-10 
Changing Internet addresses 6-5ff 
Changing Internet into subnets 6-7ff 
chmod 5-14, 5-20 
Choosing Internet address format for 

subnets 6-8 
Choosing nodes to run TCP /IP 2-H 
chown 5-5, 5-12, 5-14, 5-20 
Closed, TCP state tcpstat -c 7-7 
Close-wait, TCP state tcpstat -c 

7-7 
Closing 1, TCP state tcpstat -c 7-7 
Closing2, TCP state tcpstat -c 7-7 
Coaxial cable 2-7 
COLL tcpstat -i 7-10 
Collisions 7-10 
/com directory 5-14 
COM-ETH controller 7-2 
Comments 3-9, 4-5 
Common error messages 7-3 
Configuration Glossary-l 

TCP/IP sample 1-5ff 
Configuration error C-2, C-3 
Configuration procedures, summary 

of 5-3 
Configuring 

a DOMAIN network 5-Hf 
before you begin 5-3 
common error C-l 
deciding which procedures to 

follow 5-2 
disked nodes 5-4 
diskless nodes 5-4 
letc/gateways 5-13f 
letclhosts.equiv 5-13, 5-19f, 

5-24f 
networks 5-9, 5-15, 5-21 
setroute 5-10 
TCP/IP administrative node 5-4ff 
TCP/IP local. txt 5-8, 5-13, 

5-18, 5-6 
thishost 5-9, 5-15, 5-20 

Confirming connection tcpstat -c 
7-7 

Connecting gateways and Internet 
addresses 3-6 

Connection 
remote host name 7-13 
reset 7-8, B-14 
tcpstat -t 7-13 

Connection information 7-6ff 
Connection refused TCP/IP error 

C-2 
Connection reset by peer TCP/IP 

error C-2 
Connection timed out TCP/IP error 

C-2 
Conventions, documentation iv 
Converting network and Internet 

address B-8 
Converting networks and gateways 

B-4 
Corresponding Internet address and 

network 3-6 
cps 5-9, 5-14, 5-10,5-16, 5-20, 

5-22, 6-1, 6-9 
cputype 3-11 
Creating 

host and gateway address files 
B-6f 

host tables, makehost.sh 5-6, 
5-8, 5-13 

internal gateway table B-4f 
Internet addresses with subnet 

numbers 2-5ff 
subnets 2-12 

crp 3-13, 6-2, 6-10, 7-2 
crp -cps 6-2 
CRUCR 

(CREATE_USER_CHANGE_ 
REQUEST) iv 

.cshrc file 5-14 

D 

Daemons Glossary-l 
ensuring they are running 5-24 
initializing 5-16, 5-21 
sample of selecting 4-7 
starting inetd 4-5 
starting and stopping 4-1ff, 6-2 

DARPA 1-1, Glossary-l 
DARPA Internet 1-4, 2-12, 3-8, 

Index-2 

B-6 
address format 2-4 
configuring foreign hosts 5-23f 
configuring host file 5-5 
getting official hosts. txt 6-9ff, 

Glossary-l 
non-RIP hosts 3-14 

c 
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setroute 5-10 
Debugging TCP/IP 7-1ff 

isolating problems with loopback 
7-5 

running tcp_server in 7-3f 
Deciding where to store TCP lIP files 

3-16 
Decimal values (Internet addresses) 

2-13 
Defense Advance Research Projects 

Agency (DARPA) 1-1 
Department of Defense (DoD) 1-4 
Destination address Glossary-1 
Destination address required TCP lIP 

error C-2 
Destination not responding, error 

7-3 
Destination refused 7-3 
Destination unreachable 7-3 
Device level tcp_server 7-4 
Disable network interface B-12 
Disked nodes, configuring 5-4 
Diskless nodes, configuring 5-4 
Display TCP/IP status B-15 
Idoe directory 3-3, 5-5, 6-1 
Documentation Conventions iv 
DOMAIN address Glossary-1 
DOMAIN bridge product 1-2, 2-1 
DOMAIN FTP 1-2 
DOMAIN internet iv, 1-2, 5-1 

and DARPA 1-4 
configuring 5 - 2 
configuring TCP lIP hosts 5 -17 ff 
dividing into subnets 6-7ff 

DOMAIN network Glossary-2 
DOMAIN node names 2-2 
DOMAIN ring 

listing in letelnetworks 3-15 
See also DOMAIN Token ring 

network 
DOMAIN TCP/IP 

configuring 5 - 2 
determining server processes 4-7 
differences between DOMAIN/IX 

BSD4.2 TCP/IP and 3-4f 
files required for 3-2, 3-4f 
overview 1-Hf 
problems with 7-1ff 
procedures for 5-4ff 
servers 4-Hf 

DOMAIN Telnet 1-2 
when to use 4-3 

DOMAIN token ring network 
Glossary-2 

DOMAINIIX administrative node 
Glossary-2 

DOMAINIIX BSD4.2 
checking system status 4-4 

DOMAIN/IX BSD4.2 TCP/IP 
configuring 5-2, 5 -11 
configuring host 5 -17 ff 
daemons 4-2ff, 4-7 
differences between DOMAIN 

TCP/IP and 3-4f 
files required for 3-4f, 3-13ff 
hosts.equiv 5-7 
information files 3-Hf 
overview 1-Hf 
problems with 7 -Hf 
running daemons 4-4ff 

drO 3-6, B-12 
dr1 3-6 
Drawing the Internet 2-H 
Dumb gateways 3-12, 4-3, 6-15 

Glossary-2 
using setroute B-10f 

E 

Echo messages 7-12 
Equivalent hosts for log in 3~13 

See also letelhosts. equiv 
Error messages, common 7-3, 7-1, 

C-Hf 
Estab, TCP state, tcpstat -c 7-7 
lete directory 3-2, 3-16 
letelerpty 4-5, C-1 
letelgateways 3-3, 3-4, 5-19, B-6 

configuring 5-13f 
format 3-14f 
sample file 3-15 

letelhosts 3-4, 3-15, 3-16, 3-3, 
5-23, 5-24, 6-13, 6-14, A-3, 
B-6 

configuring 5 -19 
error C-3 
sample file 3-15 

letelhosts.equiv 3-3, 3-13f 
configuring 5-7, 5-13, 5-19f, 

5-24f 
sample file 3-13f 

letelhtable 5-24, B-6 
letelinetd.eon/ 3-3, 4-5, 4-6 
ete.inetd.con/ See letelinetd.eon/ 
letelnetworks 3-3, 3-4, 5-19, 5-24 

Index-3 



/etc/networks 
error C-3 
sample file 3-15 

/etc/rc 3-3, 4-6, 5-5, 5-12, 5-23, 
5-24 

etc.rc See /etc/rc 
/etc/run_rc 4-14, 4-6, 4-20 
/etc/services error C-3 
ethO [1,2,3] 3-6, B-12 
ether _ diag 7-2 
ETHERNET 1-5, 2-7, 3-7, 

Glossary-2 
address Glossary-2 
controller 6-17 
tcpstat -i 7-10 

ex 5-10, 5-16, 5-22 
Executing commands remotely 4-2, 

4-5 
Executing programs, equivalent hosts 

3-13f 

F 

File transfer 1-1, 1-4 
File Transfer Protocol (FTP) iv, 

Glossary-2 
running on hosts 4-1f 

Finite state, tcp_server in debug 
7-4 

Fin-wait 1 , TCP state tcpstat -c 7-7 
Fin-wait2, TCP state tcpstat -c 7-7 
Flags, tcpstat -t 7-13 
FLSH, tcpstat -i 7-10 
Foreign hosts 

configuring 5-23ff 
non-ARP 3-13 

Foreign networks 1-4 
tcpstat -g 7-8 

Fprt tcpstat 7-7, 7-13 
ftp 1-2, 3-15 

running without server error C-2 
starting with ftpd 4-5 

FTP 
See File Transfer Protocol 

ftpd 4-2, 4-5, 5-24, Glossary-2 
running with ftp_server C-1 

ftp_server 4-1, 4-3, 5-9, 
Glossary-2 

running with ftpd C-1 
when to use 4-3 

G 

Gate-type, /etc/gateways 3-14 
Gateway 3-14, Glossary-2 

TCP/IP Glossary-5 
type of tcpstat -g 7-8 

Gateways 

Index-4 

adding 6-3, 6-11 
address mapping 3-13 
assigning addresses to 2-4 
assigning Internet addresses 2-7ff 
changing 6-5ff, 6-12f, 6-15 
checking 7-2 
configuring 5-7ff 
configuring /sys/tcp/gateways 

5-19 
connecting different networks 

3-6 
create internal table B-4f 
define routes through B-10f 
dumb 6-15 
entries in local. txt 3-9, 3-11f, 

5-6, 5-8, 5-13, 5-18 
establishing connections 3-9 
flow chart of routing A-2f 
get name of tcpstat -c 7-7 
getting information about 7-8 
how it delivers a packet A-4 
how they work 6-16 
installing TCP/IP 5-5, 5-8, 5-12, 

5-18 
listing physical interfaces 3-6 
managing tables with routed 4-2 
errors 7-3, C-3 
next hop 3-14 
prime 3-9, 6-15 
probe tcpstat -h 7-9 
redirecting messages 7-12 
relating networks with B-4 
removing 6-3, 6-12 
rip_server 4-3 
routing A-3f 
routing messages 1-3 
routing table 6-16 
running FTP on 4-1f 
running Telnet on 4-1f 
rwhod information 4-4 
sample file 3-10, 3-14f 
selecting Internet address 2-12 
sending mail through 4-4 
servers on 4-1f 
specifying alternate addresses 

3-12 
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specifying protocols 3-12 
TCP/IP 1-3ff, 3-1, 5-1 
verifying entries B-4 
when they are also hosts 2-4 

gettable 6-11, B-1 
Getting official hosts. txt 6-9ff 
go 5-10, 5-16, 5-22 
GW/DUMB 3-12 
GW/PRIME 3-12, B-4 

H 

Hanging TCP connections 
recovering from B-14 

Hardware controller, checking 7-2 
Hexadecimal values 2-13 
Hop Glossary-2 

Jete/gateways 3-14 
host 5-14, B-1, Glossary-2 

format B-2 
TCP/IP 3-1 
tcpstat -c 7-7 
tcpstat -h 7-9 
tcpstat -t 7-13 

Host map information, B-3 
Host name 2-12 

list with host B-2 
Host number Glossary-2 
Host tables 

create makehost.sh 5-6, 5-8, 
5-13 

host_addr See 
/sysltcp/hostmap/host_addr 

Hosts 
entries in local. txt 3-9, 3-12 
adding 6-3, 6-11 
changing 6-5ff 
configuring 5-7 ff 
configuring DOMAIN/IX BSD4.2 

TCP/IP 5-17ff 
configuring non-DOMAIN 5-23ff 
DARPA Internet 3-8 
flow chart of routing A-2f 
get name of remote tcpstat -c 

7-7 
how it sends a packet A-3f 
how messages get routed 6-16 
installing TCP/IP on 5-12, 5-18, 

5-5, 5-8 
list with host B-2 
listing in letelhosts 3-15 
listing name with thishost 3-2 

mapping table tcpstat -h 7-8f 
no name available tcpstat -h 

7-8f 
non-RIP 5-13f 
not providing service error 7-3 
removing 6-3, 6-12 
routing table on 6-16 
running FTP on 4-1f 
running Telnet on 4-1f 
sample TCP/IP file 3-10 
selecting Internet address 2-12f 
specifying alternate addresses 

3-12 
specifying alternate names 3-12 
specifying protocols 3-12 
subnet numbers 6-8 
TCP/IP 1-3ff, 5-1 
TCP /IP servers on 4-1f 
when addresses not located 6-16f 
when they can be gateways 2-4 

hosts. txt 5-23 
getting official 6-9ff, Glossary-2 
hosts.txt See also 

/sys /tcp /hostmap /hosts. txt 
htable 5-24, B-1 

ICMP 

packets dropped tcpstat -s 7-12 
source quench messages 7-12 

icmp badsums tcpstat -s 7-12 
icmp drops 7-12 
icmp echoes 7-12 
icmp type tcpstat -s 7-12 
IERR tcpstat -i 7-10 
IF tcpstat -c 7-8 
Implementing subnets, choosing 

addresses for 2-5ff, 6-8 
Inactive connections, removing 7-14 
inetd 4-2, 5-14, 5-20, Glossary-2 

when to use 4-5 
Initializing TCP lIP 5-10, 5 -16, 

5-16 
Installing TCP/IP 5-5, 5-8, 5-12, 

5-18 
Interface, software loopback 7-5 
Internal host mapping 7-8f 
Internal routing files 

rip_server 4-3 
routed 4-4 

Internal routing tables 7-4, A-3, 
A-4, A-Sf, B-10f 
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Internet address Glossary-3 
and networks 3-6, 5-9, 5-15, 

5-21, B-8 
and subnets 2-5f 
associating physical interface with 

B-12f 
changing, DOMAIN/IX BSD4.2 

TCP/IP 6-14 
common errors C-2 
DARPA standards 1-4 
decimal values 2-13 
/etc/hosts 3-15 
example of 2-5 
flow chart of routing A-2f 
format 2-3, 2-12 
host tcpstat -i 7-10 
list with host B-2 
listing non-ARP 3-13 
parsing A-3 
ranges of values 2-4 
relating local 6-16f 
reserved numbers 2-4 
supplying 2-2ff 
Type A, B, and C 2-3 

Internet Control Message Protocol 
See also ICMP 

Internet gateway Glossary-3, 1-4 
Internet Glossary-3 
Internet protocol Glossary-3 
Internet socket error C-3 
Internet standard 

See DARPA standard 
I/O error, TCP/IP error C-2 
ip badsums, tcpstat -s 7-12 
ip bounces 7-12 
ip drops 7-12 
IP information, tcp_server in debug 

7-4 
IP layer 7-5 
IP protocol, problems 7-12 
ip reroutes tcpstat -s 7-12 
IP/GW 3-12, B-4 
IPKTS tcpstat -i 7-10 
Isolating problems with software 

loopback 7-5 

J 

K 

kill 5-18, 5-18, 6-2 

L 

LAN 
See Local Area Network 

Links 
/etc directory 4-6 
sharing TCP/IP information 3-2 

List host address mapping 
information B-2 

List network mapping files B-9 
Listen, TCP state tcpstat -c 7-7 
100 B-12 
Local address 7-8, Glossary-3 
Local Area N~twork Glossary-3 
Local network Glossary-3 7-8 
Local node Glossary-3 
localhost 3-9, 3-15, 7-5 
local. txt See 

/sys/tcp/hostmapllocal.txt 
Locating problems with TCP lIP 

7-lff 
Log in, equivalent hosts 3-13f 
Logging in to NIC 6-10 
Login shell 5-14 
Loopback interface 5-9, 5-15, 5-21 

See also Software loopback 
interface 

Ipd 5-13, 5-19f, 5-24f 
Ipq 3-13 
Ipr 1-2, 3-13f, 3-15, 5-13, 5-19f, 

5-24f 
Iprm 3-13 
Lprt tcpstat 7-7, 7-13 
L-syn-rcvd, TCP state tcpstat -c 

7-7 

M 

Mail, sending on DOMAIN/IX 
BSD4.2 4-4 

Maintaining 
DOMAIN/IX BSD4.2 TCP/IP 

files 6-1lff 
internal TCP/IP tables 6-14ff 
physical interface table 6-17 
TCP/IP files 6-3ff 

makegate 5-10, 5-16, 5-21, 6-15, 
6-16, 7-5, B-4, B-10 

create internal gateway table 
B-4f 

example B-5 
makehost.sh Shell script 1-2, 3-4f, 

3-14, 4-3, 5-6, 6-4 , 6-6, 6-10 
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example B-7 
format B-6f 
improving performance of 3-8 

Managing DOMAIN Internets iv 
Managing TCP/IP 6-Hf 

format calls B-1 
MAPADDR 

non-ARP 5-11, 5-13 
tcpstat -h 7-9 

maphost Shell script 3-13, 6-3, 
6-6, 6-15, 6-17 

format B-8 
using 7-14 

Mapping files 5-1, 3-4f, B-8 
See also Mapping tables 

Mapping tcpstat -h 7 -8f 
Mapping tables 

adding entries 7-14 
clearing 7-14 
removing from remote 6-4 
tcp_server 4-2 
updating remote 6-6, 6-9 

MASK tcpstat -i 7-10 
Massachusetts Institute of 

Technology (MIT) 2-5 
mem drops tcpstat -s 7-12 
Message size, determining with 

debug 7-3 
Message too long, TCP /IP error C-2 
metric, Jete/gateways 3-14 
Monitoring TCP/IP activity 7-2 

checking network status 7-5ff 

N 

Naming TCP/IP host 2-2 
net 5-14, B-1 

format B-9 
net-addr 3-11 
net drops tcpstat -s 7-12 
netinfo 6-10 
netname 3-11 
netstat 5-25, 7-2, 7-3, B-1 
Network 

changing routing tables 6-15 
entries in local. txt 3-9, 3-11, 

5-6, 5-8, 5-13 
foreign host's system crash C-2, 

Glossary-3 
list mapping files B-9 
physical interface table 6-17 
remove inactive connections 

B-14 

specifying 5-9, 5-15, 5-21 
status, tcpstat 7-5ff 

Network activity tcpstat -s 7-1H 
Network address 2-4 

assigning subnets 2-7, Glossary-3 
Network and Internet address 

conversion B-8 
Network controllers 

checking 7-2 
DOMAIN product 1-4 

Network down error C-3 
Network dropped connection on 

reset TCP /IP error C-2 
Network Information Center (NIC) 

2-12, 3-8, 6-5, 6-17, B-6 
getting hosts.txt 6-9ff, Glossary-3 

Network interface, disable B-12 
Network is unreachable TCP/IP 

error C-3 
Network messages dropped tcpstat 

-s 7-12 
Network name 

list with host B-2 
list with net B-9 

Network Number 3-15, Glossary-3 
list with host B-2 
list with net B-9 

Network problems 
error C-2 
tcpstat -s 7-1H 

networks See 
/sys /node _data/networks 

NIC 
See Network Information Center 

Node ID Glossary-3 
Node specification Glossary-3 
'node_data/ete.inetd.eon/3-3, 4-6 
'node_data/ete.re 3-3, 4-6 
'node_data/networks 3-3 
'node_data/networks 5-10, 5-15, 

5-21 
'node_data/thishost 3-3 
Non-RIP hosts 5-13f 

o 

OERR tcpstat -i 7-10 
Operation not supported on socket, 

TCP/IP error C-3 
OPKTS tcpstat -i 7-10 
opsys 3-11 
Overview of TCP/IP 1-Hf 
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Packet 
average time, tcpstat -t 7-13 
buffer sizes 7-8 
corrupted tcpstat -s 7-12 
data information, tcp_server in 

debug 7-4 
flow chart of sending A-2f, 

Glossary-3 
flushed tcpstat -i 7-10 
routing A -Hf 

Packet-switched network Glossary-4 
Passive connection, tcpstat -c 7-7 
PCT, tcpstat -h 7-9 
Permission, equivalent hosts 3-13f 
Physical interface 

associating Internet addresses 
with B-12f 

changing table 6-15 
disable B-12 
errors tepstat -i 7-10 
IF 7-8 
initializing B-12f 

name tepstat -i 7-10 
status tepstat -i 7-10 
Physical interface names, networks 

file 3-6 
Physical interface symbol 5-9, 5-15, 

5-21 
networks file 6-8 

Physical interface table 7-4f, A-3, 
A-4, A-Sf 

updating 6-17 
Physical layer Glossary-4 
Physical layer interface Glossary-4 
Physical link, gateway 1-3 
Planning DOMAIN Internets iv 
Pool size, tepstat -m 7-11 
Pools 7-11 
Port 

numbers tepstat 7-7, 7-13 
Prime gateways 3-9, 3-12, 4-3, 

4-4, 6-15, Glossary-4 
Probe, gateway count tepstat -h 

7-9 
Procedures 

changing DOMAIN TCP/IP 
addresses 6-6f 

changing DOMAIN/IX BSD4.2 
TCP /IP host address 6-14 

changing DOMAIN/IX BSD4.2 
TCP /IP host name 6-13 

changing host or gateway name 
6-4 

checking TCP/IP software 7-2 
configuring a host or gateway 

5-7ff 
configuring BSD4.2 host 5-17ff 
configuring DOMAIN/IX BSD4.2 

TCP/IP 5-11 
configuring non-DOMAIN hosts 

5-23ff 
determining server processes 4-7 
dividing network into subnets 

6-7ff 
selecting Internet addresses 

2-1Hf 
storing TCP /IP files 3-16 
summary of 5-3 
updating hosts. txt on DOMAIN 

node 6-10 
updating hosts. txt on 

DOMAIN/IX node 6-11 
Processes required for TCP /IP 4-1ff 
.profile file 5-14 
Protocol family not supported, 

TCP/IP error C-3 
Protocol Glossary-4 
Protocol not supported C-3 
Protocol type, list with host B-2 
Protocol wrong type for socket, 

TCP/IP error C-3 
ps ax 5-12, 5-12, 6-3 
pst 7-2 
ptys, need at least one pair C-1 
Punctuation, meaning for local.txt 

3-11 

Q 

R 

RB tepstat -e 7-8 
remd 3-13, 3-15, 5-13, 5-19f, 

5-24f 
starting with rshd 4-6 

rep 1-2, 3-15, 3-3 
Rcv_next tepstat -t 7-13 
Recording your TCP /IP addresses in 

local. txt 3-9 
Redirecting messages 7-12 
redirects tcpstat -s 7-12 
REF tepstat -h 7-9 
Relating Internet addresses and local 

addresses 6-16 
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Relating networks and gateways B-4 
Release Notes, TCP/IP 3-3, 5-5, 

5-8, 5-12, 5-18, 6-1 
Remote hosts 1-4, A-3f 
Remote log in 1-1 

rlogin 4-2 
rlogind 4-5 
telnetd 4-6 

Remote network Glossary-4 
Remote node Glossary-4 
Removing inactive connections 7-14 
Replacing hosts. txt 3-8 
Request for Comment (RFC) iv 
Reserved numbers, Internet address 

2-4 
Reset TCP connection 7-8, 7-14, 

B-14 
Resolving links, TCP/IP 3-3 
Restarting tcp_server 6-4, 6-6, 

6-9, 6-13, 6-14 
Retransmissions, number of 7-13 
rexec 1-2, 3-15, 4-5 
rexecd 4-2, 4-5 
RFC 768 7-12 
RFC 792 7-12 
RFC 810 3-12, 6-10, 6-11, 

DoD Internet Host Table 
Specification 3-9, 826, 6-17 

RFNM, tcpstat -h 7-9 
RIP 

See Routing Information 
Protocol 

rip_server 4-1, 4-3, 5-9, 7-12, 
C-2, Glossary-4 

when to use 4-4 
rlogin 1-2, 3-3, 3-13, 3-15, 5-13, 

5-19f, 5-24f, 4-5 
rlogind 4-2, 4-5 
root 5-14, 5-20 
root ownership 

letelre 5-5, 5-12 
route 4-4, B-1 
Route Glossary-4 
route, TCP/IP utility 6-15 
routed 3-3, 4-2, 5-24, 7-12, C-2, 

Glossary-4 
on gateways 4-4 
static routing 3-14f 
when to use 4-4 

Router Glossary-4 
Routing 6-14 ff 

how it works A-3f 

rip_server 4-3 
routed 4-4 
static (fetelgateways) 3-14f 

Routing Information Protocol (RIP) 
3-14, B-10 

configuring 5-13f, Glossary-4 
non-hosts 3-14 
routed 4-4 
routing 6-16 
server 4-3 
setroute 5-10 

Routing node Glossary-4 
Routing server Glossary-4 
Routing tables 

adding entries B-10 
flushing entries B-10, Glossary-4 
how it works 6-16 
not initializing 7-4 f 
rip_server 4-3 
update with setroute B-10f 

Request for Comment Glossary-4 
rsh 1-2, 3-3, 3-15, 4-6, 5-13, 

5-19f, 5-24f 
rshd 4-2, 4-5f 
RST TCP reset message B-14 
RSTS tcpstat -i 7-10 
run_ec 5-14, 5-20 
ruptime 1-2, 4-2, 4-4 
rwho 1-2, 4-4 
rwhod 4-2, 7-12 

when to use 4-4 

s 
SB tcpstat -c 7-8 
Selecting Internet addresses 2-1£f 

procedures, 2-11£f 5-5, 5-8, 
5-12, 5-18 

sample file 3-10 
Sending a packet, example A-4ff 
Sending messages through gateway 

4-3 
sendmail 4-2 

when to use 4-4 
Sequence numbers of data tcpstat 
-t 7-13 

Server not running, error C-2 
Servers 
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attempting to start twice C-1, 
Glossary-5 

initializing 5-10, 5-16, 5-21 
sample of selecting 4-7 
starting and stopping 4-1£f, 6-2 



setroute 5-10, 6-15 
example B-11 
format B-10f 
how to use 6-16 
list rip_server entries 4-3 

Sharing TCP lIP information with 
links 3-2 

Shell login files, editing 5-14 
Shell, running tcp_server in 7-4 
shutdown, common error C-2 
sigp 5-8 
Slashes, not in Internet names 2-12 
Snd_next tcpstat -t 7-13 
Snd_una 7-13 
Socket is already connected, TCP lIP 

error C-3 
Socket is not connected C-3 
Socket, shut down, error C-2 
Socket type is not supported, 

TCP /IP error C-3 
SOCK_STREAM error C-3 
Software loopback interface 3-9, 

7-2, Glossary-5 
tcpstat -i 7-9 
using 7-5 

Software version, tcp_server 7-5 
Source quench messages 7-12 
src quenches tcpstat -s 7-12 
Starting servers and daemons 4-6, 

5-9, 5-14, 6-2 
Startup files 4-6, 5-9, 5-14, 5-20 
STAT tcpstat -c 7-8 
State tcpstat -t 7-13 
Static routing 

/etc/gateways 3-14f 
list entries with setroute 4-3 
route 4-4 

S.tatistics, network tcpstat -s 7 -11f 
Status 

getting system with rwhod 4-4 
tcpstat -h 7-9 
tcpstat -i 7-10 

Stopping tcp_server 6-8 
Subnet and subnet masks 

choosing Internet address for 6-8 
Internet address 2-12 
mask 2-6, 3-7, 5-9, 5-15, 5-21 
networks file 6-8 
sample configuration 2-7ff 
subdividing internet 6-7ff 
tcpstat -i 7-10 

Subnet numbers Glossary-5 

creating Internet aqdress with 
2-5ff 

example of 2-5 
how they work 2-5 
networks file 3-7 
range of values 2-6 

Summary of configuration 
procedures 5-3 

Superuser mode, 5-6, 5-13 
Syn-rcvd, TCP state tcpstat -c 7-7 
Syn-sent, TCP state tcpstat -c 7-7 
/sys/hostmap/hosts.txt 3-8 
/sys/node_data directory 4-2 
/sys/node_data/etclinetd.con! 4-5 
/sys/node_data/networks 3-2, 3-3, 

3-6, 6-6, 6-8, 6-14, B-12 
configuring 5-9, 5-15, 5-21 

/sys/node_data/networks file 2-6 
format 3-6 

/sys/node_data/startup files 4-6, 
5-9, 5-14 

/sys/node_data/thishost 3-2, 3-6, 
6-4, 6-13 

configuring 5-9, 5-15, 5-20 
format 3-6 
list with host B-2 

/sys/tcp directory 3-3 
/sys/tcp/gateways 3-3, 3-3, 3-4, 

5-19, 6-15, 6-16, B-6 
/sys/tcp/host_addr 3-13, 5-6, 5-11, 

5-13,6-15 
/sys/tcp/hostmap 3-3 
/sys/tcp/hostmap directory 3-16 
/sys/tcp/hostmap/host_addr 3-2 
/sysltcp/hostmap/hosts.txt 3-2, 3-9 

B-6, 5-5 
replacing, updating 3-8 

/sys/tcp/hostmap/local. txt 3-2, 
3-9ff, 3-16, 6-4, 6-6, 6-8, B-6 

comments in 3-9 
/sys/tcp/hostmap/local.txt error C-3 
/sys/tcp/hostmap/local.txt 

example of 3-10 
format 3-9ff 
sample file 3-10 

/sys/tcp/hosts.hst 3-3, 3-4 
creating B-6f 
list with host B-2 

/sys/tcp/hosts.txt A-3 
/sys/tcp/makegate B-1, B-4 
Isys/tcp/makehost.sh B-1 
Isys/tcp/maphost B-1, B-8 
/sys/tcp/networks 3-3, 6-15 
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/sys/tcp/setroute B-1 
/sys/tcp/tcpinit B-1 
/sys/tcp/tcpreset B-1 
/sys/tcp/thishost 3-3 
System status, getting with rwhod 

4-4 
SYSTYPE 5-14, 5-20 

T 

T1 link 2-7 
specifying in networks file 3-6 

TCB, tcpstat 7-8, 7-13 
tcp badsums, tcpstat -s 7-12 
TCP connection flags, tcpstat -t 

7-13 
TCP header, determining size 7-3 
TCP information 

tcp_server in debug 7-4 
tcpstat -t 7-13 

tcp rejects,tcpstat -s 7-12 
TCP state, tcpstat 7-7, 7-13 
tcp unacked, tcpstat -s 7-12 
TCP/FTP 3-12 
tcpinit 5-10, 5-16, 5-21, 6-15, 

6-17, 7-4, B-4 
example B-13 
format B-12f 

TCPIIP Glossary-5 
adding, removing, changing hosts 

6-3f 
administrative node 3-H, 5-1, 

Glossary-5 
alias 3-12 
buffer pools 7-11 
calls format B-1 
checking network status 7-5ff 
checking software 702 
checking your host 7-5 
collisions tcpstat -i 7-10 
common errors 7-3, C-Hf 
Communicating with other 

networks 1-2f 
configuring 5 -1 ff 
configuring foreign hosts 5-23ff 
DARPA Internet 1-4 
deciding which procedures to 

follow 5-2 
displa y address mapping 

information B-2f 
display status with tcpstat B-15 
drawing the configuration 2-H 

error messages C-Hf 
first-time user 5-1 
foreign networks 1-4 
gateway nodes 5-1 
gateways and hosts 1-3ff 
host name 2-12 
host nodes 5-1 
how it sends packets A-Hf 
information files 3-Hf 
initializing 5-10, 5-21, 5-21 
internal tables 4-2 
link and file locations 3-3 
listing hosts in /etc/hosts 3-15 
locating problems with 7 -Hf 
maintaining internal tables 6-14ff 
managing 6-Hf 
monitoring activity 7-2 
network statistics 7 -lH 
networks 1-2f 
open connection information 

7-6ff 
recording your addresses in 

local. txt 3-9 
rejected packets tcpstat -s 7-12 
relating networks and gateways 

B-4 
release notes 3-3 
remote hosts 1-4 
resetting connection 7-14 
sample addresses file 3-10 
sample configurations 1-5ff 
selecting address for network size 

2-3 
servers and dameons 4-Hf 
troubleshooting 7-1ff 
utilities for maintaining tables 

6-15 
verifying configuration 5-24f 
what to configure 5-Hf 

TCP /IP files 
create with makehost. sh B-6f 
differences between DOMAIN 

and DOMAIN/IX 3-4f 
DOMAIN/IX BSD4.2 TCP/IP 

3-13ff 
how they're used A-3f 
list of installed files 5-5, 5-8, 

5-12, 5-18 
list with host B-2 
maintaining 6-3ff 
where to store 3-16 

TCP/IP gateway Glossary-5 
See Gateways 
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TCP/IP host name 2-2, 3-6 
TCP lIP name 2-2 
TCPIIP problems 7-1ff 

checking with loopback 7-5 
TCP lIP products 

choosing 1-3 
differences between 1-Hf 

TCP/IP protocols, overview 1-Hf 
tcpreset 7-1 

example B-14 
format B-14 
tcpstat -t 7-13 
using 7-14 

tcp_server 4-1, 4-2, 5-14, 5-9, 
7-3f 

getting software version 7-5, 
Glossary-5 

how to start 4-2 
replace internal table B-4f 
running in debug mode 7-3f 
running in window 7-3 

software loopback interface 3-9 
specifying debug options 7-4 
stopping 5-8, 5-12, 5-18 
using 7-3ff 
verifying configuration 5-25 

tcpstat 5-14, 7-1, 7-2, 7-3, 7-11, 
B-1, B-15 

summary of options 7-6 
syntax 7-5 
verifying configuration 5-25 

tcpstat -a 7-6 
tcpstat -c 7-6ff 
tcpstat -g 7-8 
tcpstat -h 7-8f 
tcpstat -i 7-9f 
tcpstat -m 7-11 
tcpstat -0 7-11 
tcpstat -s 7-11£ 
tcpstat -t 7-13 
TCP/TELNET 3-12 
telnet 1-2, 3-15 
Telnet 1-4, Glossary-5 

running on hosts 4-1£ 
verifying configuration 5-25 

Telnet terminal emulator iv 
telnetd 4-2, 4-5f, Glossary-5 
telnet_server 4-3, 4-1, 5-9, 

Glossary-5 
Terminating connection tcpstat -c 

7-7 
Terminating fields in local. txt 3-11 

tftp 7-12 
tftpd 4-2, 4-4 
thishost See Isyslnode_datalthishost 
time exceeded tcpstat -s 7-12 
Time-wait, TCP state, tcpstat -c 

7-7 
Topology Glossary-5 
Translating protocols between 

networks 3-6 
Transmission control block tcpstat 

7-13 
Transmission Control Protocol 

Glossary-5 
Trivial File Transfer Protocol, 

DARPA 4-4 
Troubleshooting TCP lIP 7 -Hf 

checking network status 7-5ff 
clear mapping tables 7-14 
modifying tcpstat 7-11 
recovering from hanging B-14 
software loopback 7-5 

Type A address Glossary-5, 2-3, 
2-6, 2-12 

Type B address Glossary-5, 2-3, 
2-6, 2-12 

Type C address Glossary-5, 2-3, 
2-6, 2-12 

u 
udp badsums, tcpstat -s 7-12 
udp drops 7-12 
UDP, error C-3 
UDP information 

tcp_server in debug 7-4 
socket error C-2 

Understanding subnets 2-7ff 
Unit, tcpstat -i 7-10 
University of Southern California 

(USC) 2-5 
UNIX BSD4-2 1-4 

system utilities 1-2 
Unknown host name for address, 

TCP lIP error C-3 
Unknown host specifier C-3 
Unknown service C-3 
Updating 

routing table with setroute B-l0f 
hosts. txt 3-9 
local. txt 5-8, 5-13 
TCP/IP 6-1 

User Datagram Protocol packets 
dropped 7-12 

Using telnet and Itp iv 

Index-12 

c 

c 

(" 



o 

o 

o 

o 

o 

lusrlucb directory 5-14 

v 

Verifying 
gateway entries B-4 
TCP/IP configuration 5-24f 

Version of software, tcp_server 7-5 

von command 5-6, 5-8, 5-13 

w 

Wind, tcpstat -t 7-13 

Window 
running tcp_server 7-3 
size of foreign 7-13 

x 

XT, tcpstat -t 7-13 
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Reader's Response 

Please take a few minutes to send us the information we need to revise and improve our manuals from 
your point of view. 

Document Title: Configuring and Managing TCPI/P 
Order No.: 008453 Revision: 01 Date of Publication: January, 1987 

What type of user are you? 
__ System programmer; language 
__ Applications programmer; language _________ _ 

__ System maintenance person __ Manager/Professional 
__ System Administrator Technical Professional 
__ Student Programmer Novice 

Other 

How often do you use the DOMAIN system? _____________________ _ 

What parts of the manual are especially useful for the job you are doing? 

What additional information would you like the manual to include? 

Please list any errors, omissions, or problem areas in the manual. (Identify errors by page, section, figure, 
or table number wherever possible. Specify additional index entries.) 
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Reader's Response 

Please take a few minutes to send us the information we need to revise and improve our manuals from 
your point of view. 

Document Title: Configuring and Managing TCPIIP 
Order No.: 008453 Revision: 01 Date of Publication: January, 1987 

What type of user are you? 
__ System programmer; language 
__ Applications programmer; language _________ _ 

__ System maintenance person __ Manager/Professional 
__ System Administrator Technical Professional 
__ Student Programmer Novice 

Other 

How often do you use the DOMAIN system? _____________________ _ 

What parts of the manual are especially useful for the job you are doing? 

What additional information would you like the manual to include? 

Please list any errors, omissions, or problem areas in the manual. (Identify errors by page, section, figure, 
or table number wherever possible. Specify additional index entries.) 
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